TS5 nfis
Windows P18/

FSx EHA F Windows X 4 RS2/ I b

Copyright © 2026 Amazon Web Services, Inc. and/or its affiliates. All rights reserved.



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

FSx & T Windows X BRS5238 L S i#b: Windows FIF 15

Copyright © 2026 Amazon Web Services, Inc. and/or its affiliates. All rights reserved.

Amazon FIEFRFE L AR A BB FEMIE Amazon WERBRS , AR BLEAATRESIEEZFE
&, BRKIKS Amazon WA REH., PIEIE Amazon HEMEMBEIRO AR BFIEENMT | XL
FRE & WREME T Amazon. 5 Amazon BXEEH Amazon #B) , thaJgE R 2 Mt

Amazon Web Services X4 iRA Amazon Web Services BE R MBEARER X B MR, BEEEE
ATHERXENESR , B2 FEH Amazon Web Services R Al (PDF),



https://docs.amazonaws.cn/aws/latest/userguide/services.html
https://docs.amazonaws.cn/aws/latest/userguide/aws-ug.pdf#services

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

Table of Contents

EA FSX BT WiINAOWS ST BRSE B 2 oot 1
AT ILTD FOX BT oottt et ettt et et ettt et ee e e e et et e et e e en e e 1
1YL B = 3= 2

R S B R oottt 2
C1 2R RO 2
B T R oo ettt ettt 3
Dy R = = i1 =T 3
T DG T B TE AT FSX ettt ettt ettt ettt 3
R T e ettt e et e e e e e e e e e e e e e e aai—aaas 3
R A e e e 4
T Window FSX 8 MR BRSEBRICIER .oooeoeeeeeeeee et 4
BREIRBEF AMAzon FSX M2 oottt ettt et et e eneeae e eeene e, 4
FSX BT WiINAoWs BB E R B . oo e 6
R R E T R ettt 6
B T T B oottt 6

B R B S R B B B R oot 6
T R E T B oo e e e 6
B T B ettt ettt et e et 6
o ()Y SI I (=T o (o VPP 7
B A Active Directory Bt B IR M R T B ME oo 8

B 7 A LS .ot e et e e e 8

B B A B FE B B L R /N oot e et 9
BB D B I B ettt et 9
B R B 0 oottt 9
I B B A B T B 0 oottt 9

TE R I S B BE T oottt 9

T BB B e ettt ettt 11
REREY AMazon Web Services MK ..ottt nene s 11
................................................................................................................................................... 12
e I =g Vo (V=S D =Yex (oY AR 12
B2%: ELTH EC2 HHEIAFBEE WIndows SEB ..o 13
IR 3 TR EBUIBRBISED oot 15
%45 FERSHIMAIER Amazon Directory Service B .o, 17
e TR i = a2 PO 18




FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

SR 6. FEHXHHZHMHFENIZEIT Windows BRFZEFH EC2 S ..o 23
B T B TR B A S e, 24
D B 1 B D S R T . oot 24
BB 0 2D 0 BT T R oottt 25
T T R B B ..ottt et 27
I BB B o I .ottt ettt ettt ettt ettt ettt en s 27
M Amazon Web Services = PIEBUTIIBIIE ....oooeieee e, 28
MEAM VPC., Amazon Web Services Ik~ = Amazon Web Services X1 HRIEIE ............. 29
A T ] BB ..ottt et e et 30
FEFERIA DNS BB ) EE oot 30
Kerberos BARIEUEE DINS BFR ..oiieieieeee ettt e e 31
DRI REE (DFS ) BEBZEIAD oottt 31
B DINS Bl T R B a R ot 32
Kerberos S IEIEFIIIZRBER DNS BT oo 32

B DNS BB R B Sl BB .ottt e, 33

H Kerberos BLEBARS EEB IR ( SPN ) oot 34
FEHTTBIZE DINS CNAME 1B oot et e et e e et e e e et e e e e e e e e et e e e e e e e, 37
FERARBENR (GPO ) BBHINIT Kerberos BBIIE ....covoveeeeeeeeee e 38

B P S B T B BB oot 39
B T S B T ettt ettt 39

£ Amazon EC2 Windows S5l EBR G ST B e, 40

£ Amazon EC2 Mac = b ST e, 42

£ Amazon EC2 Linux SRl b3 g S T e 44

£ Amazon EC2 Linux S5 E B S e 49
B I ettt 52
New-FSxSmbShare TS E B EEERI ..o, 56
Al E S I A ettt ettt 57
EREA ARSI A R SRR IBBIET e 57
R B A R B T B S o 58

B BB A I B oottt et e, 58
Windows B 0 LY R R B R I et 59
LiNUX B R B R R B R I oo, 59

TE S R R R B R et e, 59
B A XA O] B R S BRI TR oot 59
T e et eeeee e e e e e e e e e e e e ———————————aaaaeeeeeeeeaaeeee———— 59

S R R B E T LRI LT oottt ettt e, 60




FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

G2 IO (1YL= Y B =e1 (o 10 AR 62
£ Amazon Managed MICroSOft AD ..........ccoooiieeoeeieeeeee ettt eae e eaeas 63
el - RO 64
R N = = OO RRR 69
MR, Active DIreCtory BB ........ceoveeeeeeeceeeeee et e e te e eaese st e see e eneereseeeeenneneas 69
EFEH VPC Sk A EH Amazon Managed Microsoft AD ...........cccceeeevevieeeeeeeieeenennn, 70
RIS Active Directory dB3H BRHIIETE . oo e 71
FEFEITEIERRY ACHVE DIFECIOTY ...ooveeeieeee ettt et en et en e 74
7Y« SR 75
a5 OO 79
FEHABITERE Active Directory BTRIBRESEER ..o, 80
I S 3 RO 89

[ AMAZON TIMMABR FSX ..ottt e e et enete e e e 90
IRUE Active DIreCtory BERIE ........ocoovieieeeeeeeee e cee ettt teeteeeeeeeaneteete e s aneeteeeeneneanes 91
FOX MIA B R E IR E T oot 95
FRENFA TSN DNS SRBHY IP HIIIE Lo 105
FHTEITEIRI ACHVE DIFECIOTY ..ottt n e 105
B AMAZON FSX BRETIK T ..ottt ettt et e e eneate e ene e 107
IR EITEIRI ACtVe DIreCtory BEHT .ot en e 109

B B et e e e e e e e e e e e e e et e e e e e e e e e e e e e e e aeeainen 112
S R B ..ottt ettt ettt enans 112
8= o o = OO 113
B TR . — e e e e e e — e e e e e e e e —eeee e e e e e e e reaaaeaaaaeas 113
B B ] LOP S ..o, 113
Ll =R 113

Ea g - R 114
s a1 - =PRI 114
T B R T B T e 116
Z = 1y =P 117
HD D BRI I B ..o et 118
I e S g b - =l OO 119
R CloudWatch FE R B R oo, 119
o= LT RPN 119
BESXHRETHET IOPS PRA ..o, 120
FFARMLE /O , fFARHE 1/0? BAIAMHATE ? oo, 120
HAARLE /0 RIKET CPU BAFERIARMATRE 2 oo 120




FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

fTARRIE? BN XHREFERTZLRE? REABAZHEREFTL? e 121
BREGRENMENE LR —RES , BREEFUXHREMEED ? e 121
BREVIEFRERTER |, BRBIIZIE DD 2 oot 121

B T S R oottt ettt e, 123
AMAZON FOX S R B R S oottt 124
$F AmMazon FSX CLI BT POWEISREIL ... 125
B3I Amazon FSx JTFE PoOWerShell SAE ......coovoeieeeeeeeeeeeeeeeee e 126
R A R B R B G e et 127
B T B T R B et 127
BRAZTEIR , FRARFPEBE XA XHRIME I LLBTEI AR .o 128
TR R B I AR I BB A B oottt e, 128
FFi4 18 Amazon FSx CLI 3 THIBEHERR POWErShell ........c.ccovvvviieieeeecececeeeeee e 129
XHRENZEATRD RIFIZTE PowerShell FEFZFTEMIAIEIN ..o, 129
YR1E Amazon FEERY Microsoft &z B MR AR MSEZ B RZBEE THAFHEE ............... 129
ZiR B HIEFES PowerShell iR HIIE S AHALAEIR oo, 129
B BB 0 oo et e e e e e et e e — e e e e e a e e e ae—aaas 129
B B A A B R .ottt 130
DN S Bl BB oottt e e et e e e e e e e et e e e e e e et 131
DIN S Bl B R S ettt 133
Kerberos fEF DINS BT ..ottt et e st et e e e eee e e e, 133

B BT DNS BT oo e et e et e e et e et e e e e e s 133
FF DNS BB E S RGERETRER oot 134
EIEUA ARG LB DNS BB oo e 135

B A T R AT T B ST oottt ettt 137
] GUI B B P A a oottt e e et e e et e et e e e e e e 138
PowerShell BT BB A S BRI T TSI oo, 140
I B R GS BE R B B BT ettt ettt 141
R B T B .ot e et r e e e e 141
AT T G oo et e et e e e e e e e e e e e e r e 142

B B B T ..o e e e et e e e e e e e 145
LR e e e et e e 157
ST T ettt ettt 162
A 0 S e e et e e e 174
BRI oottt 192
S B TR G oottt 204

F O RM BB IE ..ottt e e e e e e e et e e e e e et e e e e e e —ee e e e e —ee e e e e e ————eeeaae—————aaa 204

Vi



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

B B ettt ettt e, 209
B L T BRI ettt e, 210
B B B .ottt ettt ettt en e, 217
TRACTEAE RS oottt ettt et 218
B T T E R B oottt 218
B T TE A 2 B et ettt 221
BETE SSD TOPS ..ottt ettt ettt ettt ettt 221
B B R oottt 223
BT A BT ..ottt ettt 226
B I TE A R B .ottt ettt 227
B A I DI ettt ettt 228
B A TR R B .ottt ettt e, 231
B T TR B ettt 236
R T 2 B B BT .ottt ettt ettt 237
BEET SSD TOPS .ottt ettt ettt ettt ettt 238
TR B Y SSOD IOPS B E oot ettt ettt ettt 239
BT B B R .ottt 240
B BRI BR IR BIIEZE .ot 243
EF DFS BB ZEIE] .ottt ettt et ettt ettt 245
EF DS BB ZEIE] .ottt ettt ettt ettt 245
BT 0 B B B B oottt 245
S R D B B — B TR I ettt 246
5/ DFS BRI ITHIE D A BT BIERE e 247
B B B B 0 oottt ettt e 249
B R BB E T B oo, 249
A B A BT B R I BE T oottt ettt e, 250
BB B B B 0 oo ettt ettt 251
T R B T BB BT oo ettt ettt et 252
B BB I B I B e 254
B0 AR A TR, ettt 254
B I R I B e e 254
T B R R e ettt et e, 255
AR R B T Lot 256
R L B B T R e e e 256
R B Al .ottt ettt et et ettt en e, 257
BRI TR AT TR AR .ottt ettt ettt 257

Vii



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

FEFD AMAzon CLI BB S BT .ot 257
R R Y BB ettt ettt 259
B R R R B BB o oo, 259
GRS S = OO 260
Sl Dl == v OO 261
£ Amazon Amazon Backup EBEF FSX v 261

B B 0 oot e 262

B B D I R BT A B S oot 264

B D P B B B0 oottt 265
0= v OO 265
BB R N ettt 266

B B 0 oot e 267
B BB B et e e e e e e e e e e e e e e aaraaaas 268
B F B AN R BB ettt 268
BRI TR B oo e 269

TR B B T B e 270
BB F R BRIATRIE .. oottt 274

R B F RN R R E B et 276

B B R AT R B ZEIH] .o, 277
@uz@amx SFBUZRTT R oo 278
B B AN T R e, 279
ﬁUE%?EUZIK ........................................................................................................................... 280

B B A T aI oot eeeeeeeeeeeeeeeeeeeeeen, 280
FBUBREE FRIZR oottt ettt enen s 280
FRUBR S FRIZRTTRY oottt 282
B BRIl N BT B ......eeeeeeee ettt ettt e e e e e e e e e e e e et e e e e e e e e e e e e et 282
BB N T B e BT oottt 283

T R B A et ettt 284
fF FSx for Windows File Server 5 Microsoft SQL Server & EA ....ooveeeeeeeeeeeeeeeeeeee 285
5 Amazon FSx &3 SQL Server SERNEIESLHE ..o 285
ﬁUEi‘—r%"@TFﬁE’JA; ................................................................................................................ 286
B SIMB BB AT R B ..ottt e e et et e e e e et e e et et e e e e e e e e 286
5 Amazon FSx 1’!57] SMB SHFHEZIAE ..ot 286
TEBB T AMAZON FSX ..ottt ettt e e e e et e e e 287
FFXHFEE TR FSX for WINdOWS File SEIVET ... 287
BB B E T B oottt 288

viii



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

B Amazon DataSync TEBEITHF .....coooeeeeeeeeeeeeeeee et 288
FEF RODOCOPY TEBBIUME ...ttt 290

B B S T i B ..ottt 294
A DNS ELE T ] FSX for WINdows File SErVET ........cc.ooeeiveeeieeeeeee e 295
B$ZZ FSX fOr WINAOWS File SEIVET ...t 298
FEBBET] AMAZON FSX ..ot e e e 299

A Kerberos BRIIEBETE SPN ..ot 299
E#H Amazon FSX XHRZH DNS CNAME 183 ..o 302
S R e ettt ettt e, 304
B B R T B g oottt n s 304
= = OO 304
B T B ettt 305
EFD AMazon CloudWatCh BETE .. ..o 306
BB R BT oottt 307
FEFD CloUAWALCH FEHR ..o e, 311

B B T I oottt et 315
I S B B B T oottt ettt 316
BIZE CloUdWatCh BEHR ..o e, 320
ClOUATTAI B i ettt et e e et e e et e e e et e e e et e e e e e e e e e e e e eeeaeaas 322
CloudTrail FIHY AMAazon FSX 1B B ..ot 323
THE AMAzon FSX BRI E .o e, 324

T M e e et e r e et a s 326
B R R oo e e et 326
B B T ettt et 327

BB TS B e 328
FEBERINER oottt ettt 329

B T A LS .ot e e e e e e e e e 330
BB R E TR oo e et r e 331
A Amazon VPC BE1T S R G T I I ] oo 331
AMAzZoN VPC L ..ottt 332
I VPC PREE ACLS ..ot e et e e e e et e e e et e e e e e e e e e e e e 335

T SR D P B T T8 oottt e et 335
BT R I B R B B oottt 337

T BB B TR B S .o, 338

B B I H R oo 338
BRI S R ST T BT T et 345




FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

B T S T 8] BT T ettt ettt ettt ettt n e, 347
Identity and access ManagEmMENT ........ccooiiiiiii e anan 352
B R ettt et e et — e e e e et e —e e e e ——eeee—eeeee—teeae e e e e e e eae e e aai—aaaas 353
ER BB BIT BB oottt 353

B P R B B IR T IE) .ottt ettt et ettt n et n e, 354
FSx &M T Windows B9 Amazon X #HRFRAMAE IAM BLEBER oo 355
BT BBITRBE TR oot 360
AMAZON FE B TR oottt ettt 362
R e B ..ottt e et e ettt e et n e 374

TE AMAZON EfB ABRZE FSX ot 376

B P BB GS TR R B oottt e, 381
BHMEIRTIE ..ottt ettt nn ettt an e 387
BT VP C M R o eeee et oot e et e e ettt e et e et e et e e e et e e e e e e e e e e e e e e e e 387
Amazon FSX 3O VPC I I .o 387

7 Amazon FSX AP BIZRIZET VPC BAL ..ot 388
 Amazon FSX BIZ VPC i mBREE . oottt e, 388

B P L A B R S .ottt ettt 390
L S# FSx 5T E# WorkSpaces BRI FE S oo, 390
B P R N A K A TR oo, 391
R A P A R Sl T et 392
FSx Al T# % Amazon Kendra B Windows SXEFBRSTES ..oovovieeieeeeeeeeeeee e 394
S R B oottt 394

BB BT ..ttt e e e e e —ee e e —eeae——eeeee——eeae—ee e et e e ee—e e e e eeaaeaaans 395
TR AT L B BT BRI ... .ottt e 395
B U R B B B R PRI ..ot 396
B BT T Tl .ottt et 397
Microsoft WIindows BIAEABRET ......o.ooeieeee e, 397
BB B E B ...t et e e et e e e e e e e e e e e e ee—e e e e e e e ae e e aer——aaans 398
R T R T ) R B STAE R e ettt e, 398
R B O A T B oo 399
EER G RAHEMEMEZOAEM IP Mt EMIBR 399
XHREREERDFAEPI AT IEI M o et 399
THERFINLSABBRDFTEIHIEII e 399
TTERBIFRINA ACHVE DIFECIOTY ...ttt et 399

S B R TR AE oottt ettt 399
Active Directory AP BRADFTEEIIBR ..ot 400




FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

BRTATTEIES] NTFS ACL BUBR ..o 400
TR AR B P UR T ] ST ZRET oo, 400
FSTFREERIE DNS BIEM oo 400
ToEBEFD DNS BIB RIS TRER oottt 401
ToIEEFD 1P M T 0] S R T . oot 402
BUBB ST ZRETIRIE ..ottt ettt ettt et e et e e ee e 402
VPC ZRATBEEIR oottt 403
B = = = — OO 403
ToETAIE] DNS BRSS B B T BT .ottt 404
ToRBRZETE PR AEAE ..o e et 405
U 55 FSx Fo3E1A B EM Active Directory ARSIk 7 iUE$ Amazon Secrets Manager ............ 406
= N =R 408
< ST 408
TFEIETHIB] OU oo e et e e e e e e e e e e e e e e eeee e 409
B = e T TP 409
T D B A E I F X BT T T 3 oottt 410
BRSSIK S TEZIAUBR .o 410
BIESEAF T UNICOIE TR oottt 411
MRE Z AT IR EEIDIRET] HDD ZRIE ..ot 412
B Ry T =L e NP 412
XHREEEEIR - Amazon FSx T ETAREHIZE R DNS BRFBEBHFIEFIZR. oo 413
XHRGEBEIR  BREIK T EIETER oo 414
XHZREBEHEIR - B4 KMS Amazon Secrets Manager 4B BN ER ..o 414
NHRGEEEIR  RENERSKS PR XERGEMABAF e 415
XHREEREER  REKFXEBFEAUTETMATD e, 415
XHZREEEHEIR : BRETKF TN OU oo 416
BEAEZATARSETARX 2 XHERFELEE DFS-R .o, 416
TERE R B BRI AR I .ottt 416
FHEAEEMAMK , AR Amazon FSx TTEH B X HREH Amazon KMS key .................... 417
HT B{TEEM Active Directory BLEH IR , FREBREITHEIEMAM ..o 417
HTFAREUREDTE , EEBTEIEIMARD .o, 417
BUHBIEBEE 8 MBPS ZEIK oot e e e e ee e 417
B =] 7 < TSRO 418
....................................................................................................................................................... cdxxx

Xi



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

4 FSx & A F Windows XRS5 88 2

I 5% FSx M Windows X IRF 2R IB M T2 E M HE Windows X4 IR 2 , HEE /R A& Windows
NHREGEMETE, FSx EATF Windows File Server BIIhgE. MHAEFFER M o] LR M 350l S A
BFIEAFMEEE Amazon Web Services =o

5% FSx XiFEFEI Windows TEAE , XL EEN X4 FEE L EHE Windows RS 2=
to Amaz FSx on [REX % Windows X RR 4t Th B8R &I B 4517 7] XA 176 B9 1T )L R BR 55 28 TH Bk
(SMB) tHi. FSx Amazon &3t Ey 1l N AR F# 1T T 4£1L Amazon Web Services = , EBRE
Windows &M, il aERAEARREN T ZERRIER,

f&Bh Amazon FSx LI Ff , Windows FAARMEEBE R HSHEANNRE, NSAEFMNIAT
DIBREREFARE, EHTF Amazon B Windows N AR FM TEAE FSx B LEZNARERF. £B
*. Web 855, RBAEE, BEST. BHWEIRENEALE TERAE,

ER—MTEERENRS , FSx &M T Windows File Server B HBRI% & FEL & X4 RS S M 1268
BHEEFHE, I, AmazoniE & FSx EWindowsE A RISHRITRA , KN AR REHHE |
HPHITRMD. EERM T SHM Amazon ARS ( #0 Amazon IAM, Amazon Directory Service for
Microsoft Active Directory, A mazon WorkSpaces # ) B F E & Amazon CloudTraile Amazon Key
Management Service

FSx & T Windows XHREZB[HR : MHRE, FHFNXNHHRE

Amazon EERR FSx R XHRENEZH. XHRGEATEEMFRIXHENXMHR, XHREH
—ANHZAN Windows XHRFS BN FRESER. SIBXHREN  EEEEFHEE (LGB R
f2), SSDIOPS MIEMAE (&Y ). MBpstIZBXHRER , EUUREFTESIXLEM. AX
FLER , BSRNEEGFHEE, B SSD IOPSHMEEAFMHEES,

FSx 3 F Windows X # RS 25 file-system-consistent , R REERANIBER . A THERANXHKHR
SR — B, WEEEHI Windows F FSx EABEEFIRS (VSS). SIBZNHARER , RESEIA
FESAENZRM , EHAUUENRTIANFHE M. EXEZER , FEH CAZORFENE

£ .

Windows XHHERNXHRGEPN —MIEXHR ( REFXHX ) , BAARNITELHFET SMB
BEZS R, XHERECHMAE R \share BERIA Windows XHHE, EATLAEEA Shared Folders
BEAFRE (GUI) IE , REEEVENEEAEREMNH A Windows XHHRHE, BXESZE
B, B2 EAXMREHREE.

TS FSx R 1


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/directory_microsoft_ad.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/introduction.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/directory_microsoft_ad.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/introduction.html
https://docs.amazonaws.cn/workspaces/latest/adminguide/amazon-workspaces.html
https://docs.amazonaws.cn/awscloudtrail/latest/userguide/cloudtrail-user-guide.html
https://docs.amazonaws.cn/kms/latest/developerguide/overview.html
https://docs.amazonaws.cn/kms/latest/developerguide/overview.html

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

A LAMERAN RSN DNS EMBE XU REKLEKE DNS 3lE kiR X 4HRE, BEXELER | 5
¥ &2 DNS %15,

R HFHE

£/ SMB X ( X35 2.0 T 3.1.1 frA ) WITESEFIAT LA R S5 FSx . &A1 BAEA Windows
Server 2008 1 Windows 7 Z /GBI FIE Windows MRAGEHE |, b o] LUEE YHEIARAEY Linux 15
EHZ, BULELDR#HMITE R (Amazon EC2) 354, 324, W E# AppStream 2.0 SEHIFI C
VMware loud on £ WorkSpaces MR &t 28I &% FSx X4 = Amazon VMs,

& A LAE A Amazon Direct Connect 5 Amazon VPN AT ESEHIFRIX4RE, BRTIHEE—
VPC. Amazon K 1 Amazon Web Services Xifi XHREHPH XU HZSN , BEAUMNL TR
Amazon VPC, T/ = A Byt ESEHIi5 R B8 £ = Amazon Web Services X3, X JLUERE VPC 3t
FEEGEBMXEIN, BXEZEE , 5ZH M Amazon Web Services z= REP 1A [F 2z

ZEEHERT

Amazon FSx B ZNRFNLZLMENYE , UHEBBERENBEZERF. EERALE () PEEN
240 B N ZEASEIE Amazon Key Management Service ( MRS Z B Amazon KMS ) , &4
£ SMB Kerberos &% 4 Ba inE1& i I, Amazon FSx EBEI M , K& 1SO, PCI-DSS
M SOC AE , ¥ ERFE HIPAA EX,

I 5% FSx @3 Windows 5 [RI#2#%3& (ACLs) IR H MR EHIHHRZES, EXHRER

5l , ©fEA Amazon Virtual Private Cloud ( Amazon VPC ) Z24AREHHRINR. Bk, £ API &
5l , ©fEA Amazon Identity and Access Management ( IAM ) 158 SREE IR E 15 B2 E], TR XHFR
S0y A P FE A Microsoft Active Directory # 1T &% 1F. Amazon 5 FSx £ Amazon CloudTrail
DUS#RFIEREWN AP ER |, LEBEFEAFXENIL S FSx &R FXEMERE,

A CEIBEXREINIHREHITESERFANZORRIPEHRE , HATFEBER#HITEMEZS,
BXEZEER , 5 Amazon FWZ £ FSx,

JRESFAM

FSx &M F Windows File Server WX #HREN N HRGRETARANMINNTAMNBFAML, ETAKX
XHES BN B RAGHERBRENTHAX (AZ) ANSTAM, kA, SATARXXHRS
BYIE—MXEANEMTARPEREENEF&AXHERSESE  BESNTAXREUSTHENSRERZRS
X, Amazon ETHEXETMARNZAARNG4REHENESER , FERTALESEAM
B ARMZTARIHRS.

R HHAE 2



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

® Note
ZARAXXHRSGEDE (LR ) KEFRATA,

BEXHRE

BRI LAE A B E EFREE PowerShell i S &I FSx 5& AT Windows XHREZ B XHRS , HE
ERLERTEEA Windows [R4E GUI, ETHBEXREE Amazon FSx XHRENEZER |, BHSR
FSx 3 Windows X#RSE#H1TEE,

RN EERE

FSx 5& A F Windows File Server FEIZAME & (SSD) MAEAE I8 (HDD) 253K & o] J SR N & H
MEE LN RSEM, HDD EREET AR IEAE MR, @FXER. ARPANITRZUEATEER
%, SSD FET AMERE. NWERKHBNIEARMIRIT , SREHEE, FALE I ERFEMNK
BoWBARRF,

f&Bh FSx Windows File Server , BV Bl E X HREFME. BREE IOPS MIEHE | LISEIK
AFMENESAES, BUMERAXHRENERH,. BANER IOPS MEMHEED , LUFETHE/LW T
ERAHER , HEBREEAMVERNBFE,

WU 5% B9 B 4 FSx

£ Amazon FSx , TREX MBI HREHHRHAE, BRFNEANTRNRE  RERERLSR. RE
BRSINER. BXZBESHENNRANEE , HSHEIL S Window FSx s X RS EREM .

R

EH Amazon FSx , BEE —NMEXIFEAM Amazon FMEF EEE VMware =iz 1TH Amazon
EC2 3£, 3£fl. WorkSpaces B AR FEHIHELNLEY Amazon I, WorkSpaces

EAXRERP , BIME TUATRIE :

- MREEAWRLDH EC2, RIMBRERELDH EC2, BXMAEALDBNESES EC2,
S M D Eh o I 1 B = SR

EEXHRE 3


https://www.amazonaws.cn/fsx/windows/pricing
https://docs.amazonaws.cn/ec2

FSx & AT Windows X4 RSE3H9 T 5 i#h Windows A5/

- WMRBIEFEER WorkSpaces , BAIBRIRBRE LT T WorkSpaces, BEXMAIFEANEZER
WorkSpaces , 2 Amazon WorkSpaces FF 1/,

o WMERMEIE VMware Cloud on £fEH Amazon , BIIRIZEBELXHET., EXEZEE , 5511
VMware Cloud on Amazon,.

o BAMBRIZEZA Microsoft Active Directory Y=,

FTRZM

EH|2 Amazon FSx XHRSG |, BEEHREUT RN -

- BEEGIET I FSx XHREMIT S EC2 EHIFFEMNRE Amazon IkF. BXxEZER | ES
% i%EYRHY Amazon Web Services K,

- ETHREETD#H FSx XHREXRBENILE¥# VPC RS , EEMAE = (VPC) Hia{THHE
Windows Server 9L & EC2 3£4l, BXIASIERXFINER , HSHITL S EC2 AFEEH
KL 5% EC2 Windows SEHI AT,

- T5# FSx 5#%K Active Directory S1EM TR F B R RIEMIFRII2RF, 12T 5F FSx XH R
Sint , BWALCREMAMPIESNER. BXEZEER , H5H £4 Microsoft Active Directory,

o KIEFERIREZEIEIE Amazon VPC FREEXR VPC NBIALZLEMN, RE , MEEWBFEHF
HERHN |, LAFMNEHIT D7 EC2 SEHIZIEMNIT D FSx XHREMMERE, BXESIEHM
£8 , 1§25/ Amazon &% FSx,

« ZEHEE Amazon Command Line Interface (Amazon CLI), X3F 1.9.12 MESHRAE, BXEZE
B , %2 (Amazon Command Line Interface AF18E) FM L%, EHMEE Amazon CLl,

® Note
RO LA aws --version@i s ZE Amazon CLI #RIETE AR,

I 3% Window FSx s iR X RS 28101z

MR EEMER Amazon BHEZ|RIZR FSx |, BEALIE,

REEHXEH Amazon FSx 1§ ?

MRIERERER Amazon FSx , BRATEWERINFHEUATET :

TR 4


https://docs.amazonaws.cn/workspaces/latest/userguide/
https://www.amazonaws.cn/vmware
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/EC2_GetStarted.html
https://docs.amazonaws.cn/cli/latest/userguide/installing.html
https://forums.aws.csdn.net/forum.jspa?forumID=308

FSx 5@ F Windows 3R 5585 9 L I i#h Windows f 8/

1. MREBEHERFCERBESHE— Amazon FSx XHRE% , =T BER FSx AT Windows
MRS RN S,

2. BXxMEENEER , i3 1 FSx for Windows File Server HE&E,

3. BAx Amazon FSx Z2#15 , HZEAmazon HE £ FSx.

4. XIS FSx API IS8 , 2R T % FSx APl &%,

BRERMER Amazon FSx 15 ? 5


https://docs.amazonaws.cn/fsx/latest/APIReference/Welcome.html

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

im A F FSx Windows X4+ BRSS BRI BR1ESRER

RINBWEEFERT % FSx Windows X4 RSB EIX LB ESSRE,

F&

- —REIEXE
- REHREXEK
 Active Directory

- BEXHRGHFEAE RN

— R KB
e 3uoE 2 an

BRMERAXHRGERREZFRERATRMNERE , TRENERAER , AECRERIIXHREN

TR RERFIR AR B A, BT ERE FSx 19 Amazon XHERGURNARFHMENERBS , &
AT BUR SR V8 15 447 A BE 2 0 1 BE R (R R

BRIENXHREE BB TR

REFELSBEEEEMA /O BRI , XARETHAXARETERHFITATH. AxEzEMaEN
RGRMEBESNEZUNESEE  BEAMEESIEN.

REREXEK

EEBYHREREMEMFREZEGSE , RIMNBUEEBREUTRERE, BXBOE& Amazon FSx LU#
BEENZEE5EENEMNEZEAFEE , HSRAmazon BZ 2 FSxo

M{R e
1% 18 SRS BR 5 S8BT 3L R EE R BRRY ENI

&5 Amazon FSx XHRE BT HMEMEED (ENI) #ITHE , ZEONTEENX4REXREKN
ERFAZR (VPC) . BRHMERZMFEOARSSBKAZREN VPC MXHRE 2 BHIEE,

— MR EREK 6



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

FEAZEAMML ACLs

R LMER T2 A MM K EEHFIR (ACLs) KEFIN XHRENTFR . XTF VPC Z24H , IR
SECHRNBEFETNNHRE, BRECIBNHREN TFRHNREAMME ACLs ¥R O EAR

o

feim

Active Directory

BT Di# FSx XHRERT | B LU E A SER Microsoft Active Directory 13 , SUR A F S48
EUREZ, XHMXHERRHIGHEEFHRN. BHAFPTAEREINBEM Active Directory i F iE
B HREHIFRIEFO TR SIHER, A | & FSx TEHTEAB KA FNERL ACL Bl E
E#ZE Amazon, Y S# R FSxIZM 7THANESN B Rk : Amazon RERNMEUES E RSB REE
M EED) B o

MREE AR Amazon FEEH Microsoft Active Directory , B IUERE Active Directory 244
WERINRE, MRECIUXLRE  BFEAEARENEERNNERE. BXEZER , 52H K
P 5 R &

R EFERN R B TEEMN Microsoft Active Directory , I3E ] LUES E AT E B X4 RE. EHT
0% FSx 5B1TEEH Microsoft Active Directory BL & AR , RMNBWRAU T REMCERTHH
L& :

- FFMOELAEA Active Directory Ih 2 : B1RIEH Active Directory TMEE ABIH L4155 | EEH
A ctive Directory ML RS AL S FSx XHREFEAN FR o EAATAMENTEESEENE
A Active Directory 3 =, #R VPC Z£4H. VPC M ACL, & DCsHI Windows B A 35H8 0 LA K
&Y Active Directory E A% e M H b L& B AL D E FSx B AFE R OH#HITERS.
X S iF Windows £ o3 F 2 BL#Y Active Directory 35 R AR E B EHfth DCs R, BXEZELR
B /8 Amazon VPC # T RS 1h A2 4.

- FRARMMNELEN (OU) : WEM Amazon FSx XU REEHSETERENEREMALR BN D
FF#Y OU,

- FAMEQQ@ WRENREELNRSKS : FAMENRENREERZIRERMELS Amazon
FSx IRFKF . EXEZER , B2 £ABTEER Microsoft Active Directory,

o BHERERM Active Directory BLE : TERIZE BV i FSx FSx MRS 281 , & X & HEz) B
L&z 1T Amazon Active Directory RIFTE FSx , MRIFFHEEREEATILDR , HEIZ
TEAREENEMAESNER,

- f£F Amazon Secrets ManagerEA T 75 X 126# Active Directory Z1& : &0 LA Amazon Secrets
Manager &£ #th 17 6#% FME B B H Microsoft j&zN B FIWMA RSk P ERE. kA ZEEENAERR

Active Directory 7



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

BHREEXHPURXEXFRHRBEL , NMEBRENZERR. BXESERE , F2H E£AF
fitt &3 B FEUE Amazon Secrets Manager.

i85 & Active Directory Bt & £ iR M &k & 0] A4

F 5 FSx 5EB1TEER Microsoft Active Directory BE&FE AR , EENRFANEEVEH RS
RAEEMMES B REE , CEBRBENRENTRAYE, ERERESH. fITE£PE4NET
EREFHRELE , Amazon 28 X 4IRS RIFE FSXEFH M AL Active Directory, 1R Active
Directory BLEESHHIRITLN , WENXHRERSHERXNEREE , BFETFTANKK, AT
E-YAEEXRETAMENGZE

« £/ Amazon EH &/ Active Directory BLi& FSx : MIREHITER , HIMEBRESKF WD | iF
SUERALERSKEEHAMEXERENEE,

« W5¥E Active Directory Bt Bf5ix : NECRE'RREERSEA , UMEELENEEXH RS
# Active Directory Bt &, BHXEAET Lambda KR ARSI — BN RE , FSEER
Amazon ¥ 1210 5# FSx XHRERZETIRR M. EventBridge Amazon Lambda

- EHRIFZER Active Directory Bt & : (1R EE EZHH M Active Directory BB iz , TATEWEE
42K Active Directory ERiB1F48i21T Active Directory BiF T B, MREEZTRILT EfIKEIE
FHER , URTEN B REFEHEREENXE,

- BABHREXH FSXATAFCIZMITTENIIR : Amazon A ER MM RS K - MR REEH
Active Directory f FSx |2 EEITEHIN R, BHHEIUXLITENNRALLXSHXGREE
®ELE,

B ACLs

£ Amazon ¥ FSx , & 0] LLE A #R AR Windows 17 [RI#2 #5113k (ACLs) HITHRANHRE, XHMUHF
RFHE GRS, LEE FSx XHRELBHRITHRXEREHIENAFWIES |, LEEFIHRITIX
£t Windows ACLs,

- BOAERREGHAFH NTFS ACL f&XBR : Amazon FSx ERRERAFHEXN XU REHNTE XMH4RN
NTFS ACL E£#2HIfX R, E SYSTEM A/ HY NTFS ACL IR AIEELSBEN X HRETER
[, FEFRNXGRERZD AT AL,

W% E Active Directory BB 45 iR T A X A


https://www.amazonaws.cn/blogs/storage/monitoring-the-health-of-amazon-fsx-file-systems-using-amazon-eventbridge-and-aws-lambda/

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

MENGREHAEELKX/)ND
EEIEBRE
Amazon FSx REFAPEBET : EAXMZUAX, N FAZHERHKEE Windows XHHIEE

BAETHMENES TR  BNBUERASTARXHRE, BXEZEE , BEA IAKEEX
M BTAXNSTARXHRLS,

AR
NXHGZREEERBNELRESD , TMMEBAETEABNTRE , CEREXKEEXHRELER
RYThEEFR R AV SMERE R IR, Bl , MRBEESTEESHREMER , NEEENFHEL LR ES

HNREF  UERESHANERZESTESHENR. MREEANRY FRIAE , BREMLENEM
BEDATEAETHEAEN =1 , LUBR Windows Server HIBRE FEIZ&, BEXEZEER |, F5H
0t B8 0 X 1 BEAY R0

BinfFEAEMELRE

EXHRENTHAFHZERRE , RELMITERERGEI L FEHEBREN , FENHEEERE, &
MNBYUENXHRGHAREBEED 20% WITRAEMEE, BICBENERNFREBEZR , EVER
B D8 AN 20% , LAIKSH 18 i1 6% 2= 8] HR 18] I REF~= AE MU MERERY I, 48 W] LA {8 F 1% FreeStorageCapacity
CloudWatch #E/M-RERTAEHEH THHEBY, BXEZER , BN EEEHEE.

MRENTHEABEZHAERRS  WENRESXHRENTLRED, EAILER FSx 254 LMy &
AN THER TFEARFERMAMRIIESHERS , MBAEEHNXHREREN TEAREE
TR

NTBRARERBEFET BNBEMEABEEAMEREK  BINBWEREXHERENETLED ,
BRENEHEE K FHRABRENTREBRESTLED, EFEYT BHR , XASHTERBVIEESR
BT EM. B2 , £/ HDD FREXENXMHRE  URSRAEBLIFRAF. & /0 RHIHBEERE
PXHNBREEN TR , TERSLENEIMETERENER. AXESEER , FE5H ENFEEE
HREANXM RS R

EZERHE S RELEE

EHMEHENIRSBETARXHRENTHERH Lo , ASESTHRXAHREH RBEBNR
MENME. WTZARAXNHRS  IREXRREBNAREIRERNAEEENRE , WELEE
PN EMNREENREEZEEXHRSHF2AEDLS, X TEAEARM IOPS EAN TR , BFERAS

BEXHREHFEEKD 9



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
HEARFEERAIHIN, REZUMREHNXHRSFHRERTA , ERMNEVNEEXHREAE TN
VERMRTHEFNE , AENELED , UMBERERSHRLENE.,. ETHREZER , H5HE
HEAREMBES,

EZREE SR ELEE 10



FSx 5@ F Windows 3R 5585 9 L I i#h

Windows P #5

Fr4E FSx & A F Windows X4 RS 288891 5 j#h

BETX , RAFEIMAFHRER FSx BR T Windows X 4RSS, WAL SEATHER.

1.
2.

H¥
&

<

.°°.\‘.®.0":'>

JEM Amazon Web Services Ik HEZkFARCIZEE AR,

812 Amazon F£EH Microsoft AD &3 B % Amazon Directory Service, B 4RSIt

BRI A Active Directoryo

#2312 1T Microsoft Windows Server 9 Amazon Elastic Compute Cloud i+ & 34, &5tk

Bl | RS

FERT D% FSx 24l 5 6l125EA FSx T Windows FIII & T RS BE X R 4%

FHER X R SR B IRRY EC2 K4
HHREEANMFRLE,

I XHRS

RIS R N TR,

& BYRHY Amazon Web Services i/~

Nil

B 1 : 1®E Active Directory

1:
2% EL D@ EC2 & A H/E3) Windows L4l

\%Frél’di

R 3 EEIEMNSEA

4

R 3
% BRI EB N ASEH) Amazon Directory Service B 5

-
912 50 ﬁUEXZﬁ:%\,}b
B 6. [N X HEZMBE FE1T Windows FRE-2589 EC2 324

\3Fr\-Fr%Pd§

3

75, REEBEAXHHE

SR8 BONXMHRE

\2

F9%, FE AR

B REY Amazon Web Services ik

EEEXER Amazon FSx 28l , B ATES :

1.

SEMEREN Amazon Web Services K

ZERE Amazon Web Services Ik



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

2. &% IAM B

SEMEREL Amazon Web Services M /2
MR E%HF Amazon Web Services I |, TR T SRR AIE—1,
R &S0 Amazon Web Services M f°

1. $TFhttps://portal.aws.amazon.com/billing/7E AR
2. ZEBE®LMHBARE,

FEEMET , FHETBRENREIEE  EREAREREHA — MRS,

YIRS MET Amazon Web Services IKF , i 812 Amazon Web Services KFRAF —1. 1B
AP AERIARNZ P R ATE Amazon Web Services RS &R, ENBELRLSE  FAF
PEEBFRNE , FERFERARAFPRKIITEEZR AL HRNBRENES,

Amazon EME R EK G MMERIE—HEIAB FERH, EAILABER a1 https://aws.amazon.com/H
TR BOKS , EEEYNIKSENHEREZNK,,

R IAM B

JEME Amazon Web Services IKF , FFE ZEHHRIE (MFA) , RFPEHNEEBRAF. AXRHE |, B
F <IAM FF#ER) FK  IAM AP BAER MFA 8% (2518 ),

ERTFHEHMAFHRIER Amazon Web Services Ik RR , BRIE IAM BF. A THRIPEH IAM A
P, BB A MFA #XE IAM AR EFHRITESFTENNR,

BXREYUENRYF IAM AFNEZER , 30 (AM BFERE) PHUTER !

o E/REY IAM A PP 812 Amazon Web Services T f°
« EAT Amazon &R 0] X R & 12
« EF IAM B0 K E R B

H 1 : 1RE Active Directory

{&Bh Amazon FSx , B[ AN E T Windows B THEABRETEEEN XHFME. B , Amazon
Directory Service A2t T2 HEME & , HEEITEAHNBDEH, MELFER EC2RHIEER



https://portal.amazonaws.cn/billing/signup
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_root-user.html#root-user-tasks
https://www.amazonaws.cn/
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_credentials_mfa_enable_virtual.html#enable-virt-mfa-for-iam-user
https://docs.amazonaws.cn//IAM/latest/UserGuide/id_users_create.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_policies_examples.html

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

FEZ (VPC) Amazon FiEfTHI A1 Active Directory 15 , M B LAE A E T F P 5 41 IE R i 7132
#lo B LUBNEE Amazon & Microsoft j&E51 B ZFM A BB BEVEEXRRKEILBEN, T
Amazon F# Windows B3 11iF FSx , MR EEH @MEE , Bl Amazon EEMEEL BEM,

BN A TEEAEEIMNA® | ™ Amazon Directory Service {EEFHNEETEN AR, 2T R
NERRIFERReEE B2 mERH |, DATFCLETINKFRERENSTFREZNERHJTSHR
i, EiXFMIERT , Amazon XEEEEH# T FSx XE, ARG , FENHLN S HRILIERER DG
Ryl 38,

® Note
& A U A SEEREE Amazon —i2 FSx AT RIS,

&Y Active Directory REH XIS AR B S FSx XU RGN LR L HN AT BN PR.
N ER Active Directory 12 Amazon B &R

- MRFRERE , BEEACIRIRE Microsoft &3 B % Amazon ¥£&. Amazon Directory Service H>x
EZEE |, 55/ (AmazonAmazon Directory Service BIEigr) I “BIEREHFLE Microsoft J&
B E"

/A Important
FEEENEBRAFSENED ; BREERAANGIFEECRAZEB, NRESIET

25 , NFEZEFEHH Amazon Directory Service BEZMNEBRRAFEEAREI NS R,

- MREBEEFEFHZR , BELK Amazon E Microsoft j&z) B FMIAEESN B R 2B BIBEEX
%, BXEZ{EER , 55® (Amazon Directory Service EEI5E) AR 8| EEER R,

£25 EIL T EC2 24|58 FF 31 Windows K4

Ea] LAE A B3 Windows 3245l , Amazon Web Services B4 A MU TIEBR, A%EEEH
BhIEHORB B E — N4, RS REFME ATRENIEI, BXSHRETMNEZEL , FSREE
Bllo

ISRt

1. 3TFF Amazon EC2 ##l& , it A https://console.aws.amazon.com/ec2/.

#2%  FISH EC2 2%5]A FE3h Windows =4l 13


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_create_directory.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_create_directory.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_setup_trust.html
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/launching-instance.html
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/launching-instance.html
https://console.amazonaws.cn/ec2/

FSx EEATF Windows X4 RS B85 HY L 5 i#h Windows P #5

2. MEHAEEHERF , EREHR6,

3. “URITSHRIRASHME AM) RELSETR—1E RN Amazon REMEG (AMIs) WEABEFIR | X
LEF & o] FAEIE RSB AER ., %3 3E A T Windows Server 2016 Base B S RAH AMI, &FE
E | XEFR AMIs B “FERBEERE,

4. 7£ Choose an Instance Type ( E#FRFIKE ) TEH L , BUNEREFINEGEE, EF
t2.micro EKE (MEBRTHER )., FIFE , UXFRBEEARBEE,

5. %% Review and Launch itES AR EECERBIRE.

6. EREXFIBHITNHELNEZLAT , BEEIRNSHERNEHERTEZEAH, FAUTER , &9
EREZSAE bl UERERERAENZ A -

a. 1%3#F Edit security groups.
b. 7E Configure Security Group I £ , #8{& Select an existing security group & FiE&HIRFS
c. MIABRLAJNRPERENLZLH , AF%EHF Review and Launch,

7. 7 Review Instance Launch TWE L , #%# Launch,

8. YRGB RIEMBIART , 1% Choose an existing key pair , AFEREIEHITIRE N BB R4
PO

B, B LIFHERAX, %F Create a new key pair , MARAXNNWEH , REIRE
Download Key Pairo X2ZREFIHREZAXHNE—HS K REFSLEHEHIT IR FHEEH
XHREERENE, HBEHXEG , BNFEREBAXNNEN | HEBGREESIHIT , &
HEERHENNAEESR,

/A Warning
BNERESEFHANNER THERTT, MREBHNEHZERAN , MAREEEE
&=,

HERFE , EPHIAEIEE , AB %R Launch Instances,
9. BMIANMHSLUEHMEBEBCHEFIER. %E#F View Instances XA HEHHREZHI &,

10. EXRPIREL , BUUEERHRS. BHEMIREFRENNE, Ba=Flat , HBRER
pending. XHIBEzE , HRAZRN running , # ELWKE —12%E DNS &#. (MMELA
DNS (IPv4) =% (IPv6) 54t FRRERZS , BEENEEG AN ‘R R/ERES" ( ARERIR ) , AR
%42 “/A 8 DNS® (IPv4) 5 () ) IPV6

8245 ELD# EC2 #4|&HE3) Windows 3K4I 14



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

1. BEJLDHERFRG] , UERREEEDISES, RELHXJIREES TIRSERE ; @A #E
Status Checks ¥|HF&EFLEE.,

/A Important
FiREELBIWRFNGENZ AR ID. E6E Amazon FSx XHRSH , BHEE
Bo

WE , RHIERB , BALUEREFIEHI T,

HIR 3 EEERERY S

EEEED| Windows k6l , BAFTRRNKEERZE , AREFEAZEREEZSKMEELLR
L

EERAKFNEMERTIBIERZMWIES, Hl0 , EiEH Administrator |, 51BN Administrateur , B5&
TFENA Administradore BXEZ{EE |, 255 Microsoft TechNet Wiki FH#) Windows & 7 itk 7 1
A1t & Fro

MR BTN A S |, WAL A & Amazon Directory Service ® iE X B 13 &I SR iE 82 2 S8 A9 38
fl, EZREREZRREEL , TECAXBITENENNERNEZRE, MR , FAEEANTLRER
FE&MZKF M, 6l corp.example.com\Admin,

& BhE A T Windows Server BERS (0S ) WFAE , AT ERB#ITHEMEREZEUHTEE,
EAT Windows Server B A[iEAEE LK Windows 2 ME S, MREEEFFTHEN
L ERRRERE | NMAAWERZRRERS (RDS ) FHiE, MREXAFE=ERE  FE£HEIR,
BEXEZEE , B2 Configure the Number of Simultaneous Remote Connections Allowed for a
Connection,

5/ RDP & FimiE#£ %] Windows £ 4

1. 7S EC2 BHIAEF | EFEXM , AF%EE Connect,

2. TEEEIENZFIIEED , ERREED (EBEXRGBEH Lo 2ETTA) .

3. 1%&#% Browse S MM EL BRI IR BEN AT BA XY, EFEXHHIERE Open (77 ) , AU
ERHHN LB EH ZE Contents ( IR ) FE&.

4. % Decrypt Password, #Z#| & FEEZIEHRFFFEPERKRFNRINEERZRD , 2F
EHE R IRENVE IS 4R B IR SRR BB,

H]R 3 EEIEHRH 15


http://social.technet.microsoft.com/wiki/contents/articles/13813.localized-names-for-administrator-account-in-windows.aspx
http://social.technet.microsoft.com/wiki/contents/articles/13813.localized-names-for-administrator-account-in-windows.aspx
http://technet.microsoft.com/en-us/library/cc753380.aspx
http://technet.microsoft.com/en-us/library/cc753380.aspx

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5
5. BRTRNEELAZD , IFEEFZIHMR, FEFALRBIERESESH,

6. 1£3#%F Download Remote Desktop File, ZRHIR| B X RREITFTFHRE rdp X, AIIEFRERA
o SERE , AEFRXA , AEESISHNEGIX FE,

« MREITF rdp X , #B4FE F| Remote Desktop Connection X iF4E,
- MRERE rdp X, BEMETEHE R , AFITIF rdp XHELE RIZFTEE.
7. BUREI KBS BHZBEEAMERM, S AREEEREHEA,

8. HWERZERREN , FRARERGENEEAK,SNEZICRREF N BB EFIZEN, NRE
# Remote Desktop Connection ( ZEERHEERE ) ERXERETEEAKS, , BEEE%ER Use
another account ( EAHEMIK, ) &I , AEFHEAAFBNEE,

® Note

BN EFMEWE AR TEESIRARIE, NREEERINIBZ|“Password Failed ( 23 5%
W) iR, BERHFHRAEBE,

9. HTEXRIPHEREN , EAURLETE —KRES , BHEETZERIEIZRSIUEH, BEAUTS
BRRIEZBITENNIRR ; 5 , MREEEZIED , NEZEIEER Yes ( 2 ) R Continue ( £k
8 ) BAdkERIRE,

a. WMRMKEIETEM Windows PC £ Remote Desktop Connection , i&i%£$F View certificate, 4l
RIRIETE Mac L Microsoft Remote Desktop , i&i%£#F Show Certificate,

b. & “FMER ‘M~ , RFME TR E Windows BN LR “¥640 % B = Mac LAY “SHA1
BY %B., XRZEBITENNZ SR —IRIREF,

c. 7E£ Amazon EC2 #ZH|&r |, kiFEEH| , kEFRE K ABRERMRERE,

d. ERZHAEHHED , ERFFIEH RDPCERTIFICATE-THUMBPRINT % B, MR K ESIEH
HIESTE | MR REERIE T BT EN PRI,

e. MWMRIEEEM Windows PC £ Remote Desktop Connection , &R E E| Certificate X1 iF1E
HiEE OK, WMREIETE Mac LA Microsoft Remote Desktop , &R E % Verify Certificate
FHi%# Continues

f.  [Windows] ¥ Remote Desktop Connection & K Fi%#¥ Yes & B RAIEH,

MiE , BEEERIEH , BELUFESHIINA Amazon Directory Service B &,

HPR 3 1 EEIERIES 16



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

4% FEHEFIIAZE Amazon Directory Service B %

LTERERERERT AFFHIMAE Amazon EC2 Windows =410 A #&# Amazon Directory Service
B

$F Windows =40 A #REY Amazon Directory Service B 3

1. EREMZEREDIEF imEERSE6,
2. 3TFFEHBI LR TCP/ IPv4 2% IPv6 B XY iEHE.

a. ¥ FF Network Connections.

® Tip
BRI LAESRB ENG SR REIETUT &S , E#EITH Network Connections.

%SystemRoot%\system32\control.exe ncpa.cpl

b. IAEMEEAMGEEN LT (ARET ) XE , AREREM.
c. HEEEBMXFES , 77 (NE ) EERMIPARAE 4 HEBRMIHIRE 6,

3. (AE ) EZFFEALT DNS Rttt |, fF &% DNS RS2 F% A DNS RSt ut BN Al
Amazon Directory Servicefz fit#) DNS BRS525HY IPv4 = IPv6 thiit , RFEFREE,

4. FIFARGINREBUINEE , AR UTENBHIETF , REERER

® Tip
A ATESS | EMN G SR RFIET TS , $TFF System Properties X iE4E.

%SystemRoot%\system32\control.exe sysdm.cpl

5. £ ‘R HEH , &R 49, B A Amazon Directory Service BT EREBMH , REERE ‘A
E”

6. HRGERTAABEEANBENNEDN K WMASEAKFNAFANED,

% 4 % FERSEHIIAER Amazon Directory Service B & 17



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

® Note

B M AN T2 REB S NetBios B, AERMARFL (), RAEWARAFRE (&
AflFS Admin ) o #lE0 , corp.example.com\Admin = corp\Admin,

7. WEREMABKESEZE , ENESROIEEREN.

8. B RDP EFfrE#ZEIEHEH , AREEH Amazon Directory Service BXEBEGRAFHNAF A
BB FEH,

WME , BHXFIEMAZE , BT ABIEEH Amazon FSx XHRE T

FSE 5, CIENHRS
BlRHRE (2EA )

1. ¥TFF Amazon FSx ###l& , Mtk https://console.aws.amazon.com/fsx/o
2. EEHERL , ERAUBXHREUBHINHRECERS,

3. HEEBRXHRARERE WL, &EF FSx Windows X#RSFER" , RARER “T—%", ERMIEX
HRERH.

4. NTCIEFZE , EHEIFECR,

XHREFAER

1. EXHREZFACERDTP , AENXHREGRERE—INER. TENHERAEILEERNHITE
BANEE, BHRZULER 256 4 Unicode &, ZERFMBFZURBHRERF +-=._:/

2. XWFHBEXRE  EBZAUARFETAHRX,

(® Note
ZARARMHRGEPE (IR ) KETTH.

« ERZSTHXBEERGEDTARTARNXARE, WIETIXEF SSD M HDD Ff#.

- ERBETHAXBBEHEBLEENTAXFHNXAHRES, ETAX 2REH —RKNETHAXXHR
4t , X¥F SSD M HDD 7#f%.
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https://console.amazonaws.cn/fsx/

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
BEXEZER , HZR TAMEEAY . R TARNZTRAXXH RS,
3. FBULEFMERDEE SSD 5 HDD,

FSx ST Windows X# RS S5 IRHESESR (SSD) MEZIXFNES (HDD) fFEE R, SSD 1744
TRHMERS. NERRBEN TEARMRLT , SEHREE. BB TEARMEIEE D R
FfEF. HDD F#HE R ER/IEAHE MR , BFXER. AFPFNBIXHEZURAREER
%, BREZER , B X TEEEE,

4. FEWMER SSDIOPS & , BRI LLEEFEBEHFAFMERN.

MREEFEBHERN , FSx Windows XHRF R BaT BENESEE IOPS , UREFS GiB
EHAE I NESER IOPS, ZEFAFRMEERN , B A 96-400,000 SEERNWEEEHR,
XEFRI (FERLMILE ). ZEES (BBXM ). ZERI (BXEBEMN ). MK ( ZR
=), TA#X (RE ) UKL AKX ( #NE ) B SSD IOPS #E#B T B ZE 80,000 L L, HXE
ZEE , 52 H B SSD I0PS,

5 NTFGEHEAER , BRANERENTEFEHEE  LLGB M, MREFHANE SSD 748 , ERA
32 -65,536 SLEINWEEEE., MREFEANE HDD & , B A 2,000 — 65,536 SEE N E
EEY, tIEXAHRSGE , BUUREZEERMNENGE#HEE, BXESZEE , 5N EEFME
B5E,

6. REBFUHEIRENRINRE. FHEINRRE XM RSN XHRS S T UAFERARIENIE
B, BUNEHENREETREARNFHEIE. UREFEENFTHEHBIEWNERED |, Bk
BRIEEREUMESD , RERE—ME, BXEZEE , BZS I FSx for Windows File Server Mg,

(® Note

WMREEAXHHRELT , WAGIEE 32 MBps REANEHLERE, BXEZER , B
5 EAXH TS RELASHE,

BIBNHRS R , BUUREFERMMEXELRED. BXEZEER , BE5R EEFTHEN,

MEERE

1. EREEZ2HD , ERESXHRSEXKMN Amazon VPC, EARAITLIH , 7 Amazon
Directory Service B F ML G EC2 £ #FE M EH Amazon VPC,
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FF VPC Z24A , ATFENEIA Amazon VPC HEIAZ A CRMBZFI AP XHERS, W

RERFEARINLZSE , BTRRBIERNZSASEN XHRSENTF Amazon Web Services X i3
HENZEAD, NRRETLUN EC2 RHISEBHNNHREERE  BFEERMELZSARMUT
I -

a. AT AWEME WML R F LT wRO,

Rules iw O
UDP 53. 88. 123, 389, 464
TCP 53. 88. 135, 389, 445, 464, 636, 3268, 3269.

5985, 9389, 49152-65535

ARNEEERRNXHERENEFimitESKHI IDs <EH IP it = £,
b. AMEWLHAN , AFFAEREROEBEMAXHREM Active Directory. ALt , BHITUT

BiEz—:
« RTFHMRERBSEMN Amazon 3% AD B R <BHNZ424 ID,

- AUFEREREESEBTEER Microsoft Active Directory iR #1285 <Bk#Y IP ik,

® Note
ERERRT , BURELE R T MINREFH Amazon Managed Microsoft AD &4
MU, WRR , FHEALZLABEAWKRBLEN Amazon FSx XHREHNREFTER
AUEHN, BEXRMBENAUANNEZEE |, 28 (Amazon Directory Service B 15
) ## Amazon Managed Microsoft AD £ RE 4

BXEZEE , H20 £/ Amazon VPC # 1T XRS5 RZH.

3. ZHARMHRGERENHRSHFNZAMRSSR , SRE[EULTEANTARMFHH,
MREGZSTARXXHRE (BFSHITWS ) , BANEXHRSF[EREEFME , hEAXH
AR5 ERIERE R FME.

MRBCBETARXHRE , BANHRGERTM,
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https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_prereqs.html
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4. NT "PERE | IEF IPv4 (AT IPv4 XF ) TN (W E IPv4RR IPv6 AL ) o AIRERY
ERAAXHRENNERE, BXESZRER , BN EXWBERE,

@® Note
R IRIT B B 22 (5 A XUERE X FSx B9 Windows X IRSEXHR S |, MM %R &
B VPC 1+ Mo Bl Szh iR A IPv6e CIDR 3, BEXEZEE |, i5Z ¥ Amazon Virtual
Private Cloud B F 8B BAIX & H VPC B IPV6 o

Windows & 155 iF
¢  XF Windows BRIE , AT RIERE :

MREFXH RS IMAAmazon HEER Microsoft Ac tive Directory 13 , iHi%Z & Microsoft
Active Directory Amazon , AEMFIFRH1EFZE Amazon Directory Service B &, BXEZ(E
2 , B2 1 £/ Microsoft Active Directory,

MREFXHRSEMA BITEER Microsoft Active Directory 15 , Fi&#E#E B1TEE K Microsoft
Active Directory , #Rf5 7 Active Directory IRt A T ¥ HER. BEXELELR , F2H FAETE
IEHY Microsoft Active Directory.

« Active Directory I E£BREFH A,

/A Important

FWFRETHAKX 2 MAEZSTHARXXH RS |, Active Directory HEZ A BB 47 M=,
Lt PR &l E Bt & A F Amazon Directory Service 1 B 1T & Active Directory i#H .
Amazon FSx EXRFN AR EEIZIEZFIEM DNS IP ik, FXIFES BB M X
1TiE$E, A Amazon Virtual Private Network VPC 3¥% Amazon Direct ConnectE
3 Amazon Transit Gateway ><Bx,

- DNS fR5 28 IP #hsit — IPv4 SERIEH DNS ARS5 85 IPv6 Hbiik,

® Note
DNS fRE 2544718 A EDNS ( Extension Mechanisms for DNS ) , #1582 EDNS ,
XHUREET LR,
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https://docs.amazonaws.cn/vpc/latest/userguide/vpc-migrate-ipv6-add.html
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« Amazon A F R XXH RS INAEEIHE A FSx ctive Directory BRI FAVIEH, ATENEUA TE—

FRIB X LEAEF -

 I£IM 1 : Amazon Secrets Manager % ARN-Z& & Active Directory 13 E BR &k /2
WAFPZNZEEBNER, BXEZEE , BZH £AFMEED B ZFEIUE Amazon Secrets
Manager,

« BRI 2 HAAEIE
« REKSAFHE  BA Microsoft Active Directory FIREZ KA B, B2 2SI BHR

B, Hlan , 33F EXAMPLE\ADMIN , X {# A ADMIN,

o RSKFHE - RS K FD,

(k) ALR%ET (OU ) - XHERGEMANHLR R TTH A 2 PR E o

(k) EEXHREEERA - Active Directory R AL E BB X HRENAN BT, BRIA
AREBEERR, BXEZELR B3 U2 FSx BEKF.

&, &wit#ifE ( DNS 58 )

1.

FmE | EFEAT Amazon KMS key B X HREFHESBENMEZERLR, SUNBIEER
4K ARN RIZEZEHEEMEIA aws/fsx ( BRIA ) Amazon KMS, MIEZHREZFREENFH. A
XEZEER , B5H B BENE,

2. WTHFIF-Wik, MUANANBEAXKFEREFIT. BREANEEXHTRFITNESR  FSREA
XA REIHEREL ARG

3. HEHH - JEFRALRESEXHREXKNAE DNS 3l&. SN 3lENEXLANTLRESR
(FQDN) ., BXEZEER , 52 E¥ DNS 5l &,

CanpiE:ia

BXBHEIRZONATHRENESRFESR , TSR EHAZHRTF ENEE. .

1.

BEREIZORIASH. MRETHE Amazon FSx BRBFHZ MBI XHRS , NATAEAL
RE.

WREATEIRZS  WRERNZNEONNERARTED RN, EAUEARKINERD , 87
IR RES TEREN B3R 0 E QT EetE,

NFHZPREE , B UER 30 KWEINZE |, A UIRE—MNT 1 2 90 K2 [E#Y
& , Amazon FSx MR BNMHRENEBBHEHD., LRETERTHAFBINZMDHE Amazon
Backup#1THY & 15
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4. NTHXE - L , SR ABRMERFIREZRMEI ARG, RERX D XNENRER |, 68
BHEEEER, BEANBRXMHFRE, BXEZELR , FS0 A Amazon FSx HRMRZ,

iij:%-lt_io

KELNEE , AEGIE
1. REUEXHRSNEHLERHNXHRERE, BUUEICEXHREEATMESARTEE N
X HRERE (HESE ) . EBRQEIXMHFRE,

2. Amazon FSx BZX#HRE/E , M “XHRE EFIEARK FIRFEFEXHRE ID LEFFARE
Bo EEMM , RAEEMBMEZLIETF LIE T XHAHREH DNS B#, EUATIRESF , BRHEE
ERFHLEMREE EC2 £,

SR 6. FEN XA HAZRHFFNE1T Windows BRS5ER#Y EC2 K41

M, RALUFKRNOL S FSx MH4REEREMRN B FHETHE Windows ) EC2IL 5 i#h 3241,
Amazon Directory Service X R ENEZEHRENHRENEBEHTE,

5/ GUI BEIE % EC2 Windows 26| ER =

1. 7£ Windows Bl EER XU RZEZ 8T , USRS 3N1Z EC2RFIFHFEMALHN XHERE S MAK
%fl, Amazon Directory Service for Microsoft Active Directory E# 1T IR , iHM { Amazon
Directory Service 2 igm) FEFEUATEIEZ—

« THMA Windows EC2 =4l

- FahMA Windows SE4l

EERENEG, BXESER , ESRLEH EC2 AF ISP MIEZEIEE Windows £,
EEE , T NHRREER

ESMERD , IAMBNETX (AREET ) X8, AREEMREMER3ER
NEFRREFE - NI [/ER

&R LAER Amazon FSx BBV BRIA DNS &S RIEER DNS 3 B RRE X4 RS, IR
BHYREMRIADNS EMMBE XHHRE, MREMEM DNS 3 BMHEXHHRE | §SHEEH DNS
7l A 5 B E iz

o o bk~ w0 DN

HPR 6. MEH XA HZMEFZIT Windows ARS8 EC2 K41 23


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/launching_instance.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
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FEX R AP ARG DNS BMMAEZEM. BRIAW Amazon FSx £EH H\share, {RHA
LA B FSx #4] & https://console.aws.amazon.com/fsx/, Windows X 4IRS 28 > ME MK
284 & 1E DescribeFileSystems AP| a5 T #JCreateFileSystemal i 1 #% £ DNS & #5.

« X¥FMMA Amazon FEE Microsoft Active Directory BY B A X TR 4% , DNS BF I TR,

fs-0123456789abcdef@.ad-domain.com

« XFMABITEEM Active Directory WRE AR XHRE , URFIEZTRHXXH RS , DNS
BT RO

amznfsxaallbb22.ad-domain.com

Hlan | & A \\fs-0123456789abcdef0.ad-domain.com\share,
ERNHGHERBENZEERINENEE L AREETK.

BT7TH, FEEBEAXHHRE

E , BEFXHHERFFEAIKE | ERSERER Windows IR R VEM E At B F—# £ S
MHHE,

HEEEAXHHE

1.

2
3.
4

T RBER AR RERR.

EXAmERTEEEANR, flt0 : Hello, World!
RXHFREIINHFRAENEIIRERN.

ERXHFREER" , SMBE X ZH 3K BIRRREFR XA

SR 8 . F RS

i , BELBIEREN Amazon FSx XHREREXHRET | BRI ERITED. BMINE
RTRENHREN 30 72 ONRTENUNEEERG. BETUENURAFEINED. &40
EREZHRNFARR, BRBFHNENNESEE , FSREN.

BT7H, REEEAXMHHEE 24


https://console.amazonaws.cn/fsx/
https://www.amazonaws.cn/fsx/windows/pricing
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BERE AR HREEND

1.

2
3.
4

o

$TFF Amazon FSx #2#lA& , Mt H https://console.aws.amazon.com/fsx/o
MEHERGERD , EREERLES IR XHREN BT,
EXHREHWELIRETFF |, EERAUERT

EIFHORR O EESR , NEORE-NER, HEBENRKRSZALES 256 4 Unicode F& ,
BIEREE., BFENUATERFRF +-=._1/

EROEZM.
EERIRTNAAERND , WEMREXHREDMBRED , FRERD

EOEFRONIES , BPNRORRENEEQE, XARFE/LSHNE, L&D 7 4ER
B, RSRERNTA.

9%, FE RR

TRALT R, BNRRUTSREERR R R EN Amazon 1K,

BE R IR

1.

£ Amazon EC2 #£#|& £ , KILEHKHl, BXESEE , FZ305 Amazon EC2 AP EEHHEL
L EEY 2B,

2. 1£ Amazon FSx ##l&8 L , BIBRENXHRE, FIEExIR BB zMER. B2 , ZMNEMRR
FIEFHAENRD. AT HZHBREASRWBLIE,
a. 3T7F Amazon FSx ##l& , it A https://console.aws.amazon.com/fsx/.
b. MEHASEFEARP , EFEERNHET BN XHRENE R,
c. XNFEME, EEMBRXHRE,
d. EITANBBRXHERENEFESR , EERTEVNERARNT. BECE , FRESRARONS
Mo FIE B3 RIEMNZ 7 b MR,
/A Important
AUMNBBH ORI XGRS, EFNRESEK , BRINBUENERAZRMD. IRE
E—BNEERXIAFTEFEE , TR BRERGMNEMF 012N E5,
e. HEXHRE D EPFHAEZRBRNXHGREDN ID,
oL, BE AR 25


https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/terminating-instances.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/terminating-instances.html
https://console.amazonaws.cn/fsx/
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f. EEMERHRL,

g. I Amazon FSx MIBRX#H RS , HEZEHERFHRSLE RN EERR, #HERPN
THEEREHBRE 4RSS,

h. B , BB XA REFHOZNEMRD. NENSHESS  EEE0,

i EEREEERT  ZEREERBRHXHREERERXHRE ID WIEED , REEEMN RS
%o

. RECFRHHTITRIBRE DN IEE, RISETAERZ M ID WEIRE , RAEEERRZ G

&1 Amazon FSx X RS MK B3R5I EMIER.

BB IE A% S 812 H Amazon Directory Service B , 524 ¢ Amazon Directory Service
EEERE) DB HIBREHE R,

o BE HIR 26


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/simple_ad_delete.html
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7 8] SR B9 38

Fit =M Amazon Web Services = , MR MIREFR | SETUFERSHZIIHENE B A EXK
A8 Amazon FSx X &Sk,

£

. XEBENEFIR

« M Amazon Web Services = H &R/ i8] k3
o MZRth 15 R B3

- FARIA DNS B#iERIKIE

- XFSHERAXHRS (DFS) i ZEH

- f£/ DNS BB RIE%EE

s FAXHHAEIFRKE

- B, BH. MBRXHHRE

X R EF in

FSx for Windows File Server X3RS 85 H SR ( SMB ) HARA 2.0 - 3.1.1 , X EE AT LLR SE#b 5
ZERITERPIFIBRERERIEZEHRE,

LT Amazon itE X415 Amazon FSx Bt &M :

« Amazon Elastic Compute Cloud ( Amazon EC2 ) 324 , @& Microsoft Windows. Mac., Amazon
Linux 1 Amazon Linux 2 356l BXEZEE , EZH RFXHKHE,

+ Amazon Elastic Container Service ( Amazon ECS ) 588 BXEZELE , 51 (Amazon Elastic
Container Service FF X AR 3EFE) HH FSx for Windows File Server %,

» WorkSpaces il - ETHMEZER |, 155 % Amazon B&EXE Using FSx for Windows File Server
with Amazon WorkSpaces,

+ Amazon AppStream 2.0 354l - ETEE ZEE , 12 M Amazon {8E X E Using Amazon FSx
with Amazon AppStream 2.0,

+ Amazon ¥} FE 1T VMware Cloud Ff VM - ETHBEZEE | {55 Amazon BEXE
Storing and Sharing Files with FSx for Windows File Server in a VMware Cloud on Amazon

Environment,

XEFHE IR 27


https://docs.amazonaws.cn/AmazonECS/latest/developerguide/wfsx-volumes.html
https://www.amazonaws.cn/blogs/desktop-and-application-streaming/using-amazon-fsx-for-windows-file-server-with-amazon-workspaces/
https://www.amazonaws.cn/blogs/desktop-and-application-streaming/using-amazon-fsx-for-windows-file-server-with-amazon-workspaces/
https://www.amazonaws.cn/blogs/desktop-and-application-streaming/using-amazon-fsx-with-amazon-appstream-2-0/
https://www.amazonaws.cn/blogs/desktop-and-application-streaming/using-amazon-fsx-with-amazon-appstream-2-0/
https://www.amazonaws.cn/blogs/apn/storing-and-sharing-files-with-amazon-fsx-in-a-vmware-cloud-on-aws-environment/
https://www.amazonaws.cn/blogs/apn/storing-and-sharing-files-with-amazon-fsx-in-a-vmware-cloud-on-aws-environment/
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Amazon FSx XU TRERS -

* Windows Server 2008, Windows Server 2008 R2. Windows Server 2012, Windows Server 2012
R2. Windows Server 2016, Windows Server 2019 # Windows Server 2022,

« Windows Vista, Windows 7, Windows 8, Windows 8.1, Windows 10 ( ‘@& WorkSpaces
Windows 7 #1 Windows 10 SE%: ) 1 Windows 11,

o M cifs-utils TEM® Linux,
« macOS

M Amazon Web Services = HZBij 7] #xiE

A Amazon FSx MU REMEERFE = ( VPC ) KK, T AXEME |, BETUAMSH R
£: VPC R E 158 FSx for Windows File Server X R %, B UMNSEXHRSELAFTAE
Amazon Web Services i 5 Amazon Web Services Kif B VPC RifE] X4 RE. BRTUTET
R IRE 15 [E] FSx for Windows File Server BIRMERA , BEFTEWHREEXHREN VPC £2
H, MEBRENEERETUEXHRENE A KBRS, BXAFEAMEROIGELZSENESE
B, %21 £/ Amazon VPC # 1T RZH R EE,

WO UMNEXHRGENMNTE— VPC A Z R IwiFRE FSx for Windows File Server X R 4t

T&RUWBAT Amazon FSx TREMNEBNZIRHEFNEFFHHTHRINRE | E4ABRT XH RS/
BIERTE .

ERGTF .. WiE 2010 £ 2 A 22 B2 AIBIERMT 5 2020 £ 12 B 2020 F 12

HR5 B 17 BzaitlZ2 B 17 Bz/EelE
NN RS NN RS

BIENHREH

- v v v

BIEXHRE

) VPC X E v v v

CIDR HiEth

BRI RE IP #HE7E BT

8 VPC #45) PHIERFC oo wims

CIDR U 7y [ 5 BEZANE

M Amazon Web Services = RI&B15 8] 3 iE 28


http://www.faqs.org/rfcs/rfc1918.html
http://www.faqs.org/rfcs/rfc1918.html
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BEFP{TF... A 2019 £ 2 A 22 B2 RIGIZ2MX  17IA 2020 £ 12 1518] 2020 & 12
HRE% B 17 BzHitlZ B 17 BzEtIE
SRS SRS
WSEE RN EF
U -
H{th CIDR =3¢ i : 198.19
=k  10.0.0.0/8 0.0/16

+ 172.16.0.0/12
+ 192.168.0.0/16

® Note
ERLEERT , BUEEEEAIELE P i SeEMA 5 R 2020 £ 12 A 17 Bz 816
BRXHFRG. Akt , BAXHRENZ DRI XHRE. BRESER , R &
A& BRI EHEE. .

MEAME VPC, Amazon Web Services Ik 5% Amazon Web Services X1
G

B LAMER VPC [WERERM X , NEXHRGEXETER VPC, Amazon Web Services Ik~ =,
Amazon Web Services Xif I FE Fixi5A FSx for Windows File Server X# &%, £ VPC
WNEFEESPHEMIERE VPC &, —4 VPC I E LB AT LAHE 5 —4 VPC # 8 Amazon FSx
XHFRZ, BE VPC BT F R Amazon Web Services i F |, S FARI# Amazon Web Services X
15, AT SAB (TR AR,

VPC NEEZERMA VPC 2 RIKYMGEEE | B thiEsE | BRI LERRE IPv4 5 IP WA 6 (IPV6)
U X B VPC BB HRE, SRR VPC X FEEKIEREN TR — Amazon XKEEH A
Amazon X#EHH VPC, BX VPC WEEENEZER , H5H (Amazon VPC NFEEIERE) H
Wi AR VPC NEEE?,

FEMXEME RSN | BUHEREE VPC MIAME, BXER VPC FEMXNEZER
B2 (Amazon VPC i 3x) AREYF a6 A 5 <,

RIE VPC XY FEESLMMRELET , LA SMERXHREH DNS BMRBRIXHRS. EAUGE
KERHY VPC AR ITE KB — BT IR

MEAf VPC, Amazon Web Services I 2 Amazon Web Services X1 1/ 8 £ #E 29


https://docs.amazonaws.cn/vpc/latest/peering/Welcome.html
https://docs.amazonaws.cn/vpc/latest/tgw/tgw-getting-started.html
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FSx for Windows File Server X33 %fH Amazon Direct Connect 5 Amazon VPN MZs it i+ B 3545117 8]
B X RS, B T X Amazon Direct Connect B9 # , FSx for Windows File Server & 8] LUE IS

T RAMEERZNAR IR G R XH RS, B 7TX Amazon VPN B93%3F | FSx for Windows File Server
FERAUBEERLN T ARBEMNERINE LR XHERE,

AR IRIEE S| S Amazon FSx XHRSXBH VPC /7 , B LU XH R4 DNS & #s DNS
ABIBRXHRE. BRI RTE VPC AW ITESEHIHh —B 1Tt #%E, < Amazon Direct Connect
WEZEE , H5H (Amazon Direct Connect FAF¥8F) - BXIZE Amazon VPN EENEZE
B, %21/ (Amazon VPC AAF¥E™) FH VPN iE#,

(® Note
ERLEBRT , BUFECRAIELS P itSTEMA TG EE 2020 F 12 A 17 Hzwi €l
BOXHRS. At , BMANHRENZHQE-DMFNXHERE. BXEZEER , R £
AZBRFENBE. .

FSx for Windows File Server & X3 H Amazon FSx XHM%x , MA# 1+ ESLHRMEIEIR, T4
PR =H FSx for Windows File Server X HEMNR, EXEZEE |, 55 H (Amazon FSx X #F
MXxFEFERE) o

(® Note

THBFZEFEM Amazon FSx XM%<, FSx XM BT~ o] A4KEE IF 246 AR
%, BXE FSx MHMKXELWIIEE , BRIt EEE,

EFAERIA DNS B Frif [ 333

FSx for Windows File Server AN X4 RGERME T —NMIAEB RS (DNS ) B, B LIERAL
DNS Z# it E 6 EIREh B8 &2 R ST 2] Amazon FSx X H = , MMiHE FSx for Windows File
Server X%, ETHRESZER |, F3H FRAXHRZIHRIHKE,

S 3175 [F) B4 30


https://docs.amazonaws.cn/directconnect/latest/UserGuide/Welcome.html
https://docs.amazonaws.cn/vpc/latest/userguide/vpn-connections.html
https://docs.amazonaws.cn/filegateway/latest/filefsxw/what-is-file-fsxw.html
https://docs.amazonaws.cn/filegateway/latest/filefsxw/what-is-file-fsxw.html
https://www.amazonaws.cn/blogs/storage/switch-your-file-share-access-from-amazon-fsx-file-gateway-to-amazon-fsx-for-windows-file-server/
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/A Important
REYEMEH Microsoft DNS EN BRiA DNS B , Amazon FSx F £5F M AR89 DNS 12
Fo MRBHEHAMWRE= DNS , MIFMFFHZE Amazon FSx XHREH DNS %.B., XA
NHREERIER IP itER |, S HKIMAE TF3) DNS FENEBRNHRS IP tbit,

=1 DNS B#h :

« 1£ Amazon FSx #B#l&F |, EBEXHRG , ARERFHARE. EMNEERLIHESE DNS B,
- 2% , 1£ CreateFileSystem = DescribeFileSystems APl i SR HFEE,

A Amazon ¥£EH# Microsoft Active Directory FIFT B £ A X X4 RS5H DNS BMEFUTE
I : fs-0123456789abcdef@.ad-dns-domain-name

FFMABITEEM Active Directory WFTER TR XU RS , URFMEZAAXXH RS , DNS &
HEFLLTH : amznfsxaallbb22.ad-domain.com

Kerberos &9 iFfER DNS & Fr

FEANTE T Amazon FSx ERHE T Kerberos B 53 IE ML N, Kerberos BEH R 5B SUH R
SZNEFPHEMBERSNERRKIT. ERNEN SMB 2FEAE T Kerberos B B 1956 IiF R 1% i 2k iE
m# | EEH Amazon FSx 2 X4 RS5H DNS BFKRIFRIEBHXHRS,

R IEIE Amazon FIEE K Microsoft Active Directory F Aty Active Directory 2 [B]ELE T A IPEIE |
MAMRBREMFATAH Kerberos FHBRIEA Amazon FSx Remote PowerShell , W AIEF F ik £
MEZRINFEERLARR, BXEZEER , i5ZH Microsoft X&H B Configure Kerberos Forest
Search Order ( KFSO ) ,

XD MRXFRE (DFS ) BEER

FSx for Windows File Server X33 Microsoft DFS fs & Z=E1H, #/H DFS B EEF L TFZIMX
BRENXHHRZHAR - NMNATHRBNXHGBBEEN AL XGREN (FEZEE ) . BAUEAR
DFS tp B ZRIFHB#KIAE Amazon FSx XHRE , FE2FHEZBEREE N XHFRER DNS
M. BXEZER , 55 £ DFS @& ZE A 7 %/ FSx for Windows File Server X% % %
4,

Kerberos B3 IIEEA DNS & 31


https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/hh921473(v=ws.10)?redirectedfrom=MSDN
https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/hh921473(v=ws.10)?redirectedfrom=MSDN

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
{£ A DNS 3l 15 8] 24

FSx for Windows File Server A BN NXHRSGIRET —1 DNS &% , IR THRXHRE, &&E
AT LAESE I FSx for Windows File Server X4 R SEMBI B 5% , FERHBRIA DNS B2 AN EH A
DNS EMIHRIXHHE,

£/ DNS 318 , BALUF Windows X HEZEHIEFE E FSx for Windows File Server , ARG 4REE 5 F
AR DNS Z#riAE Amazon FSx EH#IE, DNS BB EAFEBERAEEUNEH , NTTER i
EEEEE Amazon FSx XM RGN T EFNMARF. SX&EZTLE 50 1 DNS B 5— MNXHR
Si 1Bk, BXfF DNS %I& 5 FSx for Windows File Server X4 RS XBKMEUHXBNEZEL , 5
7 &% DNS 3lHE.

EF A DNS BB EEX FSx for Windows File Server XHERSERIFRIMNIRE , BDAPITUT SR -

1. 4 DNS 5l B XEX B X R 5.
2. AXNHRZEL R SHEMEX DNS 314422 DNS CNAME it &,

&< FSx for Windows File Server X4 R4 EH DNS 3B EZELR |, B5S1H EE DNS 518,

Kerberos &5 UE M N3 {5 DNS 315

BATR WY Amazon FSx A E T Kerberos M & U M2 M P %, Kerberos B 17 B X HF
SHNEFRREMEZENEHRIE. EXIEMA DNS 38 158 Amazon FSx & Fif /3 A Kerberos &
BRAE , HFIE Amazon FSx X REH Active Directory ITEHIX R LR INE DNS 58 33 B89 RS
FHEEH (SPN)

EE A DNS 3B iR X HREIRE Kerberos SR RIENINE |, ESH H Kerberos BB RS =
EZ# (SPN)

A LR BII 7E Active Directory Fig B FAKRBEIIR (GPO ) , BHIEH DNS BB H R4 R
S E P iR Kerberos S RIEMING -

« BR&INTLM : EZfEARSSESE H NTLM RE - AL R EEL R FTITMNITENFZE 1T Windows
BERSHNETMZERSH[MIEH NTLM FE,

« BR&I NTLM : 3 NTLM B RBIEFINERERSZHIN  MREE 7T FEEZLE : BRBEl NTLM : @iziz
RE2EH NTLM RE R RE |, MFEALKKIREMNERAFEFHREFER NTLM A RIERIT
BER%S 64T,

£ DNS 55 17 B % E 32



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

EE A DNS 3B 5 R X H RSB FIINIT Kerberos R KRIEMME , S5 FAARBER
( GPO ) 3 1T Kerberos & 13 %1iF,

BREBXHREGLAERM DNS IBNESER , FSHAUTEE

« X5 DNS FIHEXEKEIXHRS

3 Kerberos FtiE RS EMAEEF (SPN)

« EF=A1E DNS CNAME ig3%

« FRARKEIIR (GPO ) &&EIHIT Kerberos B 4K IE

’F DNS 5l & XEREI X RE

£ £ Amazon FSx ##|&. CLI fl APl SIZFH MU REURNZ D RIEIF XH RS |, ATEF DNS
58 5IMAE FSx for Windows File Server #xBk, MEZLEFAHMEE GRS E , BAASERE
BEANESBUXEKBIZ,

LI R R AT A Amazon FSx #2615 61 # X4 REead X Bk DNS 31& . BXHF DNS 5/& %
RIMBEXHRENER , ARBXER CLI M API WFHAFER , 556 €3 DNS 38,

TE QI #T Y S R EeRd R Bk DNS 5118

1. BELATMuITH Amazon FSx # %A : https://console.aws.amazon.com/fsx/.
2. BREATHDHR FTE]R5, BIENHRS NPT RAUBH GRS,
3. ECBRXHRZESHMIFR - TiEHs , MAESXHRSEXEKHN DNS 318,

157 DNS /& e , EER T EN

- WIMXATEREFA (FQDN ) %X hostname.domain , Hl40
accounting.example.com,

- THUERFRBTTHMESE (-) .
. FENEFHFLRLER.
. ALMERBTH k.

X F DNS 51# , Amazon FSx 2 FFRFRHAEFRNNEFH (a-z) , TREEEREE#IK
EFXf, MNEFRERELBHHINNFR,

4. EEFERIPREFSERTENER.
ERE - iEo P, RAENRL , RAREET—F,

F DNS 38 KEREI X R 5 33


https://console.amazonaws.cn/fsx/
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6. REGEXHRENELETHXHREEE. EFWEXHRE , QIEXXHFRLS,

7 Kerberos Bt B RS EEEH ( SPN )

EANEBWFT Amazon FSx A E T Kerberos B B4 UE M /& 5 P 1%, Kerberos BEW 7 iH 0] X H R
SHNEFREERZENEHRILE,

Exi £/ DNS 5% 15 E Amazon FSx K& Fif/a i Kerberos B3 1IE , 4 Amazon FSx X# %
iy Active Directory ITEHLXI R LA INES DNS BB RHRS EAEEZIHR (SPN) o —4 SPN —XR
BEE — Active Directory TFEHLIT RKEK, RN R XHRLSH Active Directory iTTEHXN RELE
B DNS 22 EB8IWA SPN , NI LA E 7~ Bk,

Kerberos S IRIFEELL T4 SPN :

HOST/alias
HOST/alias.domain

WMRFEL R finance.domain.com , MAREFUTHEA SPN :

HOST/finance
HOST/finance.domain.com

@ Note

£ Amazon FSx X# %R 4iH) Active Directory ( AD ) ITEHI XN REIZEFHHEHN SPN 281 ,
IREEM BRFTAE 5 Active Directory TTEHIXI R _E# DNS 3IE 3 BT A EH SPN, 1R AD
F1Z7E DNS 3I&# SPN , N Amazon FSx X# R &% E SPN =& KM,

DU RMTR O TERE

- EFRFEHBXH RS Active Directory ITENIT R EMFTEIAE DNS 5178 SPN,

- ZEEHRITMAE SPN , NPT EMIBR,

« 1 Amazon FSx X#Z 4K Active Directory it E M REIZEFHH DNS 5% SPN,

ZEFTER PowerShell Active Directory 1t

1. BREMALK Amazon FSx XHREFTMAR Active Directory By Windows 3£,

A Kerberos BLE RS EAEE#R ( SPN ) 34



FSx & AT Windows X4 RSE3H9 T 5 i#h Windows A5/
2. L\EER B ITFH PowerShell,
3. fFERLLT &% %% PowerShell Active Directory R,

Install-WindowsFeature RSAT-AD-PowerShell

IR H M BRI 18 U R 42 Active Directory iTE AT R E# A DNS 518 SPN

MRENEDEL Active Directory FEMTEHNR LB 5B — XRS5 DNS I BEE T SPN
W AT BRIXLE SPN , REER SPN RMEIXHRENITHENT R,

1. EAUTHTERMBIE SPN. & alias_fqdn BRANESZ R 1 PEXHRSEXEKH DNS 3l
Bo

## Find SPNs for original file system's AD computer object
$ALIAS = "alias_fqdn"

SetSPN /Q ("HOST/" + $ALIAS)

SetSPN /Q ("HOST/" + $ALIAS.Split(".")[0])

2. FEAUTREIBA MLt —FSHRE/MIIE HOST SPN,

« ¥ alias_fqdn B RESE 1 P EXH RS XBATE DNS 518,
« ¥f file_system_DNS_name ¥R FB X4 REH DNS E .

## Delete SPNs for original file system's AD computer object

$Alias = "alias_fqgdn"

$FileSystemDnsName = "file_system_dns_name"

$FileSystemHost = (Resolve-DnsName ${FileSystemDnsName} | Where Type -eq 'A')
[@0] .Name.Split(".")[0]

$FSxAdComputer = (Get-AdComputer -Identity ${FileSystemHost})

SetSPN /D ("HOST/" + ${Alias}) ${FSxAdComputer}.Name
SetSPN /D ("HOST/" + ${Alias}.Split(".")[0]) ${FSxAdComputer}.Name

3. WELZR 1 FEXHREXRKHNEZN DNS JIREE LSRR,

 Amazon FSx X# R i Active Directory it EH I Ri&RE SPN

1. BITU TS , H Amazon FSx X R ZREHH SPN,

A Kerberos BLE RS EAEE#R ( SPN ) 35



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

« ¥ file_system DNS_name &#2 N Amazon FSx 2 EL4A SR EEH DNS B #.

EFE Amazon FSx ###l A EERXHREMN DNS B/, BIEREXHRE , ERENXHRE ,
REEBRNHRGFANH LMNEELEER,

#& A LATE APl #24E DescribeFileSystems BIWE R # 3| DNS & #ro
- falias_fqdn BRAELT R | FEXHREXEKMTE DNS 518,

## Set SPNs for FSx file system AD computer object

$FSxDnsName = "file_system DNS_name"

$Alias = "alias_fqgdn"

$FileSystemHost = (Resolve-DnsName $FSxDnsName | Where Type -eq 'A')
[@] .Name.Split(".")[0]

$FSxAdComputer = (Get-AdComputer -Identity $FileSystemHost)

##Use the following command to set both the full FQDN and Alias SPNs
Set-AdComputer -Identity $FSxAdComputer -Add @{"msDS-AdditionalDnsHostname" =
@($Alias, $Alias.Split(".")[0])}

® Note
MR R REH AD iTEHL I RFIEE DNS 51BZH8 SPN , N Amazon FSx XHF
SiRE SPN kM, BEXxEHRHAMBRIE SPN WEE , ESRERHANBREBIHRS
Active Directory Tt EHLN R ERIIE DNS 51# SPN,

2. FRUTREIBEARIEZE N DNS BB EE T SPN. BRI FIIEHENEH SPN
HOST/alias M HOST/alias_fqdn , AN RIEFR,

$F file_system DNS_name E#:H Amazon FSx £ B4R X H R 48 DNS &#. E7E Amazon
FSx 124l & L ERXHFRSH DNS B , BEREXHRS , ERENXHRSE , RAEEEXHR
SEATHLANESZEER,

&t A LATE API 324 DescribeFileSystems BYIE R # 2] DNS & #5o

## Verify SPNs on FSx file system AD computer object

$FileSystemDnsName = "file_system_dns_name"

$FileSystemHost = (Resolve-DnsName ${FileSystemDnsName} | Where Type -eq 'A')
[@] .Name.Split(".")[0]

$FSxAdComputer = (Get-AdComputer -Identity ${FileSystemHost})

A Kerberos BLE RS EAEE#R ( SPN ) 36


https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
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SetSpn /L ${FSxAdComputer}.Name

3. NWELZR 1 FEXHREXKNEN DNS JIZEE LRS R,

E 3 61E DNS CNAME 183

NANHREEBHEE SPN f5 , AJUEN LT 5 XS] Amazon FSx : RN RIAXHREHEN
DNS iEFE RN BT Amazon FSx XHR LR IA DNS B #5HY DNS 123,

EETATHNBOSS , WAHE R dnsserver # activedirectory Windows &R,
ZEFTER PowerShell &3k

1. LLEH DNS EEMNPRHIA ( X¥F Amazon Managed Microsoft AD , § Amazon ERKIEE RS
EER ; N TBEITEEM Active Directory , NEIEE AREEE K DNS EENRHNEMA ) B
RRAFSMEFRIEMALK Amazon FSx X RSP AREE Active Directory B9 Windows
=4l
BXFMER , S (Amazon EC2 AIF#E®) H# Connecting to Your Windows Instance,

2. LB R HMITIF PowerShell,

3. KBS REDIRBZRIEEE PowerShell DNS IRE B, FHUTHS LR ZER,

Install-WindowsFeature RSAT-DNS-Server

E) Amazon FSx XHREEFH 0 EHE X DNS 75

1. LAEH DNS EEMNRMA ( XF Amazon F£EM Active Directory , 1 Amazon ZikRVIEE R4
EER ; N TBEITEEM Active Directory , NEIEE AREEE K DNS EENRHNEMA ) K
RRAF B HEZTEE Amazon EC2 34,

BXEFMER , S (Amazon EC2 AIF#E®) H# Connecting to Your Windows Instance,

2. EGTRRET , BITUATHAR, LEALNFEIAERN DNS CNAME 12T EEH Amazon
FSx XHFR S, MRAKIMEMIZHE , F DNS BI& alias_fqgdn BIZZ—NFHH DNS CNAME
1BF , ZICFKIG#T N Amazon FSx RS HIERIA DNS & #ro

BETHA  BHATUATRE
« ¥ alias_fqdn BN EXHRGERER DNS 5]&,

FEHEAIE DNS CNAME 2% 37


https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
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« ¥ file_system DNS_name &#2 N Amazon FSx 2 EL4A SR EEH DNS B #.

$Alias="alias_fqgdn"

$FSxDnsName="file_system_dns_name"

$AliasHost=$Alias.Split('."')[0]

$ZoneName=((Get-WmiObject Win32_ComputerSystem).Domain)

$DnsServerComputerName = (Resolve-DnsName $ZoneName -Type NS | Where Type -eq 'A' |
Select -ExpandProperty Name) | Select -First 1

Add-DnsServerResourceRecordCName -Name $AliasHost -ComputerName
$DnsServerComputerName -HostNameAlias $FSxDnsName -ZoneName $ZoneName

3. NWELZR 1 FEXHRERKNEN DNS 3R EE L —F1RHE,

I EE A DNS 318 REH Amazon FSx XHREHRM T DNS CNAME B, TE , &0 LAEA DNS
B 3K 15 7 BU4E

(@ Note
B EH DNS CNAME 1Ex&RIE[E LRI 5 — N X RS H Amazon FSx X REERT
EPim A fE RN R R TTEERIZXH RS, RIFEFim DNS £7/5 , W NAE% A
DNS B B#TERE, BXEZEE , HSH AL DNS I8 7R X4 R 5.

FRARENR (GPO ) BEEIHIT Kerberos & 171 1iE

X 7E Active Directory i B UL TFAREIIR ( GPO ) |, EELARE I ESR1E 15 7] ST R L2t 68
Kerberos & 1351 :

« PR&|I NTLM : EZFZRSEFE H NTLM RE - FRH LRI BE%L = 5= it AT E N EZ1T Windows
BERSHNEMZERSH[ME K NTLM FE,

« BR&I NTLM : A NTLM B RBIEFINERERSZZHIN  MREE T ‘FEEZLE : BRBEl NTLM : @iziz
REZ2EH NTLM RE R RE , NEARKKIZEMNERATFEFHREFER NTLM A RIERIZT
BER% 64T,

1. LIEERBHEREMALEH Amazon FSx XHRSEFTINAR Active Directory # Windows 38
fl, MRBEEEEBTEEMN Active Directory , 1B XESBREIER AT Active Directory,

2. MORERTH, EETR, AXRBEE,

FERAREXNR (GPO ) B#lHIT Kerberos & 4 51iF 38
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3. ERARKXIR,
4. BTFELAREIR , BRITOIERE.

5. BREMBENMEZLE : REINTLM : @izBRESEHREE NTLM REXKE, (ETFFEEINEERE ,
BOEFRE, ) EAMLZSRBENFd  THALTX (ARET ) FE | REEREM.

6. EHREIIEL,
7. EENRBEIFNARE,

8. ENEFFIHMNBEZRERS/MN NTLM ERRES I , BHRIEINEZRE : RS NTLM : HINZE
AR5 BRHISk

EAMZERERTFH , IHA LT (ARET ) Xe , REEEREM
9. RWAFTEERNNEIBGIZFIREY RS 22 A o
10. EENAE AT NARE.

e S A S = i B E R

Microsoft Windows X R ERXHREHPWIFEXHRE H K, TR URFENTAF LR, &
PimfE A RS2 EER ( SMB ) IHCRIARINH RS RS HZ, FSx for Windows File Server X
HREBEM B R share BWERIA Windows XHHE, BRI LA Windows REXHREFAFRE
(GUI) IE K RBEEENENESECERENHMIHRE,

Microsoft Windows 42/l (CA ) HENETERBET , IEEHFHEFHT LHIKE | 7188
BRNLEZ SN TR E. FH CA XHHZAE XXM RELT BT B A& KR E it 2 Xt bR 5588 B
ARFNTH , SENARFNBE A EREXEXHHRE L,

B X TE FSx for Windows File Server X4 RE LS BEMEBXHHENEZELRE , BIFECAHRE | &
S B, FH. MBRXHHRE,

BREY XA HE

BRI XHHRE | EHEH Windows Map Network Drive ZhAE | it E 26| LA IR 3 352 AR ST 2
Amazon FSx XHHE, FXHHAZME R ITEXH LRSS , X—HIRE Linux PRANES UG H
2, hdBERITEXMIRNEBENREREMR. MFXHHRER , BHNNARERNA P 7 G IH R A i
XK — R R X HRER R XXHFR,

BRREMERNHAZULAXHREBBENESEE , FSRANTEE

« 7£ Amazon EC2 Windows 325l F S X H =,

ERAXHHZEIERHRE 39
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« 1£ Amazon EC2 Mac 3£l FHEH X HHE
« 1€ Amazon EC2 Linux 325l FHEH XHHE

£ Amazon EC2 Windows 324l EM ST SCEH =

& E] LAE F Windows File Explorer S ar £ R AFE EC2 Windows 3= BRI U HZ | BLUIGIR] FSx
for Windows File Server X4 & %:,

£ Amazon EC2 Windows =4I| EME XHHE ( XHFRREESR )

1.

2

B3 EC2 Windows 32l , HFHiEEZ| Amazon FSx X4 RSN A B Microsoft Active
Directory, At , M <Amazon Directory Service BIEHEr) FIERLUTIRE :

o FEEHNA Windows EC2 324

« FZhhIA Windows SE4I

EREZTEH EC2 Windows 3E24l, BXFHEER |, 5 (Amazon EC2 AF¥Em) FMEEZ
Windows 3245,

S , BT FF File Explorer,

ESMBERT , TANEH ETX (GRS ) X8, AREERHFMERZ R,
ERFHEBRP , EE-DEHRER

EXHRF | WAXHERSH DNS EMHES X4 REXEKA DNS 31E |, UAREZER.

/A Important

£/ IP bt (M A2Z DNS B ) , XARESTARNAREHNAREBIRFSEHFT
AANEIR. kA EZTAXMETARXXHRSGEF , BT Kerberos W ERRITEE
DNS & #e<Ex#Y DNS 5%,

& O] LAEE #%4% Windows File Server, M&5% 4 | £ Amazon FSx & A LR EIX

R SR DNS B AE{T<ERAY DNS 3lE. ¥E , BB AILATE CreateFileSystem 5
DescribeFileSystems APl {EH MM R IXFIEN]. BXEADNS HIENESER , BSRAERE
DNS 5l&.

« X¥FIMA Amazon FEEH Microsoft Active Directory BB T FX X#H R4 , DNS BT AT
o

1£ Amazon EC2 Windows 354 EBRET ST H = 40


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/launching_instance.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://console.amazonaws.cn/fsx
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystem.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
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fs-0123456789abcdef@.ad-domain.com

« XATIMABITEER Active Directory NEREATAXXHRE , UERFIEZHAXXHRS , DNS
BRI TR0

amznfsxaallbb22.ad-domain.com

Bl EEAETRAXHRSEHN DNS B, BEXHRFRAUTHE.

\\fs-0123456789abcdef@.ad-domain.com\share

EFEASTHXXHRSH DNS B8, BEXAHRFRALTRAR,

\\amznfsxaallbb22.ad-domain.com\share

EFEASXHRERIKD DNS 3l& , TEXHFRFHALUTAR.

\\fgdn-dns-alias\share

7. NEFZNEFNERERE-NEE , ERNARAERENEERNENEE , RREETK.

£ Amazon EC2 Windows =8| MG XU HE ( i SRTEF)

1. 8% EC2 Windows 324l , 3 HiE#EZS] Amazon FSx XA RSN AR Microsoft Active
Directory, At , M <Amazon Directory Service BIEHEr) FIERUTIRE :
« JoHEN A Windows EC2 =241
« FZhA Windows =4I

2. L Amazon Managed Microsoft AD B XK AP & %% EC2 Windows 361, BXiFHAFEER ,
BEZ# (Amazon EC2 AAF1EM) FHEEE Windows 341,
3. EEE 6 BIAGTRRFEM.

4. FRAFMENRIB[ER. XHRSEH DNS EMMAZEEHRERXHFLRE, EALIE Amazon
FSx #2&l & Li%#F Windows File Server, M&5%£ , Nk EI DNS B, W& , BRI E
CreateFileSystem 5 DescribeFileSystems APl {EMY AR F KR EE1 1.

1£ Amazon EC2 Windows 354 EBRET ST H = 41


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/launching_instance.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://console.amazonaws.cn/fsx
https://console.amazonaws.cn/fsx
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« X¥FHMA Amazon FEEH Microsoft Active Directory R AT AX X4 R4S , DNS BT AT
o

fs-0123456789abcdef@.ad-domain.com

« JFIMABITEER Active Directory WEREATAXMXHRE , ARFIEZHTRAXXH4RE , DNS
BT AR

amznfsxaallbb22.ad-domain.com

THRATERXAHENG TSRO,

$ net use H: \\amzfsxaallbb22.ad-domain.com\share /persistent:yes

B net use H 2, BIETLUEREZEFN PowerShell i R REFHXHHRE,

£ Amazon EC2 Mac =l EEH U H=E

A& Amazon EC2 Linux =4I A Active Directory 3k i@ FSx for Windows File Server 3X# %
G, WA LAEZRA LESEXHRE, WRZFIRMAER Active Directory , iHFZ AN EHIFTERN
Amazon Virtual Private Cloud ( Amazon VPC ) % DHCP ETRE , LA B &M Active Directory 5
#9 DNS B#M RS8R, AF , EFEHEH6,

£ Amazon EC2 Mac =4l EEHXHHE (GUI)
1. B3 EC2 Mac 3kHl, Rt , FM (Amazon EC2 AFIER) FEZFUTIEZ— :

- FAEFEB3 Mac E4l
« {#/ Amazon CLI 53 Mac 34

2. {#M Virtual Network Computing ( VNC ) i£#%| EC2 Mac £6l. BEXEZEL , H5
% {Amazon EC2 RF1Em) LA VNC EEEISLHI,

3. f£ EC2 Mac =4l L | #E$##%3| Amazon FSx XHHZ |, TR :

a. FFER:SE, GEmE  REEREEIRSEE.

1£ Amazon EC2 Mac =6l EES 4 H=E 42


https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/ec2-mac-instances.html#mac-instance-launch
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/ec2-mac-instances.html#mac-instance-launch-cli
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/ec2-mac-instances.html#mac-instance-vnc
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b. FEEIIRS|/NEED , WAXMFREH DNS BN EXHRLEKRER DNS 318 , UK
HEBR. REIEFEE,

B LU %$F Windows File Server, WM& 5% 4 |, 7£ Amazon FSx 24 & LR EIX
HR5H DNS B FAEMRERR DNS 3l& . #F , B AL CreateFileSystem %
DescribeFileSystems API #{EM AR F K EIEA]. BXREH DNS BN EZER |, ES
B EE DNS 5B,

& Connect to Server

1smb:i,-‘amzntsxwtlanmybn.example.com;share{

Favorite Servers:

FREE TRC SR Cornect

c. ETF—1MEREEL, EREEAMKE,

d. %A Amazon FSx IR K F #9 Microsoft Active Directory ( AD ) &ZiE , SILA N REIFFR. A&
R RERE,

Enter your name and password for the server
m “amznfsxw4anmybn.example.com”,
L - J Connect As: Guest
© Registered User

Name: admin

Password: ‘-oo-.....{ [

Remember this password in my keychain

e. MREERI , BALTE Finder BAOME T HEZ Amazon FSx =,

£ Amazon EC2 Mac 3Rl L EHEXHHRHE (S 1T)

1. Bz EC2 Mac 3=6l, Hitk , iHM (Amazon EC2 AFIER) PEFEUTIRZ —

1£ Amazon EC2 Mac 3£/l L ESHXHHRE 43


https://console.amazonaws.cn/fsx
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystem.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html

FSx EEATF Windows X4 RS B85 HY L 5 i#h Windows A5/
- EREEA B3 Mac =4
« £/ Amazon CLI Bz Mac 324l

2. fEA Virtual Network Computing ( VNC ) #E3#%%| EC2 Mac 3=6l., BXEZER |, 5
% {Amazon EC2 AIF#E®) PMEA VNC EEZEISEHI,

3. FERAUTHTERNHHRE,

mount_smbfs //file_system_dns_name/file_share mount_point

R LATE Amazon FSx #2 & Ei%3# Windows File Server, M&5%4 , NKE DNS B,
®E , BWALUE CreateFileSystem 5 DescribeFileSystems API #{ER IR K EI T4,

« X¥FIMA Amazon FEEHK Microsoft Active Directory BB AT X X#H R4 , DNS BT
No

fs-0123456789abcdef@.ad-domain.com

« WFIMABITEEH Active Directory WERETTHARXHRS , URFIEZTARXXHRS , DNS
BT AR

amznfsxaallbb22.ad-domain.com

HEEREANER DT REREERRNITATRAE

« //file_system_dns_name/file_share - IEEEBEHN X HREH DNS EMAMHKE,
« mount_point - BEEHXHRSEM EC2 =6 LAY B %,

£ Amazon EC2 Linux SEfl b HEH X HHE

A& Amazon EC2 Linux =2 A Active Directory 3K i/ 8] FSx for Windows File Server X # %
g | 1R E LATEiZ 35 5] 3£ #L FSx for Windows File Server X # =,

1£ Amazon EC2 Linux 3E4l EEHXHHRE 44
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FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

® Note

s UTHTHIEENSE (SMB hHil, £%F , UREERMEAZHRXH KD ) IER TR
fil, Linux cifs S8 SIS EUERUARFTA Linux AZMRAS |, ATRES#IE P i%5 Amazon
FSx XHREZBAMERIENELENER, BXESEL , BSHW cifs X¥ , THREE
A® Linux 338,

* Linux EFImAXEFET DNS B ARMER, BXREZER , FSH Linux T/ imHY RN
BBEK.,

FEE A Active Directory B9 Amazon EC2 Linux SE#|l L XHHE

1. WMBREEEBIEEEZEITH EC2 Linux 262 0A Microsoft Active Directory , 1§25 {Amazon
Directory Service EXE1EFE) FHFIHMA Linux SEH5l,

2. EHEE| EC2Linux kfl, BXEZELR , 52 (Amazon EC2 AF ) HHIEEEF Linux 3£
i,

3. EZR¥ cifs-utils @, HETUTHT. WEATFE Linux LEE Amazon FSx EMEXH R

5o

$ sudo yum install cifs-utils

4. QIBEHRKEBFR /mnt/fsx. BRELAER Amazon FSx R4S,
$ sudo mkdir -p /mnt/fsx

5. FEAUTHSER Kerberos #1T & 4RI,
$ kinit

6. EAUATHHTESHXHLE,

$ sudo mount -t cifs //file_system dns_name/file_share mount_point --verbose -o
vexrs=SMB_version,sec=krb5, cruid=ad_user,rsize=CIFSMaxBufSize,wsize=CIFSMaxBufSize, cache=nc
file-server-Ip

& BATE Amazon FSx #2#& L% Windows File Server, M&5%4 , N E DNS B
®NE , WA LUE CreateFileSystem 5 DescribeFileSystems APl #2/EfI I N A KR EIE4 1o

1£ Amazon EC2 Linux 3E4l EEHXHHRE 45


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_linux_instance.html
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« X¥FHMA Amazon FEEH Microsoft Active Directory R AT AX X4 R4S , DNS BT AT
o

fs-0123456789abcdef@.ad-domain.com

« XFMABITEEHR Active Directory WREATARXXHRE , URFIEZTAXXHRS , DNS
BT AT Ro

amznfsxaallbb22.ad-domain.com

R CIFSMaxBufSize BN AR AFMBEKRE, ESTUATGRT , IREULE,

$ modinfo cifs | grep CIFSMaxBufSize
parm: CIFSMaxBufSize:Network buffer size (not including header). Default:
16384 Range: 8192 to 130048 (uint)

W HE RERAEHRXK/NRA 130048,

7. BIUTHS , RIEXHARERBEER , ZwSMUREEH Internet XHRS ( CIFS ) KEM
XHRE,

$ mount -1 -t cifs
//fs-0123456789abcdef@/share on /mnt/fsx type cifs
(rw,relatime, vers=SMB_version,sec=krb5,cache=cache_mode,username=user1@CORP.NETWORK.COM, ui

HEEREANER DT RERERRNITATRAE

« //file_system_dns_name/file_share - IEEEBHEHN X HREH DNS EHAMHKE,
« mount_point - BEEHRXHREM EC2 32f| L B %,

« -t cifs vers=SMB_version : HXHREHNEIIEEN CIFS M SMB ik, EEATF
Windows File Server 89 Amazon FSx % # SMB kx4~ 2.0 £ 3.1.1,

« sec=krb5 - IEEEA Kerberos M2~ 5 #H 1T H P RKILE,

« cache=cache_mode : REBEFEN, It CIFS EEFEM AL MR |, B IZN X WL REE
EEBHRZMIENE (HES Linux X8 ) » BIERED strict M none , B7 loose A
BESRMMUE N RELMSEBER —B.

e cruid=ad_user - HEEEFMEEN UIDZREN AD BXREBEE A,

1£ Amazon EC2 Linux 3E4l EEHXHHRE 46
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« /mnt/fsx — 1 EC2 24| L3 E Amazon FSx X #HHEMEH <.

« rsize=CIFSMaxBufSize,wsize=CIFSMaxBufSize - FHEMMEAZHX K/NMEERN CIFS
ST R ARE. ™ CIFSMaxBufSize B NARKATFNHRARE. BIETUTHRXREE
CIFSMaxBufSize,

$ modinfo cifs | grep CIFSMaxBufSize
parm: CIFSMaxBufSize:Network buffer size (not including header). Default:
16384 Range: 8192 to 130048 (uint)

B EREREHFX KA 130048,
« ip=preferred-file-server-Ip— N B#R IP #biHi& BN X4 RE EEXH RS M IP it

FBAILZEN T ARG RGN EIE RS SR IP it
- £/ Amazon FSx ##l& , EXHRAFAEENHNNEELLETF L,
« £ describe-file-systems CLI fF S HE M DescribeFileSystems API a5 Ry Ia B4,

FEARMA Active Directory B9 Amazon EC2 Linux 354 E3Egi X HE

AR 3524 Amazon FSx X HZHEZHF|IAR M A Active Directory ( AD ) B9 Amazon EC2 Linux 38
flo X¥FARIA AD By EC2 Linux 3Rl , BREERAEFE IP #hik#EHH FSx for Windows File Server
MHHRZ, BALAE Amazon FSx 246 , EMEZERSETF LW EEXHRS R IP bk PIRE
XHRGENFAE IP ik,

L RBIGER NTLM B4, Ntk , BFEUAF 54 ( B, FSx for Windows File Server X # R4t
Fr AN A9 Microsoft Active Directory BIRIEX R ) HEE B RS, EC2 Kl creds. txt EFBIEMNX
AXHFLREAFKFANEILE. KXHIERFNARE. EBNE,

$ cat creds.txt
username=userl
password=Passwordl123
domain=EXAMPLE.COM

B MEE Amazon Linux EC2 E45

1. A Amazon EC2 #2#l & 53 Amazon Linux EC2 34|, EXEZEE , 1§25 (Amazon EC2
HAFiEE) RME3ISEH6,

2. E#E| Amazon Linux EC2 3£4l, BXEZEER , 551 (Amazon EC2 AF1EE) HHIEEE
Linux 3£,
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https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
https://console.amazonaws.cn/fsx
https://console.amazonaws.cn/ec2
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/EC2_GetStarted.html#ec2-launch-instance
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3. EZRF cifs-utils @ , HETUTHD. WEATE Linux L#EH2 Amazon FSx &M & X H %

%o

$ sudo yum install cifs-utils

4. QIEEITRIEE Amazon FSx XHREHEFH A /mnt/fFsxx.

$ sudo mkdir -p /mnt/fsx

5. FEAZAERIEITE /home/ec2-user BFEHBIZ creds. txt EIEXH.
6. RE creds.txt XHNR , UMERELR (MEE ) TUEBEIETUTHSRIEWMMEA X4,

$ chmod 700 creds.txt

ERMNHRS

1. BULAERAFE IP it R MA Active Directory FISXHHE, BRI L5 [E Amazon FSx 2|
B, EMNEE5ERLETF LN EEXHRSER IP it FIREVCHERSFAE IP Hbit,

2. FERAUTHTERXHERS

$ sudo mount -t cifs //file-system-IP-address/file_share /mnt/fsx
--verbose -0 vers=SMB_version,sec=ntlmsspi,cred=/home/ec2-usex/
creds.txt,rsize=CIFSMaxBufSize,wsize=CIFSMaxBufSize,cache=none

F CIFSMaxBufSize B AARATFNRKRE. EBTUTHS , UREULE,

$ modinfo cifs | grep CIFSMaxBufSize
parm: CIFSMaxBufSize:Network buffer size (not including header). Default:
16384 Range: 8192 to 130048 (uint)

I RRREFXK/NA 130048,
3. BIOUTHS , RIERTSEHTXHRSE , Zo{URE CIFS XH#HR%,
$ mount -1 -t cifs

//file-system-IP-address/file_share on /mnt/fsx type cifs
(rw,relatime,vers=SMB_version,sec=ntlmsspi, cache=cache_mode,username=userl, domain=CORP.EXA

1£ Amazon EC2 Linux 3E4l EEHXHHRE 48
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HERREANERR T SERERRITUTRE

« //file-system-IP-address/file_share - EEBERNXHREHN IP it FMHAE,

e -t cifs vers=SMB_version : FXHREHWEIIEERN CIFS # SMB thilhk4d, EERATF
Windows File Server B9 Amazon FSx z# SMB k4 2.0 & 3.1.1,

« sec=ntlmsspi - FEEMA NT LAN Manager Security Support Provider Interface ( NTLMSSPI )
HITH ORI,

 cache=cache_mode : i BEFER, It CIFS BFEMAIgE ML , BN ZM XML REFE
EEENARIMIEAR (HEF Linux X ) . BWWEMAED strict A none , A loose A
BELRMIGE NREMMSHBETF —

« cred=/home/ec2-user/creds.txt : IEEMTLIREAFEIE,

« /mnt/fsx — 1 EC2 3kHl LIEE Amazon FSx X4 HEMWER =,

« rsize=CIFSMaxBufSize,wsize=CIFSMaxBufSize - fEMABEAZFX K/NEERN CIFS
AT R KRB, ¥ CIFSMaxBufSize Bt AARZATFNEKRE. BIETUATHSRHEE
CIFSMaxBufSize,

$ modinfo cifs | grep CIFSMaxBufSize
parm: CIFSMaxBufSize:Network buffer size (not including header). Default:
16384 Range: 8192 to 130048 (uint)

£ Amazon EC2 Linux =4l E BohEHXHHRE

5 L #£%; FSx for Windows File Server X+ Z# Amazon EC2 Linux SEBIEFE , B LB sh#EE]
ZXHHZ LR FSx for Windows File Server X#4R %, At |, i57E EC2 34| LB /etc/fstab
XHFRM—NEKB, /etc/fstab XM BTEBXRXHRENER. @ mount -a 2EXHISZHEIE
ZE1T , ATHER /etc/fstab XHEHIHHHRE,

- FARIIA Active Directory # Amazon EC2 Linux 324 , R ReEFEREFLE IP sthutE# FSx for
Windows File Server X#FHE, &AJLLiF R Amazon FSx 4|4 , EMESLZSET+ EH &% X4
fRS5 25 P thut FIRER X RGEVFAE IP tbiit,

LA 22 A Microsoft NTLM B4 RKiE, BEELUAF 54 ( Bl , FSx for Windows File Server
XHZREFT AR Microsoft Active Directory IR R ) HEHEXH RS, BUUFERATEMNGS
creds.txt XHKEAFKFEIE,

1£ Amazon EC2 Linux £l EBahES X4 HE 49
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$ cat creds.txt
username=userl
password=Passwordl23
domain=EXAMPLE.COM

FERMA Active Directory B9 Amazon Linux EC2 =6l L BaESH XHHE

B FE & Amazon Linux EC2 3241

1. fEH Amazon EC2 2l & 530 Amazon Linux EC2 34|, EXEZEE |, 1§25 (Amazon EC2
RFiEm) PR EshEbl,

2. EEIEHEH, BXEZEL , 535 (Amazon EC2 AFE®E) FMIEREER Linux 3£,
3. EBEZR¥ cifs-utils @, HETUTHT. WEATFE Linux LEE Amazon FSx EREXH R

5o

$ sudo yum install cifs-utils

4. BIE /mnt/fsx BF. B EMRLES Amazon FSx X R4,

$ sudo mkdir /mnt/fsx
5. 7£ /home/ec2-user BFZH |2 creds. txt FiIE X,
6. RENXHNR , LEREL (FIEE ) JUBERZTU T oo RKIEEX 4,

$ sudo chmod 700 creds.txt

B EH X R L

1. BAILMERAE P ik BshESHARMA Active Directory IS HZ, A LLiF R Amazon FSx
Z2Ha , ENEER 2RI~ LN EENXHRS SR IP it PRI RERIFAE P i,

2. EFEAXHHAENLS IP U AFERXHRE |, BE /etc/fstab XHERRMUTT,

//file-system-IP-address/file_share /mnt/fsx cifs
vers=SMB_version,sec=ntlmsspi,cred=/home/ec2-user/
creds.txt,rsize=CIFSMaxBufSize,wsize=CIFSMaxBufSize,cache=none 0 0

 CIFSMaxBufSize Bt AARAGFWERARE., BITUTHS , SIREULE.
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https://console.amazonaws.cn/ec2
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$ modinfo cifs | grep CIFSMaxBufSize
parm: CIFSMaxBufSize:Network buffer size (not including header). Default:
16384 Range: 8192 to 130048 (uint)

W HE RERAEHRXK/NRA 130048,
3. Fi“fake” &M mount fn S5 al’M“verbose”ETMES A , MMMliE fstab &8,

$ sudo mount -fav
home/ec2-user/fsx : successfully mounted

4., BEHEHEXHHE  BHEF Amazon EC2 3£4i,
5. YXGIBXTAN , BITUTHSTURIEIXHRERECHER,

$ sudo mount -1 -t cifs
//file-system-IP-address/file_share on /mnt/fsx type cifs
(rw,relatime,vers=SMB_version,sec=ntlmsspi, cache=cache_code,username=userl, domain=CORP.EXA

EWEREFR /etc/fstab XHRMBTEEBESNITUTRE -

« //file-system-IP-address/file_share — 38 EEHEH I Amazon FSx XHRS5H IP ib
HHMHE=Z,

« /mnt/fsx — £ EC2 k4| L3 E Amazon FSx XHRSGHIER =,

« cifs vers=SMB_version : FXHREMWERIEERN CIFS M SMB k4, EHTF
Windows File Server 89 Amazon FSx % # SMB kx4 2.0 £ 3.1.1,

« sec=ntlmsspi - BEMA NT LAN Manager Security Support Provider Interface 3 i 5 if-
) 87 & 1736 3iE o

« cache=cache_mode : RBEFER, It CIFS EF &M AREL ML | B RIZ N WL R
EFESEHNAZMIERR (HESE Linux X8 ) . BWWEAIED strict M none , AR
loose HRESAMIIENREMN NS BEET — o

« cred=/home/ec2-user/creds.txt : IEEMMAIRELE FEiE,

« _netdev - ABREREETIXHRENTEENRIFRIMNIRE L, 2R IELFlER Y
RE  BERIEEREFRLEBEATNEERS.

c 0-EBTAXHRENZE dump 1, MRERIIFZE. XTF Amazon FSx , ZEMNIZZ 0.

« Q:1BE fsck ERINREXHRENINF, 3T Amazon FSx XH R4S , ZERRA 0, X
fsck RRIERZIIETT.

1£ Amazon EC2 Linux £l EBahES X4 HE 51
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IR, EH. MBRXFRE

AEBNETMAEIHTATESKREEIHHE,

- BIEMXHRE
« {BRIA A H
o HIBRILA 34

&T] LAE A Windows AHLHZ X #3& GUI #1 Amazon FSx CLI £ PowerShell Lizf2 & FSx for
Windows File Server X RG LW NHRE, FARZXHX GUI ( fsmgmt.msc ) B , TEEIRITFF L
THOXHRGE LWRZT FTXESRN , JESEINEER, NE#RIER , B5FEH PowerShell BT
ENNHRE LN XHRE,

Microsoft Windows Xf X #F# B FHan & SSHEAM N MRS, NIERES R IEZMBRESE , NBREX
£ Windows i@ & XHMBE R, BXRESEE , BEHEGmEHH.

/A Warning

Amazon FSx ER RE A X1 6132 SMB X4 HZHN /AN AR EPABTE2H NTFS ACL X
PR, BB UL AP EEX 4R LR NTFS ACL IR , BN S BENXHHETELR.

EAXEXHX GUI EBNHHE

EEE Amazon FSx XHRGE LW NHHRE | AJBERAZNHR GUI, HEXHRX GUI HERE
Windows fRS588 EMVAT AR EXHRERT — P RUE, ATEENATUMNEENHLE,

FHZ xR IEREE FSx for Windows File Server IR S

1. B3 Amazon EC2 3£l , FFHE#E] Amazon FSx X R AR Microsoft Active
Directory, HItt , iEM (Amazon Directory Service EIEIERT) FRFBLTIRE :

« T4 A Windows EC2 E4l
« F3HMA Windows £
2. DUXHREEERAEARANAF SMEEEIES, £ Amazon FEEH Microsoft Active Directory
B, ZEEFH Amazon BIRK FSx B R, EEBEITEER Microsoft Active Directory 1, %
HPRHNHEER , REEALTUENREREANERREANEENEN. BXEZEE , TSN
¢3EFTF Windows 3:4l# Amazon Elastic Compute Cloud A6 FHYERE Windows 324,

EENMHHE 52
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3.

&

TRAFRERE  AREAUREER FMHEITRIZIT fsmgmt.msc, MWEREFITITFHEZXHX GUI T

=<0

EREP , EFEEIS —BITEN.
EZ—AITEYLH |, f ALK Amazon FSx MHREMITE RS (DNS ) &#n , Hlin

amznfsxabcd@123.coxrp.example.com,

E7E Amazon FSx 24| 4 L ER X4 RSH DNS B , B EBRXHRS | BEEABRENXHR
g AREEXHRSFEIEANNEEREE D, BB ALUE API 84E DescribeFileSystems
/9 1 B2 1 32 2 DNS H #o

EEREE, e, AEXHRTENFIRPFETR Amazon FSx XHREMFE .

, HENHREERETEN Amazon FSx XHRS | U LIEB XM RS LA Windows X4

o MUHAERRN \share, TEITHTUTIRRMIIX - :

« BIEMXHRE -EHEXHXRITES  RREMERFHHE | EF Amazon FSx XHRERE

PHE, RREHMERE  RARTRCIBAZEXMHK @S,

ORI NHHRZZE , BALRNERM YR, BAILRNTSRIITERE

ERAREXHRTE  BEARM AR ENETNE , AR o QEH 4R, ReIZA M
MHER,

FRBSIT:

New-Item -Type Directory -Path \\amznfsxabcd0123.corp.example.com\D$\share
\MyNewShare

c BUAXHHRE -EHRHEXHRXTENEMERS , TABBANXHRAEN LT (ARET ) X

B REGEEREM. EREEFEERE,

- MIBRXHHRE - EHREXHRXTENANERT , TTERBRIXAREN LT (AREET ) X

B RERBFLEHAE,

(@ Note

NTEATAX 2 MBS TARXHRE , RBEM Amazon FSx X # R 4iH DNS & ik
2 fsmgmt.msc , FEEERAHEZXHX GUI TEMBRXHRAZTHBRXHLE ( BT/EHN
R, APRBIMEMEY ) . MREFEAHERE IP bitsk DNS 3B #HTERE , MHAE
XX GUI TEFAIFXERE,

EENMHHE 53
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® Note

MREFEA fsmgmt.msc HEXHX GUI TEF R F Z 4 FSx for Windows File Server X
BRELHWHE  NEERTFANTAEX4RSENAENNHHAZ E TSR , A2
HIZER, ABBEER |, BAILAER PowerShell EEB M4 HE | TR

£ PowerShell EEX#HE

BRI LAE A E A T PowerShell B9 B E X FSx for Windows File Server itiEEBE GO REE N4 HE,
XEGSEDTEIEEHHREES , Hl

o FXHHENINE RS FTBE Amazon FSx

« £ Amazon Web Services XiF, FEL XL ZUUER TR
s WREXHREETEREHRITREEE , WHANXHFHREM

DERE
=

E 7 R i0{a1E PowerShell LA Amazon FSx CLI # T2 B8 , {55 ¥ Amazon FSx CLI AF
PowerShell,

TRIETAHTFEE FSx for Windows File Server X4 &4 E I X £ Z/ Amazon FSx CLI izfg
&1 PowerShell 5.

HEEEDBS iR

New-FSxSmbShare BIEM M4 HE,
Remove-FSxSmbShare BRI H=Z,
Get-FSxSmbShare RENBEXHHE,
Set-FSxSmbShare REHZHNEM.
Get-FSxSmbShareAccess KEXZRIGREZESISIR (ACL) .

Grant-FSxSmbShareAccess Tﬁgﬂﬁfé?ﬁﬁﬁqﬂf?ﬁbﬂﬁ%ﬁﬁ%ﬂ’ﬂﬁ‘;i‘FiﬁI‘ﬂ?&?ﬂ%ﬂ%E (A
E)o

EEXMHHAE

54
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HEEHEGT

(e
)
=%

Revoke-FSxSmbShareAccess MHEMNZEHRAFHMRZEEENFRE LT ACE,
Block-FSxSmbShareAccess EHRHENZEHERTHRINZEEENIEL ACE,

M Z 2 HR TR ZEEENFTRIEL ACE,

it

Unblock-FSxSmbShareAccess M3t

B THERNAEDPHREFTARTREINSEREE. EHRLHEE , BETEE -7 VeS|, fim

New-FSxSmbShare -7,

JFEIL4&3% 45 New-FSxSmbShare

O LU EIE &% 48 New-FSxSmbShare , BRI ABEHEITERBERB L FTARET |, MAL4

ﬁlA%BE%ﬁiﬁjAﬁﬁEo

FERAUTAHEZ— , HE&ZTE FSx for Windows File Server XRS5 88 03 X4 H Zrr B/ EIEX
E

s BEUXREAREREZIUERR , BEAUTH D,
$credential = Get-Credential

- E{Ef Amazon Secrets Manager BRERFZTIENR , EEAUTH S,

$credential = ConvertFrom-Json -InputObject (Get-SECSecretValue -SecretId
$AdminSecret).SecretString

$FSxAdminUserCredential = (New-Object PSCredential($credential.UserName, (ConvertTo-

SecureString $credential.Password -AsPlainText -Force)))

BIERFEAH (CA) WHE

& ] LATE PowerShell EfEf Amazon FSx CLI LUz BB AN RGIBIFETHEN (CA) #
=, f£ FSx for Windows File Server Z /X X #R&E L AIEK CA AZEEFHENFAERN
A, Amazon FSx B AKX XU REMETETRERH 2L, Eiit , B2 TARXXHRS
LRIEN CARZERHENEAMY , ETAETS. £/ New-FSxSmbShare S H5F -

ContinuouslyAvailable ‘IR EN $True RIEEZHREEZFLETAHNHRE, UTEREIE CAH

8 Ol

EENMHHE
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New-FSxSmbShare -Name "New CA Share" -Path "D:\share\new-share" -Description "CA share"
-ContinuouslyAvailable $True

A LAER Set-FSxSmbShare i S HMEXHHZ LM -ContinuouslyAvailable &,
BENBXHHERERETA
FERAATHSEEFNEN4RAENBFETRA B ENE.

Invoke-Command -ComputerName powershell_endpoint -ConfigurationName FSxRemoteAdmin -
scriptblock { get-fsxsmbshare -name share_name }

WMRER CA, N RFIELUTIT

[...]
ContinuouslyAvailable : True
[...]

MRRBA CA, NaHFEE AT

[...]
ContinuouslyAvailable : False
[...]

EENANAAEZ LERBETA", NERAU TSRS

Invoke-Command -ComputerName powershell_endpoint -ConfigurationName FSxRemoteAdmin -
scriptblock { set-fsxsmbshare -name share_name -ContinuouslyAvailable $True}

New-FSxSmbShare 5 & &8 @S E XK

MRELEFEREE , HERAFPAMENEREE N EFES Amazon FSx RG] EHE |, N
Amazon FSx A% 1T New-FSxSmbShare PowerShell i85

&R LAE R LA T R R T R — R RIX MBI

« 1T New-FSxSmbShare i T AF 4ME FSx XU RSN TFE—MHF,

« SETLAMER fsmgmt.msc GUI EXHRE LAIBHAZ, AXESEE , BEH EHAAEXXHX GUI
EENHHE,

New-FSxSmbShare a5 & 8 [a{51F kW 56
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JRAEERFAN  RAARMZAHRXXHRSE

& T Windows File Server B4 Amazon FSx 2 Fft XU REHBRE . 2 ARMZAAKX, UT
BYRERTEPDANIEATERERIPBRANES, BXZBSHTAMY SLA ( RESRHDIL ) &
E8 , {52 Amazon FSx FRSZEH Lo

(@ Note
SARAXXHRGEEFE (4= ) KEAATA,

BARARXXHREHAEAN Windows RS BHRXRGIMENTRAKX (AZ) AN —AFREBAK. N T
EUMARXHRE , EASHERT , BE2AHES , MRFPHEZENAHHENZE, Amazon
FSx RS EREHHE  HBEIERREMENEMRBAFBINKESHFIRE, EHERE
SHHE , AREAXGRERENITHNEF R, RETARKXHREBERZLMY 30 2#HHFH
BE. NTREATARXHRE , #RMPBBERT , XERSHEARTERE , flNBETSMEHR
[, REHATENMNXHBRSHNIEEERESBXHFREL T A —BRES , EXHERT , B UMK
MO PIRE RS

ZAAXXHRGHIHERNTAX (BETAXMZATAKX ) ¥ Windows X4k E ATAM
ERARK , FIA Windows Server KB EE (WSFC ) BEARFMANTAHX LW —HEFME. BEE
EUAKANRNATAXzERSES . BNTRETAXHE , ZAAXFEEIH —SEATAXEH
BIERRESEAM  HEIEHARERBRZATAXKES TR A RG4S Mt R/ IRS BT HAE Y
AAM. XEETUREFREE , HEDTRIPEHKBIESR ZSSEHEN 7 A X &2,

HEERTARRLTARIAREBB LR

ETZAARXNHRGRANSTAMEMBAMER | RNBUKSTRARXHRGEATASHEFT
R, FTAXBERANANFAR TR, FEENABRFEREEHERATEEZTNFHR
TURWEF THER , URTAENRE LB (RPO ) EBRBN UMW ES TEAFRITH —FHE
FEBEERT R, EITANGRGEET HITRIARS PHEHERT , TAKEN RPO FRE N ITH
MITERBERTUEAZTAMERER 20 28 , EROVBBERT |, TEZ BHKIE—RZ0URNEK
BE#MER,

IARBWEEEXH RGN TRAMER | ABREXHRGLET. FHEIERNITRIANRS FliE
EHHE , SN TEAREBENFTERZRBENTHRETH.
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https://www.amazonaws.cn/fsx/sla/

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
BREHBXREX DI INEER T

TFRCE T FSx for Windows File Server X RS BBR A L IFATHAE -

pERE SSD HDD 7% DFS DFS & il BEX CAHE
MrFfE HZE DNS & #5
BAAK 1 7 v v v
BAAK 2 7 v v v v
ZHAK v v v v e
@ Note

*BREUUEETARX 2 XHRE LOIBEFETAHN (CA) HE |, B SQL Server HA &8
B, ENZEZTARKXHRSE LER CAHE,

WEXBLRE

HILATRERE , ZTARXARES BN BRI RS R RREB R & A HRS S

- ATRRXEREFH,
- BIEXHRSESRTTA,
« BIEXAFERSERFITITRI R4,

M—BXHRSF/RBEBE S — 6 XRSRE |, MRS XA RF RS BT RO ERBEXHRE
IR BEAE R, HEEFMANERAAN , Amazon FSx XM B MEEFE FHHPNWEIL
MRS R NHEEXHIRS R RN B HER A RSHFRANEDRS , KARBEES
£ 30 WATEK. RAEZATRAXEENAMENRERSERE 30 WHNNEARNTX , FERBEEEIE
FRANNHRSHETEMERTTERE,

EENXHREHITRAEBNRMEDIRENENER , /O AIEELEE , Amazon CloudWatch 1§
RATRRE RN AT . N TZARAXXHRS  EAMEBN AN E N REHR R ENEMAXHRER
o, MEEEXHRSHFNHE MRS/ BARITELS, N TRA HDD FEHNXHRE , UREA
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ZERAN IOPS BMERN TN , WIRTWRFZRBHN, BRNBWEXHRERER /DN
KRB NARFHRE,

Windows & Fif LR KR BMEB LR

M—BXHRFSFRABEBE S — 6 XMFRS R |, FRESI XGRS/ EH TR EREXHRL
IR BEAE R, Bk FNPANFERAARE , Amazon FSx 2F KM B MEFNEEFMPHELEL
RS R . BT XHRSH DNS BRMEREFTE |, R RMEBX Windows NAEFZERR , XL
NMRAEFELEF TN ARE XA REMVERE. MRS IR 28 LN BIME 2 F & A 3R
SREANFIRS , AREBEELHE 0 WATH. REZTAREENAMBIMEHLSETE
30 WMREATR , FERBEEEFRNINXHRSETLMERTT2RE,

Linux ZE R igHI KA NEBRL R

Linux i TXFET DNS MBI AMEE. Bt , EXRREBHE , eI T8 EEIRAX
RS, EZHARXHRGARBIRERN BEFMPHXHRSRE2E , EMNFEIREXHR
SLHVER1F,

EXHRE LR REER

BB ERZATARNHGRENEREDRVIBELAREE, HEBUAGRENEHLEE

B , Amazon FSx @XM B RGN X HRSFEE. = Amazon FSx B A BRBIEN MRS SR , 27
AXXHRELBIAREBEHBRSSE. AEXHRESEAMENRETFHHNERSES , Amazon
FSx B8R B X4 RS2

&R LAFE Amazon FSx ###1& . CLI M APl RIS FR RN ERBERNEE ., KDTXEHG , BN
NHRGEERMEBIHYRSR  AFRMEDRERNERSHF. AREAXHRENEFLELNE
ZERHENEZER , ESH EEFUHED,

B AXMZ AR X HERGE R IR
B MRS AR RGN FRARMMAEOWERSXEFRTRE | WATEHFR,
+

BIBELFAE = (VPC) B, HATE# Amazon Web Services X8 FHFFIEAT AKX (AZ) . THAK
RFERUTATUREEMAIAXNHRENTEVE, £ VPC 2E , BUUESANTRAXFRMN—
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PRENTFH. BNTRXPRIAVPC E—NFM, FRRERN VPC A IP #hitSTEl, FMETL
TEANMTHX,

FSx for Windows File Server £ XX HREZFE—NMNFM , ZFREERERIBEE, BERNFH
FENFIBIBXHREFHNTAKX,

ZUARXHRAEZEERNTN , 23 A TFEEXHRSS[MNEAXHRSES. SREBNHN LM
L F E— Amazon X FE A HXH,

X F Amazon FHIN AR , RINBUEESEEXHRSFHENTARFEHE K , LEKR
ERDIER,

M RG5O

HMEMEEOR VPC FRREMUMFHZEMEAH, HBEIE Amazon FSx XHRER , Amazon
FSx 2EZBENHREXRBKHN VPC PFE — NS HEMEMEZED, BUENZEOCEETFIRERS
YHREBEHERZXHRSE, ZREMEEOIRARZEKS VPC B—25 , EHMMAELE Amazon
FSx WIRFBE AN, ZAAXXHREERMREMEMEED , SMXHRSSHE—1. ETARXXHR
SRE- I HEEREEO,

/A Warning

EME NS BR G X R G RERAV R MM EEO, SRS BRZMFEOTERLFSHKAER
188 VPC MM R 2 AR EHE,

T&RCE FSx for Windows File Server E AR XU REMZ AR X RGN R FERAE

XU REHBRE FHBHE HEMKEONKE IP ith 11t 2K
BATAKX 2 1 1 2
BATAKX 1 1 1 1
ZHAK 2 2 4

BIEXHRER , ERBRXHRGE 2 , B IP it FaE .

MHRGEMEMEED 60


https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/using-eni.html
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/A Important
Amazon FSx A X HEMN AR EBRNFRINH RS , B FXFFXHRERA LN L EERM LT,
MEBFM P st ( INEBRIFENAE IP it ) MnE X4 REEMMLED , Amazon
FSx aNHBEHE.
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{$ B Microsoft Active Directory

f2 FSx for Windows File Server X R & at |, BRI LU E INAZH Active Directory 15 , AIREAF
B0 AR TR SUHER R BB 5 R E], Amazon FSx £/ Microsoft Active Directory S8 IE
M Microsoft Windows ¥ E K. Amazon FSx 82 T £ Amazon FSx 5 Amazon Directory Service

for Microsoft Active Directory && /A M F£H B1TEER Microsoft Active Directory FANED , £
AJ LB Active Directory £ FSx for Windows File Server X & 45,

Active Directory =& Microsoft B3kfRSS , ATHMEAEXAMNB LNRNER , FEEANAFEBRENE
BAMFEAXLEER, XENKBEFSELZRR , SINXHFRFFURMNER - MITENKS,

RE , BB A AEREE Active Directory I A F 54 B1T# T HBRIEH 5 R FSx for
Windows File Server X# %%, R & A LAERHIE 5 4 R IE HIX BN TR STHRBEE. Lt

A BRI IIE XX HREEZSHREHSIR (ACL ) BEEBE Amazon FSx , ML ERH 1T
FEAE R,

® Note

Amazon FSx ¥ Microsoft Azure Active Directory 3HARSS , & A LARFIEARSS 0 A Microsoft
Azure Active Directory,

ERAXHRSERNES AR Active Directory BLBJG , BN REEFHUTEMY :
- RFAFEILE

- DNS REE389 IP tbit

FF IR XHREFMAK Microsoft AD , BT EEHUTEM :

* DomainName
» OrganizationalUnitDistinguishedName

» FileSystemAdministratorsGroup

B2 , BAUBELZHRAUBTNXHRE , HEFXHRER Microsoft Active Directory £ 54 Bt & H
FHLAEM. BXEZER , BoH 2 OEEEFXHRE,

62


https://docs.microsoft.com/en-us/azure/active-directory-domain-services/overview
https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-whatis
https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-whatis
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® Note
Amazon FSx X #F Active Directory Connector 1 Simple Active Directory,

R BT Active Directory WELERX A EX M S BEEXHREREZ PR , Il FSx for Windows File
Server AIREQHIIB B IR, EFNENXHREMER ATARE , B Amazon FSx BHI A RIEEE
HIXE R , &L Amazon FSx API SiZ2Fl A A StartMisconfiguredStateRecovery s
T, BXEZEE , BHRAXARGA TERES TR,

IE
« ¥ Amazon FSx 5 Amazon Directory Service for Microsoft Active Directory 454 18 F

- R BITEEM Microsoft Active Directory

&

\

£ Amazon FSx 5 Amazon Directory Service for Microsoft Active
Directory 44 & F

Amazon Directory Service for Microsoft Active Directory ( Amazon Managed Microsoft AD ) £ =
FRHTEEEE. SETHAMERR Active Directory B . AL TEMEHIBEF XL Active
Directory B 3.

MR EH AL FEH Amazon Managed Microsoft AD B 4 Mik% |, BATEIEN Amazon FSx X
# R %5 Amazon Managed Microsoft AD &£, LLR/ERNERM—MEA Amazon FSx 1 Amazon
Managed Microsoft AD B —¥h R AR, Amazon 2ABXFIMRESWIE, BE. STHME, 7
M, TEMNERER , FREB T EITESRREB SN IERE.

B A LAE A Amazon FSx & ¥ Amazon FSx & Amazon Managed Microsoft AD & E& &

B, EEEAPBIEFI FSx for Windows File Server IR SRt |, 5% Windows B RIEZE2D T
) Amazon ¥£%& Active Directory, B TJUEREFANKEE R, BXEZER , BZR TR 5,
BIEXHRE,

B AL TTRERTE BITE M Active Directory 38 ( At =im ) LEERSHMRE. WRE , BN
FHER Amazon FSx XHREEEMA R BRI BITEEMN Active Directory BH, BXEZER , 17
SR A B1TEER Microsoft Active Directory.

A, BRI RERENNERMIREER RS, FIERS | BULUFER (83 Amazon FSx
XHRE ) BREESHPFTERN Active Directory MAEEIRIIHY AD # e,

£ Amazon Managed Microsoft AD 63


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/directory_ad_connector.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/directory_simple_ad.html
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/A Important
NFEAMARX 2 MAEZTHRXXH RS |, Active Directory T2 FREEHA ( FQDN ) 788
47 NFHFo

BX X So R SR A

EBIZEE A Amazon Microsoft & Active Directory 1A FSx for Windows File Server X &5 2
Bl , FEAREZELXCEHRETUTRNEEE !

« XF VPC 224 , ATEMNEIA Amazon VPC BIERIARZ S HERMEIEH & P XHRE, FH
REEHFOE FSx XHERSEHNFRHZEAM VPC M4 ACL EinO L AWAE FTEFTRA EAR

=
o

FSx for Windows File Server port requirements

You need to configure VPC Security Groups that you've associated with your Amazon FSx file system,
along with any VPC Network ACLs and Windows firewalls to allow network traffic on the following ports:

TCPPorts 88, 135, 389, 445, 464, 636,

3268, 3269,9389,49152-65535
UDPPorts 88,123,389, 464
S
Active Directory
TCP Ports 53 domain controller
UDPPorts 53
~
i -~
AY DNS server
FS/'{Q :
: TCP Ports 445 C\l
< L
< |
FSx for Windows : :
: SMB client
TCP Ports 5985

N

=

Administrator

TRBET SN RANER,

B ) S5 RSk 4 64
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i %0
TCP/UDP 53
TCP/UDP 88
TCP/UDP 464
TCP/UDP 389
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i i3 0
UDP 123
TCP 135
TCP 445
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X

TCP

TCP

TCP

636

3268

3269
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7138 v =
&
TCP 5985 WinRI

W sSg D
5 =2 ©
o -
™~ —

W

TCP 9389

o >
305
o

Web
A

%, P
hell

TCP 49152 - 65535 RPC

/A Important
BRUAX 2 MAEZAARXAFRSEHEHFEARY TCP inA 9389 LAY HERE.

@ Note
MREERNR VPC M4 ACL , NEAM A FBNSimH (49152-65535 ) LRV HIERE.
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- FEY Amazon FSx X RGEZI T HEH At VPC MK~ H# Amazon & Microsoft Active
Directory , ME#R L VPC SEERHPOUEXHREHN Amazon VPC ZHEEIEE. BEXE
ZER , BSR EFRRM VPC K F 3 Amazon FSx 5 Amazon Managed Microsoft AD &£4&
i

/A Important
B Amazon VPC T2 HERNEXEMEREN FEITFiRD , BERXZH VPC ML ACL
ERR@ITF w0,

5 Amazon FSx M5 T EWiE 5 Active Directory 1S12 Hl85 2 B RV E#,

e R R AR A

XRS5 A ZEl Amazon Managed Microsoft AD & &, BIA/fE& 8|2 H Amazon Managed
Microsoft AD B FIMEH BITEEM Active Directory 132 [AIZ I 8 @ MEFE XK, X F Amazon FSx
F Y Windows &M , BRAFEL@MEE , Bl Amazon FEE R MEE WK,

BH g Z 5418 , ™ Amazon Directory Service BN N EF1T. 2RI B HRIEER
Reermz Bl g @& , AT LEANIK-ARBEENFEPLEEN T RHITS ORI, EXMER
T , Amazon FSx X5 Amazon FEEWE# TR E, 1 Kerberos B RILZEYF , RELAAEF KM
B MHRIEERAN TEFE TR , AELQEFEE R4 Amazon Managed Microsoft AD , &RE&EF
i 6 FSx for Windows File Server X RS RXRF RiL. BXEENEZFER , 8SH Amazon &
218 Ed M Everything you wanted to know about trusts with Amazon Managed Microsoft AD.

M3z Active Directory Bt iE

EBIE Amazon FSx X RG22 81 , BAEDUEER Amazon FSx MERIE T ERIE S Active
Directory 12 $IE5 2 B MVERE, BXEZEE |, HSH RiES Active Directory 132 | 25 BV E %,

T 548 % & IR AE % # Bh 2 Amazon Directory Service for Microsoft Active Directory 5 FSx for
Windows File Server &4 A :

«  {Amazon Directory Service E¥1EmM) F B4 = Amazon Directory Service

«  {Amazon Directory Service EE{Em) FHE/E Amazon & Active Directory
« {Amazon Directory Service EE1ER) PN AIEETXR,

EARREMEEEE 69


https://www.amazonaws.cn/blogs/security/everything-you-wanted-to-know-about-trusts-with-aws-managed-microsoft-ad/
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/what_is.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_create_directory.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_setup_trust.html
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ETREH VPC =K F F4F Amazon FSx 5 Amazon Managed Microsoft AD
ZEeFEH
R BAEA VPC &£ FSx for Windows File Serverr X REMAEIR —IKF AR VPC HH

Amazon Managed Microsoft AD B xH, BEAIUAER B ZFH /BN XHREMAEITE Amazon
K F & Amazon Managed Microsoft AD B &,

® Note

REEEBRE X H R Z4 T HE Amazon Web Services Xi3 B89 Amazon Managed Microsoft
AD, MMREFABXIE VPC MFRE , MNEABTEEMN Microsoft Active Directory, B
REZELR | FSH FHBTEEMN Microsoft Active Directory,

FXHREMAEM VPC FH Amazon Managed Microsoft AD B THERBEIELUT SR -

1. REEHMKZIRIR,
2. HELZMB F,
3. BN XHREMARZER X,

BXEZER , 5210 (Amazon Directory Service EXEIERE) WL ZH %,

& T LAE A Amazon Transit Gateway 5 Amazon VPC #H 8|2 VPC W& EERIZB BN MNERE, It
S, BEREFEAD VPC 2B A TFMERE,

REMXEMEFREPL , BAREREE VPC MAMME, BXEM VPC FHMINESEESR ,
EZH (Amazon VPC REMXIER) REVFTIEER P EMX,.

VPC WEEERT N VPC ZBINMEIERE, FHIERE , BEBERTHA Internet THUARZA 4 (IPv4)
% Internet THARAS 6 ( IPv6 ) Hblik , EEMIZBEBHERE. JUAER VPC XIF , £R— Amazon
Web Services X1 £ Amazon Web Services Xif 2 [8]iE# VPC, B VPC WEEENEZE
B, B2 (Amazon VPC NEiEEIEmM) PHMT LR VPC HEFEE?,

EXHRENARSZXHRSEERTEKFH Amazon Managed Microsoft AD B & , BEE

BRBE—NEREMH . BEEEER —NKF HEZEM Microsoft Active Directory B . B TR

& , ST LAME A Amazon & Microsoft Active Directory B ZHEEEE, ETHMEZER | SR
{Amazon Directory Service EE1ER) FHWHEZH X,

ETRE VPC K~ £ H Amazon Managed Microsoft AD 70


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_directory_sharing.html
https://docs.amazonaws.cn/vpc/latest/tgw/tgw-getting-started.html
https://docs.amazonaws.cn/vpc/latest/peering/Welcome.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_directory_sharing.html
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IRiE 5 Active Directory 1312 % 85 #Y % $2

EBIZBE A Active Directory 9 FSx for Windows File Server X &£ 2 81 , i56H Amazon FSx
Active Directory Bif T B3RIE 5 Active Directory i3 2 BIfYERE, FTiLRS FSx for Windows File
Server £ & #FE K Z Amazon ¥£% Microsoft Active Directory , &2 B1TEE# Active Directory Bt
B, B LAERAME, SEREIEMEEZENIR ( test-fsxadControllerConnection ) T&FHHHPHEAN
HEHSRETEENGEERE, MR , NEANEE X —HSENFRFSRETRNEEZERIE,

iE 5 Active Directory 112 H 25 HYE 2

1. ER-—NFME , Bsi— 1P EBHE Amazon VPC £2 4 B ERE AT FSx for Windows File
Server X R4 H Amazon EC2 Windows £6l, T2 AXEHBERE | HFEABIEE N R
FZESHFM,

2. ¥ EC2 Windows EfIiNA Active Directory EXEZEE. , i (Amazon Directory Service
EEIER) PHFIIA Windows £,

3. EEIEW EC2 kfl, AXEMEER , BSH (Amazon EC2 AF#E™) H#Y Connecting to
Your Windows Instance,

4. 1£ EC2 345 E3TFF Windows PowerShell B0 ( FRAUEER BME1T ) -

BEEAU TGS R RE B L% Windows PowerShell FTZER Active Directory 3R,

PS C:\> Import-Module ActiveDirectory

MR E-BREEEER  FEAATHSHITRE.

PS C:\> Install-WindowsFeature RSAT-AD-PowerShell

5. ERAUTHSTRMERIETE,

PS C:\> Invoke-WebRequest "https://docs.aws.amazon.com/fsx/latest/WindowsGuide/
samples/AmazonFSxADValidation.zip" -OutFile "AmazonFSxADValidation.zip"

6. FRAUTHSTHE zip X#.

PS C:\> Expand-Archive -Path "AmazonFSxADValidation.zip"

I IF 5 Active Directory 1512 & 23 #95%E 42 71


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
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7.

¥ AmazonFSxADValidation 3R R INE Y12 F,

PS C:\> Import-Module .\AmazonFSxADValidation

®& Active Directory H12H25 IP it B , AEEAUTHSETEZENR !

$ADControllerIp = '10.0.75.243'
$Result = Test-FSxADControllerConnection -ADControllerIp $ADControllerIp

LU RGIFF R A RE S 45 R I E N = B I 5

PS C:\AmazonFSxADValidation> $Result

Name Value

TcpDetails {@{Port=88; Result=Listening; Description=Kerberos
authentication}, @{Port=135; Resul...

Server 10.0.75.243

UdpDetails {@{Port=88; Result=Timed Out; Description=Kerberos
authentication}, @{Port=123; Resul...

Success True

PS C:\AmazonFSxADValidation> $Result.TcpDetails

Port Result Description
88 Listening Kerberos authentication
135 Listening DCE / EPMAP (End Point Mapper)
389 Listening Lightweight Directory Access Protocol (LDAP)
445 Listening Directory Services SMB file sharing
464 Listening Kerberos Change/Set password
636 Listening Lightweight Directory Access Protocol over TLS/SSL (LDAPS)
3268 Listening Microsoft Global Catalog
3269 Listening Microsoft Global Catalog over SSL
9389 Listening Microsoft AD DS Web Services, PowerShell

LR RBIFRRAETNIRARIRERUNE R,

PS C:\AmazonFSxADValidation> $Result = Test-FSxADControllerConnection -
ADControllerIp $ADControllexIp

I IF 5 Active Directory 1512 & 23 #95%E 42 72
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WARNING: TCP 9389 failed to connect. Required for Microsoft AD DS Web Services,
PowerShell.

Verify security group and firewall settings on both client and directory
controller.

WARNING: 1 ports failed to connect to 10.0.75.243. Check pre-requisites in
https://docs.aws.amazon.com/fsx/latest/WindowsGuide/self-managed-AD.html#self-

manage-prereqs

PS C:\AmazonFSxADValidation> $Result

Name Value

TcpDetails {@{Port=88; Result=Listening; Description=Kerberos
authentication}, @{Port=135; Resul...

Server 10.0.75.243

UdpDetails {@{Port=88; Result=Timed Out; Description=Kerberos
authentication}, @{Port=123; Resul...

Success False

FailedTcpPorts {9389}

PS C:\AmazonFSxADValidation> $Result.FailedTcpPorts
9389

Windows socket error code mapping

https://msdn.microsoft.com/en-us/library/ms740668.aspx

(@ Note
ER LRSI BN ERFZE , B LUMEH AWSSupport-ValidateFSxWindowsADConfig
BITFM , BIEB{TEEM Active Directory BRB, BEXEZEE , BSH
{Amazon Systems Manager Automation =217 F &%) i AWSSupport-
ValidateFSxWindowsADConfig,

I IF 5 Active Directory 1512 & 23 #95%E 42 73


https://docs.amazonaws.cn/systems-manager-automation-runbooks/latest/userguide/awssupport-validate-fsxwindows-adconfig.html
https://docs.amazonaws.cn/systems-manager-automation-runbooks/latest/userguide/awssupport-validate-fsxwindows-adconfig.html
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£ F B 1TE M Microsoft Active Directory

MREWALER M =iREH B1TEEM Active Directory B S0 M1i& % , M AT LATE 82 R/ FSx
EATF Windows 4RSS 2589 ST RSN A BSREY Active Directory 13H,

L[ XHREIMABEEEMN Active Directory B , FSx i&A T Windows By X ARS 2TV X RS
SENAFNRERR ( BENEXHRSEE ) LT E— Active Directory % ( @&, AP FMITEN
M Active Directory ELiE P TR Z B A2 ) M[E— Active Directory =+,

(® Note

B LR RR (2EEM Amazon FSx MU RS ) RE RSP FIEMD FF Y Active
Directory # &, Hlt , HFEHXHE RS A Amazon FEE K Microsoft Active Directory , 3
26122/ Amazon B Microsoft Active Directory MEEH B1TEEH Active Directory
Z BRIV B rMEEXR,.

&M Active Directory il LRSS IKFWA B MNEE |, LS5 AT FSXFHX4REMAER
9 Active Directory i8iH, BELUFXEEMFAA AT NS , AT UFEEFE#HEREF Amazon
Secrets Manager HFi2t%4A ARN ( #%E )

« (W) BELENXHREMAEFHNBHANALRLET (OU),

o (Tik) BEEREN , FENXHREHITERIRENSH, H0 , tiHA aTUER Windows X
HHE, EBRXHRERMFK EMHEZRGSR (ACLs), FREXHM 4RI MENE, NRE
KRIFELLA , MEBINBERT , LE# FSx & FHREFLALER Active Directory H I EE R
4,

@ Note
B ARV I54A B FR1E Active Directory F AT ME—RY, FSx Windows XHRESEBRELTIE
MRt EA -

- MREBEFE—NMNEVHEBEESIHNEA
- MRKRIEERF , Active Directory FERXFE—MNB RN HEER"WEAH,

BXEZEERE , F50 FIL D% FSx XHERSGMA HEREER Microsoft Active Directory 1o

£

fEF B1TEEM Active Directory 74
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- EREM

« BREKF R

« £ B1TEE Active Directory IfHY R{EXEE

o 5% FSx REIKF

« [0 Amazon FSx AR5 K 7~ 5 BF 4 & IAX R

» I8F Active Directory fi &

o P S FSx XHREMA BEEERN Microsoft Active Directory 13
« JREVATF3) DNS ZFEMIEEXHRE IP ik
« EFBITEER Active Directory EiiE

« FEk Amazon FSx BRIk

- BEBTEEK Active Directory E#

FRF M

B4 FSx A T Windows X4 IRFEBEXHRE A B EEEM Microsoft Active Directory 152
B, BEEUTERSEYE , UHBBBRETLURI MG TDEH FSx XHEREMAZ BEREEN Active
Directory H,

2N 3 g 1B

XEZREMAL S FSx XHRSEH BITEEMN Microsoft Active Directory ( ARihR=Uw ) By & R%K
o
+ Active Directory 1332 /25 :
« HIEF Windows Server 2008 R2 = E & AR A KV T BER 5l o
« BAMAE A,
- ELE-ANFHENERFSEAARMNERE F.
« DNS RSB IMBEB T W T AT R B
- BEEMAXHREHNEP
o EMARIEF

+ DNS fRZ585H Active Directory H12#185 IP thut MPUH R AT ER |, XEBRRAQET S# FSx X
HRENAMRE

TR 75
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T 2020 £ 12 A 17 B AR XMHRE T 2020 £ 12 A 17 B2 ERIBHXHRE

IP #tb 3t AFE RFC 1918 FAF IP b1t SB IP it Af A FAEMSEE R |, BUATERER

A 4\

+ 10.0.0.0/8 - EXHRZEFERN Amazon Web Services i
* 172.16.0.0/12 AW IP #ub P ZRAEY IP #iit, Amazon Web

Services X5 Hx#ZE# XX 2 #Y Amazon

« 192.168.0.0/16 i
B IP #ut 55K | S Amazon IP #biik

SEE.
 IP i3t E LT CIDR BIEHSBEMR : 19
8.19.0.0/16

WMREEEFAFEALE P i SEETIF 2020 £ 12 A 17 B2 #21EH Windows X4 BR S5 85 344
R, MBI MEXHRENZORCEFNXMHFRE, FSX BXRESZER , R HZ2HE
EEHXHERL

- BITEEM Active Directory BB HIUHE R LT ER :
- ZEBARXAERZE (SLD ) #xX. Amazon FSx 7% # SLD #H%&,
s NTEATAX 2 AMESARARXHRE , BB TEEY 47 MNFER.

« IBE N KIET Active Directory U R AUE B LT RS -
- VPC HEXHREXEH FMAIMIE Active Directory ¥ S # 1TE Lo
« VPC FWE{E Active Directory 3 =¥ M Z [Bl3& B 7= £ H 3R,

Amazon FSx F EiE #2530 B RIME P E LR FIBE R Active Directory ¥R, Y Gk FSx
AT E IO 389 LRE# T TCP M UDP MEiZHIZR. X T&EM Active Directory Y H Rigj#%
FlEE , BFEHAREIIUHER Amazon FSx E#EEXR, A, BIAX RS K- A E A E 9 e & %R
X s &8s,

/A Important
FSx BIBXHREE , 283 Amazon £ OU FRIZMITENN R, XHEMLSBENX
HRERIER R,
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http://www.faqs.org/rfcs/rfc1918.html
https://docs.amazonaws.cn/general/latest/gr/aws-ip-ranges.html
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FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows F {8/
&AILAE A Amazon Active Directory 3iF T 238 F & H) Act FSx ive Directory Bt & , ‘@3EMNiR Z /M

BREIERMNIERE, ERGESEEZENTGIEGSNHNE | 85 1] UE A g2 |25 Amazon Managed
Microsoft ADZ BB EEXR. BXEZER , HFH EAREMEEEL,

/A Important

FSx KA S REMA DI DNS EARRIA DNS RS EY |, T Db 2OEM XA REEHY DNS 2o
MRIEERANREE=7 DNS , IFREEEXHREREFIHRENXHRLEH DNS i2Rk%EB.

M 4 B iE

AFNBTHXEREMABITEEMN Active Directory IREB BER, RIBEIIBIVEEZRFTX
HREMABITERER A ct FSx ive Directory Z 8 , £/ Amazon Active Directory 31iF T 2 Ui &Y
M &R B,

- FBREHB K EH N AR FEE Active Directory E32 #1855 Amazon FSx 2 [BI# ICMP HRE.

. HRAELEEEDCIRXHRSZR Amazon VPC 5 B1TEEM Active Directory Z BB BiERE, &
AJ LAE A Amazon Direct Connect, Amazon Virtual Private Network, VPC X & iE# 3 Amazon
Transit Gateway Ki% & MiEE,

o AAEAT S FSx 4] &S EIA Amazon VPC BERIA VPC R ERMEEHN 4RSS, HiF
BRI HRENTFRNL LA VPC ME ACLs AT TR RIS OMA RPN TRE.
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https://docs.amazonaws.cn/directconnect/latest/UserGuide/Welcome.html
https://docs.amazonaws.cn/vpn/latest/s2svpn/VPC_VPN.html
https://docs.amazonaws.cn/vpc/latest/peering/what-is-vpc-peering.html
https://docs.amazonaws.cn/vpc/latest/tgw/what-is-transit-gateway.html
https://docs.amazonaws.cn/vpc/latest/tgw/what-is-transit-gateway.html
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FSx for Windows File Server port requirements
You need to configure VPC Security Groups that you've associated with your Amazon FSx file system,
along with any VPC Network ACLs and Windows firewalls to allow network traffic on the following ports:

TCPPorts 88, 135, 389, 445, 464, 636,

3268, 3269, 9389, 4915265535
UDPPorts 88,123,389, 464 ﬁ
S
-

Active Directory

TCP Ports 53 domain controller
UDP Ports 53 I%I
~
i -~
AY DNS server
FS/'{Q :

TCP Ports 445 C\l
(—

SMB client

=

Administrator

FSx for Windows

TCP Ports 5985

N

N

TREBTHL, "OREFE,

7 ¥ y=ih=:)

TCP/UDP 53 5% %% (DNS )

TCP/UDP 88 Kerberos & 1% ik

TCP/UDP 464 BEHRRERDB

TCP/UDP 389 128 B 5L ( LDAP )

UDP 123 P 4% B[R] L ( NTP )

TCP 135 2 AN ITE Environment/End KRBREE§ (DCE/EPMAP)
TCP 445 BXARS SMB XHH=

TCP 636 289 B 5 A TLS/SSL (LDAPS)

TCP 3268 Microsoft £ /& H &

JoRGFA
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ISV i O At

TCP 3269 HF SSL # Microsoft £/ B %

TCP 5985 WinRM 2.0 ( Microsoft Windows izf2 &2 )

TCP 9389 ECESN B 3% DS Web RS , PowerShell
/A Important

BEARAX 2 MZAARXXHREEBREEZAL
TCP %0 9389 LY HUERE.,

TCP 49152 - 65535 RPC # Il B iw O

EHEMNEEZEGIERTEA Active Directory 1324185, DNS RE 25, FSx B IRME
ERAOBHAIEE, FSx

[

&
Sif
o

@ Note
MEBEFERAHR VPC WM& ACLs , MEMMAFREXHRENFARKA (49152-65535) LK
/A Important

B A Amazon VPC Z2LABBRNENEREBIMN A B LITHI®O |, B RXZH Windows BF X
M VPC M&E ACLs ERN @ T Fi#% O,

AR S5 K 7 £ PR

BEEREBITEEM Microsoft Active Directory B —MIRFKF , ZKF EBFITENIRMAZE
1T E R Microsoft Active Directory I ZiRINR. RFKF 2 BITEER Active Directory Ry —4
RAPKF , ZKF EHERELETES,

LT RYMEEMAHRER OU R Amazon FSx FRST K ZIREY KX PRE.
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FSx BT Windows X 4RSS 8890 Db Windows FiF$57
- WRHEA Active Directory AP #it &L MMC R EIIEH

- EERD

o REVAIE AR

- ERIFEA DNS EHA

- ERIEBARSEERER
- WRHEA Active Directory AP #Mit &AL MMC R SR INEE

- BEBNR

- BIRITENNR

o BIERITENNR

BXEZER  BERTENER  HEERZHENFEER A S EN A SR H RN | 15E
B4/ Microsoft Windows Server 3%,

BEXREMENBRNESER , BHSH [ Amazon FSx BRSFMK - A A Z IR,

FH B{TEE Active Directory IM Y R {ESKER
F&:

- EREM#ES) B FEIE Amazon Secrets Manager

EANBWEERT % FSx Mx Windows X#HRFZ B[ X H RS MA BTEEM Microsoft Active
Directory Y |, BEX L HIEXR, XERESREDTHRREXHFRENIIFLE, TR T AM,

0 B iEh ok P S 3 B BR 35 K P FSx

FERBEIMMNRS KB FAAENR , ik Amazon FSx T2 EEMALZBITEEMN Active
Directory WX #R&, BINTEWNLFERASEEREA,

£ Active Directory ¢

£/ Active Directory A EE 5 S FSx RS P < BAAYES) B RINRMEE,
FRREALAE T (OU)

RNTETERNEEREL Amazon FSx ITENXN R , HATE SN AT Windows File Server X 4
REREL B (OV) EEHMBIEEFRRBX 9K, FSx
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REED) B FXEE up-to-date

DR E X R G Active Directory BiiE up-to-date M REFAIE R, Hlan , MEBITEEN
Active Directory EAAE THRIEINZREERE , WEEBEER , NIEHXHRS EWRSIK
F#EB. BXEZER , BZH EXBE1TEEM Active Directory FtiE.,

T Amazon FSx RS K/

MREBERAMIRSKEEFRM XGRS, WK~ A3 E A Active Directory FIFTEE X PR
B, ANEXHREXENIAEIHENNRAETLEHNR. BXEZER , BZH EX
Amazon FSx IR IKF .

57 M 2 Bl 4A ¥4 Microsoft Active Directory 34 &

MRIERY Active Directory SME A K E1F#2H25 , 5 A ctive Directory M5 MRS FHENT S
# FSx XHREFERANFRIEELETAMEMTEERENEA Active Directory ¥R, #fR VPC &
24, VPC WE ACL, & DCsHY Windows By X 3EHLN LA &8 Active Directory EAii% i+ AV 1E

AT EL b 45 BE R 42 ) A F U D FSx B FrEim O TBE. X AW Windows FETEME A 2 ELHY

Active Directory ¥ R IERZHMiFiR SR, BXEZEL , 85 £H Amazon VPC #1734
R RS,

ERAZEAMNRERE

FAZLEARANEERURAER (VPC ) PRIKEMNBREN, FTLAFER VPC 24N PR 3
HAFHAUFTHERERENEKE, flm, RMNBURXATFHISRERRBBITEERN Active
Directory Hi2$IESRATAFRRLZLEARNE., BXEZEL |, BHSH £H Amazon VPC 317304
RE AR,

E %3 Amazon 8K ITEAIIR FSx

/A Important
FSx BIBMHRE G , H2%3) Amazon & OU HOIEZMNITEHN R, XEMSSHEN
XHREBEHIR.

I8iF Active Directory EiiE

FEZHF FSx BA T Windows W XH RS BBXHREMAEHES B R28l , BIEIUEB A
B 5% Active Directory }iF T B UF B FSx &3 BH BB,
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176530 B &I Amazon Secrets Manager

YRATLAE A Amazon Secrets Manager &£ it 77 i# M E B /REY Microsoft Active Directory 1350 A BR 55 itk
FERE. LFEEFEENAEFRBIEEXHFURANERNFERBRBEIL , NMERENZSRR.

BETLABE IAM R, LEENBRANTRNR , AN BRRESHRRKE,
&z B &R FME Amazon Secrets Manager ( #2#1& )

HE 1 BlE KMS Z4A

B2 KMS #4A , BATE Secrets Manager XY Active Directory &b #t 1T i 2

BB EA

® Note

NFNBRERLE , FOlEHB , TE#H Amazon Bl KMS %40, iE5 4% Amazon KMS key
EBEE A Active Directory I XX RSEHIE — X812,

1. ¥ https://console.aws.amazon.com /km Amazon KMS s & 3T FF 41 &
EFRBIEER,

WNFEZALE | EEXNT.

NFZBARE , ERNENEE,

NFERED , AT TRE :

o M w0 b

a. NTEAMBIR , E£HFE KMS,
b. WTXEY 6 EFREXEENA , AREET—F,
6. EET—%,
7. XNTFHE, BHE KMS ZHANBR,
8. (HiE)XITHIR , &t KMS HHFR IR,
9. (WE)XNTFHE, B KMS BRANKE , RAEEET %,
10. (" ) N THHEERA , RERRNEEREZAN IAM AP NAE,
1. XTEANRR  BREPATEAETEAMBRUBAERE  REEET -5,
12. (Wik ) NTRAAF , RHEABRNENFREDERALRADN IAM AFFNAG, &8 T-F,
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FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

13. WFHPRE , AR REACEBREFAFETSUTRBAY Amazon FSx A KMS %4 , A
FERT—%, B EERus-west -2 XNHRSEHEE Amazon Web Services X1 {7 &
1234567890128 Amazon Web Services K/ 1D,

{
"Sid": "Allow FSx to use the KMS key",
"Version": "2012-10-17",
"Effect": "Allow",
"Principal": {
"Service": "fsx.amazonaws.com"
b
"Action": [
"kms:Decrypt",
"kms:DescribeKey"
1,
"Resource": "arn:aws:kms:us-west-2:123456789012:key:*",
"Condition": {
"StringEquals": {
"kms:EncryptionContext:SecretARN": "arn:aws:secretsmanager:us-
west-2:123456789012:secret:*",
"kms:ViaService": "secretsmanager.us-west-2.amazonaws.com",
"aws:SourceAccount": "123456789012"
b
"ArnLike": {
"aws:SourceArn": "arn:aws:fsx:us-west-2:123456789012:file-system/*"
}
}
}

14, IEBRER,

(@ Note

B3 & Resource Ml aws:SourceArn FE , B LU EEBMNF RS |, LEHISE
KR4 RS,
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% 2 & : 812 Amazon Secrets Manager Z4A
B E 4R

1.  $TFF Secrets Manager ##&|& , Mt 7 https://console.aws.amazon.com/secretsmanager/o
2. EREMEIENA.

3. NFHBEAXRE  BEBFEHMBHARE,

4., WTFREMEXN , BHITUATRESUFINEHHNBA

a. NWFE—IEH , iHH A CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME,
b. XNFE—NRAME , BWMAAD AFHWAFRE ( FHEHHK) .

c. XNFE-A®4 , HH#H A CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD,
d. NFE-ABENE , BRASEESF N AD AFSIENZE,

NFMZEZER , WA L—SFTEIE KMS Z4AM ARN , REEBRT—%,

EZAEND , WA I EREEN , LELHEEKRECHNER,

(FiE ) WTF#ER |, MABABHHER,

NFRBRNR |, ERRE.

© N o o

ERNPRRBE ORI TR LR Amazon FSx ERZZR4E , AR %EE Next, BE L ERUs-
west-2RAXHERZERIEZE Amazon Web Services X1 I B M #12345678901 289 Amazon
Web Services IKF ID.

"Version": "2012-10-17",
"Statement": [
{

"Effect": "Allow",

"Principal": {

"Service": "fsx.amazonaws.com"

},

"Action": [
"secretsmanager:GetSecretValue",
"secretsmanager:DescribeSecret"

1,

"Resource": "arn:aws:secretsmanager:us-west-2:123456789012:secret:*",

"Condition": {

"StringEquals": {
"aws:SourceAccount": "123456789012"
.
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"ArnLike": {
"aws:SourceArn": "arn:aws:fsx:us-west-2:123456789012:file-

system/*"

}

}
}
]

}
(® Note

BiZ 8K Resource M aws:SourceArn FE , BulLLUREEBMAY GRS | LAEXS
BENZENXHERE,

9. (W& ) AL Secrets Manager BLE N B B FiE, kBT —F,
10. EBLR,

&%) B X ETEZMTE Amazon Secrets Manager (CLI)
FR] 1 AR KMS B4
B2 KMS #4A , BATE Secrets Manager XY Active Directory &b #t 1T % 2

E0IE KMS %48 |, BEA Amazon CLI a5 812,

FELEGEH , RE --policy B, EEEN KMS ZANRNBARE. ZERBANETEUTH

= .

« Amazon B RS E & FSx , Blfsx.amazonaws . coms

« FTEER KMS #24E : kms:Decrypt # kms:DescribeKey,

- &M Amazon Web Services X135 Fk = 8% /R ARN =,

- PREIFZAEAZRMLEE
« kms:ViaService , \F{RERES Secrets Manager &K o
* aws:SourceAccount , SABRHIZEIK
* aws:SourceArn{X R T4 EHR Amazon FSx X#HREi,

LT REIBIZET — NI KMS 248 , HEKBE 21 Amazon FSx R iZZ A3 TR 2N BRI
., ZHTLBEIIREEMN Amazon Web Services I ID MXIE , REEAXLEEREZHAFRE ,
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AR S# FSx, Secrets Manager fl KMS 4 2 RI# T EH AR EH, BREH Amazon CLI
BEEF A Active Directory B X R& M TR — X1,

# Set region and get Account ID
REGION=${AWS_REGION:-$(aws configure get region)}
ACCOUNT_ID=$(aws sts get-caller-identity --query 'Account' --output text)

# Create Key
KMS_KEY_ARN=$(aws kms create-key --policy "{
\"Version\": \"2012-10-17\",
\"Statement\": [
{
\"Sid\": \"Enable IAM User Permissions\",
\"Effect\": \"Allow\",
\"Principal\": {
\"AWS\": \"arn:aws:iam: :$ACCOUNT_ID:root\"
},
\"Action\": \"kms:*\",
\"Resource\": \"*\"
.
{
\"Sid\": \"Allow FSx to use the KMS key\",
\"Effect\": \"Allow\",
\"Principal\": {
\"Service\": \"fsx.amazonaws.com\"
.
\"Action\": [
\'"kms:Decrypt\",
\"kms:DescribeKey\"
1,
\"Resource\": \"*\",
\"Condition\": {
\"StringEquals\": {
\"kms:ViaService\": \"secretsmanager.$REGION.amazonaws.com\",
\"aws:SourceAccount\": \"$ACCOUNT_ID\"
.
\"ArnLike\": {
\"aws:SourceArn\": \"arn:aws:fsx:$REGION:$ACCOUNT_ID:file-system/*\"
}

]
}" --query 'KeyMetadata.Arn' --output text)
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echo "KMS Key ARN: $KMS_KEY_ARN"

(® Note

B 18k Resource M aws:SourceArn FE , A LU EERAMM T RIIEF] , SLEITEFE
HZPANXHE RS,

% 2 & . 8l Amazon Secrets Manager #4A

ERT D% FSx BIZA TiHREMNES B ZNWE4 |, iR c reate-secre Amazon CLI t R HiRE
N

« --name : FHAMFRRE,
« --description : A HENEIR,
e --kms-key-id : BEL R 1 PHIEMN KMS F4 ARN , AT INBHSEH.

« --secret-string : @& AD £l JSON =& & , BRWMT :

« CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME : F#iHaT&M AD REKFARAFE
B0 svc-fsx. BRI EIZR , H0 CORP\svc-fsx,

« CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD : AD BRE 0K/ 2242,

« --region : &# Amazon FSx X # R £ 1E Amazon Web Services XiF HBE 622, MR
AWS_REGION KRigi& , MARIAN EE BN XH,

BB Z4AE |, M put-resource-policy i M INERER , HIRBEU TSI :

e —-secret-id : EM KRS ZEAMN B K ARN, LT REIER FSxSecret 4 --secret-
id,

« --region: FREIFE Amazon Web Services X5 —#,

« --resource-policy : BF I L#hi5 A %47 FSx BNFRAY JSON BURM#Y, ZEBAMBEUTA
B
« Amazon B IRS 4K FSx , Elfsx.amazonaws . com,

- PR Secrets Manager #4F : secretsmanager:GetSecretValue #
secretsmanager:DescribeSecret,

« &K Amazon Web Services X1 k&R ARN = .
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o LATRRHITH R SM45 -
« aws:SourceAccount , LAPR&IEBIMK
« aws:SourceArnfX R F4FEM Amazon FSx X#HR 5,

LUTFREGIET —NEEMERIANERL |, HMINT A4F Amazon FSx ERIZZ4AN R IREERE, LR
& B REH Amazon Web Services IKF ID MIXiE, , ARFEAXLERERERE , LBRHE
Amazon FSx fZ4A z B3 1T 5E H AV T R34,

HWREASESE 1 PATRIRZEAM ARN iR KMS_KEY_ARN , H#{# M Active Directory

BR <5 Mk = 4EE B % CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME
CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD, kb4 , IERIEMEE Amazon CLI FREH &
EE5MEMA Active Directory B3RS X+ E

# Set region and get account ID
REGION=${AWS_REGION:-$(aws configure get region)}
ACCOUNT_ID=$(aws sts get-caller-identity --query 'Account' --output text)

# Replace with your KMS key ARN from Step 1
KMS_KEY_ARN="arn:aws:kms:us-east-2:123456789012:key/1234542f-d114-555b-9ade-
fec3c9200d8e"

# Replace with your Active Directory credentials
AD_USERNAME="Your_Username"
AD_PASSWORD="Your_Password"

# Create the secret
SECRET_ARN=$(aws secretsmanager create-secret \

--name "FSxSecret" \

--description "Secret for FSx access" \

--kms-key-id "$KMS_KEY_ARN" \

--secret-string "{\"CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME\":\"$AD_USERNAME\",
\""CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD\":\"$AD_PASSWORD\"}" \

--region "$REGION" \

--query 'ARN' \

--output text)

echo "Secret created with ARN: $SECRET_ARN"
# Attach the resource policy with proper formatting

aws secretsmanager put-resource-policy \
--secret-id "FSxSecret" \

A B1TEE Active Directory B fY SR {ESEEE
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--region "$REGION" \
--resource-policy "{
\"Version\": \"2012-10-17\",
\"Statement\": [
{

\"Effect\": \"Allow\",

\"Principal\": {

\"Service\": \"fsx.amazonaws.com\"

},

\"Action\": [
\"secretsmanager:GetSecretValue\",
\'"secretsmanager:DescribeSecret\"

1,

\"Resource\": \"$SECRET_ARN\",

\"Condition\": {

\"StringEquals\": {
\"aws:SourceAccount\": \"$ACCOUNT_ID\"
.
\"ArnLike\": {
\"aws:SourceArn\": \"arn:aws:fsx:$REGION:$ACCOUNT_ID:file-system/*\"
}
}
}
]
3"

echo "Resource policy attached successfully"

® Note

B &K Resource M aws:SourceArn FE , A LUK EERAMMIH RIEF] | AEITIEE
HZPARNXHE RS,

I 55 FSx ARSSIK

A BREEM Active Directory B9 Amazon FSx M4 RSEEBNMNE G AT HBEEZE R RS K
Fo Amazon FSx R ZERZKF REEEBRLN XK REHRTEERRES , SEESEEFITE
PIXRIB H H EFH A F AR Active Directory I8, XEFFTREEREIMBEN XHRFERHE
Microsoft Windows Server 3#3T#M T . FSx Bl DB AITIXLEES |, LI # FSx REKF HAME
DPPERIKNRERIRATH —AENR , PR,

T FSx FRSIKF 89
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REFGEERAANKANE ZBHNRRMTXETS , BRMNEZNEVEFEHRIMNRS KNS
HI PR ZE 44 Amazon FSx.

BxWMAER Active Directory AP MitE 4 MMC B & TN ERIZHI S R IhELhRERZ RN R
NEZER | FSH @ Amazon FSx BRI - B8 4H Z R ER,

MREBERAFBRSKEEH XGRS , FHRSKFE A AEMA Active Directory BIPTHE R F4FX |
HNEXHREXBENIABTITENNRAEZTLEHNE,. BXESZELR , F5H EX Amazon FSx
RS IKF o

BATBRUVFER Active Directory BRS5 K 7 £ IE 7% 1E Amazon Secrets Manager # , A8 2 £ M4,
EXERTEUAXEAFRBBEL , BERELXLRESEKR. EXEZERE , B2H £ABTEEN
Microsoft Active Directory.,

@ Amazon FSx BRS5 K 7 2k BF 4H TR BR

L5 FSx lREKFAREE AH ML TMEFLENNIR , F 8 Windows XHHRSEBEXHREMA
FSx &y B REEM Active Directory 8, EZERIXLNPR , AT LAEA Active Directory User and
Computers MMC EE 2 THEIRIZEFI RS HRINEE , ML TIREFTIR,

158 P 2 e 422 1 20 B AX PR
158 F 422 608 AR S5 T 5 S AF4A 0 EC A PR

-_—

LA Active Directory ISV EE { B E R R L.

$TFF Active Directory User and Computers MMC B2 # T,

EESERSD , BFFET R

REFTHFELEEERNOUMNETX (FRET ) X8 , AREFRZRESF,
EREHEROSTELE , EET -5,

T R ORISR T S FSx BRSKFHBFLENEN , RAREE “T -7,
EEZMNESTEL  EFCEEEMNWBENES , ARERT -5,
ERRXHERFHUATHR , AEERITENNR,

. ERTERXHRPOBEEXN RMBIBRLXHERFHEEN R, RFEET—D,
10. ENPRH |, BIEFELUTIED

© 0 N o a kW N

- EERD
o EEVRIBE AR RS

[ Amazon ZRIXPR FSx 90
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- 2RIUFE A DNS EHl#
- EREBARSEHRER

M. B T—F , ARERTK.

12. XF Active Directory User and Computers MMC B2 # jt,

ERAERRED B NFR

—

LA Active Directory VIS &2 R B EF RS,

2. 3TFF Active Directory User and Computers MMC B2 & 7T,

3. MNEREREREE , HHRREEASRDE (WREAT1ZIE , WELL2ER— IR
i2) o

4. HEEFERF K BAETR.

5. REFITHALEBUN OUMNLTNERE (ARRET ) , AREREM.

6. 1 OUBMERY , ERZEETF,

7. EREGEMFL  EFSR. AFEERM,

8. & “NRMA"NEL , EFE ERFZERAN", AERALNIL S FSx RS MK HEFHN B o

HEERATH , ERENKRANAERERITEN, BERAEET TR :

o ZBNPR
- BIBRITEINR
o MIBRITEHITR
9. ®“ENA A RARERHEE.
10. XF Active Directory User and Computers MMC B2 # jt,

I 1F Active Directory fit &

FERIE MM ASES) B F FSx B9 Windows XHRFBEENXHRSGEZaT , RITBWUEFERL S# Active
Directory ®if T EXUFEH FSx JE3N B REE. 1EFE , BIWRIE Active Directory BLEFEEH M E
BR W&,

I®iE Active Directory Bt &

1. 4R EC2 T Windows XRS5 28 X4 RS E FMMAERK Amazon VPC R HFEF —
A Ama FSx zon Windows 354, HREH EC2 I EBFTEHR AmazonEC2ReadOnlyAccess
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IAM R, ZaJLAER IAM KSIERIB I EC2 EHlAENR, AXEZELR | H51H (IAM B
Figm) iR IAM REEELLET N IAM K/,

2. T{R® EC2 Windows EHIINAREYESN B F. BEXEZELR , BZH (Amazon Directory
Service BEEIEM) P F 3N MA Windows K,

3. Connect IEZEZIEH EC2 6, BXEZER , 5L L% EC2 AFEMTIEREEIEH
Windows 3245,

4. 1 EC2 3245 E3TFF Windows PowerShell BA ( FAUNEE R HE1T ) o

ENRREBELZZE T Windows FiEE PowerShell B Active Directory 1R | iHFERAU TR H T,

PS C:\> Import-Module ActiveDirectory

MR E-BEREEER , BEAATHTRITRE.

PS C:\> Install-WindowsFeature RSAT-AD-PowexrShell

5. ERAUTHTTRMERIETE,

PS C:\> Invoke-WebRequest "https://docs.aws.amazon.com/fsx/latest/WindowsGuide/
samples/AmazonFSxADValidation.zip" -OutFile "AmazonFSxADValidation.zip"

6. FEAUTHS T zip X
PS C:\> Expand-Archive -Path "AmazonFSxADValidation.zip"

7. I AmazonFSxADValidation #EHFIMNEI Y H A,

PS C:\> Import-Module .\AmazonFSxADValidation
8. BIUBERANUTHIRRELENSH

- SEZN B FHE A (DOMAINNAME . COM)
« FRUTEINZ —NREKFFZEESR $Credential MK,
s BURBEARERFIUENR , BEAUTHS,

I9iF Active Directory Bt iE 92


https://docs.amazonaws.cn/IAM/latest/UserGuide/access_policies_testing-policies.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

$Credential = Get-Credential

- EffH Amazon Secrets Manager ®R4EREZIENR , HEAUTHT

$Secret = ConvertFrom-Json -InputObject (Get-SECSecretValue -SecretId
$AdminSecret).SecretString

$Credential = (New-Object PSCredential($Secret.UserName, (ConvertTo-SecureString
$Secret.Password -AsPlainText -Force)))

- DNS ArS588 P #h3ik (IP_ADDRESS_1,IP_ADDRESS_2)

« BT RITEEABIE Amazon FSx XA RS F M F M 1D (450
SUBNET_1SUBNET_2 , subnet-04431191671ac@d19 ) .

PS C:\>

$FSxADValidationArgs = @{
# DNS root of ActiveDirectory domain
DomainDNSRoot = 'DOMAINNAME.COM'

# IP v4 addresses of DNS servers
DnsIpAddresses = @('IP_ADDRESS_1', 'IP_ADDRESS_2')

# Subnet IDs for Amazon FSx file server(s)
SubnetIds = @('SUBNET_1', 'SUBNET_2')

Credential = $Credential
}

9. (Wi%) EE{TEILT A2 A DomainControllersMaxCount , 2B BEMTREADME . md 344 A #915 BF
WEBARS N, ZREERAHE RS KRR,

(@ Note
MRBERSEIEHEIE |, W Domain Admins AMNEBHELEMARE. Bl , ZEEEE
OS A # i E N Administrateurs du domaine., MIRAIEEME , NFEHRIA
Domain Admins A& , BXHRE6IE KK,

10. EALGHETRIETE,

PS C:\> $Result = Test-FSxADConfiguration @FSxADValidationArgs
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1. AT AN RS R =B,

Test 1 - Validate EC2 Subnets ...
Test 17 - Validate 'Delete Computer Objects' permission ...
Test computer object amznfsxtestd53f deleted!

SUCCESS - All tests passed! Please proceed to creating an Amazon FSx file system.
For your convenience, SelfManagedActiveDirectoryConfiguration of result can be
used directly in CreateFileSystemWindowsConfiguration for New-FSXFileSystem

PS C:\AmazonFSxADValidation> $Result.Failures.Count

0

PS C:\AmazonFSxADValidation> $Result.Warnings.Count

0

TR HAERBIRKRB

Test 1 - Validate EC2 Subnets ...
Test 7 - Validate that provided EC2 Subnets belong to a single AD Site ...

Name DistinguishedName
Site

10.0.0.0/19 CN=10.0.0.0/19,CN=Subnets,CN=Sites,CN=Configuration,DC=test-
ad,DC=local CN=SiteB,CN=Sites,CN=Configu...

10.0.128.0/19 CN=10.0.128.0/19,CN=Subnets, CN=Sites,CN=Configuration,DC=test-
ad,DC=local CN=Default-First-Site-Name,C...

10.0.64.0/19 CN=10.0.64.0/19,CN=Subnets,CN=Sites,CN=Configuration,DC=test-
ad,DC=local CN=SiteB,CN=Sites,CN=Configu...

Best match for EC2 subnet subnet-092f4caca69e360e7 is AD site CN=Default-First-
Site-Name,CN=Sites,CN=Configuration,DC=te

st-ad,DC=local

Best match for EC2 subnet subnet-04431191671ac0dl9 is AD site
CN=SiteB,CN=Sites,CN=Configuration,DC=test-ad,DC=local

WARNING: EC2 subnets subnet-092f4caca69e360e7 subnet-04431191671ac@d1l9 matched to
different AD sites! Make sure they

are in a single AD site.
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9 of 16 tests skipped.
FAILURE - Tests failed. Please see error details below:

Name Value

SubnetsInSeparateAdSites {subnet-04431191671ac@d19, subnet-092f4caca69e360e7}

Please address all errors and warnings above prior to re-running validation to
confirm fix.

PS C:\AmazonFSxADValidation> $Result.Failures.Count

1

PS C:\AmazonFSxADValidation> $Result.Failures

Name Value

SubnetsInSeparateAdSites {subnet-04431191671ac@d19, subnet-092f4caca69e360e7}

PS C:\AmazonFSxADValidation> $Result.Warnings.Count
0

MREGEZTRIUETENBIBEEHNER , BSHEBRIETES ( TROUBLESHOOTING.md ) A Xf
ST EHERR FSx P EEMN (EBHEER) .

T D% FSx XHREMA BEREEMN Microsoft Active Directory 13

ZH{R FSx I Windows MRS 28 QI FH XHRSGRt |, YRATLAELE Microsoft Active Directory S

FEEHMARBITEEM Microsoft Active Directory . it , B EH Microsoft Active Directory 12 1it

UTEE :

« ZXibh Microsoft Active Directory B XIS £BREHE ( FQDN )

(® Note
Amazon FSx B Bl F X8 —#r&EEE (SLD) #HA,

- 15 DNS BRSTERAY IP Mok,

FSx MMABHEEENES B

95



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

« Amazon AT XH RN AERIGE A FSx ctive Directory BRI FHYEH, T@EIUTE—A
R AIX LB AEAT

« £ 1 : Amazon Secrets Manager #% ARN-Z& & Active Directory i E RStk PR F &
MEZBHEH. BXEZELR , H5H EAFMED B REIUE Amazon Secrets Manager,
o BRI 2 ; HAEL

- REKF AP & : B1A Microsoft Active Directory FIREZIKFHAF &, B3BBG
&, il 3FF EXAMPLE\ADMIN , {X {5/ ADMIN,

« RSP 2D - RS K D,

HE , BHALEEATAR

« BFHE Amazon FSx XHREMANBANIEEHLL LA (OU),

o WHPER , ERAHIRTF Amazon FSx XHRENEEBNR., FRHNEABMTE Active
Directory 42 HE—H#Y,

EEREELERRE , Amazon 2EALRENRS K FENFXHRE FSX MAZIZBITEEN
Active Directory 13/,

/A Important

FSx RAELLRMARES) B R FE A% DNS ENERIA DNS B |, M EEF £EM XU RE
B DNS 2%, MREFEHNWREE=7 DNS , IIFEEE R FSx XHRZE B F3iZE Amazon
XHREHI DNS % B, AXRAXHRGERIER IP it EZES , BSRKBETFH
DNS % B IERXXHRE IP tbiit,

FFIRBIRY AR T

BREEEK FHB1TEER Microsoft Active Directory FiFRH 5t R4,

Bl MA BREE FSx B9 Active Directory B Windows X RF X HRE (B E )

1. 3TFF Amazon FSx #2#|#& , Wit R https://console.aws.amazon.com/fsx/.
2. EEHEIRLE  EEBRXHREUBIXHREVNERS,
3. %&$R “Window FSx s X RS , RBGRER “T—F", ERIEBEXHRERH,
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4.

HIEH SR E R, BERSALER 256 4 Unicode £/, ARAMEURSHER  +-=.
o

WFERARE , FOANGERENEEARE , LGB h¥y, REHERNE SSD 176 , WA
32 -65,536 SLEIANNEEZEEN, MREFEANE HDD =F# , B A 2,000 — 65,536 SLE AT
BEW, CIEXHRER , BULREEERMIENEEEAE, BXEZEE , E5R EBEME
BE,

RIEFHENRENRNRE. FHENRREXH RSN XM RS EFITLUISERERENE
B, BUNBFHENRBETEEARNEHAE, IREEENFHAEHBIBNERED |, ik
RIETHRHESD , REEE—ME, BXEZEE , BS I FSx for Windows File Server M E,

BIBEXHRGE  EUURBEEERENERELED,. EXEZER , FoN EEFHEN,
ERESXHREXEKN VPC, EAAIELIH |, HiEFEEHEW Amazon Directory Service H3x
F Amazon EC2 =AM [EH VPC,

A A X FRIEREEE

NF VPC 224 , AFEHERIN Amazon VPC BN RZR A CRMBEH S PN XHRE, &
BREGIE FSx MHREN TR EZ LA VPC ML ACLs AL TEFT RN HOM A B EHR

==

FSx for Windows File Server port requirements
You need to configure VPC Security Groups that you've associated with your Amazon F5x file system,
along with any VPC Network ACLs and Windows firewalls to allow network traffic on the following ports:

TCP Ports 88,135,389, 445, 464, 636,

3268, 3269, 9389,49152-65535
UDPPorts 88,123,389, 464
.
Active Directory

TCP Ports 53 domain controller
UDPPorts 53 E

h
>

Y : DNS server
FS/(Q E
;
- L
<

FSx for Windows SMB client

=5

Administrator

TCP Ports 5985

TRAETEMNRONER.
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1738 w0
TCP/UDP 53
TCP/UDP 88
TCP/UDP 464
TCP/UDP 389
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I iwa
UDP 123
TCP 135
TCP 445
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173N im0
TCP 636
TCP 3268
TCP 3269
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IS WIS BB

Y4
TLS/
SSL
(LDAF

Micro:
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713V i O A
&
TCP 5985 WinRI

MmEsSgD
5 =2 ©
o _
™~ —

i

TCP 9389

T 111 R U N

TCP 49152 - 65535 RPC

/A Important
BRUAX 2 MAEZAARXAFRSGHEHFZEAY TCP iw0 9389 LAY HGRE.
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® Note
MBRLEAME VPC W% ACLs , MIEXM A 13K B XA RSN E O (49152-65535)
FHIHURE, FSx

- RFFERERESEBTEERN Microsoft Active Directory 15i#Y DNS AR SS 85 #1335 41 25 < Bx
B IP teut By HHIEH, BXREZEER , EZH Microsoft < T Active Directory 815 Bt & Bh X
1 Y 3T

- BRXEREANLEGRDERTFEA Active Directory 1Z32 4185, DNS IR%E 2. FSx B K
MEBRMBHAIE L, FSx

® Note

WMREE T Active Directory ¥R , M ABEHR S Amazon FSx XH R G xER VPC H
#) ¥R 7E Active Directory S S FRE N , 3 HIEH VPC I FREH ML S F Mz E
TEEHZR, AL Active Directory Sites and Services MMC BB & TtEFME X
XL E,

/A Important

B Amazon VPC Z£HERNENBZREZ WS B LFTHIKO |, B RKZE Windows
By KR VPC M4 #E ACLs ERX[EF] Fim A,

10. XF Windows H#BRIE , &% BTEEM Microsoft Active Directory.
11. %A B{TEE/ Microsoft Active Directory B &M £ REFH B E,

® Note
% R AR A B IRES (SLD ) #. Amazon FSx B 3R %#% SLD H%.
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/A Important
FWFREUHARKX 2 MAEZSTHARXXH RS |, Active Directory IHEZ R BB 47 2.

12. B ABITEEMH Microsoft Active Directory B ZHH A% TE,

@® Note
BRIEEENRES K S NN RERABERAIEEN OU , REMBEKRIEE , MEF
BRI OU,

13. EB1TEER Microsoft Active Directory B &# DNS R85 IP it A ED A —ME ( T
AN ) o

14. RS EIE : SRR MR ARS KSR
- I 1 : Amazon Secrets Manager #Z ARN-E &8 Active Directory 35 £ fR 55tk /= #9 F /=
BENZBNER. BXEZER , 7SR £AFMMEES B FFUE Amazon Secrets Manager.
« R 2 HNAFEAE

- REKF AP & : B1A Microsoft Active Directory FIREZIKFHAF B, B3 SHeBR/E
&, il , 3FF EXAMPLE\ADMIN , {X {5/ ADMIN,

« IREIKF 2D - RS K D,
« HINED - RS K BB,

/A Important
MARSKFAFERN , BOEEWEIE (corp.com\ServiceAcct ) EESR

( ServiceAcctecorp.com) o
WMARSKF AP (CN=ServiceAcct,OU=example,DC=corp,DC=com ) B} , i&
NERTT D HEF (DN ) o

15. WFERWXEREEERA |, iEI8E Domain Admins AHBEENE RN XHEREEERA
(WREVE ), BEENANEFEENXHFRGE LNTEEREISHEREN. RETRM
{& , Amazon £ FSx AR &Domain Adminsf. i&XE , Amazon FSx A% #¥Delegated
file system administrators groupi ( &£iEEHRDomain AdminsBEAHBEENEHAE ) B
THRERSEF.

FSx A BEREEMES B R 103



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

/A Important

MREBARBEEZERXHGRAEERA , WERINBERT , Amazon & FSx ZiREEM Active
Directory S £ i%ZA EDomain Admins{l, MRKANBENEBHEER , REEFEH
HaE T ERE , MARIE L R ZA R HEZER

/A Important

ERMUBEBMSHET , BB SHABER (corp.com\ FSx Admins) SiF /g%
(FSxAdmins@corp.com),
BOFERZENT DB (DN ) . AIDHBAME —MlF=2 CN=FSx

Admins, ou=Example, dc=Corp. dc=coms,

EfEMABREE FSx B Active Directory By Windows X # k588 X4 R4t (JAmazon CLI

AR RGBT —/ FSx EEAF Windows X#HRRSB|H MRS , ZXHR
#iSelfManagedActiveDirectoryConfigurationfiFus-east-2a AKX,

aws fsx --region us-east-2 \
create-file-system \
--file-system-type WINDOWS \
--storage-capacity 300 \
--security-group-ids security-group-id \
--subnet-ids subnet-id\
--windows-configuration
SelfManagedActiveDirectoryConfiguration="'{DomainName="corp.example.com", \
OrganizationalUnitDistinguishedName="0U=FileSystems,DC=coxp,DC=example,DC=com",6 FileSystemAdmini
\
UserName="FSxService",Password="password", \
DnsIps=["10.0.1.18"]1}"', ThroughputCapacity=8

/A Important
FSx BIEXHREE , iE283) Amazon £ OU HFRIEZMNITENN R, XHEMSSBEN M4
REEBEHEIR.
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FREXA T F3h DNS B R IEF XA RE IP it

FSx RAEHREEMAHME DNS fER BRI DNS RS AT , WD 5 M XHFRSH DNS 18%, MRER
FHAMNRFE =7 DNS , WEERNEMN Amazon FSx XHRZEFHIRE DNS B, AT NBESLM
FHFXHRSEFMNE DNS /i, iR EFEAN EEO GRS IP ik, H3EE , SIBXHRS
B, ERBRXHERGZE , H IP it FoEH,

WATERELA T DNS A SR B HYXXHREE P bk

1. £ https://console.aws.amazon.com/fsx/ , IEFEIREN IP it I XHRFELUE R XHRGFA
1§/§\Jﬁxﬁo

2. EMEZEZ2GETFH , JITUATE—&RE

s NTEARAKX 1 XHRE

o ECFR @A ER NEIEQ” T 2R elastic MEED |, £ Amazon EC2 2#I& F T
FMEEO” TWH,

c EFANETARX 1 XHREN P it & REXFA IPVA B IP 59,
s WFRAMAR 2 RS AARXHRE :

o £ EIEFR @RS, ER NKED” TERM elastic n etwork #0 |, £ Amazon EC2 #
HAEPITH “WMEEQD” TH.

- EFFANEIRFNY IP it & RTE “BBEIFL IPv4 B IP” Hllrh,

« 1£ Amazon FSx Sl FMHEIRP , “EMZFEO TS RABEMENEREND | EI1 D% EC2 24|
AFITANEEOTE,

- FATFREFSHAN IP it & R “WBhFL IPv4 & IP” 5/,

(® Note
NMREBEENETAK 2 HZ AR XHERER Windows iz PowerShell &ixT AR E
DNS &8 , MREAEEFMNHEEMZZEONELE IPv4 thit, BXESEE , 55H
Amazon FSx CLI A+ PowerShell,

EHB1TEEN Active Directory Bt &

N T HEBARER Amazon FSx MHRGFE. TR AT A , 2 U 4EM Active Directory BHEAX %
Tt , WAMEF X RER Active Directory Bt iE

SREVAATF3) DNS & BHY IP thait 105
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- DNS IREE387 IP tbit
- BITEEM Active Directory B IRSS K P $&ilE

LIZEH Amazon FSx XHREH BEREER Active Directory BLER , ENAEMN , BN XHRE
RGN AT A" YR “EEEH, RIERSREEENAEFEVRETH -BEE , EMUEEE
ELoHetEFETR. BEXEZEER , B5H LKIEB1TEER Active Directory ¥,

R BITEEM Active Directory EEEEHGHIEA , M XH4RERT 2NN EREE. LR
AT, #EE, AP CLI N XHREHAZLE REREENBUNEEERE, XRENBWUNEER
MR, ERIEXHRGEHNRERERAZTNTMH,

/A Important

MRIEERF RS K, EFR RS , FRRMBRS KX EX4HREXRERONATITEINNR
ERTEEHNR,

BE VRAHEEEH{TEER Active Directory BLEHXRI A RERIER |, BEH XHRGA TEEHIR

RS

EALAE A Amazon Web Services B2 %|A. Amazon FSx APl 5 Amazon CLI EFiXH RSB R
EIH Active Directory Bt & #9BRSS Ik P AZIE R DNS RS ES IP tthik, B EJLARERT A Amazon Web
Services EEEH|A. CLI M API IRERB K EEM Active Directory BEEEFHHE, BXEZEER
SR LI BITEER Active Directory E o

FH BEITEEM Active Directory BL & ( 2514 )

1. 3TFF Amazon FSx #£#|#& , Wit A https://console.aws.amazon.com/fsx/.
2. SMEXHERSG , REEREFHMEITEEMN Active Directory BB Windows XH R,

3. REEMEZEEZRLGEIM % , RIE|EEFHH Active Directory B , 73 DNS BR8] IP thut SRS
WP AP BERER,

4. FEHIBXIFES , WA DNS RS IP it EEFA RS K EIE ( AP B MNERD ) %47
ARN, &aLAfEH Amazon Secrets Manager RE#EHNERE. BXEZER , SR FAFM
&z B &I Amazon Secrets Manager,

5. ®IFEFFHLUF 3N Active Directory B & E #,

SR AT LAE ) Amazon Web Services BIEin 4|4 o5 E #3## E Amazon CLl.
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FHBTEEM Active Directory Ei& ( CLI )

EFH FSx BA T Windows X 4IRS BRHY XM REtHY BT EHEAY Active Directory BLE , £
Amazon CLI 85 update-file-system, REBEL TS :

« --file-system-id BN EEHMHWXHREMN ID,

« UserName B1TEEH Active Directory RFSKFFAF B,

+ Password BITEIEH Active Directory FRE K P VT &1,

« DomainJoinServiceAccountSecret@&EH Active Directory 35t BRES ik /= 1Y A 72 B T 2%
BE Amazon Secrets Manager % 4A

® Note
BT BEEATIR M F & username/password LA R I A 1A ARSS fk 72 BR4ASRIEIZEH
Active Directory, {XIZ#t—4AHEiL,

 DnsIps BITEIEH Active Directory DNS ARSSE3#Y IP iutit,

aws fsx update-file-system --file-system-id fs-0123456789abcdef® \

--windows-configuration
'SelfManagedActiveDirectoryConfiguration={UserName=username, Password=password,\

DnsIps=[192.0.2.0,192.0.2.24]}"'

MRMEFHIEERD , MZRSEFHIRE HTTP 200 Wiz, W@ R AdminstrativeActions X4
KRWR T HERRERS,

¥k Amazon FSx JR& K

MREFEAFRSKFEFXHRE , RS K LFHEMA Active Directory BIFTER PR M4 |
HWNEXHRERENIGITENINRAETSEHNER, A, BRFVRSKFPFETERATAR
IR EBIHIEFIES - AT EEMABRAESERITENKFNZEEKF N —29,

EAMmZUZ WA A Active Directory A EE 5 RS M 7 <Bx#Y Active Directory fXBRFIELE .
E X Amazon BREZ KRS FSx , BFIRRBRESKFEBLUTIRE

- FRBRSKS, ( SHEPEM Active Directory 4 ) X EXHREXRBKNIAB U ENNRAE T2
HIBR

B X Amazon FSx FREIK F~ 107
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FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
o FTARSSIK = AL HUE’JHE&‘J”ﬁF ( LHEHFTE# Active Directory 4 ) 2ZEEK, ( RZEFEH Active
Directory ¢ ) B9 — , F7£ Active Directory FHIFTEIBIEHISE LB A 7 HIZEHEE - AFEFEMA
HEESEA i‘l‘%:m)”iﬂﬁ MHRREIRE,

MRBSKSOTREXLEER , ARSI TER

s NTFRAAXMNHRS , XHREAEEL2E N MISCONFIGURED_UNAVAILABLE,

s WTFZARAXMHRE , XMHREATE2EELIR , 7 H RemotePowerShell i R EZ R AIRERE
™,

B B 2 I 2R AV 4 SR A

BAT Microsoft #EE 3 FZ iR 7 an{n] {58 A 1342 5 25 40 3R B SR L B 0 1 5 R R BR o

B B g iS85 1Y AR B R KRG

1. EBTEEMN Microsoft Active Directory FEVFTE K & ITE N MR BI85 L% 2023 F£9 A 12
A2 EMRA# Microsoft Windows E#f,

2. HEEBATEITEEM Active Directory FAIEHRAISEMN AT EARES K BELTR
=
a. SMITENEE > KB > Windows iR > R2RE > A FEE > RL2&T,
b. MNiEE4Iss  ArEEMABRESEFRITENKS,
c. ERENHKHIZEMN <REZSE

d. FEANRERF[FAFIZEENUTENKSCIRENREEATEATNR, (FHIRE
Kk, BROEZNBEVERAFARDNR, ) F2RMMATEINAR K,

/A Warning
MRENKRZRREANZEEALNBSKS . BORESHBRIENAS. 8
AREMABEEFARNNELLRE, Bk , MRFENZEERSMNBRSKS FNEEH
A, RIS X LERERNINE R,

3. TEHRBERIFER FRAFSHEFEEEHIZE _£1Z1T gpupdate /force,

4. F HKLM\ System\ CCS\ Control\ SAM — “ComputerAccountReuseAllowList” ¥ it R 2 & 1E
7t 7 Fi&#RY SDDL., B2 F shmEEM k.

E i Amazon FSx FRE K~ 108


https://support.microsoft.com/en-us/topic/kb5020276-netjoin-domain-join-hardening-changes-2b65a0f3-1f4c-42ef-ac0f-1caaf421baf8#bkmk_take_action
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5, ZHMA—BARET 2023 F9 A 12 BHEESRAEFNITEN. BREBEPIIEHHEH -
WAEBZITENKS, . 2EEAREEMERAKE AiZNetJoinLegacyAccountReuseZ 4 (IR E N
1), MBHMAKLY , HEE c:\windows\debug\netsetup.log,

Wi BITEER Active Directory B3

& A LAE A Amazon Web Services BIE#24|A . APl 42 BITEER Active Directory Bl B E 3 #Y
B Amazon CLI , A IR,

FHXHRENBETEEN Active Directory BLB R , ERNAEHN , XHREHIRES LN B{#
NEEEH. EFTRE , RS ETA, Active Directory BEEFH AT8eEE /L S FRET Ko

iR A PR R
EXHREFMAEEEONEFEN R4 , BALEEENEMNLEN 10 MIEEF.

Updates

1 &
Update type Target value Status Progress % Request time 'y
Storage capacity 154 @ Completed - 2020-05-22T712:14:58-04:00
Throughput capacity 64 @ Completed - 2020-05-22T12:14:50-04:00
Throughput capacity 128 @ Completed - 2020-05-21T13:55:58-04:00
Storage capacity 140 @ Completed - 2020-05-21T13:55:30-04:00
Storage capacity 122 @ Completed - 2020-05-18T11:36:33-04:00

FFBITEEMN Active Directory BT , B LEFLUTEE,

ERTRE
XIFHUREMT ¢

 DNS fR%525 IP i
« ARSSIK P AR
B#rME

EFNHRGEBEMENINAEE XTREKFZIEES , RETAFE , KFRTFNTEER
S 2,
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L7

P EFIRS. W FBHITEEM Active Directory EHT , TJREMNEM TR :

« fF43E — Amazon FSx BEWEIE#FHER , BERFFHIEE,

- HE@@ P — Amazon FSx [EFEANEEHER,

- BN - XHREEFHMRITH.

« KM -NHREEHAY, EEES (7)) IEFRAMBFAER.
HEBS L

UERESENERE RN EREETNHE,
& 5K At [H]

Amazon FSx W E|E #Fig /& R RTaEl,

5/ Amazon CLI 1 API Y5 E #7

#& 1] LA F describe-file-systems Amazon CLI @555 DescribeFileSystemsAPI @ 4E & & M s 12 IF fE 33
THNXHREEHRIER, AdninistrativeActions HAIHERHEBRREREMW 10 MRIEEFTIR
(=

LRRBIERT CLI 855 describe-file-systems MMM, WMHEERTHMNEREEN Active
Directory X FREE#-

"OwnerId": "111122223333",

"StorageCapacity": 1000,
"AdministrativeActions": [
{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1581694766.757,
"Status": "PENDING",
"TargetFileSystemValues": {
"WindowsConfiguration": {
"SelfManagedActiveDirectoryConfiguration": {
"UserName": "serviceUser",

}
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https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
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FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1619032957.759,

"Status": "FAILED",

"TargetFileSystemValues": {

"WindowsConfiguration": {
"SelfManagedActiveDirectoryConfiguration": {
"DnsIps": [

"10.0.138.161"

I
"FailureDetails": {
"Message": "Failure details message."
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FSx for Windows File Server &g

FSx for Windows File Server BRIt X H RSB BEIE TR B & HEEE R, U TRXT Amazon FSx
NHREMRENBLE | SUR T o AtaeE EE TS AN MR RN ITIL,
£

« XHRGIHERE

- HttMger BEEmM

o HHEEOXMRER T

« EREENELEEDRA

o FHEBEEX MERER R

« Rl FREENEFLHEE

+ ffH CloudWatch fs¥rfT B AL

s XHRGMENTHEE

M RGERE

A FSx for Windows File Server X4 RAHHSE FHLIBER Windows X 4R S585 F — 4H i i E 3
HRESB[NFEEDUELAK. BEXHRSHBEARENFEEZFRIEEZEHEHIEN M,

TE%BE T t0fa M FSx for Windows File Server X4 R &1 A1 53R

File server Storage volumes
Key property: Throughput capacity Key properties: Storage configuration (Storage
capacity, Storage type, SSD IOPS)

EI NetworkThroughput FileServerDiskThroughput DiskThroughput (HDD)
—S

Network /0 — Disk I/0 —
@ —_ — . S—
—= -| _l

FileS Diskl — ——
ileServerDisklops
El p Disklops (SSD) — —
—= CPUUtilization
MemoryUtilization

HEFRBRFEEAFEFTOREN  SEREFEAMSE /10 EERHAERHBERNET K, X
HRSR/RTENUERIRNEAUE ., XPHFETRERIRT ML /0 REMAFEFHAD,

M REGrERE 112
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HEFRBEFAEZFTOREN , XARSHFELFEENEE /0 NHEBRIIBEAUE. AT,
BRENMLE /0 NXHRSRIBHRET M i, XMHIE RIAYEREHRMLSE /0 BREIFMEEE 1/0 BRFIR
Eo

ML 1/0 HEEM X RS BRAFEFHAXMHFRENELENDRE, WE /O HEBFHENNFHEE
HAERE, EBNNHRETURTNRAME 1/0 M6 ( SEUEFHLENHE IOPS K3 ) RUTH
EPREN—T7 :

- MHRSHFEENEE /O MR  ETENXHREEENTULED.
- BHEREERHUNBE /0 HRds (FREE. FHRENENMHREERER SSD IOPS 4

Ao

Hi g S E M
AFERCHRGMENRBERQFEIICR, FHBFNSY 10 BIEK (I0PS) .
HESR

FSx for Windows File Server X RGE2EXARENAFETF , NEFFHNWHBERIREN L EW R
R, WTFAERNESEFNEE  BEEBLEREEFME LT /0 RAEH XHFIEE , Amazon
FSx MESER (SSD ) FREHTEV RO XHRIELR |, EEEFEE (HDD ) FHIEHEMIBKE
PR,

FHEMN IOPS

Amazon FSx X# R4 EFTE Amazon FSx B Y Amazon Web Services X13 F 2t &S 2Gbps
HHEF 80000I0PS , EEERI ( HFHFRILMILE ) . ZEEFEIP (BBXIM ). EERZ (K
ZABM ) BMHEX (ZRZ ), DAMKX (KR ) MLA#HKX (#FHmE ) ZE 12Gbps HHER
400000I10PS, ZBH THEAHAUEXHRE LRI EAFHER IOPS HEURT XH RSN FHEE
h., FHAENFHER  URIEAZNMER , BN TEEN KN,

BEFimfERe

f&Bh Amazon FSx , BB ENEFIRIARXHRE , NIREBZENEFLEMN IOPS &

3. Amazon FSx ¥ SMB Z @i, I IheefE Amazon FSx RE NIFRI XU REN BN P iRIRMS
GBps EHEM 177 IOPS, SMB ZBERXEEFHMRF R Z B RENFEHSANMEIERE , SRR
EMETFR , NMBERALRAE, RE Windows X35 SMB EEAKREERICRE , BZREEF
TTRE , KR EEATABETRE SMB EEXE.
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]
ZRIE 1 BE

ETXHANIEABBEELTRIERES , ARIRELMRIZNE /0 BH , BMARECEHBAEN
ZREE. AT XFERETHERR , RT XHREAUEXIREFHEERES , Amazon FSx EZH#
- ENREEESERERIEE , LA TS /0 MEE /0 #1E. Amazon FSx £ 1/0 ]I
HLE, REFEOFNARSESFLEN IOPS , IS XHRENELEN IOPS AEETHEAARBIAT
NHRELBRRY , RFAIBERT /0 RIENEARLE I

8 0 XY 1 BB AY S0

BHEENREUTILRXRERIEEE

« M4 /O - XHFBRSS BR @ 15 1A LAY B P i 4R 1 S AR R VIR o
« XHFBRSSER CPU A7 - A TREXHBENITEERERBRNE FRIASFEEEINAER.
« W& /0 - XHRSBF/IFXHRSF[NEFEE ZHEE /0 BIRE,

TREFEANABTEINTNEFLENEETURIHHZFARIIME /0 ( FHER IOPS ) MEE /0 (&
HEMIOPS) , URAATFEFNXFESRENRNE FRIAESAEINNEFE. EREFH
Amazon FSx API 2 CLI B} , BRI BLUERE TER 32 JKHE4F (MBps ) EMREENE S , BiFicE
XRRBER TR L AR , MmEE>=TERR,

(@ Note

WOEE | AT X ZH 4,608 MBps R ERBIBEME S | ZEFRE (BERUMALE ) .
ZEEN (RYNN ). ZEFRD (AZHEMN ). WMBLE (BR2) . TA®K (F%) A
WA X (FHH ) .

ML 1/10 MNTF

FSx HLEEN MEHFLE (MBp) M £& IOPS M7F (GB)
( MBps )
B R (BXRLD
)
32 32 600 F 4
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FSx &M BE

( MBps )
64

128

256

512
1024
2048
4608
6144
9216

12288

W& 1/0

FSx &FMEE D

( MBps )

32
64

128
256

512

MEEHLE (MBp)

64
150
300
600
1,500
3,125
9,375
12,500
18,750

21,250

600
1,250
1,250

1,250

WiHEATE (MBps)

B-9:3

32
64

128
256

512

R (BR30F
)

260
350
600

600

M 4% 10PS

Ba

H+H

HEA

W& IOPS

B-9:3

2K
4K
6K
10K

20K

M#F (GB)

16
32

72

144
192
256
384

512

R (/BR30F

)
12K
16K
20K

20K

Fag M tae
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FSx &MLEE Wi AFHE (MBps) Wi# IOPS

( MBps )

1024 1,024 - 40K _
2048 2,048 - 80K -
4608 4,608 - 150K -
6144 6,144 - 200K _
9216 9,216' - 300K’ -
12288 12,288 - 400K’ -
® Note

"MBAHS A AR HREBFLAEDF 9,216 5 12,288 MBps , NN B A 7 & H9 HE AL 19 R 41

£ 9,000 MBps # 262,500 IOPS LA, &N , N FAAEZAAXXHREWEEURE, FiE

BUNARXHRENERNBEAREBEURFEHMERENRS , BHOXHRETXIFRFBR
R MERERR

IR IEEN AR DR 5]

L& {FEH Amazon Web Services Management Console 8l X# RSkt , Amazon FSx 2B ELREE
NEEAEEINEHNIHREEREENTLAE IR . BREENTUHAEINZEABEEASHIT
ERE , BETNREREEEN , ARBRENTLEESD , UERIEATNER, fln, IRENT
FERRFER 1GBps WREREXHRE , NALEEED 1024MBps HEREED, TRETHEE
NE®AE  RUXHRENREHEERLEEDRT.

SSD #i&"& (GiB) HDD #f& & & (GiB) RIKHEERMLBED (Mbps)
&% 640 &% 3200 32
641 £ 1280 3201 £ 6400 64
1281 £ 2560 6401 2 12800 128

EREMLEE 116
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SSD A& (GB) HDD #Zf & & ( GiB) BIK#EFLEED (Mbps )
2561 & 5120 12801 £ 25600 256
5121 & 10240 25601 & 51200 512
10241 Z 20480 >51200 1024
>20480 NA 2048

EREERENEFLERN , ENERITNEXHREGE LERANIIEE. Sl , ERAZFEIA TR
ENEFHEIRSEMPIFABN =6 , UBRXHFRSH[EBETAN /0 HERETEFETE
N, MREBBEATEELRERR , INBESXHRENELEDXEKNNEFE , ABRZAFERU
BNEN B KR,

tl@FMREN G , B ER LA T RARKE, BXESER , HEH EEFURED.

IERLUEE EE Amazon FSx 25 A RGN ERE > MREATF |, W2 TN X RS IR[MERER
BRHRAR , ARGEREEBHELEDNE R, FHMBWETMESRERHTE , U FREERE
MEERNES TEARNMEER. XTEZTARKXHRS , RINEBWENAEXHRELE,, Fiae
NERMITRIARS PEHRREN A REBREN THEARWENE , HBRECSMEZBHEMLEE
B it X BN R ER T, EXESEEL , BSH R X REET.

TR B B X 1 BE R S

NHRGENFERE, FHEXEMN SSD IOPS R MALMN RSN E 1/0 thaE. BALUEEX
LHRR , RENEN TEARRHUENEERS.

R LABERT B INF BB NY /B SSD IOPS, AXEZER , 2 EEFMEE M EE SSD
IOPS, B aI LU 4RGN HDD FRB AL S SSD FiERE., AXESER , HEH EEXH
REFHRE,

B X RGERB AT RIAR DR HE FHLEMN IOPS :

2yl WEBUHE 8 TB FHER W% IOPS ( F#HWE TiB)
( MBps ) ]
SSD 750 3000’
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FhERE HEAUE 8 TB F#EER  #aE IOPS (FHWE TB)
(MBps ) ]
HDD Hiff12; B 80 (BAXH  EHE12; 3R 80

R4 8% 1Gbps)

® Note

'SYF XA SSD EHEMN MRS | BA LB IOPS , | A LA 500 IOPS/GIB 12
fi& , 400,000 IOPS/XH &%,

HDD Zeig %8¢

X4 F HDD 7% , Amazon FSx EFIREBERERRESHRE, BN NRESHELETHE  IBRA
FHERITNEE, SANPEREENREFHE ARG TAMMEBERINEE, RANSERS
MEEFHENMREFHE, BRI BS | ©UREKFES /0 WEE B K.

HDD F#BHNATAFLERATARXEKRT !

(Volume size) x (Credit accumulation rate per TiB) = Throughput

X F 1TiB HDD # |, i &t 2R %% 80MiBps , B 5L 12MiBps HEEIESR | BSAEH 1TB

VAN
R]Jo

BIETEAR , HDD ERBTHSHINEENMEEEZR, IOPS ZEFEHERABIE RS Bl & 1aE
TF#., DiskThroughputBalance EfrfRMtEXHMA T EMEE I0PS A RN REN S RANE
B filan , MR THEASEE 7 EAHE HDD IOPS BR#l ( 8 TiB & 12 )X IOPS ) , NIE# IOPS A
£ (HDD ) H&TF 100% , XS HREUS RIFFERK , W0 DiskThroughputBalance IEFRFI R
ATIETHESRBREHEDNBKFEN /10, BUEEERTUTEREZ—

« BUNTEREE /10 FR , LEMNZTRER S R,
- WINXHRENEHERE | RRESEAEKFH#EE IOPS,

« ARIXHRGLAER SSD 7% , RUESEMBKTHHE IOPS , UEEHFIHICE THEARNE
Ko

HDD ZRif &8 118



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
T FEBENELEE

LUTRBIEAT FRAENTLE I RSN,

ElEA 2 TiB HDD A EH 32 MBps EHENNXHREEFUTHERLERT :

- MEZELE - BE/H 32 MBps FZR1E 600 MBps ( S EFMHEENIK )
- HHEATE - B 24 MBps FZ1E 160 MBps , XU THEFRIEH —1 :
s ETXHRENELESD , XMHRSEZIFVHESTEER TN 32 Mbps E/ER 260 Mbps Z018

- BEGHELANSE  FHESTIBNHEFLEKTER 24 Mbps ( 12 MBps/TB * 2 TiB ) E4
160 Mbps 224 ( 80 MBps/TiB * 2 TiB )

Rt , HE 4RGN TEABREBRMASIE 32 MBps HEEFLEF 600 MBps WREFLE |
ATHREFENHRSHENFEETLERRNBERNTXHRE , URGEIE 24 MBps WEEFHE
# 160 MBps KYRIBHEME , AT HTEFRW T MEEXN BN NITHXHERE,

£ CloudWatch I15¥rEE M 8E

O] LAEF Amazon CloudWatch R EME RN HRENEFELEL R IOPS, EXEZEERE |, B5H
£ Amazon CloudWatch ¥#2,

MRS ERER B HE

FSx for Windows File Server X RGN REER T ZANRE |, SEMEINHREWRE., XHRE
MEEFRXURBEANINEEEENRR  SINESEBERBRIE FAIAR, EXTHXHREMENE
Z{ER , F3 ¥ FSx for Windows File Server Mg,

F&

s MAAERNHREHEFLERM IOPS RE ?

o MK 1/O MBE 110 BHAKXE ? RHLENME /0 S#E 1/0 FE 2

« N ABIERHME /0 RIK , CPUBIAEFENARNMARS ?

c FARRE? BNXHRGEFERTZSORE? REQHBATHASREML?
c BEBENMETHLEES —RES  REFEBEFIXNARSHNEED ?

- BEREREX , RNIZELOD ?

R FRERAEMELEED 119
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MTEERN X HFREHNELEN IOPS BRE 2
BEEXHRANBLRA IOPS R4 , BREMBFUENSHAMEKTR,

PI4E 1/0 MBE 110 B ARXR ? ATAKRHMNE /10 5#E /10 7E ?

Amazon FSx X RE B — N RSB XIS R , XERS B[EL WS 0@ 75 R X4 RS FFimiRE
BiE, XRME /0, XABFHBEAREAFEFREBZEHRBIENER. XHRSI[ESFTFR
ERXIRENHREBENERS. X2HE /0, TEREBET Amazon FSx X4 RS M EMEE

/0.
Network /O metrics File server metrics Disk /O metrics Storage volume metrics
Cl = . ETE
— — —
Storage capacity metrics

BEXEZER |, B2 £H Amazon CloudWatch %#2,
NAALEMERAMNE /0 RIK , CPU AFMARMARS ?

N HBRS 2R CPU MR ARFXER T EMIENMERE , RERTEEXM4 RS LB R I8,
AR E T RIX L RE AT RES M CPU M FRIA =,

EE#THESRERBRELTERSBEERNT. EAMERESHERRFLNEE , UERERNFE
Ro Bl , EAILUFHLCRBIAH I EXRBE R NHREIT , RERELICH RN 44K/
R BIMNEBWHEERENBRELEEN EXHRENBKEINZRBEEZET. BXESER , F5
B B B S BRI BR R R 17 Ao

WREERATETHRMNRERE  WARKERLRAFEFRIHXALAER , REEFET BIAFL
MEIEB R , B2 CPU MIARRE., AXEZEER , 55 (Microsoft 73X ) FHIX fr & ZE
RE T HRE B

WEXHRSEEFLEMN IOPS R4 120


https://docs.microsoft.com/en-us/windows-server/storage/dfs-namespaces/enable-access-based-enumeration-on-a-namespace
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TARRE? BNXHRGEEATZORE? REQIBATHSREFL?

ETXHANIEABBELTRIERS , ARSRELEMEENS /0 BAH , EMARE BB Z R
o AT XFEXLETHERBRE | RT XHREATULERFNEEEESI | Amazon FSx B HHE — BRAY
RN ZRIEEESREMINEE , AT /0 MELE 1/0 B1E,

Amazon FSx &£/ /10 REHF , REFHIRARSEEFLEM IOPS , IS XH4HREHNEHEFN
IOPS FHEERTEEHERFN , XMHFRELRRKH , AU ELEZNXBEIEERFIFNRE (&
SERERE ) HEAXERY. BARAXHRENRERENSENBANESES , FSH FSx for

Windows File Server 1%£#E,

BELEZNMETE LS —RES , RFEEAXNHRENEED ?

FRMAEHEISEY FRRE , EAEERT SR XHFR

BEREMERTEENES , EHKIIN 514
B, BNMRTIREEUNERE SN XHRE AT RETTER

T
SGREFR. EAT—EEREEEFTEENK
BN THEABER,

il
[

NMRSHEBEENITEAEHTAE  AAETITEF2BE , BATRBEMERER N Z T EIZARK
MAARAERZEN, BER K MRSHEENIEARRHRETEAR , ARSIt E2EFEEEM
Bl RINBWERREUNERERESXHRS /TR (BLEMNELED ) RS FHSEMLE (BY
BinFEAE5M HDD t1#E) SSD 7 ) »

® Note
RUEVHRGEMHAREQHERE /0 HeERIR , H Ui A tEESE. .

- FERAREY BRI BRSENEEEHE W BINEEETEH R XFREMEE PATR

s NFZAARNHRSG , FHELT R, BHERRTAXTHEEHLSHEIRARER
MEMBHMESH., EHBEAENTAREERBEEE F XM RS IR RS
22 E#HITEZ , Windows Server IZ{THEIER SN ARELEFEE 110 BR. BXES
BE ,BF2H EERHEN.

BNERENER , HEZEOW ?

EXHRGEYT . EMRBAFERURTARXTATAN , RAARXHARESHATTAER, X
RetEA , BT T A

TARRE? BNXHREERTZLORE ? REQHBATHEREMNL? 121
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HZAAXEES , Amazon FSx 2B ERETHXPEEMEF —MERAXHRSER. WRXHER
SUEF HITRIARS M, Amazon FSx BE S HIAREBIZANHRSSR , LELTHFEATTRA
AHEIFEBE, EENXHEREHITAMEBN AN AN RENENER , ERTEEN AT A,

BWIERENELX , AZELS ? 122
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FSx A Windows X REHITEE

Amazon FSx Rt L EEIhEE , IHBEBEMNEE MY B Amazon FSx for Windows X # k5588

XHRG , UHERETH TN ITERARNAFPERUARALHEENESAER. U T2EATUFEH

Amazon CLI 1 APl Amazon Web Services BEE#E#H A, ATEEEER Amazon FSx CLI FlR4E
Microsoft Windows Server B25H PowerShel BB — & X HRE BB TR,

- FRERE

- frfERE

+ SSD IOPS

- B

- DNS 3%

- ESHERIRR
< FTFEIA

« TFREECE

« XHHREL
- XHHRE

UTHAINATETRANXGEREEEDRENRE, BIMNEMTEEXREDAERESEBE RN EFE
o, HRHE T ERNRESE,

£l

+ Amazon FSx XHRFERE

« ¥ Amazon FSx CLI i F PowerShell

B3 Amazon FSx iz PowerShell &%

£ Amazon FSx CLI #{TiI2 BN — XM X4 R KRB ES PowerShell
« XA Amazon FSx CLI # 1T BEHEBR PowerShell

s XHRREF R

- EREBALFNE

- &% DNS 318

- AR SENITIFN XS

s XHRFSBHRBREEE I FSx B Windows XH RS 88

123
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- &I FSx for Windows File Server #1746k
- ff DFS H& %A

- EERUEE

- BEEMBERR

« 73 Amazon FSx & RMEARE

o £ Amazon CLI BSR4

Amazon FSx X4 RSIRS

BALAE AT S FSx ##]&. Amazon CLI @55 describe-file-systemssl AP| #24E&E & ¥ FSx

X HREHIRADescribeFileSystems,

N RGRAS
AVAILABLE
CREATING
DELETING
UPDATING

MISCONFIGURED

MISCONFIGURED_UNAVAILABLE

FAILED

L

SH REA T ERRS | TABRH TEEA,
5% FSx TEAE 81 — Ml S R4
5% FSx EARMBIE X4 RE.

X REER TR REWEH.

T I&/9 Active Directory SREX £ T L , X
BRELTFZHRS. BN XHERETH
A, REFAETRAMNRE , HEETRESE
BERB. BEXMETAMNESEFEL , BSHEX
HRELATFEREHRRS.

B F &1 Active Directory SREX £ T 1L , X
HREHTTTH,. BXRETAENESE
B, ESRAXHREL TREERRS.

o EBIEFHMHRSET FSx , Amazon To3E 8l
BIEWNXHRS,

« XHRERTH
s XHRSGHIMWE , Amazon FSx TiEIRE,

Amazon FSx XHRERAS

124


https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
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XHERGERAS B EA
« FSx Amazon TEBIEZ 4.

% Amazon FSx CLI FF PowerShell

RE A E {58 Amazon FSx CLI #1TIZRZEEIE PowerShell , M FSx Windows X4 Z&HIT
XHREEEES, BHBALUER Microsoft Windows BAERFEAFRE ( GUI ) kKT o EEE

%o

EFRFEEREEK Amazon FSx CLI PowerShell A X HREEBERATMAFEENH RS, EE
Windows File Server X R4 E B ZnFE PowerShell 21 , BEZEERELUT EREZH : FSx

. BEEZBISHEM for Windows XHFIRFEEXHREEBEMLKIERE FSx B9 Windows 1T &E3£4l,

s UNHREEE QAR RN G HES Windows THEEHl, REERA Amazon Managed Microsoft
ADHI=Z “Amazon Eifk FSxEER" H, MREFEANZEHITEER Microsoft Active Directory , 1X
EEHEERERAARNECEUBNXHFRENNEREENEENH, BXEZER , 520 FHAETER
Active Directory BY#Y &R{EEE.

o XHREH VPC ZEAAWAN IR O 5985 LEVRE.

AT iEEEM Amazon FSx CLI PowerShell A T L2 ThaE :

« {#F Kerberos &RRIEX AP &ZiIE# T BRI,
« £ Kerberos EZENEF RN X REC ENEELFTEEH TN,

LA LB Wit A RE Amazon FSx XERSE LETERERE CLI &

o RAILAE M KATEDE{THIIZTE PowerShell 2 FH ELEFERIETHS .

o BALAMEHAInvoke-CommandRETENRTHENG SR , MEFRIL KN EEITHIZRE
PowerShell £i&.

NMRERETEHNEHENSHERZATREEESDS , WEEMFHA Invoke-Command,

 Amazon FSx CLI FF PowerShell 125
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® Note

NTZARAXXGRS , BREEXHREEAEEEXHRS SRER Amazon FSx CLI #
TEEEE, AXESER  FoH THAMERAM  REUARNS TAXXHRS.

BEEMFHAXHRSEH Windows IZFE PowerShell i & 8215 A =2 R 5585 PowerShell, 4l

m, ZREEERSARXA amznfsxctlyaalk.ActiveDirectory-DNS-name #&= , Lt
amznfsxctlyaalk.corp.example.com, ZBAUAFEANZMLZLENM < LEXHREFHAEFEER
M Amazon Web Services BIEEHIA FHRERIKKLB M. £/ Amazon CLI describe-file-
systems@ S EEMA FIREIFRemoteAdministrationEndpoint/& %,

&R LAER Get-Command cmdlet £ REXF A AR cmdlet, BHBMBIBAIESR. PowerShel BXE
Z{E 8 , 15 H Microsoft Get-Command 314,

& m LAE FSx ¢ Invoke-Command mdlet Xt X4 %% L #Y PowerShell #1217 Amazon CLI #
TEREE CLl, FRAUTIEE ;

PS C:\Users\delegateadmin> Invoke-Command -ComputerName
amznfsxctlyaalk.corp.example.com -ConfigurationName FSxRemoteAdmin -scriptblock { fsx-
command}

BRUMMTE for Windows X RSB X MRS LB KFmiziE PowerShell £1& FSx KA , 5 H

B3 Amazon FSx izf& PowerShell £1&

JB3) Amazon FSx =2 PowerShell £1i&

AEBRMBEAERE Windows RS ES RS 88 LB 3 K HII#E PowerShell &1% FSx Vi,

EENXH RS EB3hniE PowerShell £1F

1. EREECBNERSNERMNER FSx BEERARANAR |, EEIELNXEREEEME
EEWNITE XA,

2. Eit&E sl E PowerShell TFF Windows & O,

3. 74 PowerShell , i A T a5 L RS E) Amazon FSx XHRE LT — N KHBEENIZES
. Remote-PowerShell-Endpoint&EiR N EEEMNXHREH Windows = PowerShell %
Mo A FsxRemoteAdmin EN L FEE S #ro

J23h Amazon FSx izf2 PowerShell £1& 126


https://docs.amazonaws.cn/v2/documentation/api/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/v2/documentation/api/latest/reference/fsx/describe-file-systems.html
https://learn.microsoft.com/en-us/powershell/module/microsoft.powershell.core/get-command?view=powershell-7.3
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PS C:\Users\delegateadmin> entex-pssession -ComputexName Remote-PowerShell-Endpoint
-ConfigurationName FsxRemoteAdmin
[fs-0123456789abcdef@]: PS>

MEBEZHEHI T Z Amazon Act FSx ive Directory B —2 2 , MRZLEBHEODIRTERA
RAFIE$H, MAER FSx BB RAAK R NAFPNER, ﬁﬂ%i@ﬂﬁﬁdﬁﬂamlﬂi NREFFE
RIEREEIL,

/A Important

MREFEANZBITEEM Active Directory FiiE #HE?&EE@E’J Active Directory ¢
FHIRENER TEHRRSMHKS , Windows Remote PowerShell i R AIES X ETL, B
XEZER |, HSH TR Amazon FSx RSk THREZ#E,

£ Amazon FSx CLI #1TIZREEEBHN — I XHRRIREES
PowerShell

1£ PowerShellfi 5 EEALLT Amazon FSx CLI #{TIZRREE , RBERIINRESRIRERS B IHR
,Jb iE{E%O

BEFHEEER

ERAATHTREEXHRENFREEE.
- ERMATRTEEEREMERR , BETUATHT.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Enable-FsxDedup }

HE , ERAUTHSEX4 QR LN XHNTESERIERRRRE  TEEAREXHFHR,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Set-FSxDedupConfiguration -MinimumFileAgeDays 0 }

BXREZER  F5H BIES HEMR BRKEEF# KA.

—REXHREREES 127
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« FAATHSHAEREEXATHAFEERA , 2EXANATHRERN , FATEHMIT,

$QuotalLimit = Quota limit in bytes
$QuotaWarningLimit = Quota warning threshold in bytes

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName

FSxRemoteAdmin -ScriptBlock { Enable-FSxUserQuotas -Track -DefaultLimit
$Using:QuotaLimit -DefaultWarninglLimit $Using:QuotaWarninglLimit }

BREZER , FE5H EEFMEH,

PR TEIA , ERELR 8% 3 M SRR E 2 SARTAY AR A
BRBIARER (THEELF 7 ANFF 12 2) FRETEE  mFFR.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Set-FsxShadowStorage -Default }

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Set-FsxShadowCopySchedule -Default -Confirm:$False}

BXESEL  WEH REY TEEEARAEHMITL.
AR I 2 AR N

LT an S E R S M X R & P i 58 i 3 o

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Set-FsxSmbServerConfiguration -EncryptData $True -
RejectUnencryptedAccess $True -Confirm:$False}

ERBLRAFMBI NS | FaEHaEENEF S inER NEEINEE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock { Close-FSxSmbSession -Confirm:$False}

BXREZER  REREERERRPMENA S SEMITITH XM,

BRAZTEA | EHEAP BTN RIRE I LA BTH AR

128
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3Ji5 18 Amazon FSx CLI # 1T FEHERR PowerShell

S HELEMFEH Remote EEBINHRENEERRERZ PowerShell , BEMEREBEE S D PR |
WM TR

EEARRETARINEREE Windows 2 PowerShell iR , & AJ LU TEARMEREN R, Hlan
WA LB TT test-netconnection endpoint -port 5985 @i,

NHRGENREARD VTR PowerShell EHFT TR A LGN

NHRENZEEANMNE RFIRA 5985 EREM AN | FEER T IZFE PowerShell £iF. BXE
ZELR |, {55 Amazon VPC 44,

YR1E Amazon F£E M Microsoft &z B FFMIRM At 5z B F2BIEE T 70
EE

A (=]

EfH PowerShell 748 Kerberos % iEA Amazon FSx Remote , BEBHE R g L A HKE R
IRFEEA AR, AXEZELR , 535 Microsoft X#4 Configure Kerberos Forest Search
Order ( KFSO ) »

238 DI FE S PowerShell iF8 HIE S AL 4 iR

IREETE -SessionOption (New-PSSessionOption -uiCulture "en-US") saSHRMET

O A
op ™

. -SessionOption

UTREXHRS LB ZESL PowerShell i%-SessionOptionft A FE AN KB,

PS C:\Users\delegateadmin> Invoke-Command -ComputerName Windows Remote PowerShell
Endpoint -ConfigurationName FSxRemoteAdmin -scriptblock {fsx-command} -SessionOption
(New-PSSessionOption -uiCulture "en-US")

PS C:\Users\delegateadmin> Entexr-Pssession -ComputexName Windows Remote PowerShell
Endpoint -ConfigurationName FsxRemoteAdmin -SessionOption (New-PSSessionOption -
uiCulture "en-US")

MRS 4 BT ER

53 FSx Mk Windows X4+ AR5 22t HEAYBLER Windows Server AT BIITRRIFERD. 437 A
BIBE W4 RAETT 1A R B4R B M e (B, 8 7] BUE SIS R Se A B 48 & 447 BT ERAY T iR il o 2SR

X315 1A Amazon FSx CLI #1T#EHEBR PowerShell 129


https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/hh921473(v=ws.10)?redirectedfrom=MSDN
https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/hh921473(v=ws.10)?redirectedfrom=MSDN
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BAREBENE , RESMIADE 30 DHBOEF T RITR. EFNERNFEFNEBRTSINEE , 85
#7EE , ARESTHRXHERSH , REMRSSH[ZAEF BB X ENEAXHFREEDHTRSL
HWdRE. BXEZER , B0 HEEBIE,

FSx for Windows File Server St F & A4 ot BRI FT 1A B [B) BUE R M) THE A B FABREER, BT LL
BREEZENEERLETHENITRANE  BEELE 14 R —REF R AR, WRELXMANT
BIEERE 14 RNLHLEPBE D , FSx N Windows File Server &4 &4 T4 RE: , LWRRHEZ S
MATEME, EXNARBENHREEFNBRARNENESER , B5H EXEALTF R,

EEISESR , EHNETHXXHERGEREATTRRES , ZRSEE 2L 20 54, SARAXXXMH
REFRFBARRS , FAPIEEENZRAXHRSF[ZARITAYEBNARENINE. BRESZE
B, SR HEEBEE, ATZATRARXXARENEHIREIENHRSHFZENRBEBNRNE
RE , R HEIE | A0 Bk XA ARS8 & B SO BRSS 28 2 Rl B 5 R A VR AR R B R4
N T REEFEE , BRIOBIOFEST BT RZHE X RE AR R DRI ZE R TR,

(® Note

T HEREP ST ERNOBIETE M , Amazon FSx for Windows File Server 21 £ FFa2
RN EEXHRENEKEZ#ESNTEFLEBE ARE,

BSR4 TR

FSx for Windows File Server RF R EE N H RGN LY IR TFE |, LENEN TEARNREE
Ko BAILLEA Amazon Web Services B2 #|& Amazon CLI, 1 Amazon FSx API EXE B4
BT EREVFF SRt iEl |, aNEA NI RBATIR,

E R4 RN E (268 )

1. ¥TFF Amazon FSx 2 #l& , Mtk J9https://console.aws.amazon.com/fsx/o
EEMNSMEREREXHRE,

REREFRFHLEF BN XHRE, BHERXHREFHAEERE.
REEE  2ERNHREEERREER.

REEH , cEREREFNRED,
RMALHLEB AL RIT BN BN E,
ERREFUARFENER, REEMRPFERFRLER T REE,

N o o M DN

EREREF TR 130


https://console.amazonaws.cn/fsx/
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E A update-file-systemCLI S T EXEB AL EOHNFFHEETE , SN ERH Amazon CLI B34
R%

EIE DNS 3%

BR T Amazon FSx {2HMERIAE A RS (DNS) B , BET LG B 2 EEFEH DNS 58 5E80 X4+
REMKEK, FHADNS 5lH , EFXHREFHENEITB I S FSx B , BAIAKREFERAINE
DNS & #1074 £ Amazon LHIEIE FSx , MEZEEHETM I ESNARERF.

BT LUK DNS 318 5 Windows MRS B X HREHF 52 FMIAE FSx 5B XxBk , LA AEFRH
B RBFXHREE |, £ Amazon Web Services EE 2 4|& 1 Amazon CLI1TXREt, BXHEZ T
LUK 50 4 DNS 318 5 — N XH RS KB,

@ Note
EEZRIZFATE 2020 £ 11 B 9 H FSx 4 12:00 25812 K Windows X4 RE /X H RS
Y DNS 58, ZEEXERIEATE 2020 £11 A 9 HTH 12:00 2RISR XH RS L6E
FA DNS 3|8 , ERITUOTIEE -
1. BN EXHRG, BEXEZELR , BSR EHAFBEIEZD.
2. BRMPIMERFHOXHRE. EXEZELR , BSR GZ2HEEEN ARG,

MMHRGARAE , SFREREAT FRENE SR DNS 318 T RIZXXHFR L,

(® Note

LA RS BRIR BT L TE Active Directory REITIT/E , 3 BE&E FE A S E0 DNS 1244
P, 55=75 DNS RMUE A SHEINT A,

FSx RAEMRMAMES B R EH % DNS ENERIA DNS B, WIS &FMXH RS
# DNS ik, MREFEANEE=7 DNS , IFEHEBE FSx XWHREFF1RE Amazon
XHREH DNS % B, AXRAXHRGERIER IP it EZES , BSRKRBBETFH
DNS £ B IEHXH4HRS P ik,

EOEF MRS |, URBY R0 EEHXARSEN , AU DNS 31& 5 Windows M HARST 283
T REWIE FSx BB HERER, BRBEZALE 50 4> DNS A& 5 - M XHRGEREK,

DNS 55 131


https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
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B 7K DNS BB XEXBIXHREN , EFHEMA DNS 3B EZIH RS |, BEMLTRITUATER
=

* A Kerberos & 3% il F in 2 Bt & AR 55 E 4 ¥ (SPNs),
o RFEFT AL H FSx XHRSEHERIA DNS ZF#5H DNS 5B EE DNS 3B id %o

BXREZELR , F5 R £/ DNS 5% 15 HE.

BB Windows XHEBEBEXHRSE FSXHW DNS JIZBEEFREUTER :

- UWARARLEESESE (FQDN ) KX,
- ANEEFRBEEHNETH (-) .
- FELEFHITARLER.

- ALERKET K.

XF DNS 5l#& , Amazon 2FFRFH FSx TN NEFH (a-z) , TREWMFAEEEN] : KEF
&, MNEFFHENERHNEANTE,

ERZHARBKEEHRERBENINE , NRELTH, MELEZHECEINBEXHRET AN XHERE
HI<BX , Amazon & BUEIRIYESREEIR FSx i Hi M Rz,

® Note

% Amazon EXH RS L FSx RNSMIBREI B B | EENBT IR ENEITERE  HNED
EINEEIXHRS, EFFIERMBBRS non-Continuously-Available ( 3E CA ) #EHNEF
I P XL AR E P ER T I

£

- DNS BIERE

« Kerberos & KiEfEH DNS 515
- EESNHRENZBH DNS 518
- ¥ DNS 51 & 53X RS MHX Bk

- EEIBXMHFRS LR DNS 5#

DNS 55 132
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DNS 5l &Z R3S

DNS 3| & AT AE BT EMREE :

- T F-DNS 5185 Amazon FSx X REHxEx,

- Bl# — Amazon FSx IEE 812 DNS 5l & H HESXHRFEREK,

« IETEMIBR — Amazon FSx IE1Ef#BR DNS 5% 5304 R 45t i < BX H 05 EL M BR o
- BIE XM — Amazon FSx Foi&fF DNS 38 53X R4 KBk,

o MIBR&M — Amazon FSx Foi:f#BR DNS 3l & X 4 R SR K BX,

Kerberos &A% UEfE A DNS 318

RINBWEEET Amazon £ ERAE T Kerberos B HHBRIEFINZ, FSxKerberos REM R 7 [H]
XHREHNEFHRERZENESMRIE. EXNEH DNS 3& HRIZRE Amazon FSx X4 REMNE -
un/3 A Kerberos B3 8HE , BAMELE S X4 RS Active Directory TTEHLXY &K LAY DNS 3 & Xt KL
Y BRSS =R E R (SPNs).

WMREETE A SPNs ctive Directory FHITTEHNR EBE 7T 2EE S — N XH RS DNS 518 , T
DMFEIFTEMIBR , SPNs RET8EFH SPNs FAMBIXHERENITENNRF, BXREZEL | ES
% 79 Kerberos BtE RS EAEEBH (SPN)

EEEXHFRSEMZATHY DNS 518

BT LAEA Amazon Web Services BEEEH|A. F APl EF L8158 FSx ¥ for Windows X RS
B HREREKH DNS B|Z2MZH , LA IR, Amazon CLI

BB S NHRLZKREKR DNS 3l#
- EARHE -ER-IMXARE  EEXHREFAGERNH, ERENXERLETF , 8 DNS
A&

« f£f CLI = API-Ef describe-file-system-aliases CLI &5 =R
DescribeFileSystemAliasesAPI ##{E,

EEE5Z M XEKAY DNS 518

- EREHE - ESMEST  ERZH0  RARLEREEEENRZH. EHESHKET , £F DNS 3
BFH

DNS 3B RES 133


https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystemAliases.html
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« M CLI 2 API-f£A describe-backups CLI #5558 DescribeBackupsAPI &4,

’ DNS 58 53 REHH KR BR

EMLFF IR FSx 73 Windows X RF 2R BI 2 F N N R AN E D IRE B FH XHRER |, aTAEA,
1 API ><Bx DNS 3% Amazon Web Services BI212#]A Amazon CLI , S0 T AR,

EBIEFH SRS RER DNS 318 ( BHE )

1. $TF Amazon FSx #%|& , Pk https://console.aws.amazon.com/fsx/o

2. BEBAITHINTER 5, SIBXHFREHRMRN S RAUBHTXH RS,

3. HEHIEXHRGOMSWIER - &S , MAEESXHRSEREK DNS &,

v Access - optional

Aliases
List any custormn DNS names that you want to associate with the file system

financials.corp.example.com
acctsrcv.corp.example.com
transactions.corp.example.com

Specify up to 50 aliases separated with commas, or put each on a new line.

4. YHNHRETAR , BEALER DNS BIB T RIZNXH RS |, HiEREERS E4EE R (SPNs)
HAZANBEFHLIZE DNS CNAME ick, BEXEZELR |, i5SH 5 DNS 32 15 R EEE,

ERIZ#FMIL D E FSx XA RS (CLI) Bf<Ek DNS 318

1. RIBH RS , EAHHE CreateFileSystemAPI #24EH Ali as [ 144% DNS 3| & SH X4 RS
P

aws fsx create-file-system \

--file-system-type WINDOWS \

--storage-capacity 2000 \

--storage-type SSD \

--subnet-ids subnet-123456 \

--windows-configuration Aliases=[financials.corp.example.com,accts-
Ircv.corp.example.com]

fF DNS 38 53X KRG xR B 134


https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeBackups.html
https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystem.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_Alias.html
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2. HXHREARE , EAILERA DNS BB 5 REXHRS , FIEAREBERS EERBF (SPNs) ,
HRizBBEHMBEIE DNS CNAME i8F. BXEZER , HS5 £/ DNS 518 i R KR,

FE3& R & D B Nl Bk DNS 314 ( CLI)

1. BENBAXHRENZHOIEN MRS , ATLUR Aliases Bt 5
CreateFileSystemFromBackupAP| ##EBSEA , M AR :

« MIABRT , BER 0 XEREVAE 3 B #B BB BIRHI X4 RS,
- EFEARNUEXHAREMAREEFNEMBIE , FEATHEEEMN Aliases B,

EXEREAM DNS 1% |, EFEM Aliases Bt , A U520 XRIKHELKE B MBEXEKAH 3
Bo

BT CLI s M AN 318 5 Amazon FSx B &4 812 # XX 4 RS M KB,

aws fsx create-file-system-from-backup \

--backup-id backup-0123456789abcdef@

--storage-capacity 2000 \

--storage-type HDD \

--subnet-ids subnet-123456 \

--windows-configuration Aliases=[transactions.corp.example.com,accts-
rcv.corp.example.com]

2. HXHREARR , BRI DNS 3B REZNHRS , FEREBRSEAEEM (SPNs) ,
FRiZBBEHMBEIE DNS CNAME iEF, BXEZER , HSH £/ DNS 518 7 R &,

EEIANHRL LR DNS 31#

BRI LAE A FEIMAE FSx B9 Windows X RS 88 X 4R 5 LA 11 Amazon Web Services BB &l &
FOBRBIH Amazon CLI , tLA TR AR,

EENHREM DNS 3IE (24 A )

1. 3¥TFF Amazon FSx #2#%I|#& , Wit R https://console.aws.amazon.com/fsx/.
2. BRINHRSE K REEBRETEHE DNS BEH Windows XHRS,
3. EMKEZRLEIMFL , %ZE DNS BIBXNNHNERE , BITfEREE DNS HIEE O,

« XEX DNS 5% - EXRERHHBIBEDR , WAZEXEKH DNS 38, EEXKEK,

EEIA X PR G LI DNS 515 %


https://docs.amazonaws.cn/fsx/latest/APIReference/API_Aliases.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystemFromBackup.html
https://console.amazonaws.cn/fsx/
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« BUHXEX DNS 28 - EHBIBIBIIRF , BEERBUERBNAE. EEBUEXEK.

A SRR B FIRPEZEEEN D BHRS. BIFFIR , EFMRD. F3E XK XHRSEHE
HRBRRZHEE 2.5 2.

4. HHIEN WA &, EALEER DNS BB LRGN X4 RS | FIEREERS 4L (SPNs)
HNZH B EHAELIZE DNS CNAME iRk, BXREZER , 551 £H DNS 3£ i R iz,

F DNS 78 5B X4 REKRE (CLI)

1. fH associate-file-system-aliases CLI s 52k AssociateFileSystemAliasesAPI #4ESY

DNS 318 538 XHREXREk.

LR CLI B3R5I B S48 E R X R G R,

aws fsx associate-file-system-aliases \
--file-system-id fs-0123456789abcdef@ \
--aliases financials.corp.example.com transfers.corp.example.com

a8 &R T Amazon FSx EEE S X HRERERH 3 & HIRES.

{
"Aliases": [
{
"Name": "financials.corp.example.com",
"Lifecycle": CREATING
},
{
"Name": "transfers.corp.example.com",
"Lifecycle": CREATING
}
]
}

2. f#f describe-file-system-aliases CLI &5 ( &% DescribeFileSystemAliasesk API 1
£ ) WS R IR IE T2 BRI Bl B IR A

3. HM{ELifecyclen AVAILABLE ( W3R ZAREFE 2.5 74 ) it , LA LAFEH DNS 5l& 15
RINXHRGE , FEREERS EHEF (SPNs) HEFHHAIE B K DNS CNAME 2%, BXE
ZER , 2 £/ DNS 5B hEEIE,

EEIA X PR G LI DNS 515 %


https://docs.amazonaws.cn/fsx/latest/APIReference/API_AssociateFileSystemAliases.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystemAliases.html
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HUH DNS 318 53X RE5HKER ( CLI)

£/ disassociate-file-system-aliases CLI @552 DisassociateFileSystemAliasesAPI

BRIFERERR DNS 3|8 EIA X4 RER KB,

LT a5 2BUE — 1N 3l 8 5 X4 REHKE,

aws fsx disassociate-file-system-aliases \
--file-system-id fs-0123456789abcdef@ \
--aliases financials.corp.example.com

a8 &R T Amazon FSx IETEEUE S X HR M RERHY 3B BPRES

{
"Aliases": [
{
"Name": "financials.corp.example.com",
"Lifecycle": DELETING
}
]
}

f£H describe-file-system-aliases CLI &% ( &[RIDescribeFileSystemAliasesT API #
£ ) BEFIEBIRES. BRIERZSHFE 2.5 58,

P & MIT IRy

B UERAREX MR TELIMEZENAF S , H7E FSx for Windows XH4HIRFSESXHR S LITH
X, “HEXHRTELBEH—ANEFNE , BTUREEZEIXHRE , URHEITIF 7 B4,
BRI LAER I T ERITUTRE :
o MRE X BIE Y5 R AXBR o

- WIFAFSENERE | XEXEAZAFITFOE U

O LAEA Windows REHREZENHE GUI TEMAFZEEEM Amazon FSx CLI PowerShell k&
BAPFSEHAITIF FSxSEAT Windows XS BN XHRS EHN ST,

P &EMITIF 89 324 137


https://docs.amazonaws.cn/fsx/latest/APIReference/API_DisassociateFileSystemAliases.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystemAliases.html
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£/ GUI EBRAFNXE

LT RRBIFEMMTE T WAERAME Windows HEXHRTEEBEAFLEMITHFLDE FSx XHRE
LRI

BHREXHKXRTE

1. BoEBHTSE EC2 324 , H[HFEEZEREMNIT I FSx XHRZEFTIAR Microsoft 531 B
o NIt , M (Amazon Directory Service BEIERE) HEkFUTIRE :
« FEEHA Windows EC2 324
« FZhIA Windows £l

2. UXHREEEAEARANRAF SHERZSIEA, £ Amazon F£EM Microsoft &3 B xH |, Z4
WHFA Amazon Eifk FSXEEB R, EEBITEEMN Microsoft Active Directory #1 |, ZAH BFR R “15
BEER K REFEALELENREHNEERAANBEENEH. BXEZEL | FSRIL I EC2
AP EEPRERERER Windows SE41,

3. HAFHEE 6 ABMFEH Run As Administrator R&E{T fsmgmt.msc. WREFITHFHAEX
#& GUI T &,

4. TEBREWH | EREREIS—EITEV.

5 flm, NFR—AIitEN , WmAZRE Amazon FSx X R & DNS 4
frfs-012345678901234567.ad-domain.com.

6. EEWEE. A5, B Amazon FSx X RENFZ B FHIAEREXHRTENFIRS,

EEAPAE (GUI)

EHEXHR TED | &R “A1E UBEFEEZE FSx B for Windows File Server X RSN FRE
Ar4iE,. MREAFPSINARFEESFEN Amazon XHRE ) FSx XHHE  NIkEEE TS
O RE MU SIE, BULUTHSEN LT (ARET ) X2, RAFEBRXASE , IO ASE
EE,

£/ GUI EBRAFMAE 138


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/launching_instance.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/join_windows_instance.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
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g2 Shared Folders — O >
File Action View Help
o= | 7E = H=
EE._ SHErEd FDldErS {FS'DCCE User - Cnmputer T}rpe .'It[:lF
@] Shares &, Admin EC2AMAZ... Windows 1
gi Sessions % :
2| Open Files Close Session
All Tasks b
Refresh
Help
£ > (| € >

EMFAAMBITNQEER  BIASEN LT (ARET ) X8 |, ERNTMAE2EER , REH
NR1E,

@i Shared Folders — O >
File Action View Help
s ol AR-a1za | HERESE 7 o
SE._ SharEd FDldErS (FS'DCCB User - Cnmputer T}rpe .'If[:lF
at| Shares &, Admin EC2AMAZ... Windows 1
gi Sess : :
- Disconnect All Sessions
| Ope
All Tasks >
View »
Refrezh
Export List...
< Help >
Dizconnect all sessions

BEEITH X (GUI)

EHEXHRTER , GRITANXHNATERERE LA FANREXH. ZARELKERTHT
NHBXAERBAF, EEAYTEREMAFEETAEEXHNRER, RFTFIIRPXMHEKE
METX (ARET ) XKE , REEEXMITFNXHE , BNAIX A BER AP T FRER S,

£/ GUI EBRAFMAE 139
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g2 Shared Folders - .
File Action View Help
o= | nFE 6= HE
z Shared Folders (F5-0CCE|| Open File Accessed By  Type
&l zhar.es | |Nsrwsve Admin Windows
E-__— GESS'DE_T D\share\Market... user 2 Windows
By ipEn Flies Close Open File
All Tasks ]
Refresh
Help
£ > £

Clase this open file

BT XM RE L PR BT RIS R R

T XHRER , REEINRE,

, BEAFANXAN ETX (ARES ) REPERKAME

g2 Shared Folders - .
File Action View Help
o= | x7 6= Hm
2| Shared Folders (F5-0CCE. Open File Accessed By Type
33._ zharles \Envsve Admin Windows
&l Essions D:\share\Market... user 2 Windows
g Ope . .
Disconnect All Open Files
All Tasks #
Wiew #
Refresh
Export List...
<
Disconnect a Help

PowerShell BT EBRAF&

B LAEH Amazon FSx CLI BEEXHREHFHNEFAFAS
PowerShell, E7 #u{afE Atk CLI ,

1 MFT I A

EMITFAXH , UEEL
555 Amazon FSx CLI AT PowerSheIIo

TRRNATATERAFSEMIT NG,

ZEEE

PowerShell i F &2 AP &FMITHF X4

140
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wme %88

Get-FSxSmbSession KREYMBEYENHRENE RN T in2 B KRS 25 H &
B (SMB ) 2iEHHEXEER.

Close-FSxSmbSession 43R SMB £1%,

Get-FSxSmbOpenFile KENEEIGRENE P imIT AN XGHNEXES.

Close-FSxSmbOpenFile KA—NEN SMB REBJ|HWHE AP —NEFimIT IR X4,

BN TRV BB P EHREFAEGTETNSZEE, EHRLLER , FzT788 2 WHns , flu
Get-FSxSmbSession -7,

YHRESHBEREEE DI FSx B Windows X IRS 28

XHRFSERFEEES (FSRM) 2 —I1 Windows IR ER3heE , AT R BN R EE Mo K7 E Ama FSx
zon for Windows X4 RS8N H RS LHEIRE. FSRM 1R B3I R EEMIRE ThEE , & B EE 4
FHEAR , RENBEEERENENYE , HBRBE W SHN LN 4,

£/ FSRM , A SLURBEFE RN IEAFBET ZSNFMEZE , B3R5 M2 RBRHIE |, Hik
FARERMOXHRBEREFRI LS4 , HERBXRFREAEXVFARSE . XLEHREAH BG4
P AARSR. BREEANNHRE , MEFNEN XA X4RHITFEI T,

FSRM X FEUTERNARZNENE :

o B PRI AP ANERI) BT SALE A B B A ZE 1R) SRAZ i f AR AR

- RRBBEHEE , flNNASBERIMSFIER

o« BRHIIITR T R VPSR E AR 2 A BRLE SR B M BER
« ERBRBERE. XHRERBFEERARTINSAERSE
« REXBENMAFHEERBRA TR E

REINEE
- MAEE-REXARNEERS  SURHAS NN ARF TSN, SUUREERTAUR

IERAPBHRS , A UREEATEREENBHARER. BEATHBEEREFMEAE , BHILA
PEERTHAE T L Alay 7 B

XH BB A RE R Y
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o NHTEIE-RHIR P A U R R B X R EF RS EX K, ST BARE Ll S5 3R R R Z RN
MHERE , GIANET AT, BAARSXAFSA A, X HFTFEL AT AR B R BT IR EE R | R
ZEXE , FEAIEIEWSE X HFERFHERR,

« XHDR-BEXHNATRVEASINEIETHBEREME. 5RAIURBBEEES, R BB
7. NARBRBURBREXHRBEERBRS. SURBEHRE. M), REPIEELNEM
Hfth B E BN XA 1T 20 2%

« FRBRE-ERBRXGREEABRNFARS , SR, EEXH. BEEX D8I,
BRBY SO XHENEFERERL, FERSURBBETHRFENERER | R3] 7 SRS ERAY
N, FRFEE R M A ENRE,

£

- XHRSBHRAFEERAN
- RFEE

- XH4

- XHTHE

- X#HZPE

- FiElRE

- XHEEES
« FSRM igi&

- EHRE

- BENEARED

MRS R IR E R Al

BRI LAEBIZHTH Ama FSx zon for Windows X BRFEEX 4RGN B AXHRFSHERREERS
(FSRM) , th ATAEFHIME XHRE LS A FSRM,

ML G FSRM , FSx ZERATEE SSD Z# EFEHBFE N 128 MB/s SE XK Windows X4 AR
SRXHRG, VEXHRSE , Bu B HE#HEBEEHRN SSD HEREFHRE, BXESE
B |, BZ R EH FSx for Windows X RGN FHEBEMEBEEFLEEN,

EOIEXHREREA FSRM (2#H5 )

1. ITFL S FSx #£4|& , MukA https://console.aws.amazon.com/fsx/
2. EEHERL , ERABXHREUBHINHRECERS,

WAt 6 142
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3. &E#E FSx AT Windows XHRFFNL I , RAFEET—F,
% PROERIE R

RUHMEER

A “XHERFRAREER R, B BA

NFEHBEEBR , BEREATEIZ—

N o o &

« CloudWatch BE-EBREEUW FSRM EH4BEMNBEA, CloudWatch CloudWatch BEBE
AL FRAALL " Jaws/Fsx/ " BIBRTT k.

« Kinesis Data Firehos e-i%1% Kinesis Data Firehose {& i 7%k FSRM B4 8%
8. ERERKRBOHEERCIBIHRE,

OISR E A FSRM (CLI)

EHE B FSx EA T Windows X RSB XM RS EA FSRM , iE6 A CL Amazon | &3
T create-file-systemESHHBIELUT FSRM ELE : - -windows-configuration

« FsrmServiceEnabled -i&&H true

- EventLogDestination-}{§%E FSRM E4BE BRI S#EREF (ARN), A LL=Z CloudWatch
HEBESA ARN = Kinesis Data Firehose £ #i5% ARN,

aws fsx create-file-system \

--file-system-type WINDOWS \

--storage-capacity 300 \

--storage-type SSD \

--subnet-ids subnet-0123456789abcdef@ \

--windows-configuration

"ThroughputCapacity=128,WindowsFsrmConfiguration={FsrmServiceEnabled=true, EventLogDestination-

east-1:123456789012:1og-group:/aws/fsx/fsrm}"

BRME MRS FSRM BE (#2514 )

1. ¥TFF Amazon FSx 2 #l& , Mtk J9https://console.aws.amazon.com/fsx/o
SE “XHRS , AFEREEHN Windows XHRE.
BRERRITF,

T XHRFSSERREES B , EREE,

HITATENER :

o & 0 BN

PUEEIPAR 143


https://console.amazonaws.cn/fsx/

FSx EEATF Windows X4 RS B85 HY L 5 i#h Windows P #5
- EEREHEEER , HikBEEM CloudWatch BE4A D Kinesis Data Firehose 15537

« EEHFSRM , FEREH
« EXHFSRM , FkR ‘CER”

/A Important
EUERES , STARNHREHLHTEIBEERBNRNERESH , METAXXHR
SREREENTTAY,

6. EERIF.

U EXHREFMAEETHENETNETNF LISREHHE,
BRIMEXHERS LR FSRM B & (CLI)
EEDA FSx B Windows MRS HRSE LS AMER FSRM |, i5fEA CL Amazon | 45

©o update-file-system
& FSRM
EZH FSRM , HHESHHPEELLT FSRM EE : --windows-configuration

« FsrmServiceEnabled -i&E&XR true

- EventLogDestination-#§%E FSRM B4 BEB RIS #EFEBEF (ARN), AIELZ CloudWatch
F B ELA ARN = Kinesis Data Firehose 1% %t ARN,

aws fsx update-file-system \
--file-system-id fs-0123456789abcdef® \
--windows-configuration
FsrmConfiguration="'{FsrmServiceEnabled=true, EventLogDestination="arn:aws:logs:us-
east-1:123456789012:1og-group:/aws/fsx/fsrm”}'

A FSRM

BZMH FSRM , FHITL TR

aws fsx update-file-system \
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--file-system-id fs-0123456789abcdef® \
--windows-configuration FsrmConfiguration='{FsrmServiceEnabled=false}'

/A Important

EUHEES  STARXHREFELI B HERBNRERESH , MEATHXXHREN
ZRELENTITRM.

FSx iz#E PowerShell

EfREMNFEH FSRM Thie |, B4 TER Amazon CL FSx | £ E# 1T B, PowerShellBx{E
B, {52 /B3 Amazon FSx iz PowerShell £i&,

BLEE T

&R LA RSS2 R R B EE8R (FSRM) Bo#i & B R 26 A 7~ 88 Windows X #HBRSS 88 XA R 45E
LEE FSx W ERZEHE, RFATURHIFREREXHRIVBIEER , AEFHEAEZIINE
BEXHNEENERBEAN , NTHEPDEERFHETE.

BLEEER TFRE
BFERRHEATEENES , BUURENATXHRSE LR

TE PR &N

Bt PR EEFARFEREXH. SAFSHRTFELEFRHN X4 , BIEFEN , HE
AP 2RE —&REIRES.

HERE

AVAFEEZENTANESEMRRS, REFATATREFERERBR , MEFTBIHTHE
HYBR o

B FAR AR

BFERRERAIEEERANEE , ATEXEFIRE , 2READRS, EHKE (FEHEREE ) MRE
B, SIR2EHENRE  EULRENATZINXMHX , A4S RXBENEEMARNIRE, ENEH
BARES |, EE LA R E N A T REZERCZN AR E#H.

EABFAERB LT ILANFAL -
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« —HM-BERECHXHREFEENEHEE

« BE-FEFRERENAT SR

« T E-BEBRERREMN SN NERNETRE

B3 B iEE

B NARASRBEEENERE N FXHRCIBEH . £RXHR EGIE auto apply B#l
B , FSRM 2 B3i A B MNE FXXAR AR A PR e 2 AV E# 7 XA REKBH. XFHENT
BEEZNMHF ERHEIXHFRPNAH-BHEHRFONZRIFEEA,

R {EEA

MEEXT FSRM RESERFNERRD. BAUANEBIEFRESNMRE , FEIMRNERENE
FRFNBE DL, SEREARKIIRNET DL , FSRM AT BUHRAITATRE !

E4BRFIER

FMEHIEFRIL S CIoudWatch I 5% Kinesis Data Firehose #7512 M0 4. B IEES
HeEMLRR (R E£REIR ) , HEHEBENHEEN, EHIEEX TIERE S £ A 18R
'——_ﬁﬂﬁ”’“?"'“%duﬁﬁkili%ﬁﬁﬁo

FHEHRE

ERFERERBLRE , EFRHEAEXSAFHZEEANXANXHRNFERRES . FHRSTHEB
BHEBLAFINARFERNEEZARS , ARFREEMEAENRER, AXRESER
BESR FERS.

BEALABINEFEESNHE , AXNSIEFITTIENERE, S, EAUHEFEENERARN
75% WIEREHNEREN 90% WEEEHF

MEAERERT
BRI LB B =EAMNRFSIH FSx I8 PowerShell i SR EIRHLET -

1. BEmH-A2. BE, X BERNEHRBEXHRNES ., HEBFEEZ folder-by-folderiZx —EEEL
met , BEAXLERS.

2. BAERG -8, RENBUAENTEEFANEAE BN AER, FHXEHSREILTN
BIFF 24N SR bR A BL B SR BE
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3. B EHmH-tE, KR, Bk, BERMNEMBI N FXHREXRETANEHNAERR. NREE
BEESNFXMHRPUA—BNEFRS K MEFFIUREIMNER , BEAXLEHT.

fiE E 2 FSx I=F2 PowerShell 85 5I3%

(® Note

ARHHE ROIBRIZEELERXHRSEH Windows Remote PowerShell i UE X T
% $FSxWindowsRemotePowerShellEndpointZ &, B LENHRENFMEERE
E# Amazon FSx #2#| & PR B LiRT R , I LAERA Amazon CLI describe-file-
systemsan & K B L L iR T Ko

ik ilTee)
£ ¥1-FSx FSRMQuota

AR EEZFMAOEH, EHRHE TR ATUEXFRDFENBEE, SN ERFEHEENER
PR B 8 s (R B AR B A

S

- Folder (string) - 4%, NNABH XHRER,
« Size (string)-AERAEMRATNAED : BEA/DREE,

* Template (string) - Alit, EfEANINBEFERNET. BEEERN , REERHESH ;
PR BAb IR B HE B 28R

- Description (string) - W%, ECEIAYHER,

« SoftLimit (boolean) - AJi%&, WMRIZEENR true , NLBIE—MNHEH , AFBAFPEIERENT
R e R,

« Disabled (boolean) - Alit, WMRIREN true , WEZRRS T CIEE .

e ThresholdConfigurations (array) - Ali%, —RIREEE , ATEEETEAFEAL TE
K RE, SHEEBERFUTEMS :

« ThresholdPercentage (number) : fIRIBENEFRHFHNE DL, WMA—2TF 0 250
Z B E,

« Action (array) : AEFENERNN—MHZIIRE, BMREFBEEUTEM. :
« ActionType : ERITHRERE, AJUEENTE :

EaERE 147
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1. Event : NEBEH4RBRIIXHRENSHAET. BE B4, EXTEEATEM
- EventType: §E. BEREIR
* MessageBody : EEE#—RIEREE XA,

2. Report : £RFHEABERIRE,

-

1o EFERAERFRRER T LI 5GB WER o

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMQuota -Folder "share\test" -Size 5GB

2, ERAREBRACZERER

$thresholds = [System.Collections.ArraylList]e()
$warning = @{
ThresholdPercentage = 75
Action = @(
e{
ActionType = "Event"
EventType = "Warning"
MessageBody = "Quota usage has reached 75%"

$thresholds.Add($warning)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList ($thresholds) -ScriptBlock {
param($thresholds)
New-FSxFSRMQuota -Folder "share/test" -Size 1GB -Description "Test quota" -
SoftLimit -ThresholdConfigurations $Using:thresholds

}

EaERE
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Get-FSx FSRMQuota

MENXHREFRBZ—NHZSNEH. ZHTELAEXEFAEENHFAER , SHADRS, REHN
SHEEARR.

S

* Folder (string) - A, MK RECHA XHRIEE, MREREEXHREE , Nz oH
RE X HRG L FTERL .

~ -
1o KB RELNFAEIEERT.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMQuota

#BR-FSx FSRMQuota
MXH RS ENIEEX R P BREE,
S8

» Folder (string) - #4%F. ENPMIBRECEARY X4 REER,
« PassThru (boolean) - i, MRIZE RN true , MR E EMIBRA BT Ko

T~

1. BERECH#,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMQuota -Folder "share\test" -PassThru

Set-FSx FSRMQuota
EHNMNBERIMNEE,

S
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« Folder (string) - #4%. B8 EEHWE TR XHRERZE,

« Description (string) - A%, BLEIRYFTIER,

« Size (string) - Ali%, BLERYHET K/DNPRH,

« SoftLimit (boolean) - ik, MBRIRE RN true , NFFEFAER ARG , AFAFEIERKEN
THAEBEIRE,

- Disabled (boolean) - Alit, WMRIRE N true , WEZEREH . MRIRE R false , N5 HE .,

« ThresholdConfigurations (array) - Alit, —RIFHWHRERE. SNHEEREHEFUT
B

» ThresholdPercentage (number) : AiRIBIENEFRHEHNWE DL, WMA—2NF 0 250
Z R {E,

« Action (array) : AERENERDRWN—M=EZIIRE, BMNREBEEUTEM !
« ActionType : ERITHRERE, AJUEENTE :
1. Event : NEHERINHRENEHBF. BE SH 0, EXTIEEUTEY !
« EventType: §E. BEIHIR
* MessageBody : EEE#—REIERMEE XA,
2. Report : £RFEFERABERIRE
« PassThru (boolean) - AJi%, MRIFENRN true , NIREE LG BTN Ko

T~

1o EREFA/NMHER,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

Set-FSxFSRMQuota -Folder "share\department" -Size 2GB -Description "Updated
quota for department share"

}

o ZERAE#M

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMQuota -Folder "share\department" -Disabled: $true

}
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¥ #-FSx FSRMQuota

BERENARREESGREANTEHE  EFTERANYFIERABISITER.
S

« Folder (string) - 4%, SEEEHME TN XHKIEER,
« PassThru (boolean) - Ali&, WMRIREN true , NREFFHAEIT N R,

T~ -
1. EFMITERERFTNYIFERBEREITER.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Update-FSxFSRMQuota -Folder "share\department" -PassThru
}

BLEUR AR a5

£ #7-FSx FSRMQuota &

BB EIER , ZEREL T TEEEANEHREES.
S

- Name (string) - 4%, BLFERNER
« Size (string) - #4%&F. BEEMRGEFIITHI K/DNERSI,
- Description (string) - Ali%. BCEAEARAYHEIR,

« SoftLimit (boolean) - AJi&, WMRIZRE R true , M HEFREF 2R —MENR , ZEHRSIREFEH
BR , BREFIHRITRE,

« ThresholdConfigurations (array) - Alit, —RIRNEEE , ATEEETRAERAEI TE
KEIRE, SHEEREFUTEM :

« ThresholdPercentage (number) : A RIZIENEFRHEHNE DL, WMA—2F 0 250
Z B {E,

« Action (array) : AEFENERNN—MHZIRE, BMRETBEEUTEM. :
« ActionType : ERITHRERE, ALUIEENTAE :
1. Event : WEHRERIXHRENBHAET. BE B4, EXTEEUATEM

REEE =
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« EventType: §E. BEJEIR
* MessageBody : E5E#4 —#2 12 FMNEE XA,
2. Report : £ FHEEABRIRE.

T~ -

1o 1% 1 GB AYRERHIER

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMQuotaTemplate -Name "1GB Hard Limit" -Size 1GB -Description "Standard
1GB hard limit template"

}

2, BlE—1 5GB WHKIRHIER , FEEARN 90% FREBESHE

$threshold = @{

ThresholdPercentage = 90
Action = @(
e{
ActionType = "Event"
EventType = "Warning"

MessageBody = "Quota usage has reached 90% of the limit"

$thresholds = [System.Collections.ArraylList]e()
$thresholds.Add($threshold)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $thresholds -ScriptBlock {
param($thresholds)

New-FSxFSRMQuotaTemplate -Name "5GB Soft Limit" -Size 5GB -Description "5GB soft

limit with 90% warning" -SoftLimit -ThresholdConfigurations $Using:thresholds
}

FREY-FSx FSRMQuota 1k

MEN X REFRR— P RSNEFER
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S8

* Name (string) - Wlit, ERRNBPIERTERNER, MRERBEEEN , Wz S HEEMRE
BLFURE AR

-

1o RERXHRS LN BB SER,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMQuotaTemplate
}

E%-FSx FSRMQuota &4k
& BB AE AR BY & 1 o
S

« Name (string) - #F. EERNWEITERN B o
« Description (string) - Tli%, HEIRAFTIEIR,
- Size (string) - A%, ARV K/DPRE,

« SoftLimit (boolean) - Ali%, WMRIRE N true , M FERERACIZEET  XLEEFLIREGE
BER , BRI ITRE,

« ThresholdConfigurations (array) - Alit, —RIREEE , ATEEETRAEALI TE
RENRE,. SHEEHREFUATEM. :

» ThresholdPercentage (number) : AIRIBIENEFRHEHNE DL, WMA—2F 0 250
Z B E,

« Action (array) : AEFENERNN—MHZIIRE, BMREFBEEUTEM. :
« ActionType : ERITHRERE, AJUEENTE :
1. Event : FEHRERIXHRENBHALT. BE B4, EXTAEEUATEM
- EventType: §E. BHHHEIR
« MessageBody : EEEH#—EIZRHEE XA,
2. Report : £RFHEABERIRE,
« UpdateDerived (boolean) - A&, MRIRE N true , NWEHBIELARROIZ AT E B,
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« UpdateDerivedMatching (boolean) - Ali%, MRZREN true , WX EFHBFELERAIZEEH
B LUK RAS Y EL &R

« PassThru (boolean) - ik, WMRIRE R true , NREEHEHERIT R,

Bl

1o B WEFURARE KPR

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

Set-FSxFSRMQuotaTemplate -Name "5GB Soft Limit" -Size 10GB -Description "Updated to
10GB soft limit"

}

2, ENEHERA ERMBIRZERCZN I BE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMQuotaTemplate -Name "1GB Hard Limit" -Size 2GB -UpdateDerived

E&-FSx FSRMQuota
BEERFUALEEEERMZE,

Parameters

- Folder (string) - #4%. BEEEEMNE I XA FKEE,
- Template (string) - #F. ERNANEITERK B .
5l

R EEEHACE B R AR E LRIRE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Reset-FSxFSRMQuota -Folder "share\department" -Template "1GB Hard Limit"
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SRl ey

¥1i8-FSx FSRMAuto E&l

ZNew-FSxFSRMAutoQuotaf S 1EHEE 4K £ 8172 auto apply B, auto apply BEFI&BIEIEE
HENR B 2h A EANINE F 3R M E R B Xk Al B A3 F XX R E R B E .

Parameters

« Folder (string) - #4%F., FHEHFBIE auto apply ELEAHY 4 KR,

- Template (string) - Ali&., AT B3N AEHAINE B FERN Ao

« Disabled (boolean) - Alit, MRIZEN true , WEZARS T RIZB KB H,
5l

1o Bl auto apply B#l , B3 RHEEERMA TATAE F3X4K,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMAutoQuota -Folder "share\department" -Template "250 MB Extended Limit"

FREV-FSx FSRMAuto Bt &
ZGet-FSxFSRMAutoQuotati TN BN X HREFKE—/NHZ A auto apply ELE,

Parameters

« Folder (string) - Wik, ENFR R auto M AN X HRER, BolERERRE
... RE8EmEFXHX,

MRERIBENXHREE , WZHTREEXHRE LHNFTE auto apply EL&#l,
~l

1o RENXHRSG LEHFRE auto apply EL&#i,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
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Get-FSxFSRMAutoQuota

BBR-FSx FSRMAuto Bt &

ZRemove-FSxFSRMAutoQuotafi T MIBEEX MR HIBR Ba RIEMELE. & MIBR auto apply ELER
i, Za SRS BRM BB SRR E M F XK AT E B

Parameters

« Folder (string) - &4%FE. EMFMIER auto B EERY 4R EER
¢ PassThru (boolean) - i, MRIZE RN true , MR E EMIERE B 31 N A EEX R,

Bl

To MBEFENXHRFBER auto N AEH,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMAutoQuota -Folder "share\department" -PassThru

X E-FSx FSRMAuto Bt i
#ZSet-FSxFSRMAutoQuotaf S 18K auto apply LB EL B iR &,

Parameters

« Folder (string) - #4%F. BEEHB UM auto N AE K XHREE,
« Template (string) - Alit., ERANETAERE LK.

« Disabled (boolean) - Ali%, WMBIRE N true , MEZHEINAEF, MRIRERN false , N/F
B3N,

« UpdateDerived (boolean) - Alik, MRIZRE N true , WEHMNZ B3 NABRFFIRENFIEN
BE,

« UpdateDerivedMatching (boolean) — Ali%, WMRIZE RN true , M{NEH B I LK KRG KA
REB

e PassThru (boolean) - Alit, WMRIZEN true , NIREEHEH B3I MAEREN K,
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Bl

1o B auto Bz EC# L A B B HUAR AR

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMAutoQuota -Folder "share\department" -Template "100 MB Limit"

2, ZH auto apply BEEi H EFH MNP IRENFTEEF

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMAutoQuota -Folder "share\department" -Disabled: $true -UpdateDerived

E#-FSx FSRMAuto Bt Zit

#ZUpdate-FSxFSRMAutoQuotafr FBE A X 4R KEEXFREANZRE , AMEFHITE auto
apply BLERHYE M AR M H R4 BV EL

Parameters

« Folder (string) - #4%. BESEFEHMN Bz NAERTA SR EER,
« PassThru (boolean) - Alit, WRIZREN true , MREEFHH BN ARTN R,

=~

1, EFITEEABRAITERHIREEH/SZH auto apply quota I %Ko

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Update-FSxFSRMAutoQuota -Folder "share\department" -PassThru

MR

NHAELTEREXHRERSLAERANXHREXNEBRES WU NEERF#RSMIERER
XERENX, XMHASE BN (ERENXH ) MERERX ( EMNCEFHERRA XS ) | BALE
BXHABMKEIAEN , IFER8RBEELMIER,
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WA 6 A S 44

LT FSRM ThEe R EXHA

« XHRB-UAEE — PRSI ARE L EF RS HFRE,
« XHREBOHIN-BHBTIEE PRSI XHE , AEXRERXNHRP R T XHF& , BNHRTEH

B T,

¢ XA RERAR- S — NS A XA SRR AR TR R M T X2,

HF LT FSRM ThaE | A4 R aTH

. RIS AT BE T AARRIRE | MR E AR RN R ERER. fim , ETLER
REFEFRIAL IR .

XHEERX

NHAERBEMFEARCEEXHE. BUNEESSER ( ZEEEHXH ) MPRER ( EMCER
FREEBREY LM ) o

FSRM XA T EE R :
- ER ()-EREFNIESDFH
« A5 (?)-RFTEE—NFR

Flan | ZEX* . doc* LB, FZEMXH report.doc report.docxdocument.doc , M ~$*HE
BriE N T BFEH Microsoft Office B AT 7 622 89 If i 3044

IR
EXHRELFRA FSRM B, 2 BFI 0BT XH4A -
B AT AF

PCELE A AR &R * .mp3 , B8 *.wav, *.avi, *.mp4. *.mpeg, F *.wmv
Backup X #

PCEZ 3 X #& N * . bak , BFE*.backup., M *.o0ld
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FE48 34

B EMER RN *.zip , BFEF *.rar, *.7z, *.gz. M *.tar
B B F R RO XX

PLE B T HR A FIBRAEME N> .em]l , EFF *.msg, M *.pst
AT

DL af 1T SO FNBI AR S &K * .exe , B¥F *.d1l*.com. *.bat. . *.cmd. # *.vbs
BG4

CERELHRGXHEER*.jpg , B *.jpeg. *.png. *.gif. *.bmp, M *.tif
X

PLEE#M %R Office UMK *.doc *.docx , BFF*.x1ls. *.x1lsx. *.ppt. . M *.pptx
REXH

PLE Windows REXHER*.sys , 8 *.dll. *.ocx, #M *.drv
IS B 324

PCER IS B ST A& > . tmp , B3E* . temp, M ~*
XA

CEETF XA XHER* . txt , FF. *.log*.csv, # *.xml
P T S

PLH Web ABAXHHER*.html , B *.htm*.asp, . *.aspx. *.php, # *.js

PRAT LA 3T BNE SO R R A RS A X L BRIA ST | B AT B TS UL B R BB EER,
XHAEEGS

FSRM 124t F Al MEE T HAN PowerShell 4, FAXESSKRENSREMN I HESEER
FIDCER B B B ST

® Note

AT H A RAIEBRIR IS B L6 X RS Windows Remote PowerShell i RUE X T 1%
$FSxWindowsRemotePowerShellEndpointZE &, &R LAFE Amazon FSx ##I &M X 4R
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SHFAEETNELRIIKS , BRI LAEA Amazon CLI describe-file-systems @
A?ﬂz Ebim Ko

4 ¥-FSx FSRMFile #4R
BEATENNHBEXNZBEANIHE, SEEXTATUHRE., XHRERFNEHIRS
S .

« Name (string) - #F, XHAMNBE.

« Description (string) - Ali%&, MXHARER

IncludePattern (array) - A%, EEETENNHNERNFRABHA,
ExcludePattern (array) - Ai%k., EEEHRNXHNER FRFRHA,

-
1. ARG BIE A,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMFileGroup -Name "My Text Files" -IncludePattern "*.txt"
}

2. ERESMIERENJRAD R A,

$includePatterns = @("*.cpp", "*.h", "*.cs", "*.py")
$excludePatterns = @("*.tmp", "*.bak")

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList @($includePatterns, $excludePatterns) -ScriptBlock {
param($includePatterns, $excludePatterns)
New-FSxFSRMFileGroup -Name "Source Code" -Description "Programming source files"
-IncludePattern $includePatterns -ExcludePattern $excludePatterns

}

Get-G FSx FSRMFile roup

MENXHREFRBE—NHS N NHA, XAAEL T XHHEEMBEPEANXHERES
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S8

« Name (array) - Alit,. ERZNNHHEBHKA, NRREERH , NiZHSNHEEXHRSE L
HIFR A STH4E.,
-

1. RRNHRGE EWPTE XA,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileGroup

B ER-FSx FSRMFile 4
MER X RERBR—AIZSNXHE, BRE , MHEAFEEEXEREINGCREREFER,
S

- Name (array) - #4%F. EMEREOXHAHEBTEA.
« PassThru (boolean) - Ali%, WMRIRE N true , NRE &Ml RE STHHLEIT R,

Bl
1. BEREANXH4A,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMFileGroup -Name "My Text Files" -PassThru

E%-FSx FSRMFile &4
BRMEXHANEM.
S

« Name (array) - &4%F. EEHREXHFHBMIREA,

X =



FSx BT Windows X 4RSS 8890 Db Windows FiF$57
« Description (string) - ik, XHAMFIEIR,

« IncludePattern (array) - Ali&, — MW EXNFHFEHE , ATEEEIT SN,

* ExcludePattern (array) - fit. —MINREXFRHEHRA , B TEEEEERI X

* PassThru (boolean) - Ali&, #MRIRERN true , MIREMERFHIXHAX R

-
1. B X HENHERFER,

$includePatterns = @("*.docx", "*.pdf", "*.rtf")
$excludePatterns = @("~$*", "*.tmp")

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList @($includePatterns, $excludePatterns) -ScriptBlock {
param($includePatterns, $excludePatterns)
Set-FSxFSRMFileGroup -Name "Documents" -Description "Updated document types" -
IncludePattern $includePatterns -ExcludePattern $excludePatterns -PassThru

}

B L b

SRR P AT BORF R L SR B B SO R I B S R GE R SUAF SR R o ST 0 228 W 5 B SR8 & 01T 7
KB, BALEREBNAXARE | HRENEA[ERBEN K.

(® Note

NHREEANHEARELERBRENBLEXHRE, AREUBVNEEXHANESER
FSXHE.

FSRM X R BEHNXHRE :
1. BN RE-RIEAFRESEENXHATEN Y | HERFZRREWME LA SO £ RE
H, HEBEBEWHEXHRP AGFBHL CHRBCESEBER | SERAEIXHRE,

2. BB NHFF-EAFRESEEXHACEN X ARETERMNEE , EFELEREFRE, NRE
BEFHEAS TERENBER TREXHERAER  FEARIXHRS.
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N RFER

NHRBERERTTESECRANEE K ATEXXHRERE K SHREFRSEZBLEXFAUR
BEERBLEBEH, tIEXHREERE , ICFENA TSR, TSR MENREEHERRIR
B, ENMNHRBERE , TUARRERNATREZERIZHAAEXHRS,

ERAXHRFERBUTILNEFLRS

o —EHM-BERME G XX EFER A4 IFEEE

« BB/ TFRIRERIENA T S0 XM%K

o WY E-BE S RAERRER S A XK P AR IR IRE

NHERBERE

NHRFHINCBEREAERTXHREEME FXHEROXHHFEALN, tIZXHREREN , &9
BEEATBLEXHA , REXXARPEFEEARBX4HRS. SEFEANEREFXHRPER
BENXHRE  ARNEXHRERGHNES RS LRFETZHRHEN , XERBEHNEERR,

i, B LFRENMNAEZRNTRTXN , EANEERAFTEEE PR R EXHEE 7 XXX
B—1lsk,

ATk E A

HAPSRRFHES XGRERKRN R , FSRM ATAERBA |, REEE A oA - REAE
Bo. B NEENTRENBA

« BEHICER-NEHIZFKEIT D% CloudWatch S &% Kinesis Data Firehose LA 1T Z M o047, &
ALEEEHNTEMES (FE, BEREIR) , HEEEBEUHEEN., EBHIERMNTREX 4
RESHITAURSHELEREERIEEER,

. FRIRG-EREEERABEIRE , BHEXXHFIEEINEAER, FERS THBEIRDI 4
REZHPPES | AR UHFEREBEBEENRE, BEXEZER , B2 8RS,

XHHiEEERS

BRI LB BRI =N R FIH FSx iImF2 PowerShell i SRk EB N HRE

1. XERBHT-EREXMHRLEGE, KR, BX WBRNEEEINXHRR. HEFE folder-by-
folderZ —EEXHFREN , BEAXLEHRT.
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2. X RBERGT-0IE, BE, ERMBERE X AT ES R X4 TRIRE BN X4 FEER. £/
X L85 SR M AT AR A T 24N SO SR A PR SO T SR

3. XMrRBEREMT-0IE. BRE, BUANMRLBERXX4RPXHHEERANNHFERE. MR
BEEANRLEFXHRFINREXHRE , BIREE ZHRS , EEAXLEHRT,

X A5 % FSXIE 2 PowerShell 35 5I&

@ Note

AT A A ROIEBRIRIEE R FEHA XRS5 K Windows Remote PowerShell is R ENX T
% $FSxWindowsRemotePowerShellEndpointZE &, BALUEXHRENFMESTE
EH# Amazon FSx ##4|lAF KRB LKiFT = , A LAEA Amazon CLI describe-file-

DA il =

systemsin T E L IRT Ko

XHhRETT
£ #1-FSx FSRMFile R&
HENHRE , HIEAPREERBEN IHRER AR,

S

« Folder (string) - #4%. NNAXHGRENXHRERE,
- Description (string) - Wik, XH4RENHEIR,
« IncludeGroup (array) - Alit, XHABZHIKA , AT IEEERE L= K HRLE ST,

« Active (boolean) - Ali%, WMBRIREN true , MELBE— NERXHENEZIXHRE, MRIRE
A false , N &BIEZ—MUERXHNEIXHRE. BRINZENRN true.

« Template (string) - Alit, EFANIEXNEREERN B

« NotificationConfigurations (array) - Alit, —RIEE , A TEAFZHREHHELSN
X AHBH, SHREREEFUTEMN :

« ActionType (string) : ENITHIRERR, ALUEEUTE
1. Event : HEHRBRIXHRENBHAET. BE B4, EXTEEUATEM
- EventType (string): §8. BEHHEIR

- MessageBody (string) : E5E#4—RBIERIWEEXA,
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2. Report : £HFMEFERBRIRE. BT “HRE" 8, ESIIEE -

- ReportType (string) : IREHXH, BULUHEEUT
{8 : DuplicateFiles. FilesByFileGroup. FilesByOwner. FilesByProperty. LargeF
HQuotaUsage,

T~ -

1. QR — N RBE XN ENEN RS

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMFileScreen -Folder "share\department" -IncludeGroup "Audio and Video
Files"

}

2. QlB-NMXHRE  RTRERASXHS , AEAFZHREFASXHNERSEN B EERE,

$notifications = [System.Collections.ArraylList]e()
$eventNotification = @{

ActionType = "Event"

EventType = "Warning"

MessageBody = "File screen violation detected"

}
$null = $notifications.Add($eventNotification)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $notifications -ScriptBlock {

param($notifications)

New-FSxFSRMFileScreen -Folder "share\projects" -IncludeGroup "Audio and Video
Files" -NotificationConfigurations $Using:notifications

}

FREN-FSx FSRMFile &
MNEW X HREHFRE—NPIZSNINGRE,
S

* Folder (string) - Ak, MR RMHNXHERIEE, MREREEXHREE , Nz oH
BREXXHRE LA XHRE,
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Bl

1. REXHKRE LB XHRE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileScreen

% B-FSx FSRMFile &
EUNEXHRENE M.
S8

- Folder (string) - 4%, BEEE RN XHREN XHFKEE,
- Description (string) - Ali%&., XHREBNIHEIR,
« IncludeGroup (array) - Ali&, — NN XHHBMEE , AT ENLEM RS HL X4,

« Active (boolean) - mik, WRIREN true , X HERFHERBEREHER (BRHK ). MRIZE
7 false , M XHRBRENFEHEN (NREE) . BRINRER true,

« NotificationConfigurations (array) - Alit, —RIIFHWBEBHAEE,
« PassThru (boolean) - A%, MRIZRE R true , MIREEHEHHREN K.

-

1. B FRIER N 4FA,

$includeGroups = @("Audio and Video Files")
Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList $includeGroups -ScriptBlock {
param($includeGroups)
Set-FSxFSRMFileScreen -Folder "share\projects" -Description "Updated screen" -
IncludeGroup $includeGroups

}

2. FXHRFRENEHEXFHFMBEH,

$notifications = [System.Collections.ArraylList]e()
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$eventNotification = @{
ActionType = "Event"
EventType = "Warning"
MessageBody = "File screen violation detected"

}
$null = $notifications.Add($eventNotification)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $notifications -ScriptBlock {
param($notifications)
Set-FSxFSRMFileScreen -Folder "share\projects" -Active: $true -
NotificationConfigurations $Using:notifications -PassThru

}

B KR-FSx FSRMFile F&
MEEXHRFBRXERE,
S

« Folder (string) - &%, EMHPMIERX 4 REM XHFREEE,
e PassThru (boolean) - Alit, WRIZE RN true , MR E EMERA XHREN R,

-

1. NSEXHRPBBRXHFRS.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMFileScreen -Folder "share\projects" -PassThru

EE-FSx FSRMFile &
EBEVNHERREULAEEEERNIZE,
S

Folder (string) - 4%, B2EEENXHRENHRER,
« Template (string) - #F. ENANIEXEREERN B
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Bl

1. EEXHERR  EEEXHRFERSE LA REMETHE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Reset-FSxFSRMFileScreen -Folder "share\department" -Template "Block Audio Files"

NHREERB S
Get-FSx FSRMFile ScreenTemplate
ZGet-FSxFSRMFileScreenTemplate@m T RMNEBH XU REPRE—NRZENMNXHREER.

Parameters

« Name (array) - AJi%, ERZNXHREERNENHEE, MREREEER , WizaSHER
XHRG LB X R EER.

5l

1. REFIE XU FFER.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileScreenTemplate

£ ¥-FSx FSRMFile ScreenTemplate

ZNew-FSxFSRMFileScreenTemplate@m T RIE— N4 REER , ZBERAXGRBEEL TAHE
SHEANEE, ZERISEEME WL XHA |, URIER P ZIRREMPE LAY ST A BB E A,

Parameters

- Name (string) - 4%, XHEREERNBE.
« Description (string) - Wlit., M4 REERNER,
« IncludeGroup (array) - Alit, XHABHIKA , A TIEEERE L 0 BRLE T4,
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« Active (boolean) - Ali%, WMRIREN true , MBIEATREBRIHENEIXHEREERR, MRIR
B R false , MBI SN X4 ENR, BRINRE R true,

« NotificationConfigurations (array) - Alit, —RIEE , A TEAFZHREHHELSN
X AHBH, SHREEBEEFUTEMN :

« ActionType (string) : BERITHIRERTE, TLUEEUTE :
1. Event : NEHRERIIXHRENSHAT. BE SH i, EXFEEUATEY
- EventType (string): §8. BEHHEIR
- MessageBody (string) : E5E4—RIZRIWEEXA,
2. Report : £NFMEFERBRIRE. EE “HRE" 8t , BSTIEE :

« ReportType (string) : IREMEH, BULUEEUT
{8 : DuplicateFiles, FilesByFileGroup, FilesByOwner, FilesByProperty, LargeF
= QuotaUsage

il

1. ST B BN X HRFER.

$notifications = [System.Collections.ArraylList]@()
$eventNotif = @{

ActionType = "Event"

EventType = "Warning"

MessageBody = "Blocked file detected"

}
$null = $notifications.Add($eventNotif)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $notifications -ScriptBlock {
param($notifications)
New-FSxFSRMFileScreenTemplate -Name "Block Executables" -Description
"Blocks executable files" -IncludeGroup "Executable Files" -Active: $true -
NotificationConfigurations $Using:notifications

}

¥ BR-FSx FSRMFile ScreenTemplate

ZRemove-FSxFSRMFileScreenTemplatem T HMNEN XU REFBR—INBE NS FFE
o BERERE , RIBZERCEN X REFRETE,
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Parameters

« Name (array) - &4F. ERBRHXHEREEROBREEA,
« PassThru (boolean) - Ali%, WMRIZE R true , NR [E E M BRE XM RBEERY Ko

Bl
1. BEREN X R FER.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMFileScreenTemplate -Name "Block Executables" -PassThru

}

Set-FSx FSRMFile ScreenTemplate

%Set-FSxFSRMFileScreenTemplate@® TN B X HRFFERNEM. ( Wik ) EFNERBR
RHERGI BN RE.

Parameters

« Name (array)-&4F. EBINXEFRFEROBREEA,

« Description (string) - A%, HERAFTIEIR,

« IncludeGroup (array) - Ali&, — NN XHGHBMEE , AT ENLEM RS HHL X4,

« Active (boolean) - i, MBIREN true , NIFERRE NENER (HLE ), MRIZRER
false , MPFFERIRE N WANER (K2R ) . BIAMRE R true.

« NotificationConfigurations (array) - Alit., —RIIFHWBEBANEE,

« UpdateDerived (boolean) - Ali%., MRIZEN true , WEFHRBFEUHERCIBOAMBINE H R
5, TN xEXHREEHT T AMEHR,

« UpdateDerivedMatching (boolean) — Ali%, WMRIZREN true , WX EH B iZEROIZE LK K
BUI R X HRE.

« PassThru (boolean) - Alit, WRIZE N true , MR EEHEH X REERIT R,

R~

1. 6 RIS AY SR SR UM R A8 ARG

$includeGroups = @("Audio and Video Files")
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $includeGroups -ScriptBlock {

param($includeGroups)

Set-FSxFSRMFileScreenTemplate -Name "Block Executables" -IncludeGroup
$includeGroups

}
2. X RBEREFTNEDEXABHABERENXHREF.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMFileScreenTemplate -Name "Block Executables" -Active: $true -
UpdateDerived
}

XEREREWS
£ ¥1-FSx FSRMFile ScreenException

ZNew-FSxFSRMFileScreenExceptionm T RBIBE— MU RERE , ZHINCBERAEATX
HREEFEFXHROMEXHEAN, XAFEREXHRF BB ENSIHRR | BIFECIIH
KX HRFPNXHRERBR B I A0L,

Parameters

« Folder (string)-#4%F. FRAX4REFENXHRER, FIAERERTHX4XRER
BFXHXR,
« Description (string) - Ali%&, XHREFRENHER,

« IncludeGroup (array) - A&, —4HANHEEN , ATEEATHEXH , REFETMARER
NHRE  BUXEREANRXERBPRA,

~l
1. TR TE AR M A4 61 32 S4B B S

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMFileScreenException -Folder "share\department" -IncludeGroup "Text
Files"

}
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2. BEES N NHEANXHRERE.

$includeGroups = @("Audio and Video Files", "Documents")
Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $includeGroups -ScriptBlock {
param($includeGroups)
New-FSxFSRMFileScreenException -Folder "share\projects" -Description "Allow media
files in project folder" -IncludeGroup $includeGroups

}

Get-FSx FSRMFile ScreenException
%Get-FSxFSRMFileScreenExceptioni T AMNEN X HREPIRE— NI ZSIMNNGERERE,

Parameters

* Folder (string) - it NFRRNUHFFRENXHREE, WREREEXHFREE , I
ZHTHRENHRELNAMEXHRERE.

=~

1. RRXHRELNABEXHRERT,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileScreenException

2. RRBEXHRNXHRFRE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileScreenException -Folder "share\department"

# Kr-FSx FSRMFile ScreenException

ZRemove-FSxFSRMFileScreenExceptionti T MNEEXH XTI X HRERE. MBRE , &ZX
HREHFIXHRGZ U HEHINBEN R R PAE X4 HEERN IR,
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Parameters

« Folder (string) - 4%, ENFHIBRNHRERTE N XHRER,
« PassThru (boolean) - A&, MRIZE RN true , NREEMBRHXHREREN R,

=~

1. NEEXHRFBRXHRFRE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMFileScreenException -Folder "share\projects" -PassThru

Set-FSx FSRMFile ScreenException
ZSet-FSxFSRMFileScreenException® S RAXHREFENE M4,

Parameters

« Folder (string)-#%. @EEBUNXHEREFENXGREBE,

« Description (string) - Ali%, XHRERENHHEIR,

« IncludeGroup (array) - Ali&, — NN NXGHEHBMEHE K ATELATBEN 4 , REFE
FARBXHRE  EUXEREAMNRXXHRFRA,

* PassThru (boolean) - A%, MRRE N true , WREEHEFHNXHRERENR,

=l

1. S X RBREEN RPN XA

$includeGroups = @("Audio and Video Files")
Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $includeGroups -ScriptBlock {
param($includeGroups)
Set-FSxFSRMFileScreenException -Folder "share\projects" -IncludeGroup
$includeGroups -PassThru

}

AT 173



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5
VAN S
X m3E

MHDRBEXHNARR, CEIEEEEAI NG IEABERE. 2XTURFISSHBRES.
BTRELSKISFERZHAN Y  NMAEHEEEH, BHMTHEEERRAFEEALE
Ko

X R THERE
XS RER =N SRR

1. EXNEM-AETRKEMENKREEEDELEXHFN THIERE | i Data
Sensitivity"="ContainsPII",

2. RIEMN-BEDEAN , RESEEWIRAE (FIOXHEABRTERNRGRNVE ) B I XH
SEEMEE. flU, BERIHELRESEZEMBEIH S (XXX-XX-XXXX) AT LA B 333
HFContainsPII=Yes,

3. BITHE-WITHESBUAPAEXHHNAMAN, BOUREFHZETHE , BARITRETS
X, B ERRELETSR,

H\

PRTERE , BAUERATENEERERFHRREXAEERES. NARBRERKERENHF,
DREHEENX

DPREMENEEAUSEANEN ABELRE, BIMNEEENXHBE—MEHR, —1
BHRBEAN—PAVFENSIR (TTE ). fl, BEUGE— N2 RNEM , "Data
Sensitivity"HOrderedListKEFMAIBEMWEN : PublicInternal, Confidential,
MRestricted,

XEUATEMRE

* OrderedList-—MNEFFI&R , HFEEFHENFS (W, K, . ). SENBRFENRES
BRRRREER , BEAIEE,

* MultiChoice-AWMIIRAPIERZ/ME (a0 , XHFTRERNARE “WH” M 2" £K5 ) .

 SingleChoice- X AFMFITRHIEEFE—ME,

« String-&BTEETH £ X AE,

e MultiString-ZNXARE |, RETE LIED,

« Integer-—MNEE,

* YesNo-R{E ( EHR ) .
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« DateTime-B HifIatE{E,

BUHEXLAESNTRANPEEFER. IBZEMENE , AUERAZEEN ZELE D EEN T RAN
P 5| FEE Lo

2 RANY
DRANEL T B AXH D EBEHENEZE, FRAMNETAE

- BEREB RS

« NEZBEHEDEMAALE

« EWREN AN ( BPLES 4K )

o« WMIRBI N EWE EEN X, EAIER R DR

ABRDRB[LAFNHABPNBEEXREALENRER, EALNFREXHFESHRBERIAZ
X, AR DRBRBT=MEEXHFABTNTGE

« ContentString-BREFXHZKNENXEAFRE, MREBBERBENEALEE , MAERK
N BERLET, BRI FEE NE. NE A N,

« ContentStringCaseSensitive-BRX D K NENNARFRF, HAPNENENERREERN ,
BEEALEDT, Hltn , 3R “SSN” FFITE “SSN” , EFREHE “ssn” = “Ssn”s X3 F EH FRFEEH,
FRABREMXNEEENRRFREA.

« ContentRegularExpression-EAENRERNELRZER, SFECHEEXREXR ALK , iF
FERALEDT, Ha0 , EaLAER ENREX KN

« /XN 123-45-6789 It £ L £ 5 - \b\d{3}-\d{2}-\d{4}\b
« WHEARZERIWITSHEAFS © \b\d{4}[\s-1?\d{4}[\s-1?\d{4}[\s-1?\d{4}\b
o EBFERMFHbul, BFESEHREMERCEE

EANEE AN PRES N PRHENM | DR NRSETREEALE , WX TS,
SR %R
SRS K BRE AT B R, (AU AL B S E SO SRR R4 10 0 B S it

T3, Hlm
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o N EEXE XHEXPHMAENHRERBHEM
- EAMBRRRRIZSED B XKD HFTE X H

A | BRI BAfEFIReevaluateProperty S B RIEHEE R ZB HEN X LEToRN R EH
Ao BHLUEFRUTEE :

* Never-{XIP & BB HEN X H#HITHE

« Overwrite-XHE XN HRINEE

- Aggregate-FHESNEEEH (EATZEREM)

EEREM

EEBEMRNATXHXMARXHNSEEM, B UFEAEERMRALANDEXHRERREN
PR, SBEDERAN B D ENXGBEETRE , BLER ##-FSx FSRMMgmt ##%5 %
W EEEREM,

EXNXHR#TDE , EEMAFolderUsage MSEM. ATLUIEEUTE :

* User Files

* Group Share

* Application Files

* Backup and Archival

BEHE
B LLER =fARNE TPk
1. F319E-FF15-FSx FSRMClassification T M BENEIT o, XA ER F = FrH 0 =k 17 — X4

DREFIERR

2. it XI5 3E-Set-FSx FSRMClassification A FE & B3l 2 KAt EIKR. BANGIXLHNBADE
REREREET. TR ERTAZHREEEH, ﬂ?ﬁiﬂﬂﬁ’\]ﬁ:‘?&iﬁﬁ’]if“%iﬁo
3. L&D %E-EContinuousZ#Set-FSx FSRMClassification— i {E A A B AELZZTHE S 9%,

DERLEFT A NBERAXH RN EREREFTABHFNEHRITHE, XFGERE up-to-date
B% , BELEREZHNRERR,

JE
VAN

5l
oK
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Freas 288t , ATBUETE a RunDuration RRHIIZIRAVEITHNE, MRSRREEENBEARTX , M
DERFET RIS THRAREBRFHEHHHELFARE,

DRTME , B LE Windows XHFRREERPAREG XN , &F B, ARGk 2K £
+ , REFIBA XM DREYN. WERFERXHNAES KBEEREE,

DRREEE

B ERAT TR MES SRR

* Get-FSx FSRMClassification-&E& 72 M HHRZA ( RunningQueued. NotRunning,
= Unknown )

« {2 3-FSx FSRMClassification-{% Lk IF 1£3% 1T SR HERA B9 20 2K 4l
« EZ-FSx FSRMClassification-& I A 1T , B 22 3 55 5 2 i 2 Hf

ERXERSNIXEEHMESHRARK, fln, BAUEFIEXTREEERGRTREXGELEN
FREHRS,
DRmEREK

FEEXLEREXE , UBRSBMERE 45K,
1. HBEEREM
ETARNZRERFREREW , AN FSRM LFURBMBENXHFRAR.

- BAEEDEBEE LN HEAN-EFIEXANMATFENXGREZH , FEEFRKRMNTHFER
EXNE#FTNER , URIEEMNREEMBIE , AEiT2RFESKTE,

- REINBAHETSE-ETHARNSERARZEREN , ANECFEEREBXMHAR. F£ANamespaceZ
BOEANREEREN SR , MARABEEN XSRS,

« RATBEFEAXHRDE-XHRDELBLARDLBERES , BN ETFEERXHAE., HTUIE
B BN X H#TH N, BEANGRIEKBEMTERNED KSR,

« EIFFENBLZHEIR-ERETIRIDANBRETITRSE , UBERRE DX AP R &
M, BREREZMEORHEMEFTSHEEITEE,

« iRE5E LM RunDuration PR&I-FEARunDurationS By Ik B EE TR K H MRS ERE,
MRDERENBRATH , WFET—RITRETEHERKE.

o U535 KMBE- Get-FSxFSRMClassification ATRESERAEHBESEMENREEERE
S, KHETHSETERAZSERCIANRREEZTEES TR,
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2. AN it

- FRABENENRER-FHContentRegularExpression , BHHR A e E/AME R LUB R 81R
CE, EEFHREFRPBENRERNZE , BNEBHTLEMR,

- BRHESSMERN-EENECHNESREIMAMN , FTOFEeNEA4E6KEES
MNContentStringsiContentRegularExpressionBHNENHN, XH4 T FSRM EEHTHES
N XHHR B

o PEBRTHEM L HFK-Set-FSxFSRMClassification A M ExcludeNamespaceSEHER I
RERMEMTEESRNVE.

3. Pl EE
« ARNEHEHRE-EQEAN 2RI EN T REE, ERRE. SAMN4HERRKTEML
B 1o

« XHEBMEN-EA HER FRERSNMNEMENE LURMIAER, XAUBBEMEER T H#ER
By 70 R,

4. R4

- EMEFSRER-EREFHERE , ARIEDRRBETMMET , ARXAEBNEHERESIER,
- REFTEEHAN-FEEAABEEEERNT( , EMDRANURRFTHBRIERHEER,
- FEREANEE-HRTIBRENEEELNMAN , SUREFS REEN TEEM,

PEREBGD

Ea LA R AN R FIRY FSx iI=#E PowerShell i SR EIE 422K

1. BEENGT-CIENEERSEXBHEN , BT ETUSEA XN T B3R,
2. PEMNGTH-RRNEEBERRENHNBRNVNESTEEEEN B2 LN,

3. BEEEMGTS-RENMRRNMHFR (MARXMH ) WoEKEM.,

4. PERIEGT-BE. FiE, UENEESRIRE,

mE S

&
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X493 FSxi=F2 PowerShell 5 5%

(® Note

AT WA REIBBRIZEE R ME R SRR Windows Remote PowerShell g RE X T
% $FSxWindowsRemotePowerShellEndpointZ &, B NHREWFMEERE
F 8B Amazon FSx &I A8FHRBIMART R , LA LAEA Amazon CLI describe-file-

systemsap S KB LR T Ko

BHENL®T

#1-FSx FSRMClassification PropertyDefinition

New-FSxFSRMClassificationPropertyDefinition : Rl WA FXNXHHITOERN D EBEHE
Xo BHENESNT A LIEE 75 AN 5 B La 4B .

S

- Name (string) - #4F. BEENHER
« DisplayName (string) - Ali&, BHEEXHEREM.
« Description (string) - Ali%., XMEME LAHEIR,

« Type (string) - #%FH. DERBEHMNRE, TLUEEUTE .

« PossibleValueConfigurations (array) - Ali%, OrderedList MultiChoice, =
SingleChoice BMREMNEEHE, SHREHEEFUTEM .

OrderedlList: ATREMERI B F oIk
MultiChoice: M ATBEME 31T S TUEE
SingleChoice: \AIRERIE P HE TR I%
String: ENNARFRFH

MultiString: 2N XA ERSH

Integer: H{&

YesNo: #i/R{E

DateTime: A #iFIatEIME

Name (string): BERIEH (&4E)
Description (string): EAER ( ATk )
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« Parameters (array) - Ali%, "name=value"#®RX N A FHFHEBN ZFEEHA,

-

1. A PIl BIECIEE IR,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationPropertyDefinition -Name "ContainsPII" -Type OrderedlList -
PossibleValueConfigurations @(
@{ Name = "Yes" },
@{ Name = "No" 1})

2 NEREHRENREFIIRE M.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationPropertyDefinition -Name "DataSensitivity" -Type

OrderedList -PossibleValueConfigurations @(

@{ Name = "Public" 3},

@{ Name "Internal" 1},

@{ Name = "Confidential" },

@{ Name = "Restricted" }

3REX-FSx FSRMClassification PropertyDefinition

Get-FSxFSRMClassificationPropertyDefinition : NEMXHREHFRR—NHZ NP EE
HE Lo

S

« Name (array) - Alit. ERZENEBMENBHEE, MRKREERZR , WiZHSRERE KRS
FHRMERBME L.

~

1o RRXHRE LNABE D RBHE Lo
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMClassificationPropertyDefinition

E X -FSx FSRMClassification PropertyDefinition
ERNBDRBEEELNEE,
Parameters

- Name (array) - #4F. EEHNEEBHEHE,
- DisplayName (string) - i, BHEXHIHERE .
« Description (string) - Ali%&., BME X HEIR,

« PossibleValueConfigurations (array) - Ali%, OrderedList, MultiChoicez
SingleChoice BN FEERS], BHEEHEFUTEY !

« Name (string): BB ( X1E)
« Description (string): ERVHIR ( ATk )
- Parameters (array) - A&, “BH=E" BXNHEZHFBHA,
* PassThru (boolean) - A&, MRIRENRN true , MIREMEHGFHEHEE L Ro

-

1. R ARE M E LY HRE R A RERY H

$values = [System.Collections.ArraylList]e()
$null = $values.Add(e{

Name = "High"

Description = "High Risk Content"

i)
$null = $values.Add(e{

Name = "Medium"

Description = "Medium Risk Content"
i)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $values -ScriptBlock {
param($values)
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Set-FSxFSRMClassificationPropertyDefinition -Name "RiskLevel" -
PossibleValueConfigurations $Using:values -PassThru

}

fl Br-FSx FSRMClassification PropertyDefinition
MXHBEREFBR—ARNINDEKBHEN . RBEMIBRAHE LB MHE Lo
Parameters

- Name (array) - #4%F. ERRHOEMEHREAH,
« PassThru (boolean) - i, MRIZE RN true , MR E EMBRAE 4 E XN R

-

1. BERENEME Lo

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMClassificationPropertyDefinition -Name "RisklLevel" -PassThru

SEMAN G

#1-FSx FSRMClassification #L|

BB DEAN , RIFEENHFEN NG S EBEEE. SFAVNTHEIMEHRE—ME.
Parameters

« Name (string) - %FE. DEMNKHEFR,

- Description (string) - ik, 2 EHMNHHER,

* Property (string)-#4%. BERENIEKBEENEN. LARHNENEMLE BT,
« PropertyValue (string) - Alit., ESEABMENE. LA IEEN D EINHE K.
- Namespace (array) - #4F. ANEANBERR XA REBHOIEA,

* Disabled (boolean) - A%k, MRIREN true , N GIEL TERRSHIAN,

« ReevaluateProperty (string) - Ali%, EEMNEHRITMEXH. TIEEUTHE !
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* Never: UHEFEFERE HERN X4
* Overwrite: Bt XA AN ERXABZIEE
« Aggregate: BT XA AN ERHSNEEEH
« Flags (array) - Alit, AMMEERFHKITN. AUEENUTE :
* ClearAutomaticallyClassifiedProperty

* ClearManuallyClassifiedProperty
* Deprecated

- ContentRegularExpression (array) - A%, ATEERXHRNENENRIEXEHA,

« ContentString (array) - A&, EEXHABRFEZNTX D XK NENFREHRE,

« ClassificationMechanism (string) - #F. AT XH#HITOENNE . ATEENT
B :

« Content Classifier : AEMHABTHPNREFHERENKREIXER, EENE DK,
A[LAEA ContentString ContentStringCaseSensitive, = ContentRegularExpression S8R E X
ERRNAS.

« Folder Classifier: BIEXHXHRMNEN X HHITHDE
- Parameters (array) - Alit, ATHMEEMN "name=value"FRFEHAH,

T~ -

1. EAENREXENE LR LS,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMClassificationRule -Name "Detect_SSN" -Property "ContainsPII" -
PropertyValue "Yes" -Namespace "share" -ClassificationMechanism "Content Classifier" -
ContentRegularExpression "\b\d{3}-\d{2}-\d{z4}\b"

}

2. ﬁﬁqﬂfﬂmﬁ T*AI)IUﬂ:l}%-FFo

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationRule -Name "Detect_CreditCard" -Property "ContainsPII" -
PropertyValue "Yes" -Namespace "share" -ClassificationMechanism "Content Classifier"
ContentRegularExpression "\b\d{4}[\s-1?\d{4}[\s-1?\d{4}[\s-12\d{4}\b"
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}

3. XREMN 7 FHXMRTHENMNXHHRITOREM,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationRule -Name "Contracts_Records_7Year" -Property
"RetentionPeriod" -PropertyValue "7 years" -Namespace '"share/Legal Documents" -
ClassificationMechanism "Folder Classifier"

}

Get-FSx FSRMClassification 1

MENXHREFRR-DHZ N5 AN,

Parameters

« Name (array)- A%, ERENSEMANEHHE, MREREEEH , Wz SRR XHR
S LM,

ol

1. RBEXHRGE LA D RAN,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMClassificationRule

i% T -FSx FSRMClassification #M
EHINE D EHA N E .
Parameters

« Name (array) - #F. BB RN B HREL,

« Description (string) - Wik, ZMNAIFIEIR,

« Property (string) - Alit, EREN D EKBEMENE R,
« PropertyValue (string) - Alit, EXEABEENIE,
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- Namespace (array) - Ali%., ZHNIEF A B X REB A,

« Disabled (boolean) - Ali%, WMRIREN true , MZRZMAN, WRIRE R false , M JZHZN
.,

- ReevaluateProperty (string) - Alit, EXEF A XHFHETE, ATSIEELTE :
 Never: RiFEFFERE HER X
« Overwrite: BTN HFANERHBEZNEE
« Aggregate: EMfTMENH AN EXH SINEEEH
« Flags (array) - Ali&, ZMNBFEHRITH. ALUEENUTE :
* ClearAutomaticallyClassifiedProperty

* ClearManuallyClassifiedProperty
* Deprecated
« ContentRegularExpression (array) - alit, —MNEFWENREXHA,
« ContentString (array) - Ali&, — NN FX D K/NENBRFHFREA,
« ContentStringCaseSensitive (array) - Ali&, —MNHX D K NENERFRFEHA,

e ClassificationMechanism (string) - A&, —fEHP DRV FTHER, AUREEUT
B :

« Content Classifier : AEMHAHNBEFHNREBEFHRERENKEIRNER. EENB D KRN,
AILAfE A ContentString ContentStringCaseSensitive, = ContentRegularExpressionS 3K E X
EBZNANE,

« Folder Classifier: {R#IEXHXHRMVEX XHF#ITHE
« Parameters (array) - Ali&, ##"name=value"EEFRFEIA,
« PassThru (boolean) - A%, MRIZRENRN true , MIREHE R FHIMUII R,

~

1. EHUAE D EANBMANE MNP BEZEE,

$namespaces = @("share\finance", "share\accounting")

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $namespaces -ScriptBlock {

param($namespaces)

Set-FSxFSRMClassificationRule -Name "Detect_CreditCard" -Description "Updated PII
detection" -Namespace $Using:namespaces -ReevaluateProperty "Overwrite"
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}

¥ B&-FSx FSRMClassification 310
NN XHEREFBR—FEZZRDERN,
Parameters

- Name (array) - #4F. EMBRA 2 XN BEFRERA,
« PassThru (boolean) - Alit, WMRZE RN true , MR E EMIBRAIF N FT R,

~l
1. BRREANDEHN,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMClassificationRule -Name "Find Confidential Files" -PassThru

EEEMDS
JREY-FSx FSRMMgmt /& 1%
MEEXHRRREERME. EEEMRNATXHXRMTRX4N S EKEM.

Parameters

- Namespace (string) - ik, MHRHIEER,

* Name (string) - Alit, EXRNEEBENENH. MREKREEEN , WiZHTHREREEE
B,

- Recurse (boolean) - Alit, MRIZRE N true , IR EGBZEHNFEXHXNEEEH., FTE
BEZEESH,

« Effective (boolean) - ik, ﬁﬂ%iﬁ Htrue , IKRFRIEEEEEBMNXHGRNEER
., BROFEENTREZEARERXRBEREN., EEBENSH.

-
1. RRXHRELNFIEEERE M,
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMMgmtProperty

2. RRB/EXHRNERE M.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMMgmtProperty -Namespace "share\department"

¥ BR-FSx FSRMMgmt /& 14
MNEEXHRFBREERE M,

Parameters

- Namespace (string) - ik, X#HRHEE,
« Name (string) - #F. EMRNEEREEMEN BT
« Recurse (boolean) - Ali%, MRIZEERN true , NMPIBRGBBEZRAFFEXERNEEES. BE

WRZEESH,
-

1. BREERMENAEEM.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMMgmtProperty -Name "FolderUsage_MS"

2. NBENHRFBIREEREM.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMMgmtProperty -Name "FolderUsage_MS" -Namespace "share\department"
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% B-FSx FSRMMgmt /&

FUEERRTONEEEMHNE. EERMRERTXHXEKRIZRE Secure iEHN KB M.
Parameters

- Namespace (string) - Alik, MHREE,
« Name (string) - &%, ESUNEERHENENR. YAREBEATXHRNIAErEEM.
« Value (string) - 4%, EPBAEERMENHE.

~

1. REXHFRERBE .

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMMgmtProperty -Namespace "share\department" -Name "FolderUsage_MS" -Value
"User Files"

}
ZESELy
Get-FSx FSRMClassification
KRREESITHXHDRIRVRS, RETURNUATEZ— :

* Unknown: ToEHE 7 RS

- NotRunning: eI RZEITEMDE
« Queued: DERECHERZ 3

« Running: 72 BRI EEH TH

Parameters
7c
~l

1. BRI B TR
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMClassification

FF #4-FSx FSRMClassification
BIIXHDEETRE , ZEIBEEERNNA T XHEHERDEHRE,

Parameters

* Queue (boolean) - Alik, WMBRIREN true , MFFDREZHIMBIAGIA | LUEEET RN 55
BNE1T. ELHRBEAWTEES BN —& _ﬁo WMRIZE RN false HAREBE , WS IENFHRD
K,

« RunDuration (number) - A[i%, EEBUED XN B ZAINETEZ L/ Mat. BRE: -1 5
2147483, 450KME :

-
1. oK |, RERERES,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMClassification -RunDuration @

£ k-FSx FSRMClassification

FLE X R G EAEMIEREZTEHERARY 23 4R L,
Parameters

7

R~

1. FLEEEETHD XK,
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Stop-FSxFSRMClassification

Z % _FSx FSRMClassification

FENMHPRIBRTER. HEFENTERB T ORTHNERE (HIUORBREHFERRE ) &, FE
FHJH: Ap 'I'-' o

Parameters

« Timeout (number)—_Jii BEES ﬁ%’é%ﬁiﬂ’ﬂﬁﬂl‘ﬁ? (AR EN ), IRBREDETRZB

S, NS B ENBERETAEIT. BRE : -1 B 2147483, HHE :
o -1: TRPZEE  BEROETR (BRIL)

« 0 REYFRSHUERE , TEEFSF

T~
1. TRBEF2ETK.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Wait-FSxFSRMClassification

Set-FSx FSRMClassification

R T RNEE

Parameters

« ExcludeNamespace (array) - A&, ENDEHPHERN — R H b3 4%,
« ScheduleConfigurations (hashtable) - A%, B EEEUTEMENITNEBNKRH X
- Time (datetime): EEEMENZITESH DateTime MR ( &4F )
« RunDuration (number): BfTESA/NEIE ( Wik )
« Weekly (array): T/EREUA ( Wik )
« Monthly (array): —MNAHWJLREBA , &5—XEA -1 ( 7i&E)
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« Continuous (boolean) - A%k, WMRIRERN true , MSRAELEE SRS,

e PassThru (boolean) - Ali&, WMRIREN true , MREEHEH D KEEN R,

-

1. BREED 3%

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

Set-FSxFSRMClassification -Continuous $true

2. REBEEZETORNFER.

$schedule = @{
Time = ("12:00am")
Weekly = @('Monday', 'Wednesday', 'Friday')

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $schedule -ScriptBlock {
param($schedule)

Set-FSxFSRMClassification -ScheduleConfigurations $schedule

3. REBEE B E BRI A E it &,

$schedule = @{
Time = ("12:00am")
Monthly = @(1, 15, -1) # 1st, 15th, and last day
RunDuration = 4

}
$excludeNamespaces = @("share\folder /s")

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList @($schedule, $excludeNamespaces) -ScriptBlock {
param($schedule, $excludeNamespaces)

Set-FSxFSRMClassification -ScheduleConfigurations $schedule -ExcludeNamespace
$excludeNamespaces

}
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FHERE

FRREREXN NHREERBRNFR DN , BEETBEENEAER | R T A7 RS BRE XX
f, FUREXHERRBNETER. BRUEKRSHRENBRE , AT XERENR, XHERE,
EEXHF. KX, XHTHEENEHERBR.

RERE

BA L RIB A TIRERE -

* DuplicateFiles
BEE 4RI FLBERIRFINBHBEN XA, ERALRETUEREETLEFRZRNITRY
fro ZREFMEENHAGE—E , AR TEIMBRES XHTIRERN EZE,

* FilesByFileGroup
BRYMHARARENXHHRTOE , HETREBNXGANFHBEBR. EALRE T T #HLX
By (X, Bk TRITXHS ) SN EFEZERS,

* FilesByOwner
BrAENXHHRTOE  AERENAFHEASANFHEER. ERALRE TR S BF#EZR
RENAF , AELH S BEEERARER.

* FilesByProperty

BORBHENNHRITIA , AETENINERENNHERENFHERE. ERLHRE TURE
DRRDINMF , INBFEHBRERD . SIIRREH, REERERX XHERT DR ZHAN,

* FileScreenAuditFiles
Bt P iR B AR T AROE B SO R R R Y ST RV S TR AT N o R 4R 5 AT DA MG 42 ST 4 T it 3R
BEVESTER , FRBIEEEHARFREZNOHREHNAF

* FoldersByProperty

REBRMEXNNHXRATIA , ARTESNEHENFMERE. EALRE TUEXHFRARS
MEEERTR , AP X, BRAXERNAERFH.

* LargeFiles

FIHEREE R/ NREN . ERLRETORAR SAXEFEZR B ATRKNFE, EHSMIR
X REY Ao
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* LeastRecentlyAccessed

P E R ERBA R T BB S, (5 L3R & AT BUR BI AT A RS Sk B 2 BB A R AR Y 17 6 B Y JESE
o

* MostRecentlyAccessed

FIHEREE XA RE X,

* QuotaUsage

EREEREBESANXARNEFEASITER. ERALLREREZE SR BT B IR H4Y
XULFE’EO

REHN
BULERSHRANRE , ENTRERNVAHA

* DHTML-317 HTML 43 , EBHIF NI IREFREIEE
« HTML-E@ &R A X B FERH4AES HTML X,

« XML-A T RELEBNLERCETERR.

- CSV-AFSABRFRIBNARFNESREKR.

o Text-AXAREN , BETEFILE,

AN EMREEESHER,
REANMER S
5T A B R P RO T (0 PR AR R 5

1.

REARE-QIRBUEET , NPT —R. EAXREAREHTIEE DM BEER, KEXRE
REREXR , IBRELEENR. BETE I REARE , XAEATENEHREE-—IMFRE

U RRE-BEREENNAREDET, ERITIRERITEREZMEMERE, EILUFHR

ERZFNEBASBRAERENRBIZT, TESTRIREAEXHEE , 1w AEAFF#H-FSx
FSRMStorage IR &M T EREFBETXLERE , MEAEZTEFMENE.,

EEETHIREG
BIEBITRIREF , BB AR T ZRE :
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- BT ITRIREZREEREBN TR E B31ETT.
o FHMIT-FAFIEFHR-FSx FSRMStorage IS5 EZTiHHIIRE , TEEFTMERH,

&) LA A SR IS 1R 4R 5 U AT 1R IR EL-FSx FSRMStorage R , AR BIR A
H R FERE

FSRM £ 7R ERE , fEXMHRIREFIHRENMINMLE, BLRXLERS , EFERF X4+
%JLEIJMIE D$ /\?-o

R F RS
1. FEANTEEENRHFEE DS #=E

\\file-system-dns-name\D$

Bl

\\amznfsxaallbb22.corp.example.com\D$

2. SM%iZ StorageReports XX, WX HKITEHRRERBMNITAHALN FXXHX,

(® Note
HRIEE DS HEFEEEAXR.

RS REREK

BFERBATREME  BREFHERGORENRD
MR R EM

FRRENERRRRHRERYN , BN FSRM L3 #H KEX .

- REIREEE-EANamespaceZ B IRERFIERENXMHFR , MARHEBENXMHRE, AKX
BEREMTERERR , AIRREEHRN I BETRK.

- EFBENREZHFRE-ERSFIRONNERETIHRIRE | U KREMED N ERENE, B
REZHE O RHEMEFESHRZTRS.
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- REAENRE-EFARESHEREHLREIN TRENKIE. 0, ®RELargeFileMinimum}y
RRESBAENXHNE K mMAREMNET 1MB B X4,

« {# RunDuration BR#l-i® ERunDurationS AR IEIREETRRIBIS KA MRSEMRE, WRR
EREMBAZER , WFETRITRETHRRE.,

- BERIREMEE-A TIREL-FSx FSRMStorage SR S EREFTES KETRI T RET K. MRIRE et
B, AIERAENMREEEIREETHER,

Rt
- BRI R TN RS REFROMAR BT, REESFABRETRE | I ST
SHT R BABEXH-FARE

c EHMEXIWN-AEA— N SmBZRERSNMIREREN , BLIEZEEZMReportTypeEHENR
&, MAREMMNRE, XIHUEES , @H FSRM REEH/H KB REMW,

« BXHEAFE-ERANHERASHRRENE/RRERENMRE £, flm , £ A4,
ERBARIIAN A, BREEXHFNEEXAHFCZRIMIRE |, AEFHE THEEFFEEERR,

- MADREM-EMAFilesByProperty R ERBEXHM DR DT, XRETEFZLHNE,

- EHFERS-RINEAFERETERANBFESRRETH. AELAEEARERBEFERERR
e, REFTHNE

- FHIBRE-REXH2EERANEBMABRNF SRFMEER. NREXHFHEREBEER , BIR®N
FETBEENRRS.

o HRIZEBN AR G- EXEXBEUNAREGEE , AEURITNRAN I RIERGEERE™
AL R,

FRREEENT

BRI LA R AN RIIM FSx i=#2 PowerShell in B R EBFHERE :

1. REELDT-0IE. R, EANPBREFEREEE , XERBEEEESTHRSE. AHETHRE
DOSE-S= o0k - e v

2. REWTHS-B3. FiE, EUNESEFERREER, FAXEGTRBEZTHREFEE RN EEZ
TRV IR SR,
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1% & FSx iF2 PowerShell s S 5I&

(® Note

ARHPHE REIBRIZEELERXHRSEH Windows Remote PowerShell i RUE XL T
% $FSxWindowsRemotePowerShellEndpointZ &, B NHREWFEMAEERE
E# Amazon FSx #2#| & PR B LiRTT R , AT LAERA Amazon CLI describe-file-
systemsan &K B LR T Ko

REEL DT

£ #-FSx FSRMStorage &

#EFSxXFSRMStorageth & : SIZFM#HIRE AT OMEEB RUAER —MHSHIRERE,

S

- Name (string) - &%F. FHIBREN BT
- Namespace (array)-#F. EPMPBRBIXMHFRELBEKA, BB ESHKEE

St BB

R 53E, FlEn | [FolderUsage_ms= “F PP 34"

- ReportType (array) - #4F. EERWIREXRBELKA, TUEEUTE :

DuplicateFiles : REMXH K PINABTRINEE K
FilesByFileGroup: &34 B B R E X #1704
FilesByOwner: &P &EX X H# 1704
FilesByProperty: o XBEMRN X 4i#1To4A
FileScreenAuditFiles: % X4 iFiEEMITH
FoldersByProperty: REEBEMEXN X HR#EITHH
LargeFiles: 5| i3 1§ E K/ RER X
LeastRecentlyAccessed: 5l &I R4 1 18] 3 149 ST
MostRecentlyAccessed: Il &I ij5 733 B9 T4
QuotaUsage: EREFFEABRAEITER

« ReportFormat (array) - Ali%, fMHHANWKA. ATLEENTE

DHTML: ZhZ HTML &=
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« HTML: 875 HTML =X
« XML: XML #&=

- CSV: E5 7 RERKR
o Text: HXAER

« Interactive (boolean) - m[i%&, WMRIKZE RN true , WERRBERIRE, REXNIREXRCERLE
EL

« ScheduleConfigurations (hashtable)-BRIFHRERRERH , BN HXED, BEEFUT
BHENITRIRENRHR

« Time (datetime): EEMITZEITESH DateTime XK ( 4F )

¢ RunDuration (number): E{TESH/NEE ( Ak )

« Weekly (array): T{ERERAE ( Wik )

« Monthly (array): —MNAHWJ/LREA , -1ATERE—X (i)

BHETRENSH :

« FileScreenAuditDaysSince (number) - Ali%, X F FileScreenAuditFiles k% , BIEEZE
HiTEHN R

« FileScreenAuditUser (array) - Alit, ¥ F FileScreenAuditFiles % , EEBETESEREF
WAPKFHE, REXERAFERXHFENTHITL2BEEN,

« FileGroupIncluded (array) - A, X F FilesByFileGroup k% , EEEIIEMLE XA,
« FileOwnerFilePattern (string) - A%, XJF FilesByOwner % , IEEA TifikLE R X
HER,
« PropertyName (string) - AJi%, X F FilesByProperty k% , EEBENDHEKRBEN I EE
i 8

« FolderPropertyName (string) - Ali%&, XfF FoldersByProperty % , I8 E BN 5 HA4KE
B SR

« PropertyFilePattern (string) - AJi%, X¥F FilesByProperty 1 FoldersByProperty , ¥&7E
P T ik s R S HES

« LargeFileMinimum (number) - A%, X F LargeFiles &5 , EEZFPXH RN (UAFTHE
),
- LargeFilePattern (string) - Ali%. X T LargeFiles k& , EEA TIHEL RV XHFER,

« LeastAccessedMinimum (number) - A%, XJF LeastRecentlyAccessed R , iBEEH LR
WA AR B B D R B
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LeastAccessedFilePattern (string) — Ali%, XIF LeastRecentlyAccessed k% , 5

TiREE RO XHFREN,

MostAccessedMaximum (number) - Ali%, XfF MostRecentlyAccessed & , FEE B LIXTFR

E: - H N

MostAccessedFilePattern (string) - Ali%&. XJF MostRecentlyAccessed k% , I8 EH

TR RE AR

a:

QuotaMinimumUsage (number) - A[i%, X F QuotaUsage #R% , HlEEES RN REETFEA

Bk,

-

1

BIEEARXHHRE.

$schedule = @{
Time = ("3:00 AM")
Monthly = @(1) # Run on first day

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList $schedule -ScriptBlock {
param($schedule)
New-FSxFSRMStorageReport -Name "Monthly Large Files" -Namespace "share
\data" -ReportType "LargeFiles" -LargeFileMinimum 1Q@@MB -ReportFormat "HTML" -
ScheduleConfigurations $schedule

}

2. BEE SR ZRANKANEAEE X HHRE.

$schedule = @{
Time = ("12:00 AM")
Weekly = @('Sunday')
RunDuration = 4

$namespaces = @("share\docs", "[FolderUsage_MS=User Files]")
$reportFormats = @("HTML", "CSV")
Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName

FSxRemoteAdmin -ArgumentList @($schedule, $namespaces, $reportFormats) -ScriptBlock {

param($schedule, $namespaces, $reportFormats)
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New-FSxFSRMStorageReport -Name "Weekly Duplicates" -Namespace $namespaces -
ReportType "DuplicateFiles" -ReportFormat $reportFormats -ScheduleConfigurations
$schedule
}

3. QB AT RERR S

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMStorageReport -Name "Find large files" -Namespace "share" -Interactive
$true -ReportType "QuotaUsage"
}

JRER-FSx FSRMStorage &

2

FREIFSxFSRMStorageti & : NENXHRERR— D RSB FRIBS. BEAXREEENRSH
FAE R

S .

« Name (array)- Wik, ERRWREZHHA. NREREEEH , WZHSHFREXHRE L
WA EFMIRS.

~

1. REXH RS LB FERS.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMStorageReport

¥ BR-FSx FSRMStorage 2¢3R

M BR-FSx FSRMStorage & : NENXHREHFRR— NS MRS, BT ERBRZ A EEETT
:OEiG=p

S

- Name (array) - &4%F. ERROIRESHRHA.
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« PassThru (boolean) - i, WMRIZERN true , MR E EMERAIRFTIT R,

-

1. BRENFERE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName

FSxRemoteAdmin -ScriptBlock {
Remove-FSxFSRMStorageReport -Name "Monthly Report" -PassThru

Set-FSx FSRMStorage Report

Parameters

« Name (array) - &4F. EBIXNREBHHA.

- Namespace (array) - Alit, ESTHRBI XM RERHE, BOUUEESHEREINRE

o XHREE
. XHRDE, Bl [FolderUsage_ms= “FF X4
« ReportType (array) - Ak, EXRMWIREXRBEHKA, ATIEENUTE
« DuplicateFiles : REXH X/ PMMARIRINEEXH
« FilesByFileGroup: X HARK A BB X H#HITHA
« FilesByOwner: IRFFTBEEXN X H#H1T04A
« FilesByProperty: o EKBMX X H#H1To A
« FileScreenAuditFiles: 5l XHFiEBMITH
« FoldersByProperty: HEBBMEXN X HR#HTHH
* LargeFiles: 3B 18 E K/ DNRER 4
« LeastRecentlyAccessed: ¥l i &iF R4 83 B9 34
« MostRecentlyAccessed: ¥ & 183 A 34
« QuotaUsage: & REFFEABRGITER
« ReportFormat (array) - Ali%k, MHERNOEE, TLIEENUTAE :
* DHTML: 3575 HTML #&=
* HTML: 4 HTML 8=
* XML: XML #&=
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¢ CSV: E5 o RERKK
e Text: BXAEBR

ScheduleConfigurations (hashtable)-BRIFMERRERNM , BN RN KEH, SEEFUT
BHNITHEENRER

« Time (datetime): IEEMIZITESH DateTime R ( 4F )

« RunDuration (number): BfTESA/NETE ( Wik )

« Weekly (array): T#ERBHA ( Tk )

« Monthly (array): —MNAHW/LRHA , -1ATHRE—X ( Wik )
PassThru (boolean) - Alik, MMRIREN true , NREMERFHHREBI Ko

BETRENSH

FileScreenAuditDaysSince (number) - Ali%, ¥F FileScreenAuditFiles k% , BIEEZS
HITEHH R,

FileScreenAuditUser (array) - Ali%. X TF FileScreenAuditFiles k% , EEESTSEREH
WAFKFHE, AEXEARPERXHFENTHTRXEEEN,

FileGroupIncluded (array) - A%, X T FilesByFileGroup % , IEEETEWL 44,
FileOwnerFilePattern (string) - A%, X{F FilesByOwner k% , EER THELE RN
HE=R,

PropertyName (string) - Ali%, ¥ F FilesByProperty 8% , IEEEEN D AKIBEN D EE
.

FolderPropertyName (string) - Ali%, XIF FoldersByProperty k% , EEEERN D HKE
MY R 1

PropertyFilePattern (string) - AJi%&, X¥F FilesByProperty # FoldersByProperty , ¥&7%E
PR T ik 45 RV SR

LargeFileMinimum (number) - W%, ¥} F LargeFiles IR%& , HBER/NXH RN (UAFTRE
i),

LargeFilePattern (string) - Ali%, X F LargeFiles % , IEE A T ik RHXHER,
LeastAccessedMinimum (number) - AJi%&, XJF LeastRecentlyAccessed R , iBEEEH LR
T R AR By B /N R B

LeastAccessedFilePattern (string) - Ali%, X¥F LeastRecentlyAccessed k& , IEEH
F RS R XHER,
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« MostAccessedMaximum (number) - A1, ¥F MostRecentlyAccessed k% , & B LIXiARE
PARHY B K R ¥

« MostAccessedFilePattern (string) - A&, X F MostRecentlyAccessed k% , EEA T
TRIEE R X HER,

* QuotaMinimumUsage (number) - A%, XF QuotaUsage i , B EE SN REKEHEH
Bo k.

T~ -

1. EHUEHREN BRLIENEN,

$schedule = @{
Time = ("3:00 AM")
Monthly = @(1)

}
$reportFormats = @("HTML", "CSV")

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList @($schedule, $reportFormats) -ScriptBlock {
param($schedule, $reportFormats)
Set-FSxFSRMStorageReport -Name "Monthly Report" -ScheduleConfigurations $schedule -
ReportFormat $reportFormats -PassThru

}
REHITES
FF #4-FSx FSRMStorage &

Parameters

- Name (array) - #4F. EFRNIREBZHEE,

« Queue (boolean) - Alik, WMBRIRE N true , NRFIRERINBIAGIA | LUEEET RN 5 28R
B1T. ELEEBERANFIEIRGEN —EE1T,. MRIZERN false RAIEE , MIREFIENF 3,

« RunDuration (number) - Wik, EEREEBCEZINEITZ D/ Mat. BRE : -1 F
2147483, HHE :
« 0:EITERHK

- -1 ETERECH

MRKREE , WETEEEK.
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Bl

1. MBI R R EFER S

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMStorageReport -Name "Monthly Report"

2. XY B St E REM FE IR ST HRA

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMStorageReport -Name "Quarterly Report" -Queue: $true -RunDuration 4

{£1E-FSx FSRMStorage 23R
Parameters

« Name (array) - #F. EFLHNIREEHHA,

-

1. FIEENFRERE.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Stop-FSxFSRMStorageReport -Name "Monthly Report"

& EFSxFSRMStorage%$ 1R

Parameters

« Name (array)-&4F. EESHNREBHHA.

* Timeout (number) - Ak, EERETHFEESSTSREE (PN EN ), MRBERERER
BZASH Wt 2RE , BREERRBEEREET. BME: -1 3 2147483, #HEE :

- -1 ERHFESF , EEHRETHK (AN )

RS 203



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

« 0: RELHFRSHIUEERE , EREEFH

-

1. BRI EFFHERE T,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Wait-FSxFSRMStorageReport -Name "Monthly Report"
}

MHEEES

TS5 FSx Mk Windows X IRS 288 F 2 ¥ FSRM XHEEES, BER , B UAEAEEXHREN
Fin R R E P i it E AL LA AH) PowerShell S8 S RSZMELAH |, HlBIEFRANRE K,

Flan | AT AERAE P iRt EYL LR PowerShell BlZsk :

o RIFEEFE R LRG0 E B RFHY
o I BRIEE IS 4R BB HA RO 4R 22 UM
- BREIXEERXHGEF T FEHEE

A LAEFAGet-FsrmClassificationds i B X4 E M H AR TBE R EUR 4%,

EMNEF % PowerShell #1517 FSRM 2B M HEM FSRM tHiE , BERHRITEVESMEZERET
FSRM,

FSRM % &

FSRM RERHERSGTENEE , AWEAENTAHRLDREERE, FRXERENRES FSRM &£
MHERGHFWETHER , AREMINEUR L EIRE M4 TFE SN 2 ME E.

RER D
FSRM R B2 R =3
XHRBEI

HAPZHRRFHREN XMHRERBRNXHN , XERFFITRIER, XEFEX TR Fik R g
MEFERUARRNEEZHRERERNNXHRENAFEXRER.
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« ReportFileScreenAuditEnable-ftig E#EH FSRM BB IERXHHEEMITH. MRE
B, FSRM R IBZXHREBMITH , FileScreenAuditFilesiRE AL E REMEE, &4
MBRALRESEEANEREFRIRE.

« ReportFileScreenAuditDaysSince-ltiZ BRI X HREFTFRIRENIRMIANESTE. HEEQ
EFileScreenAuditFilesiiEENRBIREERMZ A , FSRM 2 ALE, REFEHHNIKIA
B (630 X ) IHRKREMETRIENEATH , MTF2ITEISHNHLHIE.

- ReportFileScreenAuditUser-lbiRERHESEENHREFTRREFHRINAF IR, H&B
EBIEFileScreenAuditFilesiREMNKRIEEETEMLEA /AT , FSRM FEAL IR, MRER
zZ MEIAMBRT , REFSERERAF. BUUFEALRENRENE/KERENA AR

fr

MINRE TR

RARERERRERHRTETEERESHNBER T RFRBREREANE. SERINMERL TR
HHEIR , FAEARTHELURE 2R — B,

BHRERABEMEXRNMIANRE
o AKX #Hi#E-ReportlargeFileMinimum i%EBRIAN R/ XHE KD
HReportLargeFilePatterni®BERIAHERITIEES,

« BRI XHIRE-ReportleastAccessedMinimum iRi&E B LR B AR ERIAKER |
HReportlLeastAccessedFilePatterni% B BRI\ X HE X T E T,

R Z 1 X 3R 5-ReportMostAccessedMaximum R iE B L)X IA [ ARBRIN R AKEK ,
HReportMostAccessedFilePatterni®EERIAM ST E R T IE 2T,

- BAAEVHHNXHFIRE-ReportFileOwnerFilePattern iR BEIA X ER FFikas
HReportFileOwnerUseriR EE TS RINAFFIEK,

- BEMY| B SIHIRE-ReportPropertyName i BEE S MR INDEKEH |
HReportPropertyFilePatterni®EERIAM XHE RIS E ST,

- BXHASHENX4IRE-ReportFileGroupIncluded iREEEE M AN BIATIR,
- BHEABERIRE-ReportQuotaMinimumUsage REBINNRKEEBEFEAT LD

RSN  KUUBIERSTRETRABEESHREBEXLERNETNEMN -1, RIYBREEE
i, £RRMINETER.
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& = BR

RERBREZFHFRBREFIENHEATE R, XERFERNEM

1. MR EE-REBEPNTE BT LEBERCRAKNBDERFEEISHNRERF. 2HEFTD
NHHARBERETRBZZD NS RTR , AESHWMREEEE,

2. RENTAM-ZERTANRENBEREFEN D, RERFTHRB/EHENETREXHHK
=

ERBLR EX RS R E R B S

« BARRFI-ReportLimitMaxFile REVMEMIREFHIXHEL , T HEKB MM,

* Per-report-type PR#l-#& fNReportLimitMaxFileGroup ReportLimitMaxOwner., ZZEHi%
& , A&ReportLimitMaxPropertyValuefREESTEEREMREXREPHNEHA. FEEIEM
ENHE.

- FARF|-EWReportLimitMaxFilesPerFileGroup ReportLimitMaxFilesPerOwner,
MZEMWIKE , ReportLimitMaxFilesPerPropertyValuefR#EREFENEAFERZINX
#,

LIRER BRSNS , FSRM 28E EASSERTHARSREXBSHEXNTE | AERSPIEHE
SRBIBR &,

FSRM iR B

EALBEATFRENBRLBRENS S, FAXEGSHERSTTEN FSRM TR,

FSRM & & FSx iz S 5K PowerShell

(® Note
AP E RIBRIZEELER XM RSEH Windows Remote PowerShell i RUE XL T
% $FSxWindowsRemotePowerShellEndpointZE &, BALUEXHRENFMESE
EH Amazon FSx #Z=#l AP HR B LHT R , AT BAEMA Amazon CLI describe-file-
systemsap S B LR T Ko
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Get-FSx FSRMSetting

Get-FSxFSRMSetting : RENMHRE LWL HRFSHBRREERFRE. [UREI A LAER Set-1&
Y 1% BEFSxFSRMSetting.

S8
7c
w4

1. RERFIALHFH FSRM RiE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMSetting

}

Set-FSx FSRMSetting

Set-FSxFSRMSetting : ERNHRE LN RAXARSHAREERRE. XLERENFERRER
HERIAEFH2H FSRM 1T,

S8 .
XHREFKIZE :

« ReportFileScreenAuditEnable (boolean) - A%, BHXHHFEAFITEHREIEE
FSRM &,

« ReportFileScreenAuditDaysSince (number) - Al[i%, 4 X FileScreenAuditFiles R & &
BXHIHRIEERITHHBRIARE

- ReportFileScreenAuditUser (array) - Wi, E@ETE FileScreenAuditFiles k& FHIBRIA
APtk PSR EA,

MINRE T RRIRE

« ReportFileGroupIncluded (array) - Ali&, RINMER TESEEREPHXHABEHREKA.,

« ReportFileOwnerFilePattern (string) - Ali%, FAIEERENRIAXHER, ZIFBEHAF
(*F?) o
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* ReportFileOwnerUser (array) - Ali%. FIEEMERIGHRA H\ AR BN AFHE,

- ReportLargeFileMinimum (number) — i, KXHIRENRINFR/PXHEKRD (AFTHE
),

- ReportLargeFilePattern (string) - Alit, AXHIRENRIAXHERN, ZIFBEHAF
(*F? ),

« ReportLeastAccessedFilePattern (string) - Wik, HEERD I XHIRENBRIASUHE
Ho XFBEM (*M?),

- ReportLeastAccessedMinimum (number) - Ali%, B _ERIGRIAES DB X4 RE SORBRIA
RN KE,

« ReportMostAccessedFilePattern (string) - Ali%, ThEE&AKH4IRENBRINIHE
Ho XFFBEM (*M?),

« ReportMostAccessedMaximum (number) — Ali%, B LXIGEEHANXHIRE SURBRIAN &
RRE.

- ReportPropertyFilePattern (string) - Alit, BMHRFHBRIAXHER, ZEBEERF
(*F?),

- ReportPropertyName (string) - Ali%&. BHREHWERINE BT,

- ReportQuotaMinimumUsage (number) - A&, BEFEARBRREHNRAREETERAES
ko

REBRFNIRE :

« ReportLimitMaxDuplicateGroup (number) - Alit, EENHREFTENEE XH LN K
RBE,

* ReportLimitMaxFile (number) - A%, FERREPTENHRAIHFK.

« ReportLimitMaxFileGroup (number) - A%, EGESEREFHXHHNTATE,

« ReportLimitMaxFileScreenEvent (number) - AJit, XHREFKREFTENRAIHR
BEHE.

« ReportLimitMaxFilesPerDuplicateGroup (number) - fit, EEXHHREFENEEA
Y B KX

- ReportLimitMaxFilesPerFileGroup (number) - ik, RXHAREFIHAXEFENIX
48 B B R ST

« ReportLimitMaxFilesPerOwner (number) - fi%, FIEEREFHU X GFREBIEENRAK
XU
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« ReportlLimitMaxFilesPerPropertyValue (number) - Ali%, &REMREFTEHNXHFFHEN
B M E MR A,

« ReportLimitMaxOwner (number) - Ali&, RFFIEERSEXHHPIENRAFMEERE,

« ReportLimitMaxPropertyValue (number) - A%, BHREPESEEXHFHNEHEN T
RBE,

- ReportLimitMaxQuota (number) - Ali%t, BEEEHEHIEAERIRE PHHRAETI.

HMigE :

« PassThru (boolean) - Ali&, MRIRE R true , NREEHEHREIT R,

Bl

1. £/ 30 R LIERKEER AN HFRFEFIT,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMSetting -ReportFileScreenAuditDaysSince 30 -PassThru
}

2. RERMINN A HRERE,

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMSetting -ReportLargeFileMinimum 1@@MB -ReportlLargeFilePattern "*.iso"
-PassThru

}

EHAE

MIREHRS EFSA FSRM B, Amazon FSx Windows X4 RS BE2E RN HEEEHNEHA
&, FREXXZEEZEN BHR ( Amazon CloudWatch B &S Amazon Kinesis Data Firehose ) o X
L B AT RSB IR S 1 FSRM 21E, RRIEH 4L XHEBEINFITRER.

FSRM ig& T4

WMBEXHZRS LB A FSRM B, Amazon FSx Windows X IREBAEZEH A NERXIEEE
KB, HIEZUTEHS :
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« XHHEEEA-SAFEERRFHESSHENREN NG R R HaT
- BEFEEBN-SEFEAERIEFEHMBEANRFENEERER
« FSRM BREZFEH-BINBHIRE, RSHERNIRFERE

5 A FSRM B &
BB FSRM BENMEBEIURTEERE A FSRM BB BHF :
CloudWatch B

SMEIZRIEER CloudWatch BEA , FAEEHAEFREFTRE. EBALUFEA Logs Insights B3,
TR M 2 A1 CloudWatch B& , Hi®E CloudWatch iR LB HEFEEH,

Kinesis Data Firehose

H &R EIEZRH Kinesis Data Firehose &R EEMN B4 , Hlanil S# S3
Amazon . Redshift {fR%5. Amazon OpenSearch & LA EBHNRTRERN T EMRS K
&tfiﬂ] *ﬁ H /N o

F I EARS
AEERHET XHRSERREEE RS step-by-stepRfhil. KERFIER T MIAEARXH
FSRM IhALSRARRER X 4 E R,

® Note

AR A FTAE ROIBRIZE LKA XHRS5EH Windows Remote PowerShell it RUE X T
% $FSxWindowsRemotePowerShellEndpointZ &, BULUEXHRENFMEERE
E8 Amazon FSx 5| A PR B L iRTT R , AT LAEA Amazon CLI describe-file-
systemsinH R B LA UK T Ko

9 3R 1 (B A

LR BISBA A B R B , By LR BB Xk E BN 10 GB BYZE(E,
BERNXHFREEE , FITUTRE

1. BIERFIN 10 GB WHERLER :
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMQuota -Folder "share\department" -Size 10GB -Description "10@ GB hard
limit for department folder"

}

2. (A& ) EREHFARMERRR 85% NREREA

$thresholds = [System.Collections.ArraylList]e()
$threshold = @{
ThresholdPercentage = 85
Action = @(
e{
ActionType = "Event"
EventType = "Warning"
MessageBody = "Department folder has reached 85% of quota limit"

$null = $thresholds.Add($threshold)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList ($thresholds) -ScriptBlock {

param($thresholds)

Set-FSxFSRMQuota -Folder "share\department" -ThresholdConfigurations
$Using:thresholds

}

3. RIMFESEHE :

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMQuota -Folder "share\department"

158 P S 4H PR 45 E BY SR 3R B

e R 505 B ANl 2 A BRIA “Audio and Video Files” JX#F4APFHLE A PR S A 050 SO AR 17 Bl 55
AR
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EFEAXHARSIXARE | FHRITUTERAE

1. SIB—1PRBEEFMAAF4FEIXGERER

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMFileScreen -Folder "share\business-documents" -IncludeGroup "Audio and
Video Files" -Description "Block media files in business documents folder"

}
2. (HWit) BHNHRF  UEEAFZHAREWE L FRINER

$notifications = [System.Collections.ArrayList]e()

$eventNotification = @{
ActionType = "Event"
EventType = "Warning"
MessageBody = "User attempted to save blocked media file"

}
$null = $notifications.Add($eventNotification)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList $notifications -ScriptBlock {
param($notifications)
Set-FSxFSRMFileScreen -Folder "share\business-documents" -
NotificationConfigurations $Using:notifications

}
3. RIEXFRFREECEIR

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMFileScreen -Folder "share\business-documents"

RBI M 52K Pl 47

HRBIEBNARZ RS ERLRE BN XNEHREAXNTENASTHER (PI) B,
FiRFI MK PIl B3, AT TRE

1. N PIRIEDREMN :
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationPropertyDefinition -Name "ContainsPII" -Type
OrderedlList -PossibleValueConfigurations @(
@{ Name = "Yes" },
@{ Name = "No" })

2. PIEZRANURAHLEZESH

@ Note

BUF EEN AR XA R R H ZE A A XXX-XX-XXXX X FE= AR, AT
EZRERAEEFMEAFAS SRS *.

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMClassificationRule -Name "Detect_SSN" -Property "ContainsPII"
-PropertyValue "Yes" -Namespace "share" -ClassificationMechanism "Content
Classifier" -ContentRegularExpression "\b\d{3}-\d{2}-\d{4}\b"

}

Bk

3. BITHE:

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMClassification

4. (Wit ) BEESDRUBINHXHRITER

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMClassification -Continuous $true

5. RERE (1 RRETHK)
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Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMClassification

}

6. ZRZTHE , BULUETHE Windows X RREEBRFFARET XM , GREMN , REERDR
BRI+, REBIRA XN D REME. LEMFERNHNAEIREEREE,

XA IR RE R R

I 7R 515 BB A AR L U RV B IR R BN X HHT9E |, REETLUHEBEREF K
PowerShell Bl A — &2 A T 7 R4l BR S04

BEHNHCIBRE R , FHITUATRE
1. NREHEEDREM

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {

New-FSxFSRMClassificationPropertyDefinition -Name "RetentionPeriod" -Type
String -Description "File retention period"

}
2. ATENEREHEIZEDRAN
« DRBXH XHRTHUEEXHFRE 7 F

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -
ConfigurationName FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationRule -Name "Legal_7Year" -Property
"RetentionPeriod" -PropertyValue "7 years" -Namespace '"share/Legal Documents" -
ClassificationMechanism "Folder Classifier"

}
-« M XHRTHMSIERRE 3 F

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -
ConfigurationName FSxRemoteAdmin -ScriptBlock {
New-FSxFSRMClassificationRule -Name "Finance_3Year" -Property
"RetentionPeriod" -PropertyValue "3 years" -Namespace '"share/Finance" -
ClassificationMechanism "Folder Classifier"

ELER
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}

BRI B HEABRHITAEHBREN “REHEF 2RXNFHFH, Ak, BF
FClassificationMechanism "Content Classifier"#flContentString "Retention
seven years',

3. BUARUNRARERM

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMClassification

}
4. (W) BEESKDRUBIINHIX4HTOE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Set-FSxFSRMClassification -Continuous $true

}

5. RERE (1 RRETHK)

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Get-FSxFSRMClassification

}

6. DREHE , BULELHE Windows XHHREEFHFEHREGI XM , BREY , RBERES X
BRI, REFEIRA XN D REMS. LERFERNHNMEDREMEREE,

7. BEREBXNNHHITORE , B LERZE K PowerShell BIZSR#E X4+
KIRetentionPeriod B M MMIRX AR T FHIMIBR. Hla0 , ERSHHE X4 REH /AR
FHREEREHSREITHER, BXEZER , HEH XHEEES.

REFEAEMRS

AN BUACIRRNERNEERE | A RENAEEXHFRS.

RXHHRE

LRGIGIZE— A ERE , ATIRAAT 200 MB B34,
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BEOBANHRE , BITUATERE

1. IR RIBY AR S -

$schedule = @{
Time = "2:00 AM"
Monthly = @(1) # Run on the 1lst of each month

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentList $schedule -ScriptBlock {
param($schedule)
New-FSxFSRMStorageReport -Name "Monthly Large Files Report" -Namespace '"share"
-ReportType "LargeFiles" -LargeFileMinimum 200MB -ReportFormat "HTML","CSV" -
ScheduleConfigurations $schedule

}

2. (Mhk) MENLSEITIRERTNS

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMStorageReport -Name "Monthly Large Files Report"

BArE &S W RS

RplIeIREEARE , ERAFNEMEERBR.
BEEMAERGOEXMF , BITUTERE

1. EBEERGIETMENH

$schedule = @{
Time = "3:00 AM"
Weekly = @('Sunday')

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ArgumentlList $schedule -ScriptBlock {
param($schedule)
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New-FSxFSRMStorageReport -Name "Weekly Files by Owner Report" -
Namespace "share" -ReportType "FilesByOwner" -ReportFormat "HTML","CSV" -
ScheduleConfigurations $schedule

}
2. (HiE) MEIETHRERTNE

Invoke-Command -ComputerName $FSxWindowsRemotePowerShellEndpoint -ConfigurationName
FSxRemoteAdmin -ScriptBlock {
Start-FSxFSRMStorageReport -Name "Weekly Files by Owner Report"

BEMRHAEE DS HERGRERNIRE, BXEZELR , BHRGREFHERS,

&8 FSx for Windows File Server #1714

NURENEREETEMEFHETE. FHER | UREFEXBENESES (SSD ) BH SSD
IOPS #i8. AIUERENHRENURCEZG , BEXERRARXHREFLESD , WAL
ERE TR, BEXMATER , 7HRMNMEER Amazon Web Services EE#2&|&. Amazon
CLI 1 Amazon FSx CLI for Remote Management on Powershell R &2 X 4 RS 12 6% LU K S 176 48
KEYMERE,

£

o LT R A

- EETFHAE

- EBXHRRTFHEEKE

- &% SSD IOPS

- B E S BIER BRREE T KA

- EEFMEM

s WNXHREFHBE

- BEREFESEEM

« ZHZA M FSx for Windows File Server XH RSN EHARE

« E# FSx for Windows X RSGH F#HRE

- GEREMREEN

- EFXHRLEH SSDIOPS
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- BETER SSD I0PS Fi#i
- EEESREMRR
- ESRERRABEEES

AL 1268 B 2N
AILAEE A FSx for Windows 12 B9 17 6f B B I TR AL 1L 776 B AR o

FEERBIEIN - FSx for Windows File Server 1M NEMERE - BR8] (HDD ) MESER
(SSD) , FEEeEBLICENLLURRE TEAEFER, HDD FHEN R IEAZMIRIT , BEEE
F. ARFNHIMREZEURANBTEE RS, SSD FHETHMERS. NERKRHERN TEAFEMIRIT,
SEBEE, BELEBEIEABNBESTRNARER. BXFHEBENN4REHENESZER , S
¥ FSx for Windows File Server &,

ESHERNER - RABFEETEREFELREE  XSENBEFERE. S0, ARXAHETUEAE
B-—XHHNZIER , HSIAFFRE. REFTRAZTUEE TS EENINNEREHHBRETEN
ZHEINXMH, BUNELNNHERETEEEREN R ERBEBEFERE. FEE , EERIE
BERR i —XBBEENEER D , NTIERDTERSROKIE. BXREEBIEMEBRAR AN
Amazon FSx X REBRIEAEEREMRIENESER | F5H BE EE BRI R K K17 4#
B

BEFHAE

A LAREE T BRIV (LI N FSx for Windows X 4RGN FHBE. BAILIER Amazon FSx #
#&. Amazon RDS API 5 Amazon Command Line Interface ( Amazon CLI ) 335, 1+X/38 Nz
RENFEZBRNRARTETHRANFEEEMFHESIE. 7# Amazon FSx IMALEF A EME M
DRIRRFHEEMBERNHE, BUUMUENMXGRENEERE  TERLFHEE.

® Note

F 2019 F 6 A 23 B2 RIS XH RS , &M 2019 F£ 6 A 23 HZaitIBHXH RS
NEDFMENHRSE , TEENEEHEE,

0 Amazon FSx X RSN FHEBER , Amazon FSx REEANXHRERM— AR EE KAH

W&, RE , Amazon FSx EEAETEEMLIRE , LERANREEN AHE IR IFHEUE. BRI\
FREABEBMEMRE  FRACTERFE/LVDRBLRAE , ¥ TEARMEENZEHTEM. £t
R, FOEARSEREN , EAXHREREZ OIS AFRELISHFRSE, IBXH
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AFEEBRENTHR Amazon FSx BIEE MY BIE3N HH B RMZ B URME L HRE, &
DAL LERHTELS REESE  BEOEARINEINCANEEKT. HEERETRHE , £RT
NEIERBEENR,

TERERT Amazon FSx EEIMX 4 REFRHAENXRANENEES R,

Step 1: Storage capacity
increase request to 800 GiB. Step 2: Amazon FSx adds the new, larger disks.

LA LLL
FE‘:‘E IEEETE
LI

[ . ‘ el —
—— S— [ — —
— — —— )
e S— = __ [ — e ——
————] L
VR — — — ) —
200 GiB 200 GiB 800 GiB
Storage volumes Storage volumes
Step 3: Amazon FSx migrates data to larger disks. Step 4: Amazon FSx removes smaller disks.

Sxa

TTnTT

_— Fy uevee
- ->/0 -
- -

-
LLLLL

11[1
{((

il
il

s
]
=

800 GiB 800 GiB
Storage volumes Storage volumes

& o] LARERY 5 Amazon FSx ##|&. CLI 2 API IRERTZ{L1L. SSD FEAREE N SSD IOPS &
FNHE, BXESZELR , B0 LisFaB 28N,
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BREMX G REFERBENTFTANEH

LTRENFERRENEEZEEN/LNEESN :

o R EABENXHRENFHERE  TERIFREE

- RIREE  BRENNEFERRELAEZLANHRELRFHBTEN 10% , RRAFENR
65536GiB.

- RIEEHRED . ERNEFEREE  XHRENKEFLED LI 16MBps, X2 RHNFHMILI IR
R EUHEBERERTRE,

« FBIE BT E - EEREMERE 6 PERFELICIRTR ( ARKHEENE ) 287,
TR —SRNNHRENFREE. FRRCTERFZ/LNNSEJLRNE S BETK. A TERKX
RE AR TR FERCARNEE , RNBWEENFERTE A ABNIXARENTLED (£
T BREMZEUABRELEN ) K AEXHRELREKRNENEREE,

o

® Note
REVHRRSBMHAIELHFERE 1/0 IR, fla
FREET EHRILMBRAIRRENEEEFLE K HURESHEMEES. EXESEER 1
5 HREBEEMEW,

iy
&

2

HE MR E

HSXNHRENATATRBETEN , BEMEF#ERIE. £/ FreeStorageCapacity CloudWatch
ERRKEEXHRELNITREREE. S URELIEIRLIZE Amazon CloudWatch Bk , HEIEHR
BREFSEREUATHKEERN, BXEZEER , 55 £H Amazon CloudWatch %1%,

BMNBUEXHRS LIRAREED 20% NI AFRETE. EAMAFHESEREASNERES£RM
N, AARESSBEET .

TAGHAERTEEENENLRER , BU LA EBNNHRENEFHRE, A Amazon FXH
HE X Amazon CloudFormation #iRE8BX B F{L RS RFMENFIEAH. BXEZER | #FS
] A INEERE,

WINEEAERH R X REERE

HMEHEBEBTUMARE , Amazon FSx EFAETHFREAILRE , WASHITFEARMRNFEHTH
. B2 , f£F HDD IFRERENXHRE , URSRAEBLIHAS, & /0 RAHNTEKE/N AW
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BREEN TN , TRLGHNHIAMETENER. ¥ TXERR , RINBULERSEXHRENE
EEh , REBENFREE, WTXERBENTEAR , RNEBWEXHREARBRIENZRETER
EREHEL, XECEBUERFARRINELE  BENRAEFHEESER. BXEZER  F
S EEARMBEN,

BEXHREFHRE

AT LAE A Amazon Web Services BIE#24|A M Amazon CLI N X4 RS F#ERM HDD Bl
SSD, [MEMEEEN N SSD it , FEE , ELREBEREHE 6 MIRFEMEECIETR ( LREH
RIEIANE ) 28, BEBAEHXHREHRE., FHANCAREEE/LIDNEJLRTETRK. I THRKAR
B BEXBEE , RINBNEEXHRELNRERPNEFNFHEE, BEXEZEL , BEHE
¥ FSx for Windows X4 RG R FMEKE,

TERNHREFHEEM SSD EH HDD, MREFXHRSEMNFHERM SSD Ekh HDD
NEEFXARENZHERIEENER HDD TN XHRE, BXESFER  FSH B2 HE
REEHXHRL

RTFRE

& 1] LASF FSx for Windows File Server X REEE N FEABESESR (SSD ) UM ER IS5
( HDD ) 7#f 3R A,

SSD #HEATASHEASHEERNERHBENES TEAR, XETEARNRHISELRE
FE. BESH, BELEBENLSNARRF. XTERRERKLAF, 8 110 R3IHTEXRENHHHK
BENEARS , RITEBWEA SSD. &5 , MRZRUNBRAEFEIER , RITEWEERA SSD 77
fi&. SSD FENHREAEEMY & SSD IOPS , {8 HDD 7 T &e.

HDD FE A& TEAFEMRIT , @/REEFR. APNESIXHERAEUARAREERS, 5 SSD
TrfEAALE , HDD R KAER , BHRES , R UFHEEFHEMEE IOPS hEK, ©AIHEs
AT /0 ERRENBRAAFKENER R, TELERRBFENAEATEERS (CMS) Ha=d
BRXHNEES,

BXREZER SR FREEN %,

&I SSD IOPS

NTFBEET SSD FMNXHRE , SSD IOPS WHEBRE T XHREMME RBBIEAR QHEEA
BREERNTABE /O BE K MAREFTHNRE, SR THFERERENYT R IOPS #&.
ERLATREM R KR SSD IOPS FUR T BN X4 REEEN FRBEMEHE D, MREZEF SSD
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IOPS RS ZBHAEMEE NN LR , N EERMEMEE DT RERBX—RFHIH SSD IOPS, &
XEZELR |, {55 FSx for Windows File Server t£8E Ml EEFMEEN,

UTREHFXHRENTIE SSD IOPS NEETHN/LNEESI .

« JEF IOPS B - BELT MM I0OPS &3 Al ik

- B3 - EBRHERXE , Amazon FSx £B3¥ B SSD IOPS |, %% GiB F# A& 3 SSD
IOPS , BN H RS & Z#$F 40 77 SSD IOPS,

- AFPME - EFEXTTLIEE SSD I0PS WHE |, SUE T 96 - 40 TZE. AFE#H Amazon
FSx B9 Amazon Web Services X3 15 EE GiB F# A E 3-50 IOPS , REEXERI ( BFE
WAEER ) . ZEREE (HEXM ) . ZERS (BZEBEM ). BNX (BR=Z )., TA#X
(FR) ML AKX (FNE ) ISES GiB EHAE 3-500 IOPS, HEBAFMEMNER , BiE
EHY SSD IOPS ERILFE GB A 3I0PS HWER |, BHRFEAM,. X FESRFANTME SSD
IOPS , MIRBFANXHREE GiB BFH I0PS #id 3, NIENE,

- FEREEH - UREBNTXHRENEHEE  MERIAMERT , FTER SSD IOPS HE KT Y
BIAFPTRER SSD IOPS 45l , Ml Amazon FSx £2BZI B REVHRE“BIEDR |, I XHR
SAHEE GB A& 3 SSD I0OPS WHREESR,

- BHELERMH - MRERSTHUHESD , BMEFUHEDIFHNHA SSD IOPS 5§ THFMER SSD
IOPS 43l , W Amazon FSx & B3I &R X RSB BB,

- 10 SSD IOPS #iiE - £ £ INERSG 6 Mot , RE/MEICIRTH ( AREKHNBNRNE ) 2
Bl , TERE-TREXMHREH SSD IOPS, EMMHRENEHENREFRNHRSNFERE,
R TREBZE/LNNNSEJLRE B E S BESTT K A T RARE ARG TR LAT BV ETE |
BNBUAENHRERER/ DR EHMERT & SSD I0PS,

(@ Note
BEE , N Amazon Web Services X1 % 4608 MBps R IA LR BIFLHEED : EEFR
B (HERLMILE ). XEHES (BRBXM ). EEFRI (BEXBEMN ). BMbX (ZR
) WARK (FER) MIASK (HH0E) .

B R MM EH FSx for Windows File Server XHRZEMTE SSD IOPS BN EZER , BSH B3
X FR 4K SSD IOPS,
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I B WAE M BR R R A7 A AR

EERERR (BEEMABENE ) BB TEHEEARBSESEREMXNEAR, BaLlEH
FSx for Windows File Server RiIRBIFHEBR T RHIE, KAEBEEFEEFEETREE , XL2ENEE
FRRAS, -

- AP XHAETREEZ MERSAUNXHEIA.
« BREFREAZETURE S MES DN EDMRAS T # R T B =38 630

BABE N XHREEAEEREN R ERBREBEFERS. ESHENRIAFE —RBEEN
ESHo , NMBLSERSROKSE. BAESHRERNRRNERABEES , NTENRESRIE
FHITBEESR , U —STEER. EESHRENRATRILTR , MF2ERBENREES TEY.

EERENRSMENEEHBIET , 8B FE. BaPRENLICENXARE , A RXXIEHAFH
EENEFIR2ERR,

ERBENEERENRTENEEIERRTEREENER , SN ZEAFENEEREE, BAX
HHEBEATE 50-60% HRA, EREF | TETBERNAFXEN 30-50% BIHR4TFABEEN
70-80%. EAILAfE Measure-FSxDedupFileMetadata iZf8 PowerShell 5 R &2 E & HIEMH
BRATEESSTM T EE,

FBRTUBEENEERERRAFZEEZNIEFTHEER, fln , EUACGHEBNNEREXHELR
EITEERERR , tTMBEEEELITR. ATESHREMBRELSEEXHRSERR , Bt
FAEVFEH Get-FSxDedupStatus RE 2 E S HIEM BRVEL AVIRES,

BXEXHRELEEESHERNBRNESR | E5H EEEE BEMRER.

BXRBREEHFERREXRFENEE , BSH
ER AT E B HE BB E B E N 6 A E & BEmI PR ™ £ Y — £ 8 W | &

F&

- ESBERRTEER

- EERERRESIMRENO

« BMIBRXMF/E , MRS BV ZE AR
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ESRERBRTEER

EEFEEHEMBRNYEIRE , H151T Get-FSxDedupStatus PowerShell R EEHKHESEHIE
I BRVE ML B9 SERCIRAS e INR —ANHZMEM KW , N XH RSN AT A FHIET T8,

ESHERBRELAMNEERLRRRAET R,

* Microsoft 2 & FE 1 TB NEZEHIEE 1GB AT (HEE 1 TB NEBBIEEDHE 350 MB #Y
RTF ) o £ Amazon FSx MEERKBESNHRENFHENXBKNRNEF , HERNFRRENL

BRENBER D, METE  NEERSXHRENEFEUHED , FHFES 1 TB BEHIEREME 1
GB REFEHER,

- EEHEMBREL R Windows HERERIA 25% RAESEEE , XEKRENTEE 32GB A
HWXHRSE , 8GB A TEEHRRERR, NEIERAUEREN (FAT -Memory SEHY Set-
FSxDedupSchedule &% ) » EEE , NEERENREARSNAESIETRESEM X RSN
-

o BEULMEHEEHERBRELHEE  UBRENEERE. fl0, B SUFECBREIN HITFEXH
REFHRIZET , REEERICWR DGR DR, BITEETFESHRERBRELEERE
XHRENBE KD ERBEEZET,.

MESEHERBRELEEZBHNETR , LSS, BUEEERERELNRKIFERE , W

EREEHREMERITRI AR,

MREEBEMERELELAM T RENE , ARERBEANHRE LNBERE TR, BAFLEN
ESBERNBRELTRREEES R RTREXEI TR,

ESHERRESNRERN O

NFEhEESBIEMBRN XH RS , SavedSpace M OptimizedFilesSavingsRate WEZEINE
70,

EF#MECERES , SERNNHRENTFREEN , RS REXTER. BN RER 7
RER , Amazon FSx 2EF#MACTREPEUE LI ESHEMRFL , IR FHEN BT
BEIE RN E, FRMAEELTRE , Amazon FSx FIREXH RGN ES BIEMIBR. FxEmF
REAEBNFHEACNESER  FSHNEEFRBE.

BRI A, ARG £ RV 22 iE R

ESHERBRNTHTAR  IRNBRNBERESHENRTEZENAR , MAXHRE LM
KR EEENREBARLIEITES 2BK.
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AR, FitHRENERBRAE XM EYBETERERELRER, WREIBELTRE ,
BRI RR E W RIME M ERIBRE, XEATUBREEIREEETMRATEHRNZME,

BRBULT SRR ERAELIRIENRN 5 2HEIET.

1. ERITIREEATEEREME , FFH Get-FSxDedupStatus 5. BXxamSkEMEHH
MELZER K BSREETENZHRE,

2. BRUT SRR RNRE N DREWAFLENRER 5 58 EE1T,

$FiveMinutesFromNowUTC = ((get-date).AddMinutes(5)).ToUniversalTime()
$DayOfWeek = $FiveMinutesFromNowUTC.DayOfWeek
$Time = $FiveMinutesFromNowUTC.ToString("HH:mm")

Invoke-Command -ComputerName ${RPS_ENDPOINT} -ConfigurationName FSxRemoteAdmin -
ScriptBlock {

Set-FSxDedupSchedule -Name "WeeklyGarbageCollection" -Days $Using:DayOfWeek -
Start $Using:Time -DurationHours 9

}
3. HETHREWELHBRRZRE , fMitRERHRRRE.

o

BREEBEMBRNESER , 55 W Microsoft 7 B & R M B34,

/A Warning

BINTEBEWEETEEFEES BIEMBRIIEER Robocopy % , AAX LS AIAEA Y
Chunk Store IR TE M, BXEZEE |, BSH Microsoft = & BUEMI K B 12 /51 X8,

£ F B 2 B0 A R B R A SRR
WU 2R EEHRM RS — L REXE

- FEEBEMRELZHEXHREZRANET : BRIATSESE S 2:45 UTC #1T
GarbageCollection fFill, MREHXHREFERERERL , WAEFE/LINNITEET
o MRUNBTESENIENR , BFRELZHEEMIT XHEREREBRENIRIZIT,
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- NERESEHFENREBEEBHNELED  ESNEFUHEITRHESHIINRNF. Microsoft B
81 TB2EHER 1 GB WAFEKESTEERIEMBR. A Amazon FSx MEERKBES MRS
MEHENXBENAT , HBRAFRREUATHEHHERDN.

- BEXESHFENRREUHZENBEFEERABRBMUEEER | EILUFLLRBIEREN M
RERXHREETT , REREFK/DPXHARDNYRAR TR, BETRESER , FSH BEZE
& TR M BR R AR 17 £ A

EBFEOLE

BRUEXHRE LEERAFFRESR , URHAFAILUEENSBEF#E. REEFE , £TET
RIREFRSKERERER , AEFRA-EMNEITHEHR,

R T OB B A BB A A P A E R AT EARERBHIKER. =858 HSHERESE |, 8
BHEFHAFRSBE BEZRT R WERER.

BRI EHFIREREATEHE :

- BE-RATREAFPSEARTIFAEESHRS , REREKRBEX.
o PRE| - XA RNARNFREBCHT RS,

BRHUNBRANHRENFAFEER AR , b UAREERTRHREAFREANETH. SEFTUBET
EERERTHESMAFRAEEHENFHEZRUARMIREEREHEH.

BEXHAMERREAFRINEFREEREL. EITEFREERNEANEEBXAHNAD , A
RMHSRANKEGRYEE#ZR., RESEHRERE ANFRERA - FEEH,

BENZNRAPERERS , WEENEMAFBEIT-REFRST , B AHAFRALR —NMAREENR
ZA B

& A LAE A Amazon FSx CLI for Remote Management on PowerShell B3 X4 %% E A F 5 E
. ETHWMMERL CLI, 25 Amazon FSx CLI i F PowerShell,

LTRUTATERAFFRETFNG S,

AP E#EHMTS iR
Enable-FSxUserQuotas FF 45 BR R A/ SRR B 1T P E B
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AFPE#EMeS iR
Disable-FSxUserQuotas EIEREMBEGIRITAF FEEH,

Get-FSxUserQuotaSettings BREXHRENHG AR FEEIURE,
Get-FSxUserQuotaEntries BRENHRE LWEANAFRMAN S AR FZREHRE,
Set-FSxUserQuotas NEANAFPIARERAFFERHET. RFEUAFTREMNEE,

B R THBRINEYDFBREFESTRINSERFEE. BEHRLAR , HETES 2 HeS , W

Enable-FSxUserQuotas -7,

BN REFREE

B UBEE T ERNZT{LIE I FSx for Windows File Server X RSN EHERE. FH Amazon
FSx #%|&. Amazon CLI = Amazon FSx API i8I 4 RSN ERBE , MU TIEFIR, BXES
ER 6 SR EBEEHAE,

BNXHFRENEREE (258 )

1. BELATMUEITFF Amazon FSx #2#|A& : https://console.aws.amazon.com/fsx/o
2. SMEIXHRSG  AEEEEENTFHEEIEN Windows XHRE,
3. HERED , EREHMTFMH. HE L EREERTD , ERXHREERBESZLNEN.

FHAEHERAREED,

4. HERWARER  ZEEDLE, WAFTNFHEEE (MLETIANENES LTI ) , HEERLN ,
BL GiB & v AFT{E.

5. MAMERF#EE,

@ Note
FEREEMAELLLEFERKN 10% , ZATFEET 65536 GiB,

6. BEREH K BIFETEEMN.
7. ULREXARGEAEENHENEINETF LBREMEE,

EF#HEE 227


https://console.amazonaws.cn/fsx/
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BINXHRENFHEE (CLI)

Ehn FSx for Windows File Server X REMNF# A E |, B Amazon CLI @55 update-file-
system. REN TS :

« --file-system-id BN EEHMHWXHREM ID,

« --storage-capacity RENLHFEED K 10% HE,

& T LAME A Amazon CLI #8% describe-file-systems RGBREHHE, HHEF , EK
administrative-actions,

EXEZEELR , 152 R AdministrativeAction,
IR ERHAEEM

BN ERENEERER , TLAEH Amazon FSx #2#|A. APl 5 Amazon CLI ¥ F#& A E18 M
HHE |, A TERETR,

2 A o U
EXHRGEMELEONEF LA LS , BUNEESHERLIN 10 MUTER.
NTERAREN  TUEEAUTES.

EH%E

RENERFHEE,
B #r{E

BERNHREFHRBEENIINAEE.
L7

HAEFRS. T EHBEFEH , WENEWDT :
o FAE - Amazon FSx BEREIEFHER |, BRI RFFHRAE,
« [FEHITH — Amazon FSx [EfEANBEHER,

- BEH ; EEMIL - Amazon FSx EEMNHRENEFREE. N7E , FHMACIBEEGXH
REBEIBINREFTERNWFHEE

- BEMK - FHBEE MK,
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https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_AdministrativeAction.html
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« KW - FRABEMAK, ZRES (?) IEEXTERBEETRMERNFAER.
HEBDL

UERBE D ENERE R EHEICRENHIE,
18 3R A [H]

Amazon FSx W EIE FIREFRATE,

£ Amazon CLI 1 AP| Y5188

A LAE A describe-file-systems Amazon CLI @5 #l DescribeFileSystems AP| R{EE & ki XX 4
REGFEREEMER, AdministrativeActions A HEHHEERIREREN 10 MRIEEHIR
B, BIMXHRENEHBEN , SERF D AdministrativeActions : FILE_SYSTEM_UPDATE
F1 STORAGE_OPTIMIZATION #4E.

R RHIERT CLI @5 describe-file-systems MR . XHRENFEHBIEN 300GB , B—N
FUENERREENFHEBEEMNE 1000 GB,

"FileSystems": [

{
"OwnerId": "111122223333",

"StorageCapacity": 300,
"AdministrativeActions": [

{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1581694764.757,
"Status": "PENDING",
"TargetFileSystemValues": {
"StorageCapacity": 1000
}
b
{
"AdministrativeActionType": "STORAGE_OPTIMIZATION",
"RequestTime": 1581694764.757,
"Status": "PENDING",
}
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https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
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Amazon FSx B 543 FILE_SYSTEM_UPDATE 21E , AXHREFMBEERNHFHEUE., HH
H1EME =8 A S RS FE AR, FILE_SYSTEM_UPDATE RASYFE X UPDATED_OPTIMIZING,
ERAEE THNWEKXE , B/E Amazon FSx FF R4 STORAGE_OPTIMIZATION BEIEig{E, MHT
CLI &% describe-file-systems B9 I 57 3 3 P R o

ProgressPercent BMEREF@EMLICREHNEE., FEAICRERIDTR
J& , FILE_SYSTEM_UPDATE #R/ERVIRAFFE N COMPLETED , # H STORAGE_OPTIMIZATION ##
EFBE R,

"FileSystems": [

{
"OwnerId": "111122223333",

"StorageCapacity": 1000,
"AdministrativeActions": [

{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1581694764.757,
"Status": "UPDATED_OPTIMIZING",
"TargetFileSystemValues": {
"StorageCapacity": 1000
}
},
{
"AdministrativeActionType": "STORAGE_OPTIMIZATION",
"RequestTime": 1581694764.757,
"Status": "IN_PROGRESS",
"ProgressPercent": 50,
}

MREINEFEEBSELW , N FILE_SYSTEM_UPDATE BEHRSEELRH
FAILED, FailureDetails BMRMEELXMMEKEE , ML T REIFAR,

"FileSystems": [

{
"OwnerId": "111122223333",
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"StorageCapacity": 300,
"AdministrativeActions": [
{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"FailureDetails": {
"Message": "string"
.
"RequestTime": 1581694764.757,
"Status": "FAILED",
"TargetFileSystemValues":
"StorageCapacity": 1000

BXNABIBREHTREHENEL , BSRAFHIATHEIET LK.

A8 0 FSx for Windows File Server X RENFEEBE

BT EEENOBIEEE X FSx for Windows File Server XEERGENERAEHITFIEMZ A |
$&3& ] LAE A Amazon CloudFormation iR Bz 8 NEM. Y UAE#AERTREENENRE
B, AT REABRAIRUDISENNHRENEFHRE.,

It Amazon CloudFormation iR B HBEN TRAFHAERNEMENELAH., ETZREN
Amazon CloudWatch BRI K IB N4 REFEEEH Amazon Lambda BEEK,

ZIRRBRFERAUNTSH

- XHREKID

- TRAFEHBERE (HE)

- ITEH ( BOL [BRIA] = GiB)
- WINFHBENEDL (%)

- iTI% SNS Hy &8 Fap it

- PEBERRE (R/EF)

ES}
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« Amazon CloudFormation & 4x
« {#F Amazon CloudFormation Bz %2

R ER
BB UL AR T RFFHE Amazon THRERU T RIR.

Parameters:

-FSxID

- Free storage threshold
- Adjust Alarm Flag

—_—

”/' ',:‘\\

,,/’/ '\,\ \\\

,/’/ Ay ™.

e Creates;\ .
/‘/ Y \\\
- Y .
- '\\ -,
,,/ Y
,/'/ Y ~
- Y
Amazon FSx for 5 v '\ ~a
Windows File Server A
CloudWatch Alarm ! Amazon SNS

A
FSx Reports CloudWatch
Free Space to

ol
FS\( CloudWatch > C\-\) Triggers Alarm - Y
' = 0ol
\
Y
| ‘-\_
| A
Expand Adjust Alarm Y
b

File System Threshold = Yes
[}

LY

Lambda

TERUHBATUTESR

1. Amazon CloudFormation ##xZ8%#& CloudWatch &3k, Amazon Lambda Bi#{. Amazon Simple
Notification Service ( Amazon SNS ) A% , AR FRE % FEH Amazon Identity and Access
Management ( IAM ) A&, IAM A% F Lambda EZXiEA Amazon FSx API IR {ERYXBR

2. XHREN T HEMBRERTIEERER , CloudWatch &% B4R , 3 [ Amazon SNS BA %I %%
—&EE,

3. RE , ZERARLAE TR Amazon SNS E£BH Lambda EE.

4. Lambda BB EEEN B LB KETEFNXHREEHEE , HEEFTHN G RATFHS
B,

5. Lambda BE AT LLUERE M FR T AFESERE  CESTXHRETFERENEER D L,

BRENEFREE 232
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6. FR#A CloudWatch ZiRIARAS M Lambda BEBURIEL RIF KIXF Amazon SNS A5,

EZIWKX T CloudWatch ZIiRrY SR /ERIEE |, AR BAITFHEIASR FHR4 PR EEIERTEIA
Amazon SNS & iT ¥,

Amazon CloudFormation #&4x

LR R 75 R E A Amazon CloudFormation Bz & B 318 i1 FSx for Windows File Server X R 4 1%
HARENAH., EFALBEREE , ¥ T3 IncreaseFSxSize Amazon CloudFormation 14y,

ZEREAMTIIRN SR, EFRERSBRERNME , ABRBEXHRENFE RN ENZITER.

FileSystemld

ZTHINE, CREBFEMFHBTENIHREN ID.
LowFreeDataStorageCapacityThreshold
TEIAE. UGB R UHNHRENSFERBENBIL (% ) BEEVRITAEREERE, &

FZRER , MABRABIENIHRENE#HBTE, YUEDERRE , 8 TE CloudWatch
EiRiE BT , CloudFormation #EIRAEHITE RN GiB.

LowFreeDataStorageCapacity ThresholdUnit

BRIAA %o A GB REMNBLULHFFHEENE S LIEE
LowFreeDataStorageCapacityThreshold 84,

AlarmModificationNotification

KINENR. WRIEENR” , WA LowFreeDataStorageCapacityThreshold B IZLEAHI
BN FEEIRFE PercentIncrease W{E,

Flan | IRFF PercentIncrease IREN 20 , HIF AlarmModificationNotification &R “=2” , N
LA GiB A {uiEEM T AZRFEE ( LowFreeDataStorageCapacityThreshold ) REFLE
R E-MEHFEMN 20%.

EmailAddress

TRINE, EE SNS TTHEAN R FERFibur , AR EFERBTERNEER.

Percentincrease

ZERMIAME. ALPFREFENEI LEEFREAENEE,
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&£/ Amazon CloudFormation B Zi 22

LT REAE EREBE Amazon CloudFormation 4% , LAB 30180 FSx for Windows File Server 34§
RENTEHBRE, EUREERDHFRETK.

(® Note
KIELL AR IR REFEMX Amazon [RSHIKE. BXEZEE , FERBXREXERSHWEN
HAEETH.

TEFRZE , B8 Amazon Ik R AMAE —MN21T T Amazon Virtual Private Cloud ( Amazon VPC )
Z B Amazon FSx M#H R4, BX A6 Amazon FSx BN EZER , BFS R HBER FSx &
AT Windows X4 RS589 I T5b,

B3 B R BN IR T R

1. T #k IncreaseFSxSize Amazon CloudFormation 14k, &< {a#1Z CloudFormation H#kHE
Z{EE , %2R (Amazon CloudFormation FAF#8) HHI7E Amazon CloudFormation &4 L
Bl MR,

(® Note
Amazon FSx B BI{XE4ERN Amazon XiZ o] A, EAMAE T LAEH Amazon FSx B9

Amazon KB EalbERIT R, BEXEZEEL , 55 (Amazon Web Services —fi%5
#Y B Amazon FSx i = B,

2. EEREMEREAGEET , AABNFHBEREMERT RNE,

WS NEHEE 234


https://s3.amazonaws.com/solution-references/fsx/DynamicScaling/IncreaseFSxSize.yaml
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/general/latest/gr/fsxn.html
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Specify stack details

Stack name

Stack name

FSxWindows-Dynamically-Increase-Storage-Capacity

Stack name can include letters (A-Z and a-z), numbers (0-9), and dashes (-).

Parameters

Parameters are defined in your template and allow you to input custom values when you create or update a stack.

File System Parameters

FileSystemid
Amazon F5x file system ID

fs-0123456789abcdef0

Alarm Notification

LowFreeDataStorageCapacityThreshold
Low free data storage capacity threshold (GiB or %)

200

LowFreeDataStorageCapacityThresholdUnit
Specify the Storage Capacity threshold Unit (GiB or %)

GiB v
EmailAddress
The email address for alarm notification.

mmajor@example.com
Other parameters
AlarmModificationNotification
Would you like to adjust the percent increase for the next FSx storage increase event proportionate to the requested increase?

Yes v
Percentincrease
Provide the percent increase for File System Storage. This value should be between 10 and 100

30

Cancel Previous Next

A AR B R

NTSH  FERERNSBABRBEXHRENFERNEH#TER. REEET -5,
MABENBRARAFBNEMETRE , REEET -5,

NTE#H , FEEABABEBRARRE, SFTOEEHINERCE IAM BN N EEE,
pridegnlfe PON-IIE gy Lo g8

N o o bk~ ow

HRENEFRRE
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&0 LATE Amazon CloudFormation 12 &l & VRS H A EF HKR RS, BRIZEKRA S5 78N EE
CREATE_COMPLETE X%,

ERTHER

RS , BULUERERNERA NSHREMHE , NONEHRITEH. BEXEZER , 55H
{Amazon CloudFormation FiFi§R) HHYEEF K,

SE#T FSx for Windows X # RSy 7k 8
AT LR A HDD F I X REMFREREE RN ER SSD 7. SR BRBUTERAE , £

Amazon FSx ##l&. Amazon CLI 5 Amazon FSx APl ER X RENEMEER, EXEZELE | &
ZH EBEXHREFHEE,

EMXHRENFHRE (2F8)

1. B AT MuLiTFF Amazon FSx %A : hitps://console.aws.amazon.com/fsx/e
2. SMBEIXHRS  RARERENEEFRFHEREMN Windows XHREK.

3. ERET , EBREFEMRD, NE  EREERE , B HOD FANEHHE, RHFERE
FAEERBED,

4. WNTAREFHEEKRE , &% SSD, EEEH , B EFREXEEN.

BRI EREFI AN CLI R ERRENETHE.

EMNXHRENFMRE (CLI)

EE# FSx for Windows File Server X# R 7K A | B A Amazon CLI a5 % update-file-
system., REN TS :

e ¥ --file-system-id IRERBEEHHXHERSEM 1D,
« ¥ --storage-type REN SSD, FoiEM SSD FEXRE YR HDD FEXRE,

IEATLAE A Amazon CLI @55 describe-file-systems RISREFHHEE, TR , B
administrative-actions,

EXEZEER , {52 AdministrativeAction,

e S

ok
e
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https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/using-cfn-updating-stacks-direct.html
https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_AdministrativeAction.html
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R EN

FXHRENFEEEM HDD FEEH N SSD Ff5 , TLAEA Amazon FSx ##l4&. Amazon
CLI 2 API SR FM KRB EHMEE , WA TIEFR,

iR A BB REERH

EXHREFAEEEONERNERNFH , BUNEEENERLEN 10 MROELER.
NTE@EREEH , AUEBEUTER.

ERTRE

REMVE N EHERE,
B #r{E

SSD
KA

HATEIRS, W T FHEREERN , TeeENT :

« A2 - Amazon FSx EMREIERTER , BRARFTHLE,

« IEFEH {TH — Amazon FSx IEFELL B #iE 3K,

- BEH ; EEMRIL-SSD FEMETATEARE, EMTHEACERN ; EERIRES , 2R
DBEEREILANIE, ELHIE , REURERN MRS T HDD M SSD ZH., EFEETK
J& , ¥#9 SSD MeEEN AT IREAME A,

« BREK - FHRBEEH KN TK.
« KM - FRREEHAN. ZFEHE (?) IEFFHAFE.
HEBDLL
MR B2 EBERE RE#EECRENRE,
H KA [E]

Amazon FSx W R E FREFERATE,

Ed Amazon CLI 1 API WS E ¥

B LAME A describe-file-systems Amazon CLI #5<5 # DescribeFileSystems API #
EEBNER NG REFMEREHRER. AdninistrativeActions AN HE
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https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
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FEEREREMN 10 MRIAEHMIRIE, BMNXHRSEH SSD IOPS Bt , 2ERFAEAN
AdministrativeActions : FILE_SYSTEM_UPDATE #4E® STORAGE_TYPE_OPTIMIZATION ##
&,

B X RER SSD I0OPS

SFEIE T SSD F# MRS , B SSD IOPS WARFIRE T XH RS MNHSEIZIEIE AR B 5
EABERNTRAERE /IO BE , MARENZEARFERNHKE. EULURBUTIREMA , £4
Amazon FSx ##l&. Amazon CLI 8 Amazon FSx APl E# X R 4K SSD IOPS, HXE® SSD
IOPS lWEZEE , 5SS R B SSD IOPS,

T X4 RS SSD I0PS (1A )

1. B LT MuLFTFF Amazon FSx #%|#& : https://console.aws.amazon.com/fsx/o
2. SMBIXHRSE , REEFEZEEFH SSD IOPS B Windows XH R4,

3. HEET , &EEH SSDIOPS, HE , EREBERSP , BFEEHER SSD IOPS FIIWE
Rd, /ST FFERH IOPS MEEER,

4. EERAF  EEAFFIAFTE. NWREIEFEBEZ , Amazon FSx 2B NEHNXHRETIE S
GiB F# A& 3I0PS, MREEFAFTE , F A 96— 400,000 2 BN EEER,

5. &BREFH , BETEMN SSD IOPS EXf,
6. AMEINHRAZFAEENENETNETN FREBETRHE,

EH X RZM SSD IOPS ( CLI)

EF# FSx for Windows File Server X# 3 4i#9 SSD IOPS , /A --windows-configuration
DiskIopsConfiguration B, LLE%HE Iops # Mode ANSH :

- MREELERTE SSD IOPS WEHE |, EFEH Iops=number_of_IOPS , FEX#FH Amazon XiZ
Mode=USER_PROVISIONED #& &5 40 7,

- WMREFE Amazon FSx B3RS SSD IOPS , &£ Mode=AUTOMATIC , EXEfHA Iops &
¥, Amazon FSx 2NN H RS L B3R EFE GiB FE# A E 3 SSD IOPS |, EX#FH Amazon
X i3 8% % Al %% 40 77 SSD IOPS,

& T LAME A Amazon CLI #5% describe-file-systems REBEHHE, HHEF , EK
administrative-actions,

EXEZEER , 1§55 AdministrativeAction,

¥ # SSD I0PS 238


https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_AdministrativeAction.html
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HEEFER SSD IOPS E#T

ELEFHMXHREHWTE SSD IOPS ER , WRBUT IR EH Amazon FSx 24|
&. Amazon CLI 1 API , LAY¥45$% SSD IOPS EFHIHE,

S A P s E R

EXHREFMAESEONEREN R4 , BULEEENENLEN 10 MIEEF.
BXRTNER SSD IOPS E# , BAILEBLUTEE.

ERTRAE

RIEERV{E N IOPS M SSD IOPS,
B iR {E

FXHRER I0PS R SSD I0PS EfM N FTERE.
R

UEEIFRAS, T SSD IOPS E#7 , TJREMEMT :

« A2 - Amazon FSx EMEIEFTER , BREARFHLE,

« IEfE#ITH — Amazon FSx IEFEAEBEFHiER,

- DEH ; EEMRIL - % IOPS KA AATIEAENEARE, ENENHACESN ; EER
LIRA |, ZRSBERE LAY , FLEE | TEMSIEIUREN I0PS K314 T IBSR I
FRBZE. EFRIETRE , FHY IOPS HaERI AT A TiREFME A,

« B - SSD IOPS E#H K INEK.

« KM -SSD IOPS B kM, ERRS (?) IEEBXTEHBEENAMERNEFMAER.

HEBSL

LUERBEDENEREREEECRENHE,
& 3R At [H]

Amazon FSx W E|E #Fig /& R,

Ed Amazon CLI 1 API Y51 E 5

IBALAE A describe-file-systems Amazon CLI #5 # DescribeFileSystems AP #4E
BEFMEEXH RS SSD IOPS EHiER. AdministrativeActions A S|HE

WEMER SSD IOPS E# 239


https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html

FSx 5@ F Windows 3R 5585 9 L I i#h

Windows P #5

FhERIRERTMN 10 NRIEEFIRE, EWINXHRSER SSD IOPS B , 2B
AdministrativeActions : FILE_SYSTEM_UPDATE ##4Ef IOPS_OPTIMIZATION #1E,

B E S BUENIER

&ALAE A Amazon FSx CLI for Remote Management on PowerShell B X # % 509 = & iz
BRiZE. B<fEM Amazon FSx CLI Remote Management on PowerShell WEZER |, 51

Amazon FSx CLI BT+ PowerShell,

UTRAATESERERNRNGS.

ESHEMRE S

Enable-FSxDedup

Disable-FSxDedup

Get-FSxDedupConfiguration

Set-FSxDedupConfiguration

Get-FSxDedupStatus

Get-FSxDedupMetadata
Update-FSxDedupStatus

Measure-FSxDedupFi
leMetadata

Get-FSxDedupSchedule

New-FSxDedupSchedule

DU

EXHHAZ LERESHENR. B AESHRERRS , RE2
MANEEEREMREE RBEES.

EXHHE L ERE S BIER R

REESHEMNRNEERS , SHEATRICHE /X4 KN
HABR., EARIRE LK BHEBRAY SR B 4R,

EREEHEMRNEERE , SHEATRICNHE N XHERDH
HABR, EARIRE AR BHEBREY SR B 4R,

BRREEHENRRS , ACSEBRXHRENL T EENR
SHREEE. il ARXHRE E&RE—NESBERBRE
Al B9 SERCRZS 0

BREE BEM RV TRIE,
HENRZEHENEERENGRTEERER.

HEMOREN R —AXHREERBEXHRSE LERNEER
=R, XMHTBEEIEEEMNHERAZNHER  EEHE
T BR 51 B2 it 5 H R LE R A 45 R Y e — BdE AR

RRIE 2 E X WESHER BRIT .
IR B E XL EE BIEM BRI

EEESBEMER
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ESHERBRSS iR
Set-FSxDedupSchedule BEUOEESRERRITINEERE,

Remove-FSxDedupSchedule il BRE & ZxIEMIBRIT X,

Get-FSxDedupJob FREUFRE 4 81 IEE TR0 1T S HERA B B & SR AE I BRAE L B IR S B
Stop-FSxDedupJob BUE — /N ZMNMEER E S AR BR A,

BN SHBRNEDPHRHEMETSEINSEER. EHRLAER , BT822 HWws , flw
Enable-FSxDedup -7,

5 R B & BRI B

BRI L MERA & Enable-FSxDedup & F Windows File Server B Amazon FSx XHHZE LFH
BEEHEMR , TR

PS C:\Users\Admin> Invoke-Command -ComputerName amznfsxzzzzzzzz.corp.example.com -
ConfigurationName FSxRemoteAdmin -ScriptBlock {Enable-FsxDedup }

BRESHENRE  REFIBZKATINEE, SUNERULTHTE, SRRt ME
B,

A LAE A @S Disable-FSxDedup EXHRE L2 A EE HIEMR.

B2 5 8 HIEM BRIt X
REERSHER T BRINITRIEEEBIZITRIF , BEALUER New-FsxDedupSchedule #5822 #

MEEBEMERITR , MTAR. EEBIEMERITRIRER UTC BFE,

PS C:\Users\Admin> Invoke-Command -ComputerName amznfsxzzzzzzzz.coxrp.example.com -
ConfigurationName FSxRemoteAdmin -ScriptBlock {

New-FSxDedupSchedule -Name "CustomOptimization" -Type Optimization -Days Mon,Wed,Sat -
Start 08:00 -DurationHours 7

}

@ HatlEZ -8 CustomOptimization WitXl , ZITXIFEEHR—. EH=FEHRSET,
BXR L 8:00 (UTC ) FFtaEll , &KFEatE N 7 /Mat |, BIRSEMERTRIZIT ST EFL,

B E S HAEM B 241
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FER, (BTN EELESHENRELITMFALBESZIMERABTHIINTR. ZRRAENEEHK
ERBRES <8, BURFEZZERATTEMNIRIAEL,

A LAE A Set-FsxDedupSchedule i T 2EARINNEEKRTFEMRBRITR , W TR,

PS C:\Users\Admin> Invoke-Command -ComputerName amznfsxzzzzzzzz.corp.example.com
-ConfigurationName FSxRemoteAdmin -ScriptBlock {Set-FSxDedupSchedule -Name
“BackgroundOptimization” -Enabled $false}

& T LAE A Remove-FSxDedupSchedule -Name "ScheduleName" @5l Bk E & EdEMIBR it %o
BEE , BT EERHMBRERIA BackgroundOptimization EEHEMIRITR , FIAEEGHE
Ao

18 U E & BIEMI BRIT X

&R LAEA Set-FsxDedupSchedule XM AN EE BEMERIT R , M TR,

PS C:\Users\Admin> Invoke-Command -ComputerName amznfsxzzzzzzzz.corp.example.com -
ConfigurationName FSxRemoteAdmin -ScriptBlock {
Set-FSxDedupSchedule -Name "CustomOptimization" -Type Optimization -Days
Mon, Tues,Wed,Sat -Start 09:00 -DurationHours 9
}

SN NERN CustomOptimization IHtXMER N EEH —ZEEM=URERNET , BRLF
9:00 (UTC ) FFeaEL , sxk&FLEatAn 9 /Mat , BIEIERTERIZET B IEEL,

EEMCREZAESHE N XHER , A Set-FSxDedupConfiguration #Ho
EETENZRE
EEFENZTEEHEMBRT BNEZTRE | iB5FH Get-FSxDedupStatus &% , M FAFRo.

PS C:\Users\Admin> Invoke-Command -ComputerName amznfsxzzzzzzzz.corp.example.com -
ConfigurationName FsxRemoteAdmin -ScriptBlock {

Get-FSxDedupStatus } | select
OptimizedFilesCount,OptimizedFilesSize,SavedSpace,OptimizedFilesSavingsRate

OptimizedFilesCount OptimizedFilesSize SavedSpace OptimizedFilesSavingsRate

12587 31163594 25944826 83
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® Note

DEMBFERYA TSRO ENTTE , EIL TR AX L
B : “Capacity”, “FreeSpace”, “usedSpace”’, “unOptimizedSize”#“SavingSrate”,

B ERIEMERFLEE

(A LT {5 B A8 B HE S I B L A B S R PR AN 7 2 — A R LR
)

- EEWEM B TR

- ESHERRESIMREN O
« MBRX A, RS LRV ZERRERER

EEHEMRTEER
EEFEEEHEMBRNYBIRE , HIE1T Get-FSxDedupStatus PowerShell i S EBEHKHEEHIE

B ER1E L B9 TEBORTS e MR —AHZMEL KK , MXHREN T AFEBTEAERSEM.
ESHERBRELAMHNEERLRRZAET R,

« Microsoft BilE 7S 1 TB HBHEHIEE 1GB HWHNE (REE 1 TB WBEHBIEELDE 350 MB #Y
M7 ) . EH Amazon FSx MEERRBEESNHRENBTLHENXRBENAEF , HEBRANERREZ N
BRENBRER D, MRTE  NEZRESXHRENEUHESD , FHFEES 1 TB BEHIERM 1
GB AEMER,

- EEREMBRELFEA Windows #HERERIA 25% AEFEIEEE , XEWENTEE 32GB AfF
WXHRE , 8GB IATEEHENK. NESRSTEEN (FAT -Memory S8 Set-
FSxDedupSchedule % ) . iFEE , NESERERKREARSHANESETRESFMX4REN
M8,

- BALBUESHERMBRELNEE , BRENFERE, Fla0, AT LUFLICBR IR & X E X4
RARXHREZET , RERERICH RN G R DR, RIDEBICEESKRERRELEENE
XHRGEAH RPN ERBEEZET,

MREEHEMEBRELZBERBHNETK , Al HE, EAEFEE RN KISFENE | W
EREEBIEMERITX AR,
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https://docs.microsoft.com/en-us/windows-server/storage/data-deduplication/install-enable#faq
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MREEHEMERELELZAVRTRENE , HEERBRXHRE ENBIERETEL , BLAFEHN
ESBERBRELTRFEEES R RTERBEREI TR,

ESHERRESNRERN O

FWFEEEESEHEMRNXHRS , SavedSpace M OptimizedFilesSavingsRate BIEZ L
7 0,

EE#MLCERES , SERNNHRENTFREBEN , RS REXTMER. BN RGN 7
RER , Amazon FSx S EFEMATRHEUE LN ESHENREL  ZIESFHHBEMNB#HET
BEIE RN E, FRECELTRE , Amazon FSx FIREXHREMNES KT BR. BXEMF
RBABNFERALCNESER  FEREEFRETE.

MBRSCHFfE |, XA RS B RV 2R iE R

ESHERBRNTHTAR  IRNRNBERESHENRTEZENRAR , MAXHRE LW ZEH
KR EEENRERAELIZITES 2BK.

BARRS R , FitHRENERBRAEXHEYEETARERELRER, WREIBELTRE ,
SRR B WO R E D H RIRIRE . XE A AR REERUAREERTHRABTRHRNZEME,

BRUATSRFAREWRELIRENRN 5 54 EET.

1. ERTIREBATEEHREMR , 5#H Get-FSxDedupStatus 5. BXmmo & EH M H
WEZEER , BFSREETENZHE,

2. BREBEUTIERITVRERN R EBELENRER 5 2HRE1T.

$FiveMinutesFromNowUTC = ((get-date).AddMinutes(5)).ToUniversalTime()
$DayOfWeek = $FiveMinutesFromNowUTC.DayOfWeek
$Time = $FiveMinutesFromNowUTC.ToString("HH:mm")

Invoke-Command -ComputerName ${RPS_ENDPOINT} -ConfigurationName FSxRemoteAdmin -
ScriptBlock {

Set-FSxDedupSchedule -Name "WeeklyGarbageCollection" -Days $Using:DayOfWeek -
Start $Using:Time -DurationHours 9

}

3. HETHREWFELHABRRZERE , MitRERHFRKRE.
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PN
£/ DFS fp & Z= 8l

DFS fi & ZE (A2 —11 Windows Server B2 , AT HTEARSSFLAREXHFRSEN—IHZ
NEEELNGBZEER, XIERATUNAFPREREXHRNENIE , SAXHREHHNXHES
BARZEATRE  MTEATR. BTEENSE —BSAMAXGRENXELZiHESN

£/ DFS #5 & 2818 7 £ FSx for Windows File Server X##-Z& & 94

A LAfE A Microsoft B9 %0 i RN X4 R 4t (DFS) & ZE [BIfF 24 FSx for Windows File Server X3R4
TR XHRESER —NNHE R EMH B ZEE, FH DFS HARZEE , BANNAEXHHES
WXHEETEEENYHRENRRFHEBE 64 TB) 2\ , BETEHKRE PB. AT NERNME
% FSx for Windows File Server X#+ % 4: L% & DFS & ZEH,

DFS 5% ZE B 2 — T Windows Server Bk , A TFHFTERSSF LR EXHRSEARN—1HZ
NBEEWILNHEZEER, IERATUNAFREASZSHROELDNE , 2NNHREHHSHEY
BARZEATRE  MTEATR. RTEENSE —BSAMAXGRENXELZiHEN

Name: erver 1 nespace Server
(A ance) EC2 instance)

FS}o

Ws-012345678%abedef example.com\finance

I FSXa

‘ Ws-9876543210fedcba. example.comimarketing

O] - FSxa

Clients Ws-abedef0123456789.example.com\sales

FSXa

76543210.example.com\home

BXfER DFS tp & ZEX &R T FSx for Windows X HREHITOEN D TIRE | ES0H F2 /)
REDARBANBEZEEF,

BE D FRS MR

Amazon FSx for Windows File Server x5 Microsoft 2 X X#H X% ( DFS ) . B ER DFS
WREE , BEULUNXEHIES HEZ Amazon FSx XHERS , N BT BIEAE (EEMNE

A) , BB /0 BRER TR, B, BMATUELHRGEZATANARFENE—UE, It
BRARBFBFEMBEIND IR POBREES D, ARREFHETRNXHRSEH, NSNEH
V5 R S8 B BRIE 19 B2 FI 2 5 1] BUB S AT ISEENA B X 549 1 SRSEE &k P AE

fEF DFS @& 28 (8] 245
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AILAEF (£ DFS tn & ZE R # TR0 H LU O i B e FIRMEA RS R BIE /B 15 RN RE
B9 HEZ A FSx for Windows File Server HiE X R &4,

HENXHRED AT RN B ERF

EHEEP  BFERIHEZRRFSHELUBRENETHW G A ZE (example. com\corp) , A&
?F%/\ FSx for Windows X# R4 (W%, E4H. $HE. home_directories ) L F#EHIXHHE, &

RANEGEZER FRENNXHLRE , SIAHEERUER SN TAFEERQZEET LA
FSx for Windows X#HRELHHE, XEAFFECEAAETREZEXRBEXGFLE , MAXHREE
NHHEENEN MG REIEE DNS & #.

® Note
To &SRS Amazon FSx i in%E| DFS HERERMR B F.

REMXHREDAER - DFS iR ZEH

1. WMREEKIZIT DFS B ZRIARSES , M LAEA setup-DFSN-servers.template Amazon
CloudFormation #ixR Sz — X S E A DFS s A ZHE RS8R, BXxBIE Amazon
CloudFormation &M EZEE |, 55 (Amazon CloudFormation FIF#88) HHITE Amazon
CloudFormation 2% & £ B2 #%,

2. Ll Amazon éﬁﬂ’]‘“ﬁméﬂﬂlﬂﬁﬁ?ﬂ’]%ﬁLEﬂEL FHFZH DFS B ZRRFH#/Z2— B
XIFEHEER , 525 (Amazon EC2 AF#E®) FH Connecting to Your Windows Instance,

3. BYITFRIETIF DFS EEEZH G, THATBKE , RFBIT dfsmgmt.msc, LERERITI
DFS Management GUI T &,

4. HOERBRAE, FRAZE , WALNRS[/EINE— DFS h R ZERSJ[HITENER
RBIRET—F,

5, EEMPRMALELENWAZE (HIHcorp) .
6. GEREFERE , AGRFEEHFERREMUNER. EET—F

7. REFEFBRIAWE TR ZEED |, RFEFZ A Windows Server 2008 #&30IET , ARGk
?%T_io

(® Note
“Windows Server 2008 1 =" 2 fin & Z= 8] 19 F 37 A %101,

WXARGABE— BB ZR T e


https://solution-references.s3.amazonaws.com/fsx/dfs/setup-DFSN-servers.template
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html
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8.
9.

10.
11.
12.

13.

14.

15.
16.

KREGAZHAMNRE , AFEERE,

ESMENBBZRATEEFRENGREZAGE , BREAE  RAEEEFMGE ZERSR.
En B ZHRSH/PAALEEHINE= DFS 8 ZRRSE [/ ITEN B,
EREERE K ARERELNERREMENR , REEEHEE.

HARRGIZNGEZRN ETX (82T ) F8 , EBHXHR , BAXGRER (HlW,
EEZMFIER finance ) , RAEERBREE,

XX BFREEE L UNC NEBALFHE DFS A& ZEH M H4RIBR K XA H Z/ DNS BF5;
( 5130 \\fs-0123456789abcdef@.example.com\finance ) , REEREE,

MRAEFRFHE :

a. EERHIITOE

b. ERIEBHAZXERE RN IRE,

c. ERIAXMR , HiE DS FRIB—NHIXMHRK , REEEHEE,
d. REMNNHAENER , RAREEEE.

R XARNFES , EREE, WREFERSZE T IR R,
NEAZIHEGREZE THEEXAREEREEN TR,

£/ DFS s B ZRFITHIED F B QY EHEaE

LT IR RHES B Amazon FSx L 63 DFS ARG RUSKIMEE Y BIEse. HLWREIP , F&E
corp MR ZEEAPNBFEZEFRINFHTD F. BREXHAF, ‘C-MHNN-ZEHFEERNEBHXHRE
BIFHIERE, /0 KNHH /0 THEER , "‘f‘ixb"b’i!lﬂﬂl«)\ﬁ ERRES I XHHE BN HE
BRI BB RAE  EUFIEANAMBEXHHAERTTSH 110, FiLlE , B wRERAE
HXBZE 5 FINXHHENKE PB N FREE,

Ho

F

f£F DFS & ZE#THIED F UEE T B

247
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J U

Namespace Server 1 Namespace Server 2
(Amazon EC2 instance) (Amazon EC2 instance)

FSxa

\\example.com\corp Ws-012345678%abcedef.example.com\A-F

- FE M
A0
| L—| —\G-M Ws-9876543210abcdef.example.com\G-M

L L e

Clients
(Amazon EC2 instances) F \(
S/ 0

\\fs-abcdef0123456789.example.com\N-Z

RE DFS tn BZ=EAERY B iEsE

1.

MRE R KIZIT DFS v B ZHPRSSES , WA LAEA setup-DFSN-servers.template Amazon
CloudFormation ##xR/Z33 — X = E Al A DFS s B Z AR 85, BXBI2Z Amazon
CloudFormation %MW EZELR , 2 (Amazon CloudFormation A1) FRIE Amazon
CloudFormation & & & LRI H##%,

LA Amazon ZERMNEBREAFAFNESMERIEL—SPEHN DFS mEBZHRFE/Z— B
RIEFEHEER , 25 (Amazon EC2 AF#E®) F K Connecting to Your Windows Instance,

R DFS EEEFIG, T HEEE , RIFIE1T dsmgmt.msc. LREFITIF DFS
Management GUI T &,

HORIEIRIRE, FHBRZE , MALNRZBFEINE - DFS B ZERFZF[HITENER
RERET—F

EEMPRALEQNRNGTARZE (420 corp ) -
ERREIRE , ARRBENERZEENNR, BT —%,

RIFEFPBRINNWE T A GRZREED , RIFEH S A Windows Server 2008 =i |, AFiE
?%T_io

@ Note
“Windows Server 2008 13" 2 fin & Z= 8] B9 F 37 7] F &1,

REGEZRNRE , ATEEFEE,
ESMENTBEZRATERFUENGEZHE , BEFRE  AREEFMNGEZH KSR,

f£F DFS & ZE#THIED F UEE T B 248


https://s3.amazonaws.com/solution-references/fsx/dfs/setup-DFSN-servers.template
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/cfn-console-create-stack.html
https://docs.amazonaws.cn/AWSEC2/latest/WindowsGuide/connecting_to_windows_instance.html

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
10. ETMBTZRRSBAHMALZRCBHNE - DFS oA = H RS ITEN AR,
1. ERRERE , AGREBELENERZEMENNE , AREEHEE.

12. IFARIRIGIEZNGEZEN ETY (ARET ) X8, BEFXHX , WAE-INDAHXHRE
BBl BFERE A-F) |, REEFERM,.

13. FEXHFBFREERPLL UNC 3 ( H10 \\fs-0123456789abcdef@.example.com\A-F ) &
ARELL D FH XL ZH DNS BF , AEERBEE,

14. MRAZFERE :

a. EBRRHTOE.

b. FEMIBRHAZXEEPIEZEIK,

ERIAE XK |, H1E DS FRIE— MR, RARERAE,
REANHEZNR , REEREE,

15. RECRDFRMXHREIR , ETRERBEE,

16. NEFMEERGEZANHMI A EEHEENTR,

o o

EEAMRE

IERLABERHE S MR E X RGN EHLESD , EEEHE MR, FHEDRRERE FSx for Windows
File Server X RGN XH RS BFRABFENEEN —MRR, FUHEINRIBS , XHRSEE
FEEHENESY /O BEXK (IOPS ) NEFRNEFREEHBS, AXESEE , HZH FSx for

Windows File Server T%#E,

F&

- FHEBY ENEELRN
« HEMHERELEED
- BREHEE

- BERFEHENER

AHEY BINEHFELN

HEBU RGN TR DA , Amazon FSx 2ERAFXAHREN 4RSS [N EFLEES N
BRNESR. N TSAAXXHRS , & Amazon FSx < Bk X4 R S52r FHH B S A4 AR S5 88 B+
REF MRS RLMEEIRBEBNRREDRE, £ BELENBE R HRS RN, &
TARXHREFELOHTTH. BHNXGRETUERFTNELEIER , R EEWREREA.
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® Note

EEREF REYR , REER ( SENERHEINER ) ARSKHIER, 4FRFLKSH
BERAAL B R SIE N T AE,

NFZAAXXHRE , 5 Amazon FSx X B XX RSS2 MBI X AFBRS 2R A , BHEELY B2
BRI RTRAEBMAMEDIRE. EXMHRSFERBE (EFLELT B, XHERSELEP MRS
BSHMHRIRE ) , MHERENAEFEREBF AR RO MRS RETLE, SERIHRS
ERIRE LA , FSx for Windows FHz{TEREIZF , LAFREIERE 2 0 E#R AT SRS 25,

FSx for Windows EERARE#BOXMEHRERLS FHINNARFMAFNEE, B2 , EFNESH
BERELSKREE, XEWRE , MEIR— Do HEHRTTEN , B URFEERDS KRHIE,
b, EMRASELEFRBRTHREEFRE , CERATXHRGE LBEERNMER, WRENTERR
BEAEAMIOPS EX , WHFERDHEATRFEZERNE , 7B FEEZFNAERETIR.

BHXHREELBRSAKTA , EATHERRERIHFENE , RNBUSEXHREAHZ D

VR BRERELRED, BRINERBUBRNHEREEFTEBNELED , TXEBHETEAENT
E,CEBETELSEL  UEEHRERSHFENE, &5 , BNBWEXHRGEARR /PN K
BEE B R,

HIE (B & A A AL BE

Amazon FSx & Amazon CloudWatch 55 , AI#BEU RN RENFEFTHEFEAKE. BRTXH
RENEUHEED, ERBENFEMERN  EUUBIXHREENH R (FHEHM IOPS ) EEUR
FHEIEARNBL. BRUEA CloudWatch IERRRBERN TIREMEZTEFTUANEEGHLE, &5
REZER |, 5H FH Amazon CloudWatch %12,

FSx for Windows File Server £ Amazon FSx 2 #| & P “XH R A FMEE" TN EMN EZE M HIH
WP, BEBEXHRER CloudWatch IEFREREMHEEIR, XTERFHEIURTUMNRESERE D
SRNEMXHRGIENR. BXRXEZEL |, FSR MBS ME,

AXHREEBREBENELESD , TNEFEIEARNTHRE , EFETAMBEHERRAZEFE
XHRELEANESIINEE, flin , MREBEEETEELERR , NEERANFTHEE D LNIREZH
WAE , MERESZHENEHEZRESTEERERNR. WREEANRE FEIE , BEEHEE0EM
BEDATEAFETAARSEN =45 , LUER Windows Server BIBRE FRIAKR, BEXEZER , BSH
EHEEOX MR M,

HEMEHE R AFLEE N 250
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tE &L RE

BRI R RT3 PTIR £ A Amazon FSx #2]&. Amazon Command Line Interface ( Amazon
CLI ) 2 Amazon FSx API , I8 SRR EXHRENETLEED,

ERXHERENFLED (£FE )

1. B AT MuLiTFF Amazon FSx %A : hitps://console.aws.amazon.com/fsx/e
2. SMEIXHRS  RAREREEMEFTMLEE D Windows XH RS,
3. EERMED  EREFEHE.

RE , ERBERD , RRENHREETHEEDFZLNER,

LR R REFHFLENED,
4. MIIRPIEFEFHEDNHE,
5. BEREH , B FEHENER,

@ Note

NFLTARIHRS , CEHEL BT BN , AARBNAREDREDEEL TH,
NTLAARKRS  EEFHE | THAEFREN — B EATTA,

6. WHMEXAHRGEAESNHENERNETF LBREMIEE,

AT LAE R Amazon FSx $2#]4&. Amazon CLI 1 API SRS EHHE, BXEZER |, F5H
Wi EHEE HEH.

R RENFLEED (CLI)

EREHREXHRENFREE S , B# A Amazon CLI % update-file-system, 8BTS :

« F --file-system-id RERNBEHMHXHREM 1D,

« J¥ ThroughputCapacity RENFIEE ; EXENR
8. 16, 32, 64, 128, 256, 512, 1024, 2048, 4608, 6144, 9216, 12288MBps,

ZALAEF Amazon FSx ###|&. Amazon CLI f1 API REZREFHE., EXEZEL , BSH LiE
BHEEHFH

ERELEE 251



https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html

FSx EMT Windows X #ARS S840 T Dtk Windows FilF 357
GBEAEUHROERN

ZALAE A Amazon FSx ##l& . APl fl Amazon CLI ¥ &M A8 N S BUH E
EEHaPEERHEENENR

ENHRSHAGEEANERNER~F , EUNEESHERREREN 10 MRIEEFHERE,

Updates

1 &
Update type Target value Status Progress % Request time 'y
Storage capacity 154 @ Completed - 2020-05-22T12:14:58-04:00
Throughput capacity 64 @ Completed - 2020-05-22T12:14:50-04:00
Throughput capacity 128 @ Completed - 2020-05-21T13:55:58-04:00
Storage capacity 140 @ Completed - 2020-05-21T13:55:30-04:00
Storage capacity 122 @ Completed - 2020-05-18T11:36:33-04:00

BRUEREXTELREIENRENATESR
ERTRE

A REVEN FULAED
B #r{E

BERNHRENELEDERNNAFEE.
RS

HAEFRS. NTEHEDEH , Tee TN TE -

o fF4E - Amazon FSx EWREIERMIER , B ARFTFHRAE,

« IEfE#ITH — Amazon FSx IEFEAEBEFHiER,

- BEH ; EEMIL — Amazon FSx EEFIXHREMNME /0, CPU MRFRIR. FHEE 1/0
MEERAATATEARE, X FIREURE , FEEWE /O MENTL—RAFNFRAZE , B
BB X4 RETBL TR

- EXEN - BHEIEFHFERITK.

« KM - FHENEHAK, EERS (?) IEEXTEHEEHAKRERNIFAE L.
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B SR AT H]

Amazon FSx W EI E #i5 KAy et A o

Bid Amazon CLI 1 API ls12E %

A LAE A CLI a8 T describe-file-systems F API #4E DescribeFileSystems EE MG EXHREH
HAE HEER, AdministrativeActions HAFIHEHERIRMERTM 10 MRIAEFIRE, 18
WX B RENELEENR |, 24K FILE_SYSTEM_UPDATE EE#/E,

LTRHIETRT CLI 59 describe-file-systems WM E R, XHERSEHELEESR 8 MBps ,
B &EMLEED N 256MBps.

"ThroughputCapacity": 8,
"AdministrativeActions": [

{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1581694764.757,
"Status": "PENDING",
"TargetFileSystemValues": {
"WindowsConfiguration": {
"ThroughputCapacity": 256
}
}
}

Amazon FSx B INSERA B IZIRER , RASFHERN COMPLETED, XM RGN A EAMMNELEES , H
f£ ThroughputCapacity BMHE R, WELT CLI @5 describe-file-systems #9118 57 1 3 1 P 7R o

"ThroughputCapacity": 256,
"AdministrativeActions": [
{
"AdministrativeActionType": "FILE_SYSTEM_UPDATE",
"RequestTime": 1581694764.757,
"Status": "COMPLETED",
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https://docs.amazonaws.cn/cli/latest/reference/fsx/describe-file-systems.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html
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"TargetFileSystemValues": {
"WindowsConfiguration": {
"ThroughputCapacity": 256
}
}

]

MREFHEENEREK |, RAFEXRN FAILED H FailureDetails BMEHELE RXTRMME
Bo BRANAMIBREHRTRAHEENEER , BSEEFEEIFLEE D EIHT A,

WK

83 FSx for Windows X R&GHT | MPTIEEMEZLR  ZERKBLMALT®RINZ — :

o IPV4 AV A REEAREBEMBIIRE 4 (IPv4 ) BTBE.
« Dual-stack A¥FXHREE N EREBEMBIURE 6 (IPv6 ) A IPv4 #FEE.

& a] LABERYEFH Amazon FSx B 1244 . Amazon CLI, Amazon APl S E#H —4 Amazon SDK , EA
ERIE FSx for Windows XH RS KER, Hlan | MRS FRER X IPv4 H IPve St |
A LN EBEXMHRENR IPv4 BEXEF A IHERER |, ] UG X REEFHT NN IPv4,

{5t MR AR

MRIGEBEM IPv6 B KA 5B M EE Amazon FSx XA4RSE |, MM FEANHEKRER, B
&89 Amazon FSx X R BB N EANHER I U , BALUM IPv6 FF IR IPv4 B IRER—
Amazon VPC, % — Amazon Web Services it/ #9 VPC 78 ith B £& o i [R] S8R B9 SUHF 38R . fltn
BRI EE N EAXHERE Amazon FSx XHRS , AIiLILE IPv4 B mFHFE IPv6 &P iRihRIF
i E RS LR XHBIE,

BRINER T , Amazon FSx #1 Amazon VPC £/ IPv4 Suti. Eit , ERER IPv6e B S REH |
BAME K REH VPC FFM 2B Amazon =248 IPve 2 EISEE ( CIDR ) ¥iER , AEF8E
fF IPv6 5 Amazon FSx X RE—EEM., BXxH VPC FHA IPve BER , 5 H (Amazon Virtual
Private Cloud A #EE) H#IJI VPC 7#h0 IPv6 2.

ERMHRR

IEALAE A Amazon FSx ##|&. Amazon Command Line Interface ( Amazon CLI ) 5 Amazon FSx

AP E RGN MR AL,

TR R R 254


https://docs.amazonaws.cn/vpc/latest/userguide/vpc-migrate-ipv6-add.html
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EAXHRENMERE (258 )

1. B AT MuLiTFF Amazon FSx %A : hitps://console.aws.amazon.com/fsx/e
2. SMEIXHRSG  RARERENHERMEZEREP FSx for Windows XH R 5.

3. XNTHRME K GREHMMERE, HE  ENENLELERT , ERXHREHMEREZINE
H,

LR E REFHRMEREEO,
4. NWTAENMSERE | &EF IPv4 XK.

« MRERE IPv4 , WEFFEH-TEE.
WK% Dual-stack , MEENHRS R LOFERR IPV6 it SEHE

« XM VPC 28 IPv6 #th3itSEE : Amazon FSx M VPC B IPv6 CIDR S FikF A /Y /118
NP it E RN MRS S IPV6 ik SEE

5. &EEHN.

B RENMEIEE (CLI)

. EEUHREHMEXRRE | FEAEMA CLI &5 update-file-system ( B&E M A UpdateFileSystem
API #1E ) , M HIFT R,

aws fsx update-file-system \
--file-system-id fs-0123456789abcdef@ \
--network-type DUAL

3 Amazon FSx & RIEFRE

NEBEEEE X REMEAM FSx for Windows File Server iR , A LLES RSN TR AEBINE
BOMAEAECHTBIE. REAIEERREHFE (FlINARE,. FIEERER ) X Amazon BiR#H 1T
P, FELEFHRAXENRSARNEBER - ZMREI BARFERRNRZRIFR B ZE
o REBN BRI HURAMMACIRIRE,

£}
- BEXRENELRAIR
- FRIZEHRIR

« RERF

BRI IR —


https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_UpdateFileSystem.html
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« FRICHIBEATRAITRR

BARIREHNERAR
FERNAmazon KRHEMIFIZ, SMIEHAEEE LN — M NN THIE.

REAEBZEZTOE (BINAE, FMTEERRE ) X Amazon BR#HITHE, Flan , B LR KF
F#Y FSx for Windows File Server X RAEEN —HIRE |, LRESNKRHINFIE EFHERR S,

BMNBIEHNERARRIT—EGE , UERENEE, FA—AEENRSE  EBRRNSEM
B, BuRERMNRSIERNFIERR. EXUAXBEMNRFERICRKENEZERE |, H5H
Amazon HEH (RIS HRESER)

PREX Amazon FSx SR BREMENEN , N HRBRFHHRTHEN. B, FETEHDEEELM
TR B LMESIREMNBRANE , &SRB R R RNARE, SRR ENERNZHNFRS
BRETRFERANEE, MREFMOIRENESZRS LAERENERR  FNERSBERIRE,
IRMERFIR | BRI AR B MR,

R IEFE AR FSx for Windows File Server APl, Amazon CLI 5 Amazon SDK , I a] AfE
TagResource API RERIBRBENARE, i , REFRROIBBREL ST UENER RN NERE
ENRE, MRLTZERFRCRBENANGE , RECERRTRUELIRE. XETHEAEZELNETERE
WRR , EABREATRREER , MEAMRHBFR 2R ERFIENRIR. BEECEMIRCER , £F
FEERRRERETEHEMSRIEHAE, BEXATAFZUENKFERRENESZER , 52H £
HEPRFIRICERONR.

PRICIERY TR

& T LAFR B IR IK 7 5 B F7E#Y FSx for Windows File Server &R, fNREFEHAKZ Amazon FSx 12l
B, BUUFEARXERRE LN R RN FaRRENARES, A7 RN, BUUNMATEEN S
P | LA ERI B XH RSN N ASEERENTRES, BHATERE SRS ERETALR , B
AR FSx for Windows File Server BRSS & BEMIE L E L,

3 F X 1E QIR 3 TFRIZH FSx for Windows File Server APl #4E , AT LAE IAM RS AE T
FREWRBRENR , U EQ i Ric B RAAF A EEAES . ENRENCIERTRESZE
BIHNRY - RE2VATEANRR , HEEFSIEREANTAETRENRRRNERLEE
W ATAEEIHIT R R R TIRERMNIRS . B LaEIXFEREAMRIS , o AR 7 IRIRE W
R RIE,

AN | SBAE T LATE IAM KB XT TagResource #l UntagResource FSx for Windows File Server
API BENABRENR , ARG INE R RIREBLARSRNE,

BRI EARFIR 256


https://docs.amazonaws.cn/whitepapers/latest/tagging-best-practices/welcome.html
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BARITARUETIHRINESES | 2 H (Amazon Billing FiF ) HIEARAD BIFE.
PR PR

THREATHRENERRS

. BMNRBENREH LR -50

« NTF8NMNER , BIMEREBLTIRH—N , BMEREREE —ME

- BRREKE - 128 4 Unicode Z%F ( XA UTF-8 #%&=X)

- BRREKE -256 4 Unicode Z%F ( XA UTF-8 #%&=X )

 SL¥F1E FSx for Windows File Server i Z R AN FRAIIE . JUER UTF-8 RN FE, HFM
ERUARUTZERF  +-=._ 1/ @-

- REENEX D KNE,

« aws: HIREIME 4 Amazon . MRENMEETHERRLE , WETERBEZHFEWER
B, BF aws: BIBNIRERITTABNRBRIFSER S,

BB DUREMRSHBRER , MATUEERFEIMRM. S, EMEREFER BN DeleteMe Y
RERETICHSXH RS | BTN DeleteFileSystem RIESXH AL RBEFRREF (W0
fs-1234567890abcdef0 ) &M,

YMIBANNERHEZHBERMRZLR | B0 ENIRZTER Amazon Web Services kP ATH ; &
f5 Amazon Web Services Ik ARG RLIX LWL, A THHERFEFHTE TN HRES 849
Amazon Web Services Ik 0% Bt B © B — A FRE 3R HI3t F IR G R,

PRIC R IR FERIR

BXREQENARIE Amazon FSx BRIEFIERBRNESFELR , BSRAELEIER R FIRIC R RN
BR. BRMMIE IAM KEE 6 ARZSREIX Amazon FSx BRMNIFENBENESZEE , HSRERARK
L3R EINT BB Amazon FSx R Y5 18] 1 BR o

£/ Amazon CLI EI X RS

BALEARERGPNIREFT =R, X TXHREDTEHMNMEHMBTER | S ANEF
BHITIHERE, XESBRBELCSERITEN LRENEE Amazon CLI, BEXEZER , H5H
{Amazon Command Line Interface A {EF) PHLENAE.

- AutomaticBackupRetentionDays — X R 4 B zh Z 19 R 8B X ¥

PR BRI 257


https://docs.amazonaws.cn/awsaccountbilling/latest/aboutv2/cost-alloc-tags.html
https://docs.amazonaws.cn/cli/latest/userguide/installing.html
https://docs.amazonaws.cn/cli/latest/userguide/cli-chap-getting-started.html

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows F {8/

« DailyAutomaticBackupStartTime — LM 5ES (UTC ) REZFLE S H B Z O ERFF BT
B, BEANMZIEENEBEIFRE 30 24, UNBTESERA4FRMNBRES,

 WeeklyMaintenanceStartTime — ## B BRE —BAHFF RN E. £1 XRREH— , F2 XEEH
=, fRibEH, HERAMNZEERBATTBA 30 24, KNBRTESEEEHZONBRES,

LT 28R 7 i £ H Amazon CLI E# X4 R4k,
EHMNHRENEDZHREMNK

1. EXRBITEN LT AR SRRIFHL R,
2. BITUAT@S , FXMHRE ID BHRANEHXHREN ID AR BAFZHHRE R

aws fsx update-file-system --file-system-id fs-0123456789abcdef® --windows-
configuration AutomaticBackupRetentionDays=30

EHMNXHRENET HRZHRER

1. EXRIHEN LT AR TRRFHL R,
2. BITUT®T , BXHRSE D BN ENXHRER D, FHRFadE RN e BRI BT E,

aws fsx update-file-system --file-system-id fs-0123456789abcdef@® --windows-
configuration DailyAutomaticBackupStartTime=01:00

BN RENZ 4R

1. EXRMTEN LT HFGCRRTRL IR,
2. BIUTHS , BXHRSE ID BRABXHREMN D, HI5 A R E S0 RIF B E,

aws fsx update-file-system --file-system-id fs-0123456789abcdef® --windows-
configuration WeeklyMaintenanceStartTime=1:01:30

£ Amazon CLI EFXHRE: 258
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BEE0, FFRIANITXEHRERF ENRE

BRT B EHXARENBENBREFAMZI , Amazon iE FSx ERMUTED , St —F R
FRREEXHRETRIRIE

- Amazon R4 FSx EMR X BFLELSHANTHZLREMENER FSx.

 Amazon Backup Amazon FSx X#REHN & BB =im M Atk Amazon RENEF X B R BRRS
=N —Eo

- AP ANERY Windows % F BIZAR B MARUE S 4 B S @ 3041k 2 B B B R A< Sk LR SRR AR

« Amazon DataSync #Z it XFEH Amazon FSx X R G E #1255 /N X H R4 W iR EIR R T Mk
s,

£

- FRAZORFENEIE.

- FRAEFRIARYENEKIE

- At XIE ) Amazon DataSync

£ F & DRI IERBIR

BT LAUEE E & B X REFRRY FSx EA T Windows File Server B XX 4R 45 LM EIE. Amazon
FSx NERMESMEZ D XHEREWIED, BRUFERASEENZRHITEBRED. B ARER X X H
REBRTHAPBINED, Eta Ll Amazon Backup FE A% Amazon BRER R MRS RN —
Lo, XEROBRAAREBHTHEREZE., LSHEAEER,

BINBEWEERANAERGRIAEANS A Ba1%% , H A Amazon Backup PR MBRRGT R
Amazon Web Services 855, Amazon Backup A FEEEEETRME (flwm , — XK, BRIEE
%R ) MR BHNH AR BT,

/8 Amazon FSx , Z19JEF file-system-consistenti i , MEAZEEN ., ENRZOHETECNEH G
REFFENFIEEE , NAERMIRE X4 REM point-in-timetRB, A THRXGREN -3 , T
O E %R Windows F FSx EABEEHIRS (VSS). A THABMA M , T E#F& 4 FSx 176#
130 I 520 3] B2 17 6% AR5 (Amazon S3) Service Fo

ZRRERAZHB FSx F#NERAFBHNZ A IHEELERK , Amazon ZRERZEERD, XEKE
RRFERMBOFEXN XM REHTE. HTEFTEFRE  XFEARE®RRAEIEZROAEN
[EIRER=EC 2%

ER& DR SR, 259
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EROEBPHEANRRE , 76 /0 TRERXREEEF TR , BEQREF/LVHM. BT VSS RSHE
FTREEZENBEANBTRFEEETERE /0, FHit , IRENITEARBREREEARE , WE
ERt R AJRERE K ( DataWriteOperations ) » AZHMKARAFNNARFHRIEEEW /0 EE
RERIXTE 1/0 5. NARFNBNRENBBREANREMTE , EABATHEEES R,

NENNHRGUEERRH R —MRESEK , ©4FE T Amazon FSx for Windows 3 # AR 55 88 3 #&
MM HRENTHES, Amazon FSx BB EBTREZNBAREMENAER, TLREEFSx &
7. EFZN. NBOPMEXHREERMRZD , £ Amazon RO MIFERE, BTIEE K BEE
EENNHRGRZONERBR  EEERAZBEERONHREABAETHRENKER S,

F&

- FABEEZNH

- ERRAFEIED

« £ Amazon Amazon Backup 1 FSx

- EF5l%H

- FROEREHMHERS

- SIEAFEFEN

o« MER=Z 4D

- BHHARND

- B-KFRNEFIZH

- BROEREMMLERS

ERSEB3Z0

BINBERT , Amaz FSx on SN NHREHITEE ARG, XEBHBEIRNELGEHR
SNEVNBEZONBEART. EEFREARMNRN , BINBUENEAXHRENNARFER
—RPIEFEBTHBEZANGERE, RITERVUERETF HRZANZDEER , RANREFEHATXI
HRGHE WAL ERITENEZN.

BHAFRMHLRE—RNE , FAREBH. £ Amazon FSx EHl &R IR XHRER |, BIANEH
BEZ2REHN 30 Ro LS#: FSx API M CLI WRIAMREHI TR, S LURHREHIREN 0 F 90
RZE, HREYIREN 0 (F ) RaXxHEHENEN. MERXHRER , FHEREEE3&D.

EASEEHED 260
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® Note

HREBIREN 0 RERKBEXHREXKZF2BHEMD, RIBENBWEN EREMXEIIGE
RANXHREEREEBEHED

BRI LAE A Amazon CLI SREF —4 Amazon SDKs RER XM REMEZNE O NZHREH. £H
UpdateFileSystem APl # 48] update-file-system CLI i . BEXEZER , 55H F/H
Amazon CLI EFI XK R 5,

/A Important

HESHEIRONREPFSHELHRETERNZOBKAMBR. BEREZD , BET
BREEXERANEZH.

ERAFE&ED

f&Bh Amazon FSx , BRI AR F IR0 XH RS, B LAER Amazon FSx #8#l&. API =
Amazon Command Line Interface (Amazon CLI) R 1TULIRVE. A B3hHY Amazon FSx X R&G#H
BAKEZTETH , RECERFXLEZHD , SR TA. IEEHRTEROMNXHRE , AFRBHE
BthoRE, BREFATIZ FSx 244, API = CLIHBRAFEHINE R, EMNXKZFABTE
B Z MR FSx. BXBEZEER , B5H HIKREH.

MRZHREBRMRER (FIMEEHRELEDOHRAR XA RELEFHE ) B3h , WROERSH
RAFH & EREIRE

ETHRNANXHGREHTAFEINED , ESH EBRAFEFIZH.

£ Amazon Amazon Backup £ FSx

Amazon Backup 2 —f@Ed % Amazon FSx X4 RS RARFPHIEMN R 2 B L FREN S E,
Amazon Backup 2 —M&—MNEBERS , SEMLRONGE, E45. MEMMER , EREETFN
REMEIT. Amazon Backup AILAEREM N EERE, KEMTLEAFEEP R M KR, Amazon
Backup M T — NI UMITUTREN D OMIE , NTEL T Amazon ZiESE. BIEEMNXHR
SHRY

- HENTFXERHDH Amazon BiR.
- TRBFIRH.

FERAFBEH 261


https://docs.amazonaws.cn/fsx/latest/APIReference/API_UpdateFileSystem.html
https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html

FSx &M F Windows XRS5 27T 5 #h Windows f 8/
- REREKM,

- ¥ Amazon i X ¥ Amazon ik~ & #l% 17

- BEMERENZD. EHMNEFRED,

Amazon Backup 5 Amazon BIRE R 19 Z18E FSx. M Amazon Backup #Z#I 8RN R B 5ES
Amazon 2% FSx BTN Z R EEHERAIN XHRGE —BEMMEEE | URMEENERED, 5&
BB EME M Amazon & HLL | MFIRELEY FSx & 19 Amazon Backup 2I8ER % , TieRAF
BHN&DEREHNEMD

RIEEER Amazon Backup EEX L&D , M A LUIRGEHIIEE | PINTRAVRFERT , UK AEB KR
et — N R ENED, A, BMEERXHRSEHMMBR S , e Amazon Backup fRE&EF
ARG XHF A LA LE RN S S R

H1THY & 19 Amazon Backup # M N AR BN EH , St ARBFP B8 Amazon RGO E &, FSx
& A LATE Amazon FSx ##241&. CLI # APl Amazon Backup F&EEME R HNEZH. BR , L%
M 7E Amazon FSx ##|& . CLI 2 APl Amazon Backup FHEHNZ 5. H* Amazon Backup Z1d
FRAZMENT S FSx XHERENESZELR , E5H (Amazon Backup FF R ARIEE) HHY “EH
T 5% FSx X RS,

EHF0

B LAE A Amazon FSx & — Amazon lKF RNV & B Fa EFIEI 5 — 1 Amazon X ( B X EI

) HE—XEANED ( Amazon KEFHREIR ) , BREEFER— Amazon 2 XA HIEE XE &2,
O] LAE A Amazon FSx 2| A APl IZAF BN Z M EIA. Amazon CLIBIZAF B3 &Z 7 E
Bt , HIEAH USER_INITIATED,

#&3& 1] LA Amazon Backup % Amazon X1 f1# Amazon lKF & #|& 7. Amazon Backup 2 —
MEERENZMNEERS , N ETRENZMITREMT —NhriEn, SHBEKFERE , £7 L8
o35 &% 10 SR RGBS 4H AR N A Tk = R & 101t K)o

BXEEARIANFEXBEIGEMERINENE. EUURHHFEEH TS — Amazon X , X
BEE Amazon KR ETER |, BAIUMNE R PIIREHRFRE S — 1 Amazon XiFH ATAM, &
A MERAZ PRI X ERIEEREIIE M Amazon XigiEE — Amazon KN, EAIERATL
# FSx #2%l& 3 Amazon APl E£[@—1 Amazon K ( BXEHXEA ) BFIEZ B EIZAR. Amazon
CLI FSx #&5& Al LAMEF Amazon Backup MERE T RKBEHITZ P BIZA,

BKFZ2OEIANTHAENE0EHIREKSFNEESAERIETEE, SiERMH THINNWKE
RIFE , BB LB AEERBRE D, IEHEKXRHE Amazon KMS ZAME. BRKFROXER
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https://docs.amazonaws.cn/aws-backup/latest/devguide/working-with-supported-services.html#working-with-fsx
https://docs.amazonaws.cn/aws-backup/latest/devguide/working-with-supported-services.html#working-with-fsx
https://docs.amazonaws.cn/aws-backup/latest/devguide/cross-region-backup.html
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A (FHROMNZDPERFEFT - RENZHOEARKS ) MFE (FFON-IPEKFEFTZ 1R
EOZORIARKS )

& T LAEE # A Amazon Backup Amazon Organizations X33 R&I1EEIK P 2D BIAR, BEIK/SBIAH
K = 5BRE Amazon Organizations BURE X . BXEM Amazon Backup FlEEIK & A BIRNE S
£8 , 20 Amazon Backup FF X & & Amazon Web Services M B EE K = 6 2 % 9 Bl 4,

= 10 &l AN PR %1
EHRME , FEUAT LR :

s NEHEERIELXEzE, FE (4R ) NPE ( TE ) Amazon Xz E , Uk ( ZEER
EB ) M Amazon GovCloud Amazon GovCloud ( £EEX ) XKifiz BNEXFEZ A EIAR , BEF XK
BiX 7 4H X 35

« ERMAREFZHFEXHRGEIR,

o RO LATEEAT Amazon X i3 f4E X i3 & 12 &l AS,

o BREHHRSSIMA AVAILABLE , REFEEHITEH,

- MRBEZFHREEES , WEEFEBIR. EERZFGTATANATRBRREEAZBTERXEREEN
R, MREBERBIRERD , WASERXFIER,

o BANKFHRZALAE —E#R Amazon X2 R A NE D EIRER,

B X 3% 10 B A B AR

WA LAER IAM REEFARBRFRITROEFHIRENNR. ES5IR Amazon Xig@EE L BEREXE&
BEIAR , ERE (1AM AR IAM AR ) KMERGRDRE 4 IR Amazon Xig,

BAI L E R IZRBE R F CopyBackup R EHIRENIR, B LAERKN Action FERPFIEEZE
£, HEREEH Resource FEEAPIEERRE , W TENRFEIFIT.

JSON

"Version":"2012-10-17",
"Statement": [

{
"Effect": "Allow",
"Action": "fsx:CopyBackup",
"Resource": "arn:aws:fsx:*:111111111111:backup/*"

L) 263


https://docs.amazonaws.cn/aws-backup/latest/devguide/create-cross-account-backup.html
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}

BX IAM RN EZER , B5H (AM AFERE) 1 IAM FH R SR,

TEMEERE N

HEDEHISRZ DR EFR Amazon XK B8 Amazon 1k Et , BIEEERERR KMS &
AXNZFDNRBE AN ERBIAHRTNE , F—IT RN tLRZEBZDEAR,

HE-RZVEIEXZRE , B— Amazon K FE—BRXEBNFAEREZNRITENEERD , AliR
B AR Z XA A L EH R0 H B —EXEEAMEREN Amazon KMS Z4. WRMNZM
HEAHRE  WERBRESERTE (FEE ) FHEIZ,

BTROAESXAREEH , BEHA -k AEHEH,
READEREH XM RE

BRI AERA AR KRB XGRSE , NBARMIRE S — N XHREH point-in-timefR R, &7
LAER %A Amazon CLI, SEAF—RIKE R Amazon SDKs, NEZFRREZH XU REFMTEN

R SR M XEREMENREIER. NB2OFMRENBFEQLEEMZIXHRESD , EHLHERLSE
ARSEER,

NERAF A URE GRS ERNXHERS |, EHRRE R M4REXEK Active Directory I 5 R
XHREH Active Directory EHME[E , EZRIEXH RS Active Directory H{E1E. BX Active
Directory WEZEE , 55 £ 4 Microsoft Active Directory,

BT RMMAFZDEREE FSx B Windows X RS , B ANEHEREH NHRLR,

(® Note

BRERNHREZFNERIEREHERENFHEREMRTXFE RS, EINERH
RETREHENEFHEE. AXEZFER AR EEFREE,

HEOEREFXMHREN , JUERATRAXHRERE :

- TFiERE

FE2OEREFIHRE 264


https://docs.amazonaws.cn/IAM/latest/UserGuide/access_policies.html
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- HHgE

- VPC

- AKX

- X

- VPC Z£4

« Active Directory Bti&

« Amazon KMS % %4
- SR BAEHITEEE
- BA4LFEC

SRR EEND

BRTEHBIRZHXMHREIN , BETTLABEREH Amazon FSx #HI A IZAF BN X4 RER
7, M TIREMR,

AP B X HRERD

1. 3TFF Amazon FSx #£#|#& , Wit R https://console.aws.amazon.com/fsx/.
2. MEFEERFERTD , ERERONXHRENE .

3. ERMEDR, ERAUERMD.
4

EIFNGEZEONEED , AZHRE-NEH. BHBMREZALLEE 256 4 Unicode F
fF,URFR, Z8, BFENREFERF . +-=_:/

5. EHBZAD.

UE , BERRNEBTXHREZD. EEMNSMEFIERR &6, BIA7£ Amazon FSx #2&l &
FFEZEOHNR. AFBEINFRMMEEN USER_INITIATED , EIRA N CREATING , EEIZERK
AVAILABLE, BEXxE%EE , HSR EAAFBIEMD.

1l BR = 42

&R LAER Amazon FSx #2%1& . CLI 5 API RIBRXHREMFMERFEsIMEBEAZZM , WET
SFEFHR. ZEMIBRE Amazon Backup ( & 7 Backup ) BJAmazon & 17 , %A Amazon Backup
#HEIA, CLI R AP, BIRZMD R —TUKAMBEFAIIRENERE, BERE R4 FTE BRIE S5
BRo BRIECHEMKRTIBZFEZRD , BUWFERBRZZESD.

DEAFEHES 265


https://console.amazonaws.cn/fsx/

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

BsE G (2Ha )

1. 3#TFF Amazon FSx #£&l#& , Wik A https://console.aws.amazon.com/fsx/.
ERFHEEFHERNENSMERPERZD.
ERENRPEERROZH , AEEREBBREH.
EHFHRBRZOXEET , WIAZHD ID EEMBRNEZH ID —3,

A Bk P M BRAY = 10 3T RIRY SRR

EFE M BRE A .

2

R % DN A SRR EX XM R B R TRE.
#K/

EORPAXGREHEAFEZE (MAREMEFHEAR ) RKBAE, FOXNNRERRTEAF#ES
BURXHRELNBTERAE, BRVFEEXHREFHETN RS AREERHER , B2 0EH
BURSATHNTEREHRE., MEREON , XaBEBRZZHEEHHRE,

RNTRHEBEANEERZ D , Amazon EHRLF| FSx ZHBEIE. file-system-consistent XX R G 7S
FRBEBEBAUFERESIMRD , EARRTHEREASBEENER, Bt , ROEHAENEXK/DATEE
EXH#REEXHNE FHNBRNTLEE, B8 B4R 0 EREMRKA T LLIE Amazon Billing 24!
ERFEE , FE& Amazon Cost Management Console,

FERAMREREE Amazon IK¥E |, URBEBSHRALEN, Akt , EEMERREERSREN
Amazon Web Services Ik l$E ., R , IEEFLERFNEAE , BRERERSEENTREARN
EHNIKEFER, i, BB ENNARFEMAELNRRNGE  ARHAKEFER , UESF
EBIMNBRSHHEAZNARFNENS. BEXEZEE , 2 (Amazon Biling AF1ERE) FHE
AR 7 BRE.

® Note

BiFEEEER , FREN I FREEATIBIFTNAREFHEHMAEANTETRESBZNME
REgniEmn , EXS BFRHMAESRXBENZOBEMERNIL. NREENFETEZN , X4
RENEFRZEMNHROER , WFEEIBIFUENBEX D TRATRGEFEEE LRSS
BRD. XARSGHZHEAERNETNEERETESRD . ENEREBNFHFENZOITX
PR E,
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B — K 7~ N & &

B A LAE A Amazon Web Services B2 24|48 M Amazon CLI B LA T HBEFE — Amazon K~
N Z B FHE 4TS —/NEFP Amazon Web Services X8, ( BXEEIA ) iE—KF- AN Z 6
Amazon Web Services XiF, ( KEBREIA )

EREHAER-KF ( BRERXERA ) AEHZE7

1.

2
3.
4

$TFF Amazon FSx #2#l#& , Wit R https://console.aws.amazon.com/fsx/.
ESMERP , EEZH

ERENRFLEEFNZH , AREREHED.

FEIRED , HATUUTHRE

- EEHRXKEYERF , ERENZHES M E IR Amazon XiF, BB T H i Amazon
Xig ( BXiFEIA ) ®E— Amazon XiF ( KRB ) o

o ("t ) ZREHRE  RRENRZODEHIBREZH. NREELSR 6 PAREHIIREH
AIRE |, MEEHARBREL.

NF & , %#F Amazon KMS IZEZARMES HHNEH.

NTFHRE - Ak, W ARNELUIRERMEEEFNZD. MREUWSRPRNREL | HES
R4 PIEREFIRE |, MaEHRERE,

EREHEH.

BRI ER—4 Amazon K H & $IZIFTiE Amazon X1,

£/ CLI ZF— K/ ( EXEHXEA ) NEH &5

£ copy-backup CLI @558k CopyBackupAPI #4EfEE —1 Amazon lKF R EFIZ D , kit
21— Amazon XigiE 2% —1 Amazon XA,

LR S M us-east-1 XiB&E# ID H backup-0abc123456789cba7 K&,

aws fsx copy-backup \
--source-backup-id backup-0abcl123456789cba7 \
--source-region us-east-1

W RE R T & H R DR R
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https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CopyBackup.html
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A LATE Amazon FSx ##lA LEE®M , B LAFEA describe-backups CLI 8 HE
DescribeBackupsAPI {EAREEF NEFZH.

HEOREREH MRS

& A LAE A Amazon Web Services BI2#2H|A. CLI Ml API MEXHRER DB BTN IH RS |
MU T IR,

MNEHERXH RS

1. ¥TF Amazon FSx ##l#& , Mt 7 https://console.aws.amazon.com/fsx/.

2. EEHAEHEHRNENSHERPEREZD.

3. EBRRMRPELELERENRZM , RAREEERED.

XM ANHRGCEDS, RSEREXHRECERSHEE , E—TENI2IBER
HMERBECREALEER, BR , BULEHREFMAEE D, KW VPC , UREMRENE
R, BRIMERT , FEEBEEBN SSD , BEAUELATRETHEESRN HDD :
s XYHRERBRANZUTARFEATAK 2,
- FRHRBEEZEDH 2000 GiB.

4. FRRBRUEBFNHREHNBRETHKE S,

5 EEREZMIE,

6. EEZN Amazon FSx XHRZIERMRE , ARIERBXHRE,

Amazon FSx IEEBIE— NN XHRES , —BEIRSEHRNAVAILABLE |, BRI AILLBRE FE R Z
XHRET.

£ & F Bl AR P QY B R

Microsoft Windows & F &lZ4<2 Windows X#REEENE RN IRE, BRAFFRIARG , AR
PR E FZEENSE N BRI RE LRI , HEEBRXHMRA, F#EE R 7 SR Windows
PowerShell i S BN ZHEHRREF AR,

FTRAREXHRENBRE—FFR  NNEINXHBBRXGREFHETE. FREXHREH
MABE FRIABESEXHRENZH T,

RE &7 268


https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeBackups.html
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® Note

BiAER T , Windows THBRSETRABY u:4: FSx EEAR T RIARP THRS LY
BiE  EXAERAETES  AEXHRE LB TEMHNIY, SXFSEL  #HRE
T BB ARIATRE AT,

/A Warning
FTRATREREZN, IRERAX AR , FHARUKENTEHERMD,

K
[

&

7

=

W W mf |38

TRIAN RERE

. FTEIAE

« BER T EIAERIRIAFE M IR

- REFTRANSAEHE

« BEEFTRIAGFHEZER

- SIBEENEFRIAITX
EEFTEIATY

- SIEEFEIAR

- EEYRETEIR

o MiBRE FEIA

« MIBRS T BIAS TR

- BB FEIARNF#ZE, TUMAEZFEIE

- BEEIXRBHE

<5
o
|

e

ERAEFRIANRERE

BAI A XBREBRAEFREIAR , LATRLAFE Windows X R REESEDEFNRE RHRE
PR BN R, T D% FSx A ME Windows Server MBS #ITheE, FRAUTHE
SRERBEF FRIA
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- BRIENXHERSEE ZBHIMEERR : Microsoft Windows 1 | — ¥ copy-on-write 5 3&Ri2 &k B EX
HEH QLSRN ER , H Bk copy-on-writeSE TR S BB N XU EARIERS 110 IT= KR
{(=H

- £/ SSD FEHIREFLEE D : BT Windows ZEEFKF 1/0 HeEREF £ FEIA , Rt &RME
WA SSD FRHANEFLRNIRESEMHATEABN =, XEHTHRENXHREEEBHA
FRIE R 5 Bl A B BRE R

- REFAFHRENETEIR . MREFRELTER (FlM, BT 64 MEFETFEIAX ) REXLTE
FERNNHRGELERAREBFHZE (TBR ) , WAMEBNAMEN RESHEBETRFTE L
FHNRTE, XREN Windows FEE FSx NEBFRIAFMEIT —BMERLE. BT Windows EEHELE
P& BN R HIT copy-on-writeSEz , HLEAREEXBEESMN /0 BEHER, FSx EHRK
BREE R D & F BIAN AT AMAMENEE  EFINRREANE FEIL  RERERAL B3
BRXHRSELEMIBE FEIA,

(@ Note
EZTRAXXHRENBEEBESF , FSx Windows REET—HMRE , EREHNE
HNHRF|/ LA 2 ARG RGE LNBREIRFH. —BMRENKENBSXHRS
ETRITHNBEUNHENFREZRAE X, NHLEAREBNAMBIMESHIER , FA
BUEXHRELRENEFRIEADT 644, HRBUTSREP EENM RS ERIE 75
o

REF TR

& A LA Amazon E XK Windows PowerShell s S E X4 RS LSRN HEE A E H| FSx.
AT REMR FSx By Windows XH RGN HRE LB ESFEI AN =1EERE :

s REFFREIAEXHRSE LWLUEENRAE#E

e (R ) RBUUEXHRE LEHNERAE FRIAE. BRIAER 20,

o (T )REIR , EXVEEFRIANRMER (HMEXR, BANEA)

BANNHREGHEEIENAK/AUERERS 500 MEFREIA ; BN THET AN , RINBWER
ARHRRIFD T 64 MR FRIF. SRFLRHEE , BRIV T - FRITHERKIANE TR,
B , SRR ARFRIRFRHER , RESHR-—IHISIRKIBNEFEIL  LEAT IR FEIX
B EB =,
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BRIMMEARKIA Amazon FSx REREGANZHERELEFNEE , BTEHARES FEIAEA
ARIATF A 1T 3o

DB FRIAFHEERAEESEM

FTEARE LN TFRIFAURMB XU ELNREE R, FREFBINHY , REFHERID.
b, ERAN X SANEHEEZRBEERFINXHHZ, ATERNESZEETRREEN TFEREM
R, R4, FFRIAEANEEZEEBRTENIEAR. BESBAE FRIANIFZMHEREN ,
BNERTHEABENXHRSEERRR,

BRAZFEIARN , EUNEER FRRNEXHRELALUEENRREFREE. BRIARSGIN XHRSER
10%. MRAFZERMSEHR M , RAVEUEE MRS, RERESK N TELSEMBRRKIBR
FRIANMRLEAFTPEES.

BRI LU FRIAEHIRE N LR ( Set-FsxShadowStorage -Maxsize "UNBOUNDED" ), {B
2, TREETRESSBEAEX TRINERXHRAEMEE., XURASBTFHBIETEUARTHEN
TR, MRERETERTFH  BFLERIZFEILRRINT BRIFREE, XX FRILTH
BEAREXNNRLTREHNER , FSRREE FRIANRAFEE,

BREFEIARRE , EUMERLFRINERNERZHNE, AXESRER PR EEX FRIAFHE

Z2 [,
RERAE TRIABRNKETEMN

BRAXFREIAR , BULEEXHRE LEENEAL FREIRKE. RIARFIH 2010, F THEAE
B iR % F BIAST ol MR EBER R0 |, Microsoft BB AE FRIABEEND T 64 1. BAT
Windows EZREH I/0 HRERLEF EREIAR , RILRINBWER SSD A FELEEMIITAHRT
EREN=1F. IEPTHRENIAHREE EBHHTFERE RS T B AHEIIBRE R E,

BERBZALNRE 500 NETFEIR, BER , MREBEAER FRASEX FRIAEENXHRGEFEA
TREFMZE (TBR) , WAREBNANBIMES IR TSR LELTMBEKNE, X2
H#A Windows EENE FRIAE#E BT —BHERE, BT Windows EEELEI S EIANE T
copy-on-write’E3) , Ht B A et BRI EFH 1/0 BIELER,

FTRITWXFRFEEW
UTREAYTRIAN I RERN,

- BREXHZRZLTMERBHMEREUHRE TEMHER, TI% FSx REHAHE Windows
Server RN FEIARIIEE, Mi&iT LB , Microsoft Windowsf#F —f copy-on-write /5 33k 12
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FERFEBEEF LKW ER , Lt copy-on-writeSE 3 & % 7] LA 4 = #1/0 operations for every
file write operation. If Windows is unable to keep up with the incoming rate of /O operations per
second, it can cause all shadow copies to be deleted because it can no longer maintain the shadow
copies via copy-on-write. Therefore, it is important that you provision sufficient 1/0 performance
capacity for your workload needs on your file system (both the throughput capacity dimension that
determines the file server I/0O performance, and the storage type and capacity that determine the
storage I/OM%EE ) -

- BNBFRUAEREASTEIANERAEKESR SSD F# M2 HDD FHHNNXHRS , BH
Windows 4P B EIAEREN /0 HREES , MABEZF#RN /10 REFRHENERERERE.

s RTEENGAEFRIRFHEN , ENXHERGEENEDE 320 MB WA AZ(E ( MaxSpace ) »
Fln |, MREREFRIARDE T 5 GB MaxSpace , MBRT 5 GB MaxSpace 29 , B X4 RER
WMEEADE 320 MB BV AJ Az,

/A Warning
BEEXFEHITN  FHREIBHEIRITNSTEEHRENRELNFTERFLTFE

%IJO ElZEi‘ﬁﬁI#%v;u&H: ERRSHNZHR FEH . AXEEBELE FERITXINE
B, BZRRBENXE FRIFITX.

i JERB AN S ST A SR

&R Amazon FSx XM REG LBESFBEIAE , BH AP o BURIE MR E 8 AN SCH 3304 R B K BThR
A, FRE S HIERAY S

AP A ER % A Windows X4 R REERA B/ XM ERBIABNRE, EEERXH , BFEE
BEXFRNXH  REMNETX (ARED ) KEPEFEFRLBRA,
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—

3 items

Share

0| A [ = | July-2019

View

v |J| s This PC » share M\\fs-

7 Quick access

B Desktop
|i5'| Documents
* Downloads

| Pictures

[ July-2019

3 This PC

;' 3D Objects
= Con

B Desktop
|i5'| Documents
‘ Downloads
J‘l Music

| Pictures

H Videos

% % N %

= Local Disk (C:)

== chare (\\fs-

|J| Documents
|| July-2019

M test

L]

L

Fa

Mame

=] staff-minutes07092019

= staff-minutes(
|j staff-minutes(

o

Date modified Type

73072019 1:57 PM Text Document

ent
Open

ent
Print
Edit
Share
Open with >

Restore previous Te}rsions
"

S5end to p

Cut
Copy

Create shortcut
Delete

Rename

1 itern selected 1.19 KB

Properties

» Docurnents = July-2019

Size

2KB
2KB
2KB

ARG, AP R AT LA SERIAMRAS 5 2k Fh & & MIE SR EA BT A MR AS o
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General Securty Details Previous Versions

Previous versions come from shadow copies, which

e are saved automatically to your computer’s hard disk.
File versions:
Mame Date mu:u:lxi"r'iecl
~ Today (2)
| staff-minutes07202019 7/30/2019 1:52 PM
=| staff-minutes07202019 T/30/2019 1:30 PM

QK Cancel

B B %21 Bl A6 F RRUIAF 6 A 1T X

BABMERARANE FRIAFENITR , EXHFRE LREBRER FRIR, MUANE %EHJZKT?'{%'LXI_ S
FTRLBRZHRENMARETFHRTEN 10%. IREENMXHRENFERE N2 BN 75
ZIKT?ﬁ%‘;TéJ«/@éMHﬁiEjJHO

MINTTRIE UTC EEA—. A=, A=, BEMEAR LS 7:00 MHF 12:00 BFIREE FEIA
REF T B AN FREBIRRINE 5

1. EEIEENXHREERFMEEEDN Windows TH&E LA,

2. HUNMHREEERARANSHER Windows itEEfl, £ Amazon Managed Microsoft AD |,
ZHRAmazon BN FSx BB R, EEATEEN Microsoft ADH , Z4HREHEE R RELL
BMARENEENBENEERYA, EXEZER , HZHIL 5% EC2 AFEMPNIEZIEN
Windows &4,
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3. HRAUTHSREBRINNE FFMHE, FSxFileSystem-Remote-PowerShell-Endpoint#
BRABEENHRESM Windows T2 PowerShell iis s, BAILAETL D# FSx #4A. XHXR
SFHEEREN “ﬂﬁﬁﬂlzzé” B = DescribeFileSystem APl 2 /EHI M B # # F Windows
1FE PowerShell & i%¥ =o

PS C:\Users\delegateadmin> Invoke-Command -ComputerName FSxFileSystem-Remote-
PowerShell-Endpoint -ConfigurationName FSxRemoteAdmin -scriptblock {Set-
FsxShadowStorage -Default}

RIVE=y SEET WA  D

FSx Shadow Storage Configuration

AllocatedSpace UsedSpace MaxSpace MaxShadowCopyNumber

0 0 10737418240 20

REMIANE FEHIITR

1. EEIEENXHREERMEEER Windows TT&ERHA,

2. LUXHREEBRARRKNEHESR Windows itEEH|, £ Amazon Managed Microsoft AD
ZARAmazon BN FSx BB R, EHITEEN Mlcrosoft AD # |, ZHREHERE AN ESEEL
BEXHRENEENBEENEERA, BXELER , BSRLLS%H EC2 AFERTNEZIIEN
Windows 3£4,

3. HAUT@HSRERUNEFESITX.

PS C:\Users\delegateadmin> Invoke-Command -ComputerName FSxFileSystem-Remote-
PowerShell-Endpoint -ConfigurationName FSxRemoteAdmin -scriptblock {Set-
FsxShadowCopySchedule -Default}

REMN2E RIERENIRIATR.

FSx Shadow Copy Schedule

Start Time Days of week WeeksInterval
2019-07-16T07:00:00+00:00 Monday, Tuesday,Wednesday, Thursday, Friday 1
2019-07-16T12:00:00+00:00 Monday, Tuesday,Wednesday, Thursday, Friday 1
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BETREMETANRAELHTEHITY  BSHR ALY TR,
REXTRIANBAFHE

BALAfEASet -FsxShadowStorage HE X PowerShell (5 5 E LB FBIAREXHRE ETTLUHRE
WERAFHE. BALERA -Maxsize & -Default SHIEEF FRIATEAINHZE AR D, £H
Default AL R ABERENXHREEMBEN 10%. BTFEER— N SHIBE -Maxsize M -
Default ¥,

£ -Maxsize , BAILURIN T AR E L& FRIARZM -

o LLFEFIRNBAL : Set-FsxShadowStorage -Maxsize 2500000000

« UFFH. KFV., FRFTHHMEMREN : Set-FsxShadowStorage -Maxsize
(2500MB) = Set-FsxShadowStorage -Maxsize (2.5GB)

- HEEMZERIMNE DL : Set-FsxShadowStorage -Maxsize "20%"
« REBERAELR : Set-FsxShadowStorage -Maxsize "UNBOUNDED"

£/ -Default B FEERENKSEANXMHREMN 10% : Set-FsxShadowStorage -
Default, ETHREXREARINETNEZEE , FSREESY FaIAFEHRINEEANITR,

# FSx AT Windows WX HIRSHEXHRE LIRESEEIANTFHE

1. UXHREEEAEARANAFNSMEEISENXHREEENEEENITEXS, £F
Amazon Managed Microsoft AD , %A 2Amazon X FSXEE R, £ HTEEM Microsoft AD
B, ZARHEERASRELUEBENARENEENBAENERA, EXELZER , HZHL S
EC2 A e REEE &R Windows K41,

2. TEiTE 6L PowerShell ITF Windows & Ho,

3. FAUTHSESLR Amazon FSx XH R4 LT FFm#E PowerShell £if, FSxFileSystem-
Remote-PowerShell-EndpointB AN EEEN X4 RS Windows 1=FE PowerShell
mR. BAIZEL S FSx #HlE. XU4RZFABEREN ‘NENLL” HoH
DescribeFileSystem API #/ERI IR % 2| Windows F2 PowerShell &% =

PS C:\Users\delegateadmin> enter-pssession -computername FSxFileSystem-Remote-
PowerShell-Endpoint -configurationname fsxremoteadmin

4. ERUTHTRIEXHRE LREEKEES T EIARFMH,

[fs-1234567890abcefl2]: PS>Get-FsxShadowStorage
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No Fsx Shadow Storage Configured

5. f£M -Default BRI FHFHEEBRENEN 10% , AREALFRIFHEREN 20,

[fs-1234567890abcefl12]: PS>Set-FsxShadowStorage -Default
FSx Shadow Storage Configuration

AllocatedSpace UsedSpace MaxSpace MaxShadowCopyNumber

0 @ 32530536858 20

A LAEEEAT -MaxShadowCopyNumber ¥y Set-FSxShadowStorage a5 3KBR &I X R4
ERFNBRAREFEIARE , BULIEE—MNTF 1-500 2 BIME, BIE Microsoft XI5E3) TEARMNE
W, A FRITBEIANRERN 20 1,

EE TRIAF#ZN

EXHRGEHIETZE PowerShell 217 , B LAEAGet-FsxShadowStoragem T EEXHRE L
BEREALTERENTFHE, BXEXHRSE LEFZERE PowerShell 2iEMNIREA , S Amazon
FSx CLI AT PowerShell,

[fs-1234567890abcefl2]: PS>PS>Get-fsxshadowstorage
FSx Shadow Storage Configuration

AllocatedSpace UsedSpace MaxSpace MaxShadowCopyNumber

0 0 10737418240 20

MHSERYFEMEE  WTAR

« AllocatedSpace - X RS L LD EBAF FRIZANEME (LETTREN ) . ZEHHER 0,
« UsedSpace - EFEIXSHIFERANGFHEE (UFTREN ) . ZEDHA 0.

* MaxSpace - ¥ FFHABAINBEAERE (UFT RN ), XREMEH Set-
FsxShadowStorage S A E FEIRFHIZRENE,

« MaxShadowCopyNumber - X4 REAUBMENRAZ FRIAZE , 1T 1-500 Z[E,

¥ UsedSpace RERIBENHZ A FRIXNFME (MaxSpace) R FRIFABXEHEN R AE 77
¥ (MaxShadowCopyNumber) B , BRIEN T —IMNEFRIRNHERESENE TR, IRETE
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EERENETRAL  FREEBESFEANTFRZR A BREECBNFERZRARFEENE 7R, MR
BREBREZZE , TURBRIAEE FRIARBNE FRIAFERNBEAFRE.

® Note
B SFHOEEFRIAN , ENaEALRENE FRIATFHEENFHRT. BEAIEN
K& MEERENEZEmMERK | HF A CloudWatch FreeStorageCapacityis#rrrE REI T
AEf#Ez=R , EERENRABTEIRTFME (MaxSpace )

BB ENE TR

FFRIAITXIER Microsoft Windows BV ITRIES AR BFRIEEMET B ERE FRIAR, FFEIARIT
AL EZ AR , NENITHIRHTHEeNREYE, B-—NEREFE - FEIANITR. el
FTRIRUTRZ8 , BALRES T B A7,

MRS EIETT Set-FsxShadowCopySchedule ¢ , 2SBEFIENENE FREIARITR, R
BHEPIFRITENA T UTC BFX |, NERTEAEA Windows B XH] -Timezoneld itWh % 228 E
X, tEEF Windows BFXFI&K |, &S H Microsoft B ER AR X XATRIE Windows Ga SR RF &
TUTES : tzutil /1., ETHEX Windows EEMEAB/NELEEL , i5ZH Microsoft Windows
FRAGPOLXEPNES LR,

SR LAER -Default BMIRERERINNE FRIRITR. ETHESEE , BEALREL FEIE
158 A RRIA T2 6 A0 i X1

BB E L RIS

1. BlE—4A Windows it XIESAEEE , UENEFRIAITRPIEE FRIARMTE, FEARMITTEN
PowerShell LE A #new-scheduledTaskTriggeréi $RiRE S MR K 25,

AT RAIGIRT —PAELRFEARITY , HitHE UTC 8A—ZEE LS 6:00 FITFF 6:00 2
HTEIA, BIEEIHLRM Windows HEUMESMEBHEENK | BB T HLH
UTC,

PS C:\Users\delegateadmin> $triggerl = new-scheduledTaskTrigger -weekly -DaysOfWeek
Monday, Tuesday,Wednesday, Thursday,Friday -at 06:00
PS C:\Users\delegateadmin> $trigger2 = new-scheduledTaskTrigger -weekly -DaysOfWeek
Monday, Tuesday,Wednesday, Thursday,Friday -at 18:00
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2. f#M invoke-command J21T scriptblock @i, ZmSRHEE—NHIZA | SN R 6
EM new-scheduledTaskTrigger EXREF FRIARITX, FSxFileSystem-Remote-
PowerShell-Endpoint &N BEEEMN XHREHN Windows IZFE PowerShell iR, HAILATE
T FSx 2HA. X4REZFMEEREN ‘MEMELL” 35 DescribeFileSystem API
BN I R R E Wlndows L2 PowerShell &1 &,

PS C:\Users\delegateadmin> invoke-command -ComputerName FSxFileSystem-Remote-
PowerShell-Endpoint -ConfigurationName FSxRemoteAdmin -scriptblock {

3. E>>EBRFTHWALTIT, £ set-fsxshadowcopyschedule iR EE FRIAITH.

>> set-fsxshadowcopyschedule -scheduledtasktriggers $Using:triggerl,$Using:trigger2
-Confirm:$false }

e B B RIEE X RE LR BN FRIAITRI.

FSx Shadow Copy Schedule

Start Time: : 2019-07-16T06:00:00+00:00

Days of Week : Monday, Tuesday,Wednesday, Thursday, Friday
WeeksInterval : 1

PSComputerName : fs-0123456789abcdefl

Runspaceld : 12345678-90ab-cdef-1234-567890abcdel
Start Time: : 2019-07-16T18:00:00+00:00
Days of Week : Monday, Tuesday,Wednesday, Thursday, Friday

WeeksInterval : 1
PSComputerName : fs-0123456789abcdefl
Runspaceld : 12345678-90ab-cdef-1234-567890abcdef

EEE TR TR

EEEVHRELMENSSE SRR , i%’(j‘:jl#%v;uﬂﬁ‘_&é PowerShell iFH & AL TS,
RENHRE L B3TiE PowerShell £1FM %A |, 5SS Amazon FSx CLI A F PowerShell,

[fs-0123456789abcdef1]PS> Get-FsxShadowCopySchedule
FSx Shadow Copy Schedule

Start Time Days of week WeeksInterval
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2019-07-16T07:00:00+00:00 Monday, Tuesday,Wednesday, Thursday, Friday 1

2019-07-16T12:00:00+00:00 Monday, Tuesday,Wednesday, Thursday, Friday 1
B/ =

BB FRIA

EFHUESEEIAR  BFEXHRSENIZES PowerShell FHRHM AL TGS, EXEXERELEH
12 PowerShell £iEM % ER |, 5S4 Amazon FSx CLI A F PowerShell,

[fs-0123456789abcdef1]PS>New-FsxShadowCopy

Shadow Copy {ABCDEF12-3456-7890-ABCD-EF1234567890} taken successfully

BERUEZ RN

EBEEVHRELNINESTRAIRE 1EEI1¢%VJLE’JJLE&% PowerShell iIfFH#H AL TS, BXE
XHZR%5 EB3hntE PowerShell 21EMW B |, 555 Amazon FSx CLI i F PowerShell,

[fs-0123456789abcdefl]PS>Get-FsxShadowCopies
FSx Shadow Copies: 2 total

Shadow Copy ID Creation Time

{ABCDEF12-3456-7890-ABCD-EF1234567890} 6/17/2019 7:11:09 AM
{FEDCBA21-6543-0987-0987-EF3214567892} 6/19/2019 11:24:19 AM

il B & @il A<

BE LAE X RS K IZFE PowerShell £1F# £ AlRemove-FsxShadowCopies@ SHIBR XM RS+
H—NBEZ N NEEFER. BREXHRE LS3IERE PowerShell 2FMEA , ST Amazon
FSx CLI AT PowerShell,

ERANUTBIET 2 —EEER RO FRIA

* -Oldest MIRFENF FRIAE
- -All BIBRFAEIBZ FEIA
« -ShadowCopyId i% ID MiBR4S ERFE FEIZ,
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BHALXERA —NEWTH®RI RERIEEENRNEE AR, BESNEXEIX IDs , REIE

ZCh

ETTHNEBLEAR D, MaREHR.
EMBRXARE LRIBNBEEIL , BEXHRSENIZE PowerShell 2 ERH AN TG T,

[fs-0123456789abcdefl]PS>Remove-FsxShadowCopies -0Oldest

Confirm

Are you sure you want to perform this action?

Performing the operation "Remove-FSxShadowCopies" on target "Removing oldest shadow
copy".

[Y] Yes [A] Yes to All [N] No [L] No to All [?] Help (Default is "Y": Y

Shadow Copy {ABCDEF12-3456-7890-ABCD-EF12345678903} deleted

ENBRXHRE LB ESE AR , BEXHRENZES PowerShell EHRRA L TS,

[fs-0123456789abcdef1]PS>Remove-FsxShadowCopies -ShadowCopyId "{ABCDEF12-3456-7890-

ABCD-EF1234567890}"

Are you sure you want to perform this action?

Performing the operation "Remove-FSxShadowCopies" on target "Removing shadow copy
{ABCDEF12-3456-7890-ABCD-EF1234567890}" .

[Y] Yes [A] Yes to All [N] No [L] No to All [?] Help (Default is "Y":>Y

Shadow Copy \\AMZNFSXABCDE123\root\cimv2:Wind32_ShadowCopy.ID{ABCDEF12-3456-7890-ABCD-
EF1234567890}".ID deleted.

EENHREHHEBR—EHENKIBE FEIAX , B -MaxShadowCopyNumber SR EH AL ERZF
WATZEE TR, B2 , kAEXREEART I FRITNRBET 24N , BNRSEN B3I
LR FEIA, EI1¢¥VJLE’J‘_&é PowerShell FH AL TS,

[fs-1234567890abcefl2]: PS>Get-fsxshadowstorage
FSx Shadow Storage Configuration

AllocatedSpace UsedSpace MaxSpace MaxShadowCopyNumber

556679168 21659648 10737418240 50

[fs-1234567890abcefl12]: PS>Set-FsxShadowStorage -MaxShadowCopyNumber 5

Validation

You have 50 shadow copies. Older versions of shadow copies will be deleted, keeping 5
latest shadow copies on your file system.

Do you want to continue?

[Y] Yes [N] No [?] Help (default is "N"): y

FSx Shadow Storage Configuration
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AllocatedSpace UsedSpace MaxSpace MaxShadowCopyNumber

556679168 21659648 10737418240 5

il BR 2 F Bl A 1T X

ERBRIHRELEMBENEREF TR , BEXHREHWIZES PowerShell FHRMANLTHR. BAX
EXHRE L B3EiE PowerShell 215 EEE | 555 Amazon FSx CLI FiF PowerShell,

[fs-0123456789abcdef1]PS>Remove-FsxShadowCopySchedule

Confirm
Are you sure you want to perform this action?
Performing the operation "Remove-FsxShadowCopySchedule" on target "Removing FSx Shadow

Copy Schedule".
[Y] Yes [A] Yes to All [N] No [L] No to All [?] Help (Default is "Y"): Y
[fs-0123456789abcdef1]PS>

MR F Bl AN PR, TTRIMAREE FREIA

BUUMBRE FRIAERE (2EMAUANE FEIAR ) MR TR, B, SRR HRE L
B F BIAFM A,

A, BEXHRENIEE S PowerShellif 4 AZRemove-FsxShadowStoraged . AXEX
HR % LEFIETE PowerShell 2EFRREA |, ES ¥ Amazon FSx CLI FiF PowerShell,

[fs-0123456789abcdefl]PS>Remove-FsxShadowStorage

Confirm

Are you sure you want to perform this action?

Performing the operation "Remove-FsxShadowStorage" on target "Removing all Shadow
Copies, Shadow Copy Schedule, and Shadow Storage".

[Y] Yes [A] Yes to All [N] No [L] No to All [?] Help (Default is "Y": Y

FSx Shadow Storage Configuration

Removing Shadow Copy Schedule

Removing Shadow Copies

All shadow copies removed.

Removing Shadow Storage
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Shadow Storage removed successfully.

TERAAAEE
BYRAZKREABANEEREERS | #ENT B2

£
- RENBFEIFTEX
- BAENSBEEIAMEKRT
TAEERIEERREFH RS L0 Amazon FSx &5 RIEFEIA

REPNESLRIEAER

HUTE—BRT , RENBZRITHBMER
« MREH 500 MEFEAE , WLTRABREESBENRRFEEZBNM , T - NEXELEHLE
MR FHEREIR,

- MRZFIEENZABERAERE , T —IMESEELFER - IHSIRENELER , AESR
MEREERDT 500 1

XANERBRTETN. MRENEFARIENEHZATR , HERENSEHEFEEEME,
RFTANSRRTHEKXRT

XHRGEN 110 HERETE (fin , RNEERANRELEMR. HDD FHZAEAXTRABESREF
HAETRRE ) ATeee S Windows Server BIBRFIESEEIR , ERELXEEATA /0 HEERE4H
RN, BERUTERIL, HBIPLLHI R

- MREFEANEVEFE , FEALDE FSx EH A5 HIL S FSx API tREIE A SSD #i&. &
XEZER , B EENHRGFHRE,

« FXHRGEHFLEE N E MBI TR TR =6,

- RTEENRAERAAXRFHEN K ENBRENHREEDHE 320 MB WA AZEE,

« EFI XA REA T ZRRESH RS EIA

BREZER  BSR EFRIFTNNHREEN.
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TR BRIE [R5 E# B XA RS £ Amazon FSx &5 RIS R EIA

KRR ZHNITH. Amazon ERIIMENXHRE L FSx EREREIFRS , HEEEENER
TRAAFFRSEERNHZD

£ A it X & % Amazon DataSync

IBALAE A ZHEEHR Amazon DataSync ¥ for Window FSx s X IRFES X HR A E HI T =N
RE, WIHEERA TXEAMBEXEHE, ETHRESZER , BSHEEMA Amazon DataSync FFIE X
#1E# | FSx for Windows File ServerZ1gr fAmazon DataSync f F 18R P Amazon F RS2
B Y BB A% o
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¥¥ FSx for Windows File Server 5 Microsoft SQL Server &
S

= A% ( HA ) Microsoft SQL Server BE IBFE Windows FRFEFAMELBER (WSFC ) BN
MEEETRLE , SN REUUGRAZXHEE, BAILUBIHEP SRR FSx for Windows File
Server fEA SR AM ( HA ) Microsoft SQL Server B HZZM . AEEIHRTBEXHNEFE#FAE
SMB X#HHZE L,

® Note
B &l , Amazon FSx X Microsoft SQL Server IFI ( BIBt X#H-#0#81E ) ThEE,

SQL Server ZW M SSD 7, SSD FTHMERERS. NIERKHEBN TEAEMRIT , 2HEHK
B

BXREH Amazon FSx 1K SQL Server 5 A4 EBHE X MR AWELE |, ESHE Amazon
Storage BE LT XE :

 Simplify your Microsoft SQL Server high availability deployments using Amazon FSx for Windows
File Server

» Optimizing cost for your high availability SQL Server deployments on Amazon

» Simplify SQL Server Always On deployments with Amazon Launch Wizard and Amazon FSx

£ Amazon FSx 43 SQL Server 5&3h #3E S04

Microsoft SQL Server AJLAE A SMB XHHEERNENRBE XM N FHIETH1TEE, Amazon FSx
KM, BYIZHFFETH (CA) XHHZ , 71 SQL Server BIEEREREFMH, XEXHHRE
ERNEERNEMBRIEAZEXHHRIENNARESF (W0 SQL Server ) Mikit. BAREBAUELETMAK 2 X
HRELBIE CARE , BXTFE SQL Server FE , TREB N HA , BEEEZTARNXHRSE
R CAHE,

£ Amazon FSx 432 SQL Server 5&E3h #3E X4 285
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HEBFEZTANHRE

& LATE PowerShell EERAERTZEEEH Amazon FSx CLI 812 CA HE, ENEZEENFE
AAMNHEE | EEA New-FSxSmbShare ¥ -ContinuouslyAvailable #&IWHRENRN $True. Hx
FZEE , BSR EFETH (CA) HE,

BtiE SMB EATiRE

W HERBEE R, ZUARKNABEBNAMENMETESH /O EF , BEE 30 ¥WHE
F. &8 SQL Server RAEFXBMRIRENBRBREARAEMTRE , EABRRTEEES X,

A LUAR SMB EFIREESEEN , MAREHNNARFEBENZSTARXARGRNER, &
ABYEHRNHRENEFEHENRNANARFERAREBREANTH , XEEHEHRBEBNK
MEBRE

£ Amazon FSx E8 SMB X4+ = 0LiiE

Windows Server A B BHENRBEEAPE SMB MR ENIEREF EB T RMHPE, LIEXXHHR
EASELER#TERETE#ZTERESR., Amazon FSx X4 RS A AE Windows RSB A MERE
BHIEN SMB XHHZE WAL,

EFETRANHE 286
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FINE X FE T E Amazon FSx

Amazon FSx for Windows File Server BYIhgE, MHeEMBAM BB EREN W NAEFERE
F# 2 Amazon Web Services Cloud. JFZ<#t Microsoft Windows File Server 17 1X# % FSx for
Windows File Server R SIEUA T ASLSE :

1. FXHFERE FSx for Windows File Server, B XEZEER |, F5H NIUA XHF#EITEE FSx for
Windows File Server,

2. X HHEZRBETHE FSx for Windows File Server, BEXEZEER |, TS0 At XHFHEEE
F# 2 Amazon FSx.

3. [FIMER DNS BFXEHN Amazon FSx X R 4K DNS 3l&. BEXxEZEE |, 5505 DNS 7
£ 5 Amazon FSx ><Bx,

4. E)$% 3| FSx for Windows File Server, BEXEZEER , S R [HE/EZ$EE] Amazon FSx for
Windows File Server,

BRXEZABTEBNSENEMAEE , BSEUTENDBD .
FHT

. A XHFM#E TR FSx for Windows File Server

o A A H E L E T B R Amazon FSx

o JFA&#h DNS BEE X # 2 FSx for Windows File Server

o JFR/EZI$EZ] Amazon FSx for Windows File Server

I A 17 1 R FSx for Windows File Server

BN A 4T R FSx for Windows File Server , BATEWAE A Amazon DataSync , X2 —#1EL
BIEEHRS , EEML. B3HTRINES Amazon B#EBRS 2RS4 XEHTFENLRE, DataSync
B EBxM = Amazon Direct Connect EHIEIE. EN—TMELHEENXIRS , DataSync EER L TFHEE
WNARER., TAHASEREMRE. BEXEZELR , B35 £/ Amazon DataSync FI4A 34
ER Z FSx for Windows File Server,

A |, & LAER Robust File Copy ( X & Robocopy ) f#RA R , X2 — &M T Microsoft
Windows M@ S1TEH R4 EFlGwE. BXUNMAER Robocopy X4 F#ERBZEI FSx for
Windows File Server BJi¥ 403372 , {5 £ 5 Robocopy FEA X4 EE 2 FSx for Windows File
Server,

fF 3L 174518 B FSx for Windows File Server 287
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S A 11T 3 FSx for Windows File Server B GR{E52i%

ER A RE IR N KEBHIR IR E FSx for Windows File Server , BEAEE T ESESR ( SSD ) 64
By Amazon FSx X% %, T TRE , MREHAEERSES ( HDD ) 174%H Amazon FSx X RS
EREEENMARFNMBALR , JNBIERZE HDD F#.

BERHFENER SSD 78 Amazon FSx X4 RSB E HDD 7 , AIMITUATER, (FE
E ,HDD XHRENFHBEEDL N 2TB , NBERERNTEERNFHREE. )

1. %10 SSD XHRE%. AXESFEE , B2 IEASEHE D
2. MZFHEREIER HDD FRNNHRLS. BXREZER , B5H N2 HEEREH MRS,

£ 1 Amazon DataSync FIE X #1E# F| FSx for Windows File Server

AT WA Amazon DataSync #£ FSx for Windows File Server X R 5t 2 B4 %z, DataSync
=—MBEARERS , UG, BRHRITHNRERBFE RS S Amazon F# RS 2 [FET BB

M=% Amazon Direct Connect B3I & #1##E. DataSync A LML B SXHREEIRUA R TTEIE |, 4
wm, AN, BRI IGRINR,

DataSync X#FE &I NTFS 15 E#ZHIFI&K (ACL) , EXFEFIXHFIHEHES (BFHHR NTFS RE
mEEHESIER , SACL ) , EEAREARXLERFEEREFAFZRBEXFNFIT AT,

& T LAE A DataSync £ A FSx for Windows File Server X R4 2 A& 5 X4 | t Al LU EIE
B3 ZE % — Amazon Web Services X3 5 Amazon Ik P XHFR 5, BELER DataSync &
FSx for Windows File Server X REMITHMES . HlW , BT IXMEREIR. EHERS
HRITEARNBEARIZITEFUAIABTERF SRE.

#£ Amazon DataSync # , FSx for Windows File Server B4 & 2 FSx for Windows File Server K%
Ko AIBAE FSx for Windows File Server (WL B M EM XU RGN NE 2 BMER X . BXEZE
B , %25 (Amazon DataSync AAF#ERE) W FERLE,

DataSync £ RS525H 23R ( SMB ) MR FSx for Windows File Server, Ef# &1 Amazon
DataSync ##| & =% Amazon CLI &l B & MZBR#1THHRIE,

FRF M

ERHBIBIEBE Amazon FSx for Windows File Server iR , EEEHE# 2 DataSync BRI AR 35
ML, BETHEZER , 52 (Amazon DataSync A #ERE) H#Y DataSync ER,

FBHERER 288
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MRBRAITARERBEIBHEBRSR TSN, RINBWEHAER SSD F#KEH Amazon FSx X
HRE, XRENA DataSync FFFRAFNHFTHIE , XAERHER HDD XHRSEWHE IOPS R
@, NSRBI FENEAKMP R EREMR, BXESELR , F5H  BUEXHE#EIEE

FSx for Windows File Server B Ex{£3E 8

MBEHNBEEFTERPXHAR , XHHABTIT , RELHWATAME TR KX FEA DataSync £
ACHFEMT R  NETLER#EODY BRANERELH. BXEZEER , 5 : How to accelerate

your data transfers with Amazon DataSync scale out architectures,

A BAMER FSx M REER MR A REHVREE 1/0 FIA =,
£/ DataSync EB X HHEAR LR

E£E A DataSync FXHNRUBERMEIBEHRMLE , FHRITUATEERSR

- EENHEFTHARBERE , REEE.
- SIRARERNBFRUE,

- BIBEABEES

- BITRES  RXHENRERE B AR,

BT RINALE 324 MR B A3 ST R S 4E H Bl FSx for Windows File Server |, 1§28 {Amazon
DataSync AP IERE) HhMAETEENFEMEMN Amazon ZBEEERIE, 1 SMB Sl {EBHMAN Amazon
FSx for Windows File Server Bl &,

E 7 BN X HENIE SR REE HE FSx for Windows File Server , 528 {Amazon
DataSync AAF1ERE) HEVFENAKEIE RN Amazon EC2 E4l,

EF Amazon FSx XHZR 42 EiE#

AJLAfE A DataSync EH N Amazon FSx X RG2 RIEBHE, IREEENITEABMNINEXH
REBEEETAERENFT XGRS (PN ETAXEERESTAREE ) , X&RE/E, Lt
4\, A LAE A DataSync ER AN XHRE 2 H 2B TEARK.

T REBI RN ROIBER
1. WIRM B X4 R0 DataSync (U E, HEE , IRA B irA0E TE—1 Active
Directory (AD ) i , i FEZ BB ZRXAMER AD FEX R,

2. B3 31517 DataSync 155 , FHBENFRLERMEBRULE. ALUFZESERN —RMEXHIZE
17, AL ZESRENREEN TR BZIET.
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https://www.amazonaws.cn/blogs/storage/how-to-accelerate-your-data-transfers-with-aws-datasync-scale-out-architectures/
https://www.amazonaws.cn/blogs/storage/how-to-accelerate-your-data-transfers-with-aws-datasync-scale-out-architectures/
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FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r

. AFHUWERE , BEMXHEREPFHBEEFREX4RENEHREIR, B8 ZEEENEER
XHRE LWEABENEN I XU EF T TR ZES. AE , TUEEE B R RS HMBRIR
XHRE,

EMNEFXHREEIB 2 , AMENRIEEDERN ARG ENHAIBIR, X, AR
RS EPMERAE |, FiREIHEE DataSync iR,

NT EmARE M EEZNE , ATMRENEIT DataSync 55 , FAIBSBEMNR X4 REBEB RN
HRG, FLEERIRXHRENRER , TABITRE—RESEH , UESBFILREURFENR
R EfEE | RIS EEE B R4 RE,

AJLUFF DataSync ASBMENRNER LB FHEIT , U UEEN TENHBRELRE, MRHAITET
ZMES  REBEIRBAIBE  X2FERA.

ALEBRXHRS LB SR RSH DNS H£FHHERY DNS 3l&, X8 | R LimA S MR
R o] AR SR R SCAF RSB DNS BTG R X EHE. BXANAIRE DNS BIBWESEE |, FF5
7 : £/ DNS 58 15 B iz,

EHATXMRBENIRE , BITERVEITUTRE

- ZHIR , BEETAXHRERZHN. SEAELEFEM Data Deduplication fEilk, BAME , W
R Data Deduplication GarbageCollection fEl 5&EMITRIEBRERNIT , BIMNEBENEHR
ZAE,

s WEXHREMBENRXHRSEFER SSD F#KE, TUBINZMEE , £ HDD H SSD FfiKH
ZER, BXEZEE , B2  FNEXHEF#EIEBE FSx for Windows File Server,

s ARXHRGMNENRXHRERERHNELEED , UEEBLEBEZTERMNWKIEE., 7 DataSync
FEEEREP , UEFRXH4RENMENRXHRENEEINAR, BXEZELE , B2H . £/ Amazon
CloudWatch 12,

« iRE DataSync MUK BNR T MR EEHTHNESHHE, b DataSync BHE K% E| Amazon
CloudWatch Logs 4 , AE7EI& BT U5 RET A BV R RIS

£ Robocopy I E X T E| FSx for Windows File Server

Amazon FSx for Windows File Server ¥42F Microsoft Windows Server 2 | & eB FIMEEHIE
EX2EHBE Amazon FSx XHREG., BAUEBES N XHNHE. S AEBAEMERH X4t
TTHAE , BEEM. nREB. HREHIRKR (ACL) ., FIEEEENFITER. EXNMeEIBXIEF
T , Amazon FSx ] BURMKBX L X4 EHEE BE T Windows B THERZ MM AREFTEBE Amazon
Web Services Cloud,

1§ A Robocopy E#3# 290
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EANTEE S| SETREHFHNEXHBENTE. MITHESIE | FRE A HIFTEH O Amazon
EC2 L BITEEM XM RS BRAVATE X TR

5 Robocopy # 17 X4 1E B £ R FH

EITMR2H , BWARTEA T A TERE

« TEZ s Active Directory SEE H A 8|2 Amazon FSx XHREH VPC Z B E M W EERE (£
Amazon Direct Connect 5 VPN )

- £ Active Directory E8IZEEFITEVMABHNERNBHORSZKS. EXELZER , H5H
{Amazon Directory Service EXE{EmE) PR EEN RS K" ZIRNR,

o Bl — Amazon FSx XH¥R % |

HFEEMAT BITEEMN ( AH#k ) Microsoft AD B .

- BT EEE£LME Amazon FSx I BEXHH X HHRE (LT A= Amazon F ) BIZE ( Hl%0 \

\Source\Share ) »

- B TEFRE XK EHEIR Amazon FSx XHRSG EXHHEMMVE ( FlE0 \\Target\Share ) .

THRLET=MEIBAFTREXNEXGRENERXAERETHREER,

EBAFHRER

H 3R/ BERRER

BRI FIRRA
BDE RN RER

BERNREER
A (7x ) NREX

R R Gl R E SR

RPELFENEER
KX MR BB
EUXPR ( NTFS ACL ) o

RAPEERAH Active
Directory & 171
ERAMRE , HE

RoboCopy £ /b #5&.

RAPREERAH
Active Directory /
HERREANKA.

B #r FSx X4 AR
SER A IA R M ESR

RPELFENEER
MXHNHRERE
AR (NTFSACL ) o

APZEZELE Amazon FSx X
HRESEHEAANRA , 3
#£ RoboCopy HfEA /b F5&.

APEZELE Amazon FSx X
BHREEBRAVERRA , i
£ RoboCopy #fEA /b #5&.

1§ A Robocopy E#3#
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® Note

* X F A Amazon Managed Microsoft AD B X4 , Amazon FSx X RSGEERAH R
Amazon ikl FSx BB H, £ BITEEM Microsoft AD A , Amazon FSx X REEER
HREEBEASIRELUBRNH4RENNEEREENBE LA,

& F Robocopy T # X #

ALERNUTERE | MIAE XN X HF RS EEE FSx for Windows File Server X &R 4t

£ A Robocopy 8 X #iE#% E| Amazon FSx

1. 7& Amazon FSx X &S ATER Amazon VPC # 2z Windows Server 2016 Amazon EC2 3£
B,

2. E#Z Amazon EC2 3£4l, BXEZEER , H5H (GERAT Windows £4I# Amazon EC2 A F
5 ) FHIEREEER| Windows SE4,

3. HAMTRTA , NNEXHRSE (L TR Amazon F ) EHRXHHZRGF R FE

FF (Bl y:) , TR, ERHIRERRED , BEEN A4 Active Directory IHEERHANK AR
HEZIE,

C:\>net use Y: \\fileserverl.mydata.com\localdata /user:mydata.com\Administrator
Enter the password for ‘fileserverl.mydata.com’: _

Drive Y: is now connected to \\fileserverl.mydata.com\localdata.

The command completed successfully.

4. ¥ Amazon FSx X R % LB B iR X HZME E] Amazon EC2 24| LMV TR Rz EA£F ( Bl
7)) , T iR, EHRESES , BMEERE T A Active Directory 1HE I 51 4 F Amazon FSx
XHRGEEBRARANWAFKFRMHEE, X FMA Amazon Managed Microsoft AD B9 X4 R
% , Z4 2 Amazon Delegated FSx Administrators. 7£HTEEM Microsoft AD F , i%
‘A= Domain Admins AEREEVNENHRENNEREENBEN A,

BREZER , H5H £A Robocopy #ITXHITBHY L RFM PRIBRXHRSEM B IR XHERS
AE R ERR,

C:\>net use Z: \\amznfsxabcdefl.mydata.com\share /user:mydata.com\Administrator
Enter the password for 'amznfsxabcdefl.mydata.com': _

1§ A Robocopy E#3# 292
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Drive Z: is now connected to \\amznfsxabcdefl.mydata.com\share.

The command completed successfully.

5. METXREFERUEERBMIZT. AEER FMHITHS SR RTH Windows PowerShell
RE1Z1TLLT Robocopy & , MXHNERESEFFT BEHRAE,

ROBOCOPY f TR — M RIENXHERSARERF , EAS N ATEHBRECHHRENED, T
itk ROBOCOPY s #ti2fa , RAZHMAE X4 B ZHFHEFE Amazon FSx BHRHAE, Z&
TR E MR NTFS ACL, B, REE., FrEEEENTEITER.

robocopy Y:\ Z:\ /copy:DATSOU /secfix /e /b /MT:8

FEREIGEERT T TENER

- Y- B RN FA# Active Directory # mydata.com FHIRHEE,
« Z- 1K= Amazon FSx £ B #R#+ = \\amznfsxabcdef1.mydata.com\share,
* Jcopy - EEEEHNWUATXHEM :
- D-H3E
- A-EH
T - B iE) &
S-NTFS ACL
- O-FTEEER
- U-#FITER.
. /secfix - BEMBENMHNXHZEY , EETHEBTH XM
- le-EHFEF, BEEAT

* /b — £ Windows Y% 5 HERNREHI XM , BMEE NTFS ACL $E48 [ 1 A R TR
PR o

« IMT:8 - EEERATRITZLEEFINEER.

@ Note

MEEBIERS T I FEREZE S KRB X4 |, ATLAE robocopy REEA /zb T E /b i
R Rodfopy B A BRI, EAERSERNT , RARENHNAwPRT , M TAEREIRERYREE 293
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MITFRLER Robocopy #1E , MABMAFREMEH BN, ERATESEARELKE
RHRRE

4%2|§iﬂ7,jl1’-1:,\?- E*giu Amazon FSx

ALEAUTERE , SMEXHEEZRBITHEE Amazon FSx, TSRS |, BXHRSELLEGH
XHREREIFHE Amazon FSx B RS 28,

(® Note

EXIRBIHRERBZA , BN HTHE Amazon FSx, BEXxEZER | 55 HIHAEX
4174 1% 2 FSx for Windows File Server,

FIA X HHZ T Z) FSx for Windows File Server
1. ERXHERSHLE, NETXEEHERUEER BMHET. UEER #1377 Windows
PowerShell,

2. 1 PowerShell FETA T T , WRERMXHFRS[WXHFREZSHEIFE RN SmbShares. xml B X4
F, HZROIFHNF: BRABENFEH B RN XHRSES LR RERT

$shareFolder = Get-SmbShare -Special $false | ? { $_.Path -like “F:\*” }
$shareFolder | Export-Clixml -Path F:\SmbShares.xml

3. Y%% SmbShares.xml X# , FX F: (BN EI[ERF ) WATESIAE#RRN D:\share , AR
Amazon FSx X# R4 F D:\share £,

4. FIRBEXHHERES AZ FSx for Windows File Server, £ A LLiA B B #& Amazon FSx XX
HREMEXHRSB|BHIEF KL, SFHRENXHRERE, RS, FAUATHSNES AT —

B,

$shares = Import-Clixml -Path F:\SmbShares.xml

5. AU TAZEZ— , H£&TE FSx for Windows File Server XRS5 88 FOIEZ N HEMEMNEIE
PUE S

BEURBEAAERZTIENR , FEARTH T,

EBXHHERE 294
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$credential = Get-Credential

EfH Amazon Secrets Manager ®REKZFIUEXNR , BEEAUTE S,

$credential = ConvertFrom-Json -InputObject (Get-SECSecretValue -SecretId
$AdminSecret).SecretString

$FSxAdminUserCredential = (New-Object PSCredential($credential.UserName, (ConvertTo-
SecureString $credential.Password -AsPlainText -Force)))

6. FAUTHANXHHREERETEEEN Amazon FSx X 4RSS ES.

$FSxAcceptedParameters = ("ContinuouslyAvailable", "Description",
"ConcurrentUserLimit", "CATimeout", "FolderEnumerationMode", "CachingMode",
"FullAccess", '"ChangeAccess", "ReadAccess", "NoAccess", "SecurityDescriptor",
"Path", "Name", "EncryptData")
ForEach ($item in $shares) {
$param = e{};
Foreach ($property in $item.psObject.properties) {
if ($property.Name -In $FSxAcceptedParameters) {
$param[$property.Name] = $property.Value
}
}
Invoke-Command -ConfigurationName FSxRemoteAdmin -ComputerName
amznfsXXXXXXXxXx.corp.com -ErrorVariable errmsg -ScriptBlock { New-FSxSmbShare -
Credential $Using:credential @Using:param }

}

A # DNS Bti& X # Z| FSx for Windows File Server

FSx for Windows File Server AN XHRERHE T —PERINFE RS (DNS ) 2, LA TR
XHREEWEIE, BB %R A DNS B#ELE RN Amazon FSx MRS H DNS 518 |, EHFT
ERHEMR DNS BT REHXHRE,

£ DNS 518 , FTERF X4 REEE MR #ITEE] Amazon FSx B, ATLAREEFEAIAE DNS ZE#5h
8] 77f% £ Amazon FSx LWV EIE, XBBTHETEE Amazon FSx R LEEFHEAFER DNS AFRHY
ITERNARF. EEFXHREURNROIET RSN , AT DNS 518 53HF FSx for
Windows File Server #xBt, BIXZEZ AL 50 N DNS ABE— N XHRGEXHK, BXESER
BESE & DNS 38,

A4 DNS BB F B 2 FSx for Windows File Server 295
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DNS 3| & 4 E A TEX :

- WAXATEREHE (FQDN) %= |, fli accounting.example.coms
- AILEEFRRFFHFNEZT ().

« FEUEZFHFFLSER.

« AILAEREFTT K.

XTF DNS ##& , Amazon FSx 2R ZBFHEFRNNEFR (az) , TREEEFEF#ENIKREF
&, MNEFRERENBIHNNFTH,

LUTERRNE T ifEHA Amazon FSx $24|&. CLI 1 API ¥ DNS %1& 53 E#/ FSx for Windows
File Server X RS KBk, BXEREBHFXMHRE ( B/NE OB XHRS ) 11558k DNS 3IZ#H
EZER |, 55 & DNS 38 5 X4 RS xE,

¥ DNS 3| & EIMB X4 RERE (£FE )

1. BT MuLITFF Amazon FSx %A : https://console.aws.amazon.com/fsx/o
2. SMBIXHRE , REERES DNS 518 KXBKH Windows XH RS,
3. EMEZERLIETMFL , i&HF DNS 5l EX N EE T EE DNS 38 X iE4E.

A4 DNS BB F B 2 FSx for Windows File Server 296
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Manage DNS aliases X

Associate new DNS aliases

transactions.corp.example.com|

i
Specify up to 50 aliases separated with commas, or put each on a new line.
Assoclate
Current DNS aliases
Q 1 &
DNS name & Status v
financials.corp.example.com ) Available

If you associate or disassociate DNS aliases, your file system will experience a temporary

loss of availability.

4. FEXRERFBBIEED , WAEXERK DNS 5%,
5. IEFEXRER , NARIARINEIXHRL.

A LATE 2 80 5l B 5 3R P S R NI R SCBR Y B B VRS . HRB[ETHTAN , 3B E5XHRSEREK
(WERRAEEERR 25 9% ).
fF DNS 58 5IMEXHRGEXE (CLI)

« THLUEA associate-file-system-aliases CLI a8 5= AssociateFileSystemAliases AP ##
YEfF DNS 58 5 E X HRGEKEK,

BT CLI BRFHE N 3B 5B ERN X4 REREK.
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aws fsx associate-file-system-aliases \
--file-system-id fs-0123456789abcdef® \
--aliases financials.corp.example.com transfers.corp.example.com

WaRE R T Amazon FSx 53X # R &R BRI Bl & KRS

{
"Aliases": [
{
"Name": "financials.corp.example.com",
"Lifecycle": CREATING
3,
{
"Name": "transfers.corp.example.com",
"Lifecycle": CREATING
}
]
}

ERREEXKABNBIIRE , iFEH CLI &85 describe-file-system-aliases ( &Y
API ##4E7 DescribeFileSystemAliases ) » HalH& M Lifecycle EH AVAILABLE Bt , 0]
FERAZINBFRNGERAET (LIEAREFSERKE 2528 ).

FFig21/EE$ER) Amazon FSx for Windows File Server

EBRAM A FE. XHHEEEN DNS BRESR , T—H R EEZIEER FSx for Windows File
Server X R %, EZ|#EE FSx for Windows File Server X R% , BRITUTER :
- EREE,

- FETH I SMB B im 5 RN HRENEE,

s MITRANNHENNHRERERS,
o NEH Amazon FSx XU REBRBRSEMEBF (SPN) .

- ¥ DNS CNAME 12 FLAIE &Ry Amazon FSx X # R4,

LT &BONETITENTROTE,

2|43 FSx for Windows File Server 298
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£

- HERE#EES Amazon FSx

A Kerberos H MK UEALE SPN

« E ¥ Amazon FSx X+ & £ty DNS CNAME i3

A& E|$E R Amazon FSx
ERENET Amazon FSx XHRGMAER |, HRRITULTIRE -

« FARBEBAREX 4RGN E IR EE,

- f£/ Amazon DataSync = Robocopy HITHRAXHEL . BXEZER , BFSH NI XMHTFH
ER ) FSx for Windows File Server,

s MITREANNHHERERS ., BXEZER , B30 S48t XA ZHRETHE Amazon FSx.

A Kerberos B IEEE SPN

HATEWST Amazon FSx EAE T Kerberos By B RIEFME B N, Kerberos BEB 1 iH R 34K
SNEFREMREEZLNE ORI, EXAFMA DNS 5B 75E Amazon FSx W& F /S A Kerberos &
RBIAUE | AIIE Amazon FSx U RS Active Directory ITEHLI R LA 15 DNS 518 33 B #I RS
FhEH (SPN) .

Kerberos B3 RIEFEZERH P SPN,

HOST/alias
HOST/alias.domain

Fln , R FLE finance.domain.com , MHENLER SPN #1 T,

HOST/finance
HOST/finance.domain.com

—/N SPN — IR REES— Active Directory It EH I HKxBk, RN REXH RS Active Directory
TTEYXREER DNS EFHEFIE SPN , MFEN Amazon FSx XHRE6IZE SPN 28 , LML
H R,

UTHBNA T AEREMINE SPN, FEHMBIERAK A Amazon FSx X # R 4i#Y Active Directory
THEAX RAIEFHH SPN,

AEZ E)3F) Amazon FSx 299
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TR FTEM PowerShell Active Directory &3t

1. BEFEBIMAZHR Amazon FSx XHREFTHIAR Active Directory B Windows 354,

2. LIEER B %ITH PowerShell,
3. fFERLLT &% %% PowerShell Active Directory 3R,

Install-WindowsFeature RSAT-AD-PowerShell

& 3 H IR R 1A U RS Active Directory THE I & ERELA DNS 318 SPN

1. FEAUTHSERAENEA SPN, N alias_fqdn BN G4 DNS FlE T2 FSx for

Windows File Server F 5 X4 RS <EkHY DNS 55,

## Find SPNs for original file system's AD computer object
$ALIAS = "alias_fqdn"

SetSPN /Q ("HOST/" + $ALIAS)

SetSPN /Q ("HOST/" + $ALIAS.Split(".")[0])

2. FEAUTREIBA gLt —FSHRE/MIIE HOST SPN,

« ¥ alias_fqdn B RTE FA&# DNS EE T Z FSx for Windows File Server R EX# R 5

XFEXHI 52 DNS &,
« ¥ file_system_DNS_name B R XA R EH DNS &+

## Delete SPNs for original file system's AD computer object
$Alias = "alias_fqgdn"
$FileSystemDnsName = "file_system_dns_name"

$FileSystemHost = (Resolve-DnsName ${FileSystemDnsName} | Where Type -eq 'A')

[@] .Name.Split(".")[0]
$FSxAdComputer = (Get-AdComputer -Identity ${FileSystemHost})

SetSPN /D ("HOST/" + ${Alias}) ${FSxAdComputer}.Name
SetSPN /D ("HOST/" + ${Alias}.Split(".")[0]) ${FSxAdComputer}.Name

3. NE A4 DNS BE T # 2| FSx for Windows File Server R E X4 RS XBENS /N DNS FIEE

EXLEDSR,

7 Kerberos &3 WIEELE SPN
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A Amazon FSx X R 4K Active Directory T EHIX Ri&E SPN

1. B{TLAT#% , 7 Amazon FSx XH#RZREIHH SPN.
« ¥ file_system DNS_name &#2 N Amazon FSx LA SR EH DNS B #.

E1£ Amazon FSx 2 #1A LER X4 RS DNS B, BIEABRXHRE , RABIERE
NXHRE, ERNHGRGFAGENEHFNMNXERZRSER. BHALUIE API £
DescribeFileSystems B8 3% E] DNS & #Fo

« ¥ alias_fqdn B RTE FA&# DNS EE T E FSx for Windows File Server R EX# R 5
REXHI5EE DNS 5B,

## Set SPNs for FSx file system AD computer object

$FSxDnsName = "file_system DNS_name"

$Alias = "alias_fqdn"

$FileSystemHost = (Resolve-DnsName $FSxDnsName | Where Type -eq 'A')
[@] .Name.Split(".")[0]

$FSxAdComputer = (Get-AdComputer -Identity $FileSystemHost)

Set-AdComputer -Identity $FSxAdComputer -Add @{"msDS-
AdditionalDnsHostname"="$Alias"}

SetSpn /S ("HOST/" + $Alias.Split('.')[@]) $FSxAdComputer.Name
SetSpn /S ("HOST/" + $Alias) $FSxAdComputer.Name

(® Note
MRFEBIHRSER AD ITEH X RA1FTE DNS 5B 8 SPN , A Amazon FSx X# %
SR B SPN FkM, AXEHRHMBRIAE SPN WEE |, BSRERHMRER X HRS
Active Directory ITE#HIX R EHIIE DNS 5% SPN,

2. FEAUTROIMARIEREN DNS BB E 7 #H SPN., RN IIEHRN HOST
SPN : HOST/alias M HOST/alias_fqdn,

¥ file_system_DNS_name E#F Amazon FSx 3 EL4A X REH DNS £#5, E7E Amazon
FSx %8 EERXHRLSH DNS B , FRENHRES  GRENXHRE  REEEXHR
SEANEHLNMESRLERK,

&t A LLTE API $24E DescribeFileSystems BYIE R # 2| DNS & #5o

H Kerberos & KIFHE SPN 301
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FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

3.

## Verify SPNs on FSx file system AD computer object

$FileSystemDnsName = "file_system_dns_name"

$FileSystemHost = (Resolve-DnsName ${FileSystemDnsName} | Where Type -eq 'A')
[@] .Name.Split(".")[0]

$FSxAdComputer = (Get-AdComputer -Identity ${FileSystemHost})

SetSpn /L ${FSxAdComputer}.Name

S A4 DNS BB T # % FSx for Windows File Server R E X4 RS XENES/N DNS FIEE
EERPRE,
® Note

Al LAUBIE 7 Active Directory HIR BELA TARBN R ( GPO ) , @FIXI £ A DNS 3B EZEIX
HRENE P HINIT Kerberos S RIEFNEH PN

« FR&INTLM : ZRRREEFMEH NTLM RE
o BR#&INTLM : 3 NTLM B 5307 nix 2 fR 55 35 61 51

BEXEZEERE  BESHEL S FADNS AR FRINHRSE P FERAARENR (GPO ) 7
#3117 Kerberos &2 1iE,

E ¥ Amazon FSx X R4 H DNS CNAME 123k

ANHREEBHEE SPN f5 , AJUEN LT 5 X EEEE] Amazon FSx : RN RIA X RGN EN
DNS 2 FE# AN RN Amazon FSx X REERIA DNS & #5#HY DNS 2%,

ZEFTEM PowerShell cmdlet

-

LEH DNS EENPRMA ( X F Amazon F£E Microsoft Active Directory , 1 Amazon Z kY
BEAREEERER W THTEEMN Active Directory , HIEIEE A RE S Ek DNS EENRAY
Hih ) WRE AP BREZIEMALZK Amazon FSx XH RSN A# Active Directory I
Windows =45l

EXEFMEER , ESH (Amazon EC2 AAFIER) HRIIEREE] Windows =4,
LI 5 5§33 FF PowerShell,
BRBH SRR P I FIRIETZE PowerShell DNS FREZE81EIR, AU TS TR IZEIR,

FE# Amazon FSx X#H R4y DNS CNAME i2%& 302
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Install-WindowsFeature RSAT-DNS-Server

E#HIAEH DNS CNAME g

1. ATHIAF alias_fqdn KIFREIA DNS CNAME 12 FE# 2| Amazon FSx XHRFEHITEMN
WK, WRAKEFMIZFR , ¥79 DNS 518 alias_fqdn BIE—NHH DNS CNAME g% , %
IEFRFENT 7 Amazon FSx XHREHIERIA DNS & #ro

BETHA , BHRTUTERRE

- ¥ alias_fqdn BRASXHRGEXEKH DNS 514,
« §¥ file_system_DNS_name il Amazon FSx 2 B4 4RSI ZRIA DNS &

$Alias="alias_fqdn"

$FSxDnsName="file_system_dns_name"

$AliasHost=$Alias.Split('."')[0]

$ZoneName=((Get-WmiObject Win32_ComputerSystem).Domain)

$DnsServerComputerName = (Resolve-DnsName $ZoneName -Type NS | Where Type -eq 'A' |
Select -ExpandProperty Name)[0]

Add-DnsServerResourceRecordCName -Name $AliasHost -ComputerName
$DnsServerComputerName -HostNameAlias $FSxDnsName -ZoneName $ZoneName

2. FHE A4 DNS BE T8 2| FSx for Windows File Server X4 RS XBENS /N DNS FIEE
ELEREE,

FE# Amazon FSx X#HR 4K DNS CNAME 83k 303
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15 ¥ FSx for Windows File Server X % %

W53 B 4R35 FSx for Windows File Server #1 Amazon iR AR FEH., THAMMNEENEESHE, &
MM Amazon fERAFRWFTEDBr WEKEZEHE  WEERN R HEINHE, T3 , £FRKEE
FSx for Windows File Server 2 8i , &N &lEX#ZITRIHEITRFEZT5E R

- BIEENRMTAL?

o SEORFS PR IR LL SRR 2

o WEHEIX LERIRAY SR 4] ?

. BEERAWpLISETE ?

o EHRMITHEERES?

o HIEE IR B A ?

£ 5% FSx for Windows File Server P BEIEZRMUEEMNEZER , BSHUTEE,

F&

- BatMFanisE

- f5F Amazon CloudWatch ¥ 1%

- {# A Amazon CloudTrail i23 Amazon FSx for Windows File Server 9 API| i H &

B M Fo e

Amazon 2425 a A F 1453 FSx for Windows File Server WL E, @BalREHPH — LT ERR
BHITSHZRES  BEEIEZEEFY T, BWER TR LZEES B,

Ha)GiETE
BRI LEALTEZLSIETE | LI FSx for Windows File Server , 37 HI4E 1R ATIR S -

« Amazon CloudWatch Bk : HEIEEWN B BEMBEMER , HREEN TEERENERELES
FoIEBRRHIT - MRS IIRE, EFARERT —FKBAEXEEE/ Amazon Simple Notification
Service ( Amazon SNS ) &= Amazon EC2 Auto Scaling 5k, CloudWatch &E 1 EHEE ,
AR XERELTFRERS | REYVAREHRFEENE.,. BEXEZEFEE , BSH £H Amazon

CloudWatch i,

BaMFahiEe 304
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« Amazon CloudWatch Logs : ¥#2, #Zf&FMiGFR% EH Amazon CloudTrail 2 H ft>kIREY B &34
METHREZEE |, 5% Amazon CloudWatch Logs A F s B HI 42 Amazon CloudWatch
Logs ?

« Amazon CloudTrail BEYE . EKFEAZ AR , B CloudTrail BEX#H&IEE
CloudWatch Logs k#1735 , A Java wEBTLENARERF , BiE CloudTrail RN AE
XHREEEHR, BXEZEE , 55 M (Amazon CloudTrail AF#8R) KA CloudTrail HE
.

FHHEATER

1542 FSx for Windows File Server 958 —EER T 2 F 3% # Amazon CloudWatch B3k & &= 89 3B
LI B, FSx for Windows File Server, CloudWatch M E b Amazon 41 & = &I E kIRt Amazon I
BIRSHBEOE,

Amazon FSx MM eEEHIEHRE - :

- HEIEE A CloudWatch 1R
- XHRGEIRHE

s XHREFHRBENFAR
« XHRSERNMFE SR

« CloudWatch Bk

Amazon CloudWatch 2 &IERE T :

o HEIBERARS
- EENAEREX
« REBETIRR

sk B A LAMERA CloudWatch #UiT LA T4k -

- BB EEESERAGEEERNRS.
- LHEIERBER , UHREEXFERESE,
- BRAXNKEMEN Amazon FIRIEFR.

- BIEMGREBRAIERE X BB,

FHY%ETE 305
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AKX Amazon FSx MM REEFIHRNESEE | B XHREET.

£ Amazon CloudWatch iz

Amazon CloudWatch Y% FSx for Windows File Server X4 Z & RIBEIE , A EHBELERNTIRE
IEFRETIENR,. XERITHBBSRTF 15N, NEEREBHRIAELER , UBBETHRIERE
X HREHIRITE R

FSx for Windows File Server & #1 LA T 4Ugi#9 CloudWatch 3E#F :

« W 1/0 AR 815 R XA RGN B P im M XA BRSS 28 Z A1V SE S o

s XHRFEFENEHEMNXRELENAR, XHRSEE CPUNRE , URXHRSS[HETTEMN
IOPS R A,

« B /0 BREE XA RS HRNEFES ZRANED,
- FESEREE HDD FRENMETHERIFA RN SSD F#58 I0PS FAX,
- FREEENEEERERE  SRESERENRTROE®ETE,

THEiBEE T FSx for Windows File Server X% ;. HAHFIERTE,

Network /O metrics File server metrics Disk /O metrics Storage volume metrics
Ol . EoE
— —— ——

Storage capacity metfrics

RINERT , AT Windows File Server #J Amazon FSx £ 1 2401 Bl e i idE K% 3
CloudWatch , {BELATIA 5 ¥ EBEA H :

* FileServerDiskThroughputBalance

* FileServerDiskIopsBalance

£ X CloudWatch WEZEE. , % (Amazon CloudWatch FIFIERE) R4 2 Amazon
CloudWatch ? »

£ Amazon CloudWatch #¥3% 306
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NTREARAXXHRS  EXHREEF REMRBAGERYE , AR 2RAER ; XTSATRAKX
XHRG  EEXH RS SRMNEB X RS R MRTRREBNRMEHIREE , TRF2KAIE
*’-J_‘o

—% Amazon FSx CloudWatch E#RAARBFZ TR AR THRE, FHTHRFSTAR THHH - HE
(A

£

« CloudWatch fs#r 14 E
ERAXHRSIER
MeE B S MEW

i B X RS HEPR

82 CloudWatch 3k

CloudWatch ¥gtr M4 E

FSx for Windows File Server B X RS LA T #8¥: & 2] Amazon CloudWatch B9 AWS/FSx @
BZEEAF

* DataReadBytes
 DataWriteBytes

* DataReadOperations
 DataWriteOperations
* MetadataOperations

* FreeStorageCapacity

FSx for Windows File Server &M D ZEDEE N 32 MBps B X4 RGEH LA T I TRk $EFR & E|
Amazon CloudWatch B9 AWS/FSx &5 ZE [ /1,

L& /O $EFR

AWS/FSx fi& ZE A2/ L TR 1/0 $E¥r.

R iR
DataReadBytes FRIXHRENE P imREUREF T,

ERE%EE 307
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B iR
By FH
BRI : Sum

DataWriteBytes HRIMXHRENEFHNEAREFT TR,
BALFH

BREITHAE © Sum

DataReadO R XA RGN T P infIREURER.
perations
BT I

BEREITTEIE - Sum

DataWrite FRIXHRENEF RN EARER,
Operations
Byt

BREITTHEIE : Sum

MetadataO R XHRENE P iR T HIERER,
perations
BT i

BREITHAE : Sum

ClientCon B mEXHRSE RS2 BB ESEER,
nections
BT I
X4 RSEEER

AWS/FSx a5 % Z2 [B) & ¥ LA T XA BR S5 BR F8 4R

ERE%EE 308
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R iR
NetworkThroughputU BRINGERENEFHNNEELE | RN TNRER S
tilization =T
B4 BAL
CPUUtilization X IRSSES CPU BIRMNFIAR T S L,
B4 BOL
MemoryUtilization XHRFBAERBRNAARE D L.
B4 B
FileServerDiskThro XHRSHEEEFESZANBATLE  RAINEEFL
ughputUtilization BE N RENTMFE RN E 2 L.
B4 Bk
FileServerDiskThro MRS ESHEHSZAMATHENTAREIKE
ughputBalance Sk, ERATREARNELEELTE T 256Mbps B X HF
RE,
B4 Bk
FileServerDiskIops XHRESESEESZRINEE IOPS , R A ABEHEE
Utilization FIRENTREREBE 2 L.

FileServerDiskIopsBalance

By BOL

NHRSREEFME 2 AWEE IOPS WA AREIHE
D, ERTMIAERNELEDRET 256Mbps B XX H
E

Bfy:BOK

W 1/0 ER

AWS/FSx i & ZE Rl 2B LA T RLE 1/0 $8%x.

ERE%EE 309
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ER iR
DiskReadBytes R F B IREURMET T,
B FH

BREITHSE : Sum

DiskWriteBytes HREEBNEARET T,

By P

BREITHAE : Sum

DiskRead0 73 [F) 171 45 19 S BR 55 28 Y R BUR 1R B

perations

B HE

BREITHAE : Sum

DiskWrite U3 R f7 i B Y S BRS5 2R B AR

Operations

B4 iR

BRI IR : Sum

FSx for Windows 174 & 1645

AWS/FSx iR ZE 8] BIE L N EE B,

1R

DiskThroughputUtilization

DiskThroughputBalance

PO

(XPRHDD ) X RFBEHFHECANUEETLE
RANBAFHESRENTNRE RSN E D L.

By BOL

({XPR HDD ) FSHEELEMEE IOPS KA A ZRE
REEDL.

ERE%EE
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1R DU

Bfy:BOk

DiskIopsUtilization (1XPR SSD ) X IRFESFHEZ EMEE IOPS | &k

THAHFEESRENTEE IOPS BWE 2 L.
By Bole

FEAREENR

AWS/FSx fi & ZE B IR T FE B E R,

B iR
FreeStorageCapacity AAFEBREN KD,
B FH

BREITHIE - Average, Minimum

StorageCapacityUtilization ERAYEEREE  KRTINEEFEHBENB DL,

LR VA= e
DeduplicationSavedStorage BRTEERERRETENEEZEE,

By 2P

FSx for Windows File Server {S¥rfYfr & 28 Bl F1 4 E

FSx for Windows File Server I8#r €A FSx B =M , F AR ENEE FileSystemId REIER.
AJLAEA describe-file-systems Amazon CLI a8 52 DescribeFileSystems APl ie S &R X 4R G5/

IDo XHREE ID KA fs-0123456789abcdefo o=,
ERAX RSB

B Amazon FSx XHREHMERM N T ENREH

- XHERESER , AT ABRXHRENE S RRERE,

f# A CloudWatch 4%
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- FRES , ATREXHRSFHHE.

FSx for Windows File Server £ CloudWatch FREIESR , XEERATREXHFREN XHRSHFNE
EANMENMTRANBAER, TRIEAT Amazon FSx XHREREBMEY , URATHATAEN M4
MBIR CloudWatch 1E#5. SN —4AERIETHXBEERXAREREMYE , ATHEXLERHNE R,
AEZEM SIS RZABRN SRR,

Network /O metrics

DataReadBytes
DataWriteBytes
DataReadOperations

File server metrics

Key property. Throughput capacity

DataWriteOperations
MetadataOperations
ClientConnections

MNetworkThroughput

CPUUtilization
MemaoryUtilization

Disklops

DiskThroughput

Disk /O metrics

DiskReadBytes
DiskWriteBytes
DiskReadOperations
DiskWriteOperations

Storage metrics
Key property. Storage capacity

Storage volume metrics

Storage cap

AILAfEF Amazon FSx 4| & PV IS B M sEEMREE T RPATIRH FSx for Windows File Server

CloudWatch $E#%.

W
At
B
"

REHRGEH
L

B I0PS?

CHEEXHRSNETRE ?

CHAENHRSGSENTRERAE

IN?

SES

B 10PS

EEUHE

o] F f7 fi

F'-I,\E

E= =z}

FRIEPR

B ( DataReadO
perations +
DataWriteOperations
+ MetadataOperations

) IBER (AR NEA )

HE A ( DataReadBytes +
DataWriteBytes ) /BEHA
(AR EN)

FreeStorageCapacity

f£F CloudWatch $8+x

312



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
“WEEE L. *® X IER
i
BE"E
R
LCBPImEXHRSEZ AR NEER? EPFiRE  ClientConnections
#®
AECRAYERAETZRE (RTIAXHR  FMHBE  StorageCapacityUti
SETFMBENBIL) ? F AR lization
14 LHEEBIESHERBRTENYIEREZZT 2 BYESE  DeduplicationSaved
B £ ? BiEMBR  Storage
TENE
HWERE
CHERRXHRENE PR NEEL MEHEL  NetworkThroughputU
B (RENXMRETARELENE S BAMA%E  tilization '
tb) 2
CHEXHRSSHREEHFRSZENMAS  BESRHT  FileServerDiskThro
HE (RTFINHELEIDRENTMFERST  EFAZXR  ughputUtilization
WEDL) ?
CHEEMHRSESHEHScRMARY  MASBH  FileServerDiskThro
u ENATHRERIHZAS L ? BRM®F  ughputBalance
PEBE - &
XAHAR
FR CAENGRSHRE RS2 RNEE i FileServerDiskIops
IOPS ( R NHEHEE N RENTAERS  1OPS F Utilization
WEZE) ? AR
CAENMHRSSHREFEE 2 REE IOPS W& FileServerDiskIops
WA RARERIHBED L ? IOPS Z® Balance
B
LCBENHIRS R CPU R F D ? CPUf#/H CPUUtilization
=

f# A CloudWatch 4%
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k(1
E1

RE"TH

Hx

CHAEXARSSENAEIRARE S ?

ARG RFRSNRETLE (RTA
B HDD &8 RENTFHE R BN E 5
) 2

JAEE HDD FREBHNRFTAETLE
M IOPS REQIHA DL ?

pae - . AEBREESHIRE IOPS (RTH
g% B HDD FERBRENTRAERHNE D
) 2

. JAE R 74 BRVERE IOPS ( RRW
B SSD AR ERENTHE R E 2
) 2

(® Note

NEFRA
$

WHEAET
ENAR
( HDD )

B
R

BT
(HDD)

il 2
IOPS
IS
(HDD)

W&

IOPS

FAZR
(SSD)

MR PR

MemoryUtilization

DiskThroughputUtil
ization

DiskThroughputBala
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® Note
RUEVHRGEMHAREQHERE /0 HeERR , H iR tEESE. .

- FREBERY BRI RSENEETUHE | M ENFEREH R XHRGME PR

s NFZAARXRNHRSG , FHELT B, BHERITAXTHEEHLSHEIRARER
MEMBHMESMH. EHBEEAENTAREERBEEE F XM RS IR RS
B2\ ITEZL , Windows Server BT BRI EIL TRELEFEME /10 BIR. BXES
BE ,F2H EERHEN.

BRANHREHEEMEZELR |, 55 FSx for Windows File Server %8¢,
R X HREGIER

BRI LB LT AR EF CloudWatch B9 Amazon FSx 355

« Amazon FSx #4I|&
« CloudWatch #4114
¢ CloudWatch CLI

* CloudWatch API

UTRENAT AERAXEFRN TR R X4 RERER.

£/ Amazon FSx 2| 8 EF XH R 4R

1.

2
3.
4

BN LA T M4 3TF Amazon FSx #8#|& : https://console.aws.amazon.com/fsx/o
EERNARGFAGENE , BESMERPERIHRS.
EREEFHERNXHRS

EERXHRGERER  FEF S MERLEREENMEEE,
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© Summary Storage Performance CloudWatch alarms

Warnings and CloudWatch alarms info

Shows any Amazon F5x generated warnings and triggered CloudWatch alarms that you have created

File system activity Info

Shows a high-level summary of file system activity.

Th  3h 12h 1d 3d 1w Custom ‘ C ‘ v H Add to dashboard

Available storage capacity Total throughput (bytes/sec) Total IOPS (operations/sec)

No unit No unit No unit
34.26G 1.00 0.033
34.26G 0.50 0.017
34.26G a 0]
17:15 17:15 17:15 17:15 1715 17:15

@ Available storage capacity

Client connections

Count

1.00

0.50

0

@ Total throughput (bytes/sec)

17:15
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17:15

@ Total IOPS (operations/sec)

- WEERRNER , HPERTHAAEESES. CloudWatch BRI XHREIE IR,
- ERFHERTEEFHEBIENFARER,

< ERMEETES XHRS RN ML RIER.
* J&#F CloudWatch BRI EBF N XM REEENFBEERNER,
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£ CloudWatch #Z##l A EEF B

1.

2.

ZE £ Amazon CloudWatch = H| AW IER M AR EE XU RSB , 157 Amazon FSx ##5&
Ay W 122 F 4 BE E AR AR S fin B iZ 38 ¥R

MEFRERAE LANREREDEREERHTES , ITEAR.
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18200

XRFFE CloudWatch 2 & FITFFEFRUE , ERERER , MTEMR.

CloudWatch X
Favorites and recents »

Dashboards
» Alarms Ao @1 ©o
» Logs
w Metrics

All metrics
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» X-Ray traces
» Events
» Application monitoring
» Insights
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CloudWatch

Metrics
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Line v Actions ¥ | | c |
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Add math v | | Add query ¥ |
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2. EEMERALANRMBESIER , XFTFHF CloudWatch &I &,

3. MIIETRFIEE—-NIHE CloudWatch EHIENR , HELE—NHFHEFER. EXEZER , B
2% {Amazon CloudWatch AP 1ER) HHIE A Amazon CloudWatch % &I HE 4R

M Amazon CLI 5 [aJ3EHR

- fEA®TAH --namespace "AWS/FSx" GiBZEEM list-metrics H. BXELZELR , HZH
Amazon CLI ii 58 ZE,

$ aws cloudwatch list-metrics --namespace "AWS/FSx"
aws cloudwatch list-metrics --namespace "AWS/FSx"

{
"Metrics": [
{
"Namespace": "AWS/FSx",
"MetricName": "DataWriteOperationTime",
"Dimensions": [
{
"Name": "FileSystemId",
"Value": "fs-09al06ebc3adbb087"
}
]
.
{
"Namespace": "AWS/FSx",
"MetricName": "CapacityPoolWriteBytes",
"Dimensions": [
{
"Name": "VolumeId",
"Value": "fsvol-0cb2281509f5db3c2"
.
{
"Name": "FileSystemId",
"Value": "fs-09al06ebc3adbb087"
}
]
.
{

"Namespace": "AWS/FSx",
"MetricName": "DiskReadBytes",
"Dimensions": [

{
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"Name": "FileSystemId",
"Value": "fs-09a106ebc3adbb087"

}
]
},
{
"Namespace": "AWS/FSx",
"MetricName": "CompressionRatio",
"Dimensions": [
{
"Name": "FileSystemId",
"Value": "fs-0f84c9al76a4d7c92"
}
]
},

f£ A CloudWatch API
M CloudWatch API if [al¥g%r

« @M GetMetricStatistics, BXREZEER , S H Amazon CloudWatch APl &,

#1172 CloudWatch 21k

AT LAA 2 CloudWatch &% , EE BT RASH KiE Amazon SNS JHE ., BiRaER—EBitE ( B
EBE ) BE—NMER , HREEN TEERENERESREE TAOANBRIT MRS IURE, BRER
—/NKEE| Amazon SNS =B BT REMKAEA,

HENNBFERSERFAREE, CloudWatch BiIR A& E R FEERATIEFIRE  RESM
CRTHEEENETANBRARBEFRT, BaLUBET Amazon FSx #24l4 3% CloudWatch 12414
BIRER,

UTERNET nAERES 4. Amazon CLI F APl 5 Amazon FSx Bl 1R,
®E CloudWatch Bk ( %18 )

1. B ELATMuLITFF Amazon FSx %A : https://console.aws.amazon.com/fsx/.

22 CloudWatch &1k 320
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o

11.

12.
13.

MNEMERT  EREXHRE , ARERENHBERHXHRE.
ERREXE  RAREREFFHAES.

ERENEL , EREENMERE,

i%4% CloudWatch 23R,

%02 CloudWatch 1R, FEEZNEEEMZE CloudWatch #2HI &
EFIEFEER  ARERT -,

RO P, & FSX.

ERXHREENR  EHENHGBREBRNIEN | ARRFERER.

EREBST  BEEREATRERNRE  RAEEET -5,

® Note

NTFEAMARXNGRSG , EXHRELET HE , I T2 AmiER N TEZTARXHR
S, EENHRS[AHEE 4RSS [/ @HTARMEBNAMBNMRELE , TeEF2
BAiEIR. ATHLETRKLEMRSHENBRFZGENR , URF THREBIRACE S XY
BREAMBIES , HS5H (Amazon CloudWatch FiF1ER) FHELE CloudWatch Zik4k
BRABENAN.

WMREFHE CloudWatch EEHRRS AR RIEN @RS B FHHE SNS BA , BEEESLLE

RS R BHIRES

XTIk SNS £ , BE -1 IEAR SNS &, MREBXFVNETE , MAERATUNFET

H TR IR BRI TS AL IR T SRR B 2B 8RR,
#%T_io

® Note

MREFERVEETTOIE T —NFH Amazon SNS & |, BF A &8 F hp 4 b 11k 75 52 UE A
ZA IR R, HEREABRRESEN , FLREBEFH4, WRERIEEFERfHit
i ITERRSRE TR , BAENF2EREBEH,

EEERNEBR, HENESE , REEET -5,
EMEMEIZRNE L , EFEEFCIENER , REEECEER,

%

#% CloudWatch 1R

321


https://docs.amazonaws.cn/AmazonCloudWatch/latest/monitoring/AlarmThatSendsEmail.html#alarms-and-missing-data
https://docs.amazonaws.cn/AmazonCloudWatch/latest/monitoring/AlarmThatSendsEmail.html#alarms-and-missing-data

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

£ CloudWatch 124l &51% B &1k

1.

6.

& 3% Amazon Web Services EEZH & F BT L TRt CloudWatch 2% 4 : https:/
console.aws.amazon.com/cloudwatch/.

EFREEIRUBHARERES,

1% FSx MR AR Amazon FSx 1845 , KR FIENHIREERNIEIR. BRI FESF
NE R Amazon FSx 1845 , BEZENHREN MRS ID. ERENHGBBIRNIER , AFE
BT—%,

EEERNEN, MRS SHE,

MR EFHE CloudWatch A EIBIRRASH @ERE — B FHH , XIF Whenever this

alarm ( S EHR ) |, iHiEIR State is ALARM (RESREBIR” ) « R FREEANZ | EEFE—I
B SNS £F, MRBEFOETH , BBAER LR B FER4IT F 5 RIRE B VR B FHp 4 it
e WIRFMREFTIRASESIRNBERFERFPERERK,

@ Note

MREFERCEETOET — K Amazon SNS £ |, BBA &8, F #4175 B YOS 41
ZHATERIRIE, HEIRHABIRRESR |, TLRIEBFH4, MRERUEE Fhp4Fit
2 BTEBRRSEE T T , BALTHF2ZREIEH,

BeEt , AR BRI XS B B B R, IR OIRE R

®& CloudWatch &#k ( CLI)

RE

A put-metric-alarm. BXEZELR , 2 Amazon CLI Command Reference,

E1R (API)

WA PutMetricAlarme BXEZEE , F3 1 Amazon CloudWatch API &#,

£/ Amazon CloudTrail 1i23% Amazon FSx for Windows File Server
1 API A BE
Amazon FSx for Windows File Server 5 Amazon CloudTrail £5 , /& 27 Amazon FSx Hig4it

BAF. At Amazon BREFTXEURIEMNICRKIRS . CloudTrail AZE# X #E3K Amazon FSx Y
B APl AR, HERMNARZE3REB Amazon FSx 4|21 E LA KR Amazon FSx API ##4ER X
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BRA, WRECIZRIEE , WA LAE CloudTrail E4FL4%1%EE) Amazon S3 # ( ‘23&F Amazon FSx
WEH )., IRETEERE , M{IA# CloudTraill Bl AFNEHTRICRIEESEHEH. £
CloudTrail WEMEE , BRI LAHER Amazon FSx X H T LER, KHiERM IP sk, FA%LEH
MER, BROKELEEAREAIFAER,

ET#ABEX CloudTrail WEZEER , 5 H (Amazon CloudTrail HF#EF) .

CloudTrail 9y Amazon FSx E &

#2612 Amazon Web Services Ik &Y |, 10K~ LS A CloudTrail, & Amazon FSx R4 5E
et , ZENFIERE CloudTrail E4 S , HEHEHM Amazon RZEH —RREFESHHLIEFRF,
I&T LAFE Amazon Web Services ISP R EE. BRI THREHEMH. AXEZEE , BSAEA
CloudTrail EHH L IEREFTEH,

*¥F Amazon Web Services Ik AR EHHFELICF ( B¥E Amazon FSx WEH ) , BRIERERIC
o B RERIEF , CloudTrail Al fF H E 4R IEZE Amazon S3 FEE, TURERT , EEFIS B
BIRERICRA |, IWIRERIERK N A FFrAAmazon Web Services Xig, ItIRERIERTE Amazon 9 X H
BRAEXEHPNEN , AFAEXHRIEZERIEEN Amazon S3 FiER. A, B EEHM
Amazon R , #—F 2 1E CloudTrail BEFRENSHBIEHXEITH,. BEXEZEE , BSH
TIRA :

o IR IR0 FBLR
« CloudTrail S #5#IRSS FERK

» Configuring Amazon SNS notifications for CloudTrail

« MZAMXE$EIW CloudTrail B &AM ZANK F#UR CloudTrail B &34

FB Amazon FSx #4E9H CloudTrail 125& 128 F| Amazon FSx API Z& /., filan | 3¢
CreateFileSystem, CreateBackup # TagResource BEMEMA LT CloudTrail BEX 4
%8

BIMNEHHATREBEESEXRERBFRNAREGR. SHEETHEDEHEUTRR

- BHEREFEABRAFEIEER Amazon Identity and Access Management ( 1AM ) AP &EIE L HH.
- BREREAACKRKSAFPNIENZEEELXEHN,
- FRESHHEM Amazon RS X H.

BXEZER , iS5 CloudTrail userldentity T3,
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https://docs.amazonaws.cn/awscloudtrail/latest/userguide/cloudtrail-user-guide.html
https://docs.amazonaws.cn/awscloudtrail/latest/userguide/view-cloudtrail-events.html
https://docs.amazonaws.cn/awscloudtrail/latest/userguide/view-cloudtrail-events.html
https://docs.amazonaws.cn/awscloudtrail/latest/userguide/cloudtrail-create-and-update-a-trail.html
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T # Amazon FSx HEXH%E

RERIERE—ERE , TATHNEHEN BEXMHZEERIEERN Amazon S3 . CloudTrail B
HIE—IIZNMNALEKEZEH,. —NEHRTEREBEMREHN—MER , SFEBEXFMERNRE. BREH
HEAFIETE, BERSBEFEMNES. CloudTrail BEXHT R AP AN EFH#RERER  FHike
NALREABEIRFE R,

UTRBIERT — CloudTrail BESKE , ZFREETR T NEHE RN XHREIEIRZHE
TagResource 4,

"eventVersion": "1.05",
"userIdentity": {
"type": “Root”,
"principalld": “111122223333",
"arn": "arn:aws:sts::111122223333:root”,
"accountId": “111122223333"”,
"accessKeyId": "AKIAIOSFODNN7EXAMPLE”,
"sessionContext": {
"attributes": {
"mfaAuthenticated": "false",
"creationDate": "2018-11-14T22:36:07Z"

},

"eventTime": "2018-11-14T22:36:07Z2",

"eventSource": "fsx.amazonaws.com",

"eventName": "TagResource",

"awsRegion": "us-east-1",

"sourceIPAddress": “192.0.2.0”,

"userAgent": “console.amazonaws.com”,

"requestParameters": {

"resourceARN": "arn:aws:fsx:us-east-1:111122223333:file-system/fs-

abl2cd34ef56gh789”

},

"responseElements": null,

"requestID": “aEXAMPLE-abcd-1234-56ef-b4cEXAMPLES1”,

"eventID": “bEXAMPLE-gl12-3f5h-3sh4-ab6EXAMPLE9pP”,

"eventType": "AwsApiCall",

"apiVersion": "2018-03-01",

"recipientAccountId": “111122223333"”

T & Amazon FSx BEX 4% 8 324
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UTREIERT —4 CloudTrail BE%KE BIER T N2 H AR RERE

UntagResource 4,

"eventVersion": "1.05",
"userIdentity": {
"type": “Root”,
"principalId": "111122223333",
"arn": "arn:aws:sts::111122223333:roo0t",
"accountId": "111122223333",
"accessKeyId": "AKIAIOSFODNN7EXAMPLE",
"sessionContext": {
"attributes": {
"mfaAuthenticated": "false",
"creationDate": "2018-11-14T23:40:542Z"

.
"eventTime": "2018-11-14T23:40:5472",

"eventSource": "fsx.amazonaws.com",
"eventName": "UntagResource",
"awsRegion": "us-east-1",
"sourceIPAddress": "192.0.2.0",
"userAgent": "console.amazonaws.com",
"requestParameters": {

N

"resourceARN": "arn:aws:fsx:us-east-1:111122223333:file-system/fs-

abl2cd34ef56gh789"
I
"responseElements": null,
"requestID": "QEXAMPLE-abcd-1234-56ef-b4cEXAMPLES1",
"eventID": "bEXAMPLE-gl12-3f5h-3sh4-ab6EXAMPLE9P",
"eventType": "AwsApiCall",
"apiVersion": "2018-03-01",
"recipientAccountId": "111122223333"

T f# Amazon FSx B &% B
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Amazon &£ FSx

&% Amazon REF2E., BN Amazon BF , BRI R TEANREASHLLHBBEALNE
SR E BRI L LR,

ZERNFHEEE Amazon BFRE. TEHBEREHRANZN Z2MENEH HREMH

+ Z&Z%E — Amazon AFRRIE Amazon Web Services =HIETT Amazon PRSI E R IR K.
Amazon X R BRMAIUZ S FEANRS . EN Amazon EMHEITRIN—B0 , BE=SFFZARF
EHMNAFNBIELEHENERME. ETH FSx EATILD# Windows X#HREH|NEMIT , B
7 & M it X3e B WA Amazon RS

D ZE-BHNRIERSEEAN Amazon RFRE, BEFENHMEREAR , SR ENBRENHR
., BRANERANERREREN,

RS A ESBY IR T #R1EEF Amazon FSx for Windows X4 RS 228 AR A o EREEE, AT £
#A [0 #8 & RN fA AL & Amazon f FSx or Windows X RFBEUFREN LR L EEMBR. BEFFEY
wnalfsE FA H Atk Amazon BRSSRE BB WS 2 MR 37 4289 Amazon f FSx or Windows X4 BRSS 85 & R o
£

« XEHTF Windows File Server # Amazon FSx F I HiER Y

£/ Windows 3t 173X #HF X 4K R BIH 15 R #2%] ACLs

« £/ Amazon VPC #17XX#H R G i/ a2l

- EAXHFEFEIHERELALNIAR

 EATF Windows XRS5 38 FSx WL T & 13 F1 1/ 7] & 2

« XEHTF Windows File Server # Amazon FSx &M 4 11iF

« ¥EF T Windows File Server B Amazon FSx M0 VPC im g

i& A F Windows File Server B9 Amazon FSx F R iE R 1P

X F3ERMTF Windows File Server B9 Amazon FSx FREVEIERY , Amazon FEHEEXERH. MizZE
RXF AR , Amazon AT R IZEITFIE Amazon Web Services = £ HREMEN, BAREPXNIEE
I ER G EWRBN S, BEAREFERR Amazon Web Services R WZ 2B EMNEEE
K. BXMEBERINESER , BSHANERILE N\ B,
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HFHEERF EH , BUUERP Amazon Web Services K~ i H £ Amazon IAM Identity Center
2 Amazon Identity and Access Management ( IAM ) RBEANAF, X , SMNEAFPRREBETHET
EERRRATENNR. BEWNEBEIUATERNRPHE

s NENMNKFFERZESHRIE (MFA)
« £/ SSL/TLS 5 Amazon BR#TEE. EMERFEH TLS 1.2, BWEA TLS 1.3,

- f£/ Amazon CloudTrail % & API 1A F5Ez) BidlKid%. BxfEA CloudTrail BRERRIHEIR
Amazon SEZIEER |, 5 (Amazon CloudTrail B’ BRI A CloudTrail IRER,

« {EA Amazon MNZ R RFZELUK Amazon Web Services RS FTEBRRIAR 2124,

- FASREELZERS ( Hl10 Amazon Macie ) , EBEBIT RINFRF 767 Amazon S3 FEVBUR
BHE,

- MBEBIHTITREN API 158 Amazon RIEEZ FIPS 140-3 WIEAY INZEER | EEA

FIPS ih k. BXAAMN FIPS InRMESZEE , B5H (EEKFHEELERE (FIPS ) % 140-3
i) o

BB ENEEERBBER (MEBEFNE TRt ) MANREHEBBEERANEFTER
(MBMEER) . XSTEEHEHEIA. APl Amazon CLI 5 Amazon SDK 4:¥ FSx for Windows File
Server S H At Amazon Web Services fR% Bf. A TEMIREDE B AKX ARF R H ANEM
BEHUTESATIHRIZCH AL, MREQAPRFZH[EEMU |, BB EFTEEM Ut I EEIUE
& BRI Z RS 2RI Ko

FSx for Windows File Server A B9 ¥4 Nz

i& A F Windows File Server B9 Amazon FSx X #HBSHEMZENLRMPHEME, 42 Amazon FSx
XHRER , RESBEHNBABRSKEEMNS. EX1F SMB tHX 3.0 HE SRAH 1T E L6 LR ST
HHREIRHEEPEIEMNER, Amazon FSx &7E& TR XHREEHEH SMB 1% B 3h N2 4& f 3k
B MEEBINARER,

{n] Bt 5 FH DN 228

MRENALN LN AREEREERBSNBHRBENTHE | RINEBWECIBNEZN X4 REUERE
FAE 5 P R BRI B XA R S

MRENALAZIERNBEN A HBEATHESNBNLQAREEBRNAR , WENKESBHHRT
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* sle =
BASRENER

P8 Amazon FSx X # R &84 H Amazon Key Management Service ( Amazon KMS ) B2 %340
HITRANE, BEEEAXARZH2XEINE , AERIN Ba1#E, XLIZEH Amazon FSx
FERAE |, @it , EFXERNENRARR.

Amazon FSx fE ATl #R 4 AES-256 INEEEXT B 7S Amazon FSx BIEM THE#HTME. BEXES
£8 , 21 (Amazon Key Management Service FF & A R1EF) S #Y 1022 E Atk &11H,

(@ Note

Amazon B EEEM IRIEE R B FE BB E (FIPS ) 140-2 #HENMNEE R, ZEMIR
A& XEE RN ESRARMREE (NIST ) 800-57 Eil,

Amazon FSx A/ {# A Amazon KMS

Amazon FSx & Amazon KMS SR E— R U#H THEAEE. Amazon FSx £H Amazon KMS key 3k
MEZENXHRE., SALLEEATMENREZE XGRS ( BRBEBEMTHE ) 9 KMS E48, S0
B, ZARMEXZ KMS ZHNRN. Z KMS BEATURUATHMER 2 — .

- Amazon EBERZ4 - X2 BIAKMS 4 , Tl REMA,

- BERFREER - XREARREN KMS B4 , BN G UEEEZABRURNZMNAFSRSERE
HER, BXUEEFREXBEHANESZEE , 528 (Amazon Key Management Service FF & A
RIEF) HHBIEZEH,

MEFEFEEINBHAENEN KMS ZEANMBNBRXHHE  EUUEAEHARHR., EEAEH
BIRE , Amazon KMS BB FRIR—IXENZEHR, I, X TFEFLREERNES , B LIMEMAIER
fAINZER, EFSH. BRIEHEZN KMS ZHFRNR. BXESZER , 55 H (Amazon Key
Management Service FF X A R 3Em) FHEER Amazon KMS keys,

Amazon KMS 8 Amazon FSx ZR4A i E

FEABUR RGN KMS ZRIARNEE R E, BXBHABRNEZER |, 55 (Amazon Key
Management Service FF X A G 38/ FHEA Amazon KMS FHZHBE. A THRHFERT
Amazon FSx £t 38 NE X HREXZIFHNE Amazon KMS xR :

 kms:Encrypt— ( Ali& ) REANMBZBNMEXF, ZNRIEERINBARBEF,
* kms:Decrypt — ( 4% ) BEEX, BXRIUABNMBNAX, ZRNRTLEERANZAREF,
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https://docs.amazonaws.cn/kms/latest/developerguide/crypto-intro.html
https://docs.amazonaws.cn/kms/latest/developerguide/create-keys.html
https://docs.amazonaws.cn/kms/latest/developerguide/rotate-keys.html
https://docs.amazonaws.cn/kms/latest/developerguide/key-policies.html
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« kms:ReEncrypt — ( Ali% ) AR KMS ZAMZE RSB[R EBIE , MALTFEFmBIEH
GEBBRE  REEHNE., ZNRITEERINZHRRED,

- kms:GenerateDataKeyWithoutPlaintext — ( 4% ) IREIE KMS Z4A T MEBNHEMBZEH. ZNE
BEEERINZABEFH kms:GenerateDataKey* T,

« kms:CreateGrant — ( %F ) N ZHARNMBERAEEMEAFIUEALARETEARR,. BRXER
ABRRN BRG], BXENNEZFEE , 25 (Amazon Key Management Service FF & A
RIEM) PHEARN, ZNRBSERIABARED,

« kms:DescribeKey — ( #4F ) #BEBEXRIEE KMS Z4ANEFEMES ., ZNRETEERINZARE
H,

« kms:ListAliases — ( /1% ) SIHK A AHAERAR S, EEAZEFAUBRMBH X HRSER , ZKX
BRIFIEF KMS Z4A%IR, BINBWNEERZNRERARRSENAFERE., ZNERTSERINERE
B,

1% ¥ o B D0

EX ¥ SMB MY 3.0 RE SRR ITESRF| LS N XHRAZEXFERPHENSE. XBEM
Windows Server 2012 # Windows 8 FF##IFFE Windows iRAS , AR FTE Samba B iwARA 4.2 5
EEMRAH Linux &%, S&AT Windows File Server B9 Amazon FSx &1 &1 8] SRS atfE
SMB mnZ B mEEM P EHE , MEFERNARERF.

SMB 1N & f AES-128-GCM = AES-128-CCM ( IR & i35 SMB 3.1.1 , NIi%E#E GCM 34k )
EREMREE , FEETFER SMB Kerberos 21ERAFTE R RIEBHIBETEM, F£H AES-128-
GCM AT LAIR S M4EE |, Hlan |, B INZRE SMB EZEE FI AN |, HEERZ RS 2 15,

NTRBREIEZRPRERTNBNEAMEER |, BSOS R SR 15 814X BR BR Hi 9 X /o ¥ 177 8] 32
¥ SMB MMFENE ik, EETAUBERAREATNINHAEHBNNHRENEFRPNE, XATFEE
Bl — X4 REG LRSS ERANBENARMBNXHLE,

EIR L R N

BT L E R —4H B E X PowerShell 855 332 $|7E FSx for Windows File Server X# R £ f1 % F i 2 8]
WEREMPRIENEZ, SR HRETHRNRRES NN ZEF SMB IMBNEF i , MRGE 0P 5iE
RALT MBRS. BABFRMTERAPHRENRG , FATXE SMB 3.0 NZEMNE FimihE X4 R
SWRAPREERREREAMBNXHRE,

BETUEXHHER MR R XA RS BRI ZEERPRENDE, MREB/NE LTS HBIEN
NHEHAEBHRNTERATNE , ARTREAPGREEEMXALE |, N SMER 4L ZR B89N

o N 329


https://docs.amazonaws.cn/kms/latest/developerguide/grants.html
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Z2H , DER- M XHRELESEANBENRMEZNXHRE, RESF[EENNBMLETHERS
K, MREATE2R/MNE , WEEFEEHERZELAZTHME,

& T LAE A Amazon FSx CLI for Remote Management on PowerShell B2 X # %45 LRy /&SN
=2, ETHRNMAERL CLI, 5% Amazon FSx CLI A F PowerShell,

WTAIATATERXHRSGE LNAFERFNENG T,

EREEGS ik

Get-FSxSmbServerConfigurati ¥ ZRIRFZ M EHR (SMB ) REBEHME. EREMMT |, AR
on #& EncryptData # RejectUnencryptedAccess B
EREXHRENERPNBERE,

Set-FSxSmbServerConfigurati  Ltas SREFNED , ATFTEXHRELLBERERMTMNE

on
« -EncryptData $True|$False -FESEIREN True

AT EEEPHRENS. FUSHIREN False AIXAEHF
BEME,

« -RejectUnencryptedAccess $True|$False - fFiik
SHIREN True BEFRZFMENEFIRIHR XGRS, §
S BIRE RN False ATFAXFFMENE P inihs R XHFRE

Set-FSxSmbShare -name FUSHIRERN True , UAFBERENERPBIENE. FHSH
name -EncryptData $True RIEN False , AR EZNEH P HRIFENE,

BN THBRINEDPHRHEMEBTTEINSEEE. EHRLAER , BT822 Hws , flW
Get-FSxSmbServerConfiguration -7,

£/ Windows 3# 1T X4 R 3 g Bl By 5 ) #2246 ACLs

I 5 #h kR FSx Windows X # RSS2 X158 #%Xk Active Directory B3I RS 85H 23R (SMB) WM 1T
ETEHNEMRIE, Active Directory  Microsoft B &% , AT E#HAEXNELNKRNWER |, &
EERNAFESENERANFEAXLEEE, XENKBEESREREZER , HlTHRS TR ME
RAPMTENKF. ETHAEX Amazon SE3) B R XIGNESEE FSx , i5ZF A Microsoft Active
Directory.

B ACLs 330



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
BHY AR T ESEHI ] LAE A Active Directory EIE AR S#h FSx XHH=E, B LAFERAFRER
Windows i[RI & 51 Fk (ACLs) # 1T MM XA R M 4R R TFRIESH, Amazon FSx XHRES B
WIEE R X4 REBFEH R &I |, LAaHIHRTIX L Windows ACLs,

ML DE FSx XHREEBHH — N B R ERIA Windows X Zshare, WWHEZEXHFR ACLs By
Windows BEE H 8 A P # 1T read/write 15E, B4R AT L1 H Active Directory R ZRFEXS
XHREHITEBRENZERNEERA, MREBEF KRS E Amazon 3£E Microsoft AD &5 ,
M tEH 7 Amazon Bk FSx EE A, REBERXHEREEEHITEEMN Microsoft AD REER , NiZ
AU REEER., A UREENEXHREANEENBEENERNEERA., EFH ACLs , &1
DR EMENBREERAKINAF,

/A Warning

Amazon FSx ERRGRAFPNEBHNXHRERNFIE XG4BT RTEEF NTFS ACL X
R, BOEXRLAFEENSIHR LN NTFS ACL PR, XEMAFHRNXHEREZELED
|, HEXHREZ BT EER,

B 2E

« ft 4= Amazon Directory Service ? # { Amazon Directory Service EE1E™E) H.
« & {AmazonAmazon Directory Service E¥E{5E) FBIZEIRH Microsoft AD ¥ & B .
{Amazon Directory Service EEER) P BIEETRR,

- S 1. i®E Active Directory.

£ Amazon VPC #1734 R 4515 [l 128 4l

& T LA 3 4 M 4 interface Th R B S ¥ FSx XH RS, ZNEZEONMNTEUIES= (VPC)
F, BT EEXH RS XBKH Amazon Virtual Private Cloud ( Amazon VPC ) BRS., B LUEN Hig
Z k% (DNS) AFEEEIEHN Amazon FSx X RS, DNS BFREGTE] VPC A 304 R 4505 M W 4%
BEOWNFAE IP i, REXE VPC A EIR, BiE Amazon Direct Connect = VPN 5Bk VPC i&
BEWERENEERNIER VPCs TREGRIXHRENMEZED, BXEZELR , 55 (Amazon
VPC AF#EmM) FHITA=Z Amazon VPC?,

WEPS:3E 331


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/what_is.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_create_directory.html
https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_setup_trust.html
https://docs.amazonaws.cn/vpc/latest/userguide/what-is-amazon-vpc.html
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/A Warning

T HERTMREEN XA RERKRABEMZED, BEHRSMERZMEZOTESS KA
ERIEHN VPC MRS R HVEE,

FSx @A F Windows X#HRF X VPC H=E | XFEREBEF. 2. SHMMEREM Amazon
KFRER VPC R HETRHANER. BEXESEE , iS5 Amazon VPC FF#ER VPCsH I FE A

Amazon VPC &4 4

NTH-—TEEBEL VPC ANHREHEMEMBZONNERE , BEATLARRIIN XHERENTH
Rl REAR—MIRSHAE , ATERH#HEXBRNERONRE, EXHERT , RENBFRHZ
NHREHMEED,

BEAZ2ARFINER Amazon FSx XHRLERITAR |, BARMA M H G, A SEA N 42545
ABRE  HEANZEFINIHERSEHNRE. BRENZSAPAEBRIMERENAN , 7T
Amazon FSx X #F RETHY AR L FBRET B X5 A9 T E L P LAY TR,

BXRLZAMNNWEZELR |, BSHE Amazon EC2 AFEREHMN L =AM,

79 Amazon BlIEL 24 FSx

1. ¥E https://console.aws.amazon.com/ec2 L3I S EC2 ###I1A,

ESIMBEEF |, %$F Security Groups ( Z£4 ) -

ERUERS4A,

NEZLAEEBHMNER,

XTF VPC , TR EEN X4 RE KRB Amazon VPC BLfEiZ VPC Fa|EZ 24,

2

ARIIBA T AN B A R O ERY IS M 4R E

a. XF VPC 24 , AFEMNBIA Amazon VPC HERINLZ S H B FMBIZEH S P XHR
&, FRRENE FSx XHRENFRNELLARN VPC M ACLs AL TERAT RIS O
FELEtBRRE,

Amazon VPC 24 332


https://docs.amazonaws.cn/vpc/latest/userguide/vpc-sharing.html
https://docs.amazonaws.cn/vpc/latest/userguide/vpc-sharing.html
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/using-network-security.html#security-group-rules
https://console.amazonaws.cn/ec2
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FSx for Windows File Server port requirements
You need to configure VPC Security Groups that you've associated with your Amazon FSx file system,
along with any VPC Network ACLs and Windows firewalls to allow network traffic on the following ports:

TCP Ports 88,135, 389, 445, 464, 636,

3268, 3269, 9389, 49152-65535
UDP Ports 88,123,389, 464
S~
Active Directory
TCP Ports 53 domain controller
UDPPorts 53
b
-
DNS server
| TCP Ports 445
< H
T~ |
FSx for Windows VB diert

TCP Ports 5985 @
4@

Administrator

TRAET SN NRONER.

7138 ¥ y=h=:)

TCP/UDP 53 HE RS (DNS)

TCP/UDP 88 Kerberos & 135 F

TCP/UDP 464 BRREFZDE

TCP/UDP 389 HAE R AL ( LDAP )

UDP 123 P 48 Bt iE] #p L ( NTP )

TCP 135 PRI E R E /i [R5TES ( DCE/EPMAP )
TCP 445 BH&MRS SMB XHHE

TCP 636 RES B FiHE ML TLS/SSL (LDAPS)

TCP 3268 Microsoft £ /3 B &

Amazon VPC Z£4 333
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73 i y==f=:!

TCP 3269 ETF SSL # Microsoft /5 B F

TCP 5985 WinRM 2.0 ( Microsoft Windows izf2 B2 )
TCP 9389 %k AD DS Web AR%5 , PowerShell

TCP 49152 - 65535 RPC HY I Bt i O

/A Important

BAAX 2 MBS TARNHRSGHEDEZLV TCP InA 9389 LM HIERE,

b. WRXLREMVBHEEIERTEN AD HIRHIZR, DNS BRF=R. FSx FEFRMEE AW
BrRiEE. FSx

/A Important

B AR Amazon VPC Z2HERNENEREBINH O LITHiKEO , EXZH
Windows B X &R VPC P4&#8 ACLs ER W @3 Fiw A,

@ Note
MRBFE T Active Directory ¥R , M ATHR S Amazon FSx X REGXEH VPC H
WFMREEEFUERFENLN , FEEN VPC PR FREHAIE S FR 2B
FEEMRZR, B LAEA Active Directory Sites and Services MMC B2 # T & & M E UX
HiRiE,

(@ Note

EREBERT , BUECLKXEH T Amazon Managed Microsoft AD %2440 #1 I #9 BRIA 1%
B, MRR K FHERULZLEHAEFARFRBEEHN Amazon FSx XHRSEHREFFEN A

Amazon VPC &£ 4 334
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WHN, BXMBENAUINNESZEER , HS5H (Amazon Directory Service B 15
&) B #YAmazon Managed Microsoft AD 5E R4

W BELBETERELA , AILUSHEHE Amazon FSx X4 RS RY58 4 W 4842 O #E<BX,
HL2HES5EM Amazon FSx X8 & 55 < Bk

1. 3TF Amazon FSx ##|& , Pk https://console.aws.amazon.com/fsx/o
2. HEEFEIRLE  EBRENXHREUEFTREFAEE.

3. EMBEZR2EMFL  ERNXARGEHMEED ; Hl0 , ENI-01234567890123456, X T &1
AXXHRS , BFBEIEMMEEQ, I TSATARXHRS , SFEEETFRNEHATFMH D
AER—IMEED,

4. NTEAMEED  GEMZED , ARERFPERERZ 24,
5, HERRLANEES A LAREFANZLE , RREEFE.

B IE U5 R XA R ST

EENBIMEREFHEE MK RSN XHRSE |, SRS XA RS elastic network interface
XENFrEZE4A , ARNEEBRNIRZE inbound/outbound M NIEYA,

5% VPC M4 ACLs
RIPFEH VPC AXHREN RN S —FitRRBTMSHARHFIR (W% ACLs ) « ESR

£48 ACLs B TTHY , BEFRLINTHAE , TR EHN VPC d R RRIFANEZ LR, BXMEN
E %52 ACLs , #H24 Amazon VPC F 18R ACLsH I 4,

SR E TR RRA AN

Amazon FSx for Windows XSS IFFRRRALAAPNXH., XHRAXHEZNHANE, &1
BB X HRENFITEHRAERZTREFEDRENEM Amazon ;iF., XERZSTIEXME
], B, EENEMAR, AHEMNMEARE DS —SHRAZSHNSHEE IR,

BREANHFHREITRRATRLRAREANNERLAFEDIRLBANESER , BRI FE
EEXARNENE LA EDREBA.

T 5k VPC M4 ACLs 335


https://docs.amazonaws.cn/directoryservice/latest/admin-guide/ms_ad_getting_started_prereqs.html
https://console.amazonaws.cn/fsx/
https://docs.amazonaws.cn/vpc/latest/userguide/VPC_ACLs.html
https://www.amazonaws.cn/blogs/storage/file-storage-access-patterns-insights-using-amazon-fsx-for-windows-file-server/
https://www.amazonaws.cn/blogs/storage/file-storage-access-patterns-insights-using-amazon-fsx-for-windows-file-server/
https://www.amazonaws.cn/blogs/modernizing-with-aws/implementing-security-notifications-for-end-user-activity-on-amazon-fsx-for-windows-file-server/
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® Note

REFHE) 32 MBps HE K FSx #Y Windows XHREF ZIFX BRI E T, & USRI
BXHREGENEUHRED, AXESEER , B2H EEEHEL.

XHiFEEITRELL AR EEEN N EFREHERE CRELAPN AN, HRAMXGEXEMIHE,
Wi R NTFS RS iHRIZFIFIR (SACLs), MREEBELNWNIMAXHEIFERE T Fities , N
AJ LUB S I #HHY Amazon FSx for Windows XRFZ B X AR S H T BEBIERFMAXHH A Fit,

Amazon FSx X#FLAT Windows &4 , ATHRIXH. XHRANXHRE -

« NFXMHHE , BXEF 28, BAIXHRAITXN, FIHXHERRRESE. REUEME. QX4
BEA#E, IBXHREMHIE. BABME. BIERFFRMICE, BIER, SREXER, EBRM
RELPR A o

« WTFXAHRETR , X8 ERIIXHHE,

EXH, XHRAXHLZTHEAP , Amazon FSx XIFEFR = ( HlanAE 2B NERIN AP K215
RIXHRIXHERE ) . KMHZHHRERMEZ.

BRLEERRBN AN HRBTHRER , ERANXAHREHTHRFK , REBHITFX.
BT AR BRI KPLRBAHR (NABZR, RABZHHENIERAE ) o &I A LABERS K
XHBEE LT,

(® Note

NHEBREFEITMUERERENRELAFHTREE, BRER  XHBRFTFERERAX
AR TR RENRLR X, XHERMXERZTHRIEIN T IS E S,

XEFENERFZREHRRERNFY 5000 MNEH, BHRIFEEFTHNENNHFERMNEAREE
B, MESNM G ABFEREER X, FIMAF IR, FTIF MR AET,

F&
- FREHAESER

- EBTERIZFIERE
- EEEHAERE

ERRELR TR 336
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o IRIE XM SR E TR
- ERXMEEEIL

HREHFAEER

BRAXMHHREITE , XEE Amazon BHE FSx XX FZEH BEM Amazon RS . BRILUFFIT
EHAERET BAEHAFRB Amazon CloudWatch B &7 Amazon Data CloudWatch Firehose 1% %l
Mo BRI LATERIE Amazon FSx for Windows X4 RF XU RSN EERFREHAEBRF , AR
EEFNEXHREZEENERTFITEHBEBIR. BXEZEL , BSH EBXHHRIFIT,

BUTF R — LR LA B R E A R =4 B & B ARAVEWL ¢

- WMRMEIIE Amazon CloudWatch 2 & EE. EFMEBERTEITEH4EE , £ Logs Insights Xt
HE#RITESR , AKAdA CloudWatch B3R, Lambda B , #&i%#F CloudWatch CloudWatch B

/N o

s MRELBEFENEMHRIEHENL ZE S3 FNFM. T S# Redshift FRETERE. TEHKRS
WA ERERRERTT R (#I20 Splunk 2 Datadog ) #1T# —F 24 , Amazon % OpenSearch
Amazon Data Firehose,

BIAEIR T , Amazon FSx SSEERITK P 02 3 FABRIA CloudWatch B A AR Bt S4 A&
o MBETHMBEY CloudWatch B A Firehose ENFKEH BB , WX FitS#4E
EEFNEHABEROT ;

+ CloudWatch BE& B EAWNBIHYSIEL/aws/Fsx/BIERFF L, MREELRFAE LIBREFHX
BREXETAR CloudWatch BE B E4AH , Amazon FSx LA B &AM EHBRIA
CloudWatch /aws/fsx/windows B&E . MBELFEFERARABTE , IRKERFEEAYSE
BHlAE LB REH 4RSI CloudWatch HE&E BEA,

* Firehose IRV B RS aws-Fsx- RETR. WMREZEINEM Firehose Z5R , WA AFE#R
& ERER G RENAIE -,

o WAV Firehose £ HiIRBELE N A Direct PUT EREFRIF, FEBERNEMW Kinesis IR HRIEN1E
R BIERIR

- B#r ( CloudWatch B&EBEAT, Firehose 25 ) BNSEMIL S FSx XHERENV TR -
Amazon %' [X Amazon Web Services X135, 1 Amazon Web Services K/

BT LARER B E B4 B SR B AR (B30, M Lo CloudWatch gs E2iA Firehose ) » BEik/a , ¥THY
TWEH A EERILKETFHN B iR,

HREMHEEER 337
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RABHEKEM B EEE

BE  FREAASEREREERAFTE/L2® , EANTRSFEEERNAE, ERDHBIBERT ,
FREHATCRTRARR, NRENEARJIFTERENEL (FH , BRIBREMEELS
fr) | RINBUEE R TERBNMNBROSEARITHA, BT AHE 4R S L XM
REMRFZBROEM

S g Ry

MRBEERNINAE X HIEIRE T Fiti24] (SACLs) , M ATLA#12 Amazon FSx X H R & H G HIET
BIFHOXHRE, RINEBWER Amazon DataSync R4& i BiE LA K& 588 Amazon FSx X# R4
X EX SACLs #, 1A\ , #5E T BAfEA Robocopy ( Robust File Copy ) « BXEZEER , 51 FI
B XHE#EEE Amazon FSx.

EEEHAR

£ Amazon FF#R R B EITEHBEE FSx , BANEEXLEHRS, EFEENUEMARNBURT F&
EHBEENER

« EEF CloudWatch BEBZE |, i@t A CloudWatch #4414 |, B FIIEHAERERNARANE
‘M. BXREZELE , 12 Amazon Logs AAFIEMHF M EE &Ki%XE CloudWatch CloudWatch H
EH HEBRE.

B LAE A CloudWatch Logs Insights AR EAXBEEZM DT ENBEHE. EXEZERE , S
% Amazon Logs A F#sR R #IEA CloudWatch A& ## % #r CloudWatch B & IE.

TR FEZEHBESHE Amazon S3, BXEZEE | HSR (ISR BEERFIER) Bl
& B EBIES B %] Amazon CloudWatch S3,

« BT ETE Firehose LEFETREMHBER, B2 , BALUF Firehose BB 1 ¥F B £ A FIE AL
EHH B R, BNEETSE S3, T# Redshift, I Z# OpenSearch BRS5 LA Splunk #
Datadog EEENEBRA R, BXEZEER , BSHILS# Dat a Firehose FF R EIEF P IEEF
H§ i,

FREHFTR

_H.

TNAFEKEN BERNEREHRUAR FREHRE.

LR 23 Windows B E#HFEEFERNHER,

TR TR 338


https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/Working-with-log-groups-and-streams.html
https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/AnalyzingLogData.html
https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/S3Export.html
https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/S3Export.html
https://docs.amazonaws.cn/firehose/latest/dev/create-destination.html
https://docs.amazonaws.cn/firehose/latest/dev/create-destination.html
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« EventID 1§ Microsoft & X #) Windows E# B EEH ID. BXVNHREESHMIHHLZEHNE
B, 125 Microsoft 3X#4,

* SubjectUserNameg#H 1T 1A RIMXFRRY A o

- ObjectNamelgih Bl B4R XX, XHRFINHHE,

* ShareName @A TH XHHZHRIMAEKKI S, HIA1, EventID 5140 EIHFEMBZHENREE
Fo

* IpAddressiE B eI X HEEHHNE F K.

- Keywords ( I0F ) IEBANXHFRIKIIERAM. HIRERIIFRE , ZER
0x8020000000000000, MR BAXMEIIAE , ZEHN 0x8010000000000000,

« TimeCreated SystemTimel§ B/ ERGEHFERH L <YYYY-MM--: mm : ss.s>Z & B RAVAES
[Bl, DDThh

« TEYIRIEXHRSL Windows T2 PowerShell iz 289 DNS &% , AT FiRBISXH R,
 AccessMask , IR ATA , MFEARMITHXH41HRIZER ( a0 ReadData, WriteData )

* AccessListiE i RHBR FXRIN R FRNR. BXFMER , S H T XM Microsoft X4 ( flans
4 4556 ) ,

e 7 [ 5 55 =]

ERBESRSIH A * Ox1 %%4416
BEABES M4 0x2 %%4417
BNBFERHMF B F Ox4 %%4418
Ry BEM 0x8 %%4419
EAVRBEM 0x10 %%4420
WATAEA 0x20 %%4421
i B+ 0x40 % %4422
AR 0x80 %%4423
EAEH 0x100 %%4424

EREMHAE 339


https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/audit-file-system
https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/audit-file-share
https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/event-4656
https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/event-4656
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e KR e =]

il B& 0x10000 %%1537
52EY ACL 0x20000 %%1538
EAX ACL 0x40000 %%1539
BEAFEE 0x80000 %1540
EE7 0x100000 %1541
A= 4 ACL 0x1000000 %%1542

UTR-EXBEANTRO, EEE , X XML RE TR LUE Tk,

T BR XS SR B 212 KB4 1D 4660,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid='{54849625-5478-4994-

A5BA-3E3B0328C30D}"' />

<EventID>4660</EventID><Version>0</Version><Level>0</Level>
<Task>12800</Task><0pcode>0</0Opcode>
<Keywords>0x8020000000000000</Keywords><TimeCreated
SystemTime="'2021-05-18T04:51:56.916563800Z"' />
<EventRecordID>315452</EventRecordID><Correlation/>

<Execution ProcessID='4' ThreadID='5636"'/><Channel>Security</Channel>
<Computer>amznfsxgyzohmw8.example.com</Computer><Security/></System><EventData>

<Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113</Data>

<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x50932f71</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='HandleId'>0x12e@</Data><Data Name='ProcessId'>0x4</Data><Data
Name="'ProcessName'></Data>

<Data Name='TransactionId'>{00000000-0000-0000-0000-000000000000}</Data></EventData></
Event>

& SR B S2 4Bt 212 KB4 ID 4659,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
A5BA-3E3B0328C30D} "' />
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<EventID>4659</EventID><Version>0</Version><Level>0</Level><Task>12800</
Task><0pcode>0</0Opcode>
<Keywords>0x8020000000000000</Keywords><TimeCreated
SystemTime="'2021-0603T19:18:09.951551200Z"' />
<EventRecordID>308888</EventRecordID><Correlation/><Execution ProcessID='4"
ThreadID="'5540"'/>
<Channel>Security</Channel><Computer>amznfsxgyzohmw8.example.com</Computer><Security/
></System>
<EventData><Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113</
Data>
<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x2a9a603f</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='ObjectType'>File</Data><Data Name='ObjectName'>\Device\HarddiskVolume8\shar
\event.txt</Data>
<Data Name='HandleId'>0x0</Data><Data
Name="'TransactionId'>{00000000-0000-0000-0000-000000000000}</Data>
<Data Name='AccesslList'>%%1537
%%4423
</Data><Data Name='AccessMask'>0x10080</Data><Data Name='Privilegelist'>-</Data>
<Data Name='ProcessId'>0x4</Data></EventData></Event>

AN RKRIITIERENSIEREH ID 4663, AT ROIER T MNXHARIEEEIE | XEHIFERTLUES
AccessList %%4416 BEITHRIE,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
ASBA-3E3B0328C30D} "' />
<EventID>4663< /EventID><Version>1</Version><Level>0</Level><Task>12800</
Task><0pcode>0</0pcode>
<Keywords>0x8020000000000000</Keywords><TimeCreated
SystemTime="'2021-06-03T19:10:13.887145400Z' />
<EventRecordID>308831</EventRecordID><Correlation/><Execution ProcessID='4"
ThreadID='6916"'/>
<Channel>Security</Channel><Computer>amznfsxgyzohmw8.example.com</Computer><Security/
></System>
<EventData>< Data
Name="'SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113< /Data>
<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x2a9a603f</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='ObjectType'>File</Data><Data Name='ObjectName'>\Device
\HarddiskVolume8\share\event.txt</Data>
<Data Name='HandleId'>0x10@lc</Data><Data Name='AccesslList'>%%4416
</Data>
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<Data Name='AccessMask'>0x1</Data><Data Name='ProcessId'>0x4</Data>
<Data Name='ProcessName'></Data><Data Name='ResourceAttributes'>S:AI</Data>
</EventData></Event>

AT RBIERT XHFH write/append B3E , AIAMAFERRACcessList %%4417,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
A5BA-3E3B0328C30D}"' />
<EventID>4663</EventID><Version>1</Version><Level>0</Level><Task>12800</
Task><0pcode>0</0pcode>

<Keywords>0x8020000000000000</Keywords><TimeCreated
SystemTime="'2021-06-03T19:12:16.813827100Z' />
<EventRecordID>308838</EventRecordID><Correlation/><Execution ProcessID="'4"
ThreadID='5828"'/>
<Channel>Security</Channel><Computer>amznfsxgyzohmw8.example.com</Computer><Security/
></System>

<EventData><Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113</
Data>

<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectlLogonId'>0x2a9a603f</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='ObjectType'>File</Data><Data Name='ObjectName'>\Device
\HarddiskVolume8\share\event.txt</Data>

<Data Name='HandlelId'>0xa38</Data><Data Name='AccesslList'>%%4417

</Data><Data Name='AccessMask'>0x2</Data><Data Name='ProcessId'>0x4</Data>

<Data Name='ProcessName'></Data><Data Name='ResourceAttributes'>S:AI</Data></
EventData></Event>

E/ ID 4656 RIABIERNEMNNRBERBFEHRNBR. EUTRFIH , HEEIERZE ObjectName 1
“permtest” KKy , BEIHKXW , MXBFEFT. 0x8010000000000000

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
ASBA-3E3B0328C30D}' />
<EventID>4656</EventID><Version>1</Version><Level>0</Level><Task>12800</
Task><0pcode>0</0Opcode>
<Keywords>0x8010000000000000</Keywords><TimeCreated
SystemTime='2021-06-03T19:22:55.113783500Z"' />
<EventRecordID>308919</EventRecordID><Correlation/><Execution ProcessID='4'
ThreadID="'4924"'/>
<Channel>Security</Channel><Computer>amznfsxgyzohmw8.example.com</Computer><Security/
></System>
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<EventData><Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113</
Data>
<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x2a9a603f</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='ObjectType'>File</Data><Data Name='ObjectName'>\Device
\HarddiskVolume8\share\permtest</Data>
<Data Name='HandleId'>0x0</Data><Data
Name="'TransactionId'>{00000000-0000-0000-0000-000000000000}</Data>
<Data Name='AccesslList'>%%1541
%%4416
%%4423
</Data><Data Name='AccessReason'>%%1541: %%1805
%%4416: %%1805
%%4423: %%1811 D:(A;0ICI;0x1301bf;;;AU)
</Data><Data Name='AccessMask'>0x100081</Data><Data Name='Privilegelist'>-</Data>
<Data Name='RestrictedSidCount'>0</Data><Data Name='ProcessId'>0x4</Data><Data
Name='ProcessName'></Data>
<Data Name='ResourceAttributes'>-</Data></EventData></Event>

FEHRRNRNBEITXICZEMH ID 4670, AT ROAIETAF “BER” KR T “permtest” BIAR , LA[@

SID “S-1-5-21-65 ObjectName 8495921-4185342820-3824891517-1113" RN PR. B < a1 R

FRINEZEER |, ISR Microsoft X4,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
A5BA-3E3B0328C30D} "' />

<EventID>4670</EventID><Version>0</Version><Level>0</Level>
<Task>13570</Task><0pcode>0</0pcode><Keywords>0x8020000000000000</Keywords>
<TimeCreated SystemTime='2021-06-03T19:39:47.537129500Z"' /><EventRecordID>308992</
EventRecordID>

<Correlation/><Execution ProcessID='4' ThreadID='2776'/><Channel>Security</Channel>
<Computer>amznfsxgyzohmw8.example.com</Computer><Security/></System><EventData>

<Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-1113</Data>

<Data Name='SubjectUserName'>Admin</Data><Data Name='SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x2a9a603f</Data><Data Name='ObjectServer'>Security</Data>
<Data Name='ObjectType'>File</Data><Data Name='ObjectName'>\Device
\HarddiskVolume8\share\permtest</Data>

<Data Name='HandleId'>@xcc8</Data>

<Data Name='01dSd'>D:PAI(A;0ICI;FA;;;SY)
(A;O0ICI;FA;;;S-1-5-21-658495921-4185342820-3824891517-2622)</Data>

<Data Name='NewSd'>D:PARAI(A;0ICI;FA;;;S-1-5-21-658495921-4185342820-3824891517-1113)
(A;OICI;FA;;;SY)(A;Q0ICI;FA;;;
S-1-5-21-658495921-4185342820-3824891517-2622)</Data><Data Name='ProcessId'>0x4</Data>
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<Data Name='ProcessName'></Data></EventData></Event>

BIRBR X RENESIEREMSH ID 5140,

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
A5BA-3E3B0328C30D}"' />
<EventID>5140</EventID><Version>1</Version><Level>0</Level><Task>12808</
Task><0pcode>0</0pcode>
<Keywords>0x8020000000000000</Keywords><TimeCreated
SystemTime="'2021-06-03T19:32:07.535208200Z"' />
<EventRecordID>308947</EventRecordID><Correlation/><Execution ProcessID='4'
ThreadID='3120"'/>
<Channel>Security</Channel><Computer>amznfsxgyzohmw8.example.com</Computer><Security/
></System>
<EventData><Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-2620</
Data>
<Data Name='SubjectUserName'>EC2AMAZ-1GP4HMN$</Data><Data
Name='SubjectDomainName'>example</Data>
<Data Name='SubjectlLogonId'>0x2d4ca529</Data><Data Name='ObjectType'>File</Data><Data
Name="'IpAddress'>172.45.6.789</Data>
<Data Name='IpPort'>49730</Data><Data Name='ShareName'>\\AMZNFSXCYDKLDZZ\share</Data>
<Data Name='SharelLocalPath'>\??\D:\share</Data><Data Name='AccessMask'>0x1l</Data><Data
Name='AccessList'>%%4416
</Data></EventData></Event>

EXHHAZERBEL L ENKICFEH ID 5145, AT REIE R T3 ShareName “demoshare01” K915
R4 B4

<Event xmlns='http://schemas.microsoft.com/win/2004/08/events/event'><System>
<Provider Name='Microsoft-Windows-Security-Auditing' Guid="'{54849625-5478-4994-
A5BA-3E3B0328C30D} "' />
<EventID>5145</EventID><Version>0</Version><Level>0</Level>
<Task>12811</Task><0pcode>0</0pcode><Keywords>0x8010000000000000</Keywords>
<TimeCreated SystemTime='2021-05-19T22:30:40.485188700Z"'/><EventRecordID>282939</
EventRecordID>
<Correlation/><Execution ProcessID='4' ThreadID='344'/><Channel>Security</Channel>
<Computer>amznfsxtmn9autz.example.com</Computer><Security/></System><EventData>
<Data Name='SubjectUserSid'>S-1-5-21-658495921-4185342820-3824891517-
1113</Data><Data Name='SubjectUserName'>Admin</Data><Data
Name="'SubjectDomainName'>example</Data>
<Data Name='SubjectLogonId'>0x95b3fb7</Data><Data Name='ObjectType'>File</Data>
<Data Name='IpAddress'>172.31.7.112</Data><Data Name='IpPort'>59979</Data>
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<Data Name='ShareName'>\\AMZNFSXDPNTE@DC\demoshare@l</Data><Data Name='SharelLocalPath'>

\??\D:\demoshare@l</Data>

<Data Name='RelativeTargetName'>Desktop.ini</Data><Data Name='AccessMask'>0x120089</
Data>

<Data Name='AccessList'>%%1538 %%1541 %%4416 %%4419 %%4423 </Data><Data
Name='AccessReason'>%%1538:

%%1804 %%1541: %%1805 %%4416: %%1805 %%4419: %%1805 %%4423: %%1805 </Data></
EventData></Event>

MREEA Lo CloudWatch gs Insights R BEHE , M UNSEHFRETER , M T RAEIAR
N

- BWHESHFID

fields @message
| filter emessage like /4660/

- BENEREXHETENRAESEHN

fields @message
| filter emessage like /event.txt/

A X Lo CloudWatch gs Insights ERESHNEZEE , 2 Amazon Logs AP IEMPHER
CloudWatch CloudWatch H &I f## % 47 B 53R

RIE XA A AR 1T 2

BREBNEFRRAFBRAZRHAXAHNNHRIREFREGER, FiHEHBRN NTFS RETHRE
#1512 (SACLs).

A LAE A Windows B4 GUI RESHE A Windows S U EES REBHiTi24], PowerShell 0
BRRAME , NBFEREENEIZFKIHA BENTNRXHFRIZE TZIZEER,

f# A Windows GUI & & & #iF [\l

EFEMA GUI M XHMXHRIRE FZIZHEERE , BER Windows X R FREERR, HHEXHFHIHF
Xt , #T7F Windows X HREERR , REAREM > 22 > 8% > FRIATF,

DT EEHERERFIFERZXGROBRIIESY, SUHEERAFRIITHZa9W#E TR , ek
—/N Windows E#4 B E%8,
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https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/AnalyzingLogData.html
https://docs.amazonaws.cn/AmazonCloudWatch/latest/logs/AnalyzingLogData.html
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Advanced Security Settings for Users O X
Mame: Ch\Users

Owner: SYSTEM Change

Permissions Auditing Effective Access

For additional information, double-click an audit entry. To modify an audit entry, select the entry and click Edit (if available).

Auditing entries:

Type Principal Access  Inherited fro... Applies to
a Success  Admin (i ) Read MNone This folder, subfolders and files |
Add Remove Edit

Enable inheritance

[ Replace all child object auditing entries with inheritable auditing entries from this object

Cancel Apply

RAFBRETEETRNRE, FUFRRENEDATFZEINZRR , FRFRIREN KM AT FZK
MBZ=E , FEFRRENEHBTFEEIHNZRMERBE =R,

BXERBAFBRNESZER , 5 Microsoft XY H B X ST 3 34K B A E AN B R K B,

£/ PowerShell a8 iR B T 1 R FR

A A Microsoft Windows Set-Acl B SR EMX AR ARIZEFH SACL. AXUBBWE
Z{5 8 , FZ M Microsoft Set-Acl 3X#4,

LT RER—R3 PowerShell 8 5 MEEHN M= R REFZIF R RA RO, &0 LEHEX L RH
W, HREXHRENFER,

$path = "C:\Users\TestUser\Desktop\DemoTest\"
$ACL = Get-Acl $path

$ACL | Format-List

$AuditUser = "TESTDOMAIN\TestUser"

$AuditRules = "FullControl"
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$InheritType = "ContainerInherit,ObjectInherit"
$AuditType = "Success"

$AccessRule = New-Object System.Security.AccessControl.FileSystemAuditRule($AuditUser,
$AuditRules, $InheritType, "None", $AuditType)

$ACL.SetAuditRule($AccessRule)
$ACL | Set-Acl $path

Get-Acl $path -Audit | Format-List

BEXAERIELT

ESIZEFH Amazon FSx for Windows X RSB X MR SR |, A LAG AXHFiARIEIT, HEES
Amazon FSx &I &8I X4 R &N |, XA4F R E iR FTRARS,

ERRATMHHRTFITNIEXHRSE L , B UERXHFHRIFITRE , BRERXXENIHHE
BRNIFEEARBEURFITESEAE B F. BRI LUER Amazon FSx 24148 3 APl LiTiX EE%,
Amazon CLI

(@ Note

REFEHENRN 32 MBps E K FSx B Windows XRS5 88 X REH Amazon X415
FI®it, MBps MIRBATXHFEFEL , WA EMNEBXEREFELENT 32 WXHRSE, €
BXHRGE  BUEMMEXELRED. BXEZER , BE5R EEFTHEN

BB XHREREANXGHEFLT (BHE)

1. ITFLE# FSx #2#|& , Mk A https://console.aws.amazon.com/fsx/o
2. BREAITHINIR S, BIEXHREHMENSRAUBH XHRE,
3. HAFEK-T&EIs. RIABERT , XHHEFITLTFEARS.
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v Auditing - optional

Log access to files and folders Info
Once you enable logging here, Windows generates audit logs for files and folders on which you have enabled audit controls (also known as
Systemn Access Control Lists or SACLs).

(@ If you don't already have audit controls configured for your individual files or
folders, use the Windows GUI or PowerShell to do so. See documentation. [4

Log successful attempts

Log failed attempts

Log access to file shares Info

Log successful attempts

Log failed attempts

4. ERRANMEENHBRTEL , BHITHUTRE,

o 1 IBFRMNHMHRI TG ENR F , EBRICFEKID andlor KM EIHK, MR ARMEBIER
N &5 BB HFRERIERK,

s BERRFRMNXHEEZWNFHRMNIR , HiEFRIZFRAT) and/or KM Eid, MBRMEEE , NS
BAX#HHEMHEEIERK.

 EABRFREGEEERR P, & “CloudWatch BE” = “Fire hose”s AEEIFINA B EE
EHR  REVNEFTN AEREH TR 5T CloudWatch B , Amazon FSx A A £ BEAH F 6
B HEFABRIA CloudWatch /aws/fsx/windows B & o

UTREXHHRTEITEREN TG , ZRENTZELAAFP RS MAMO XH, XHERMNSIBHEHREZR
B2, FZEHASFEESBRIAN CloudWatch B&/aws/fsx/windows B &4 B ¥R,
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5.

HXHRGEL T ATRRSE | FERAXA IR IR

v Auditing - optional

Log access to files and folders  Info

Systemn Access Control Lists or SACLs).

Once you enable logging here, Windows generates audit logs for files and folders on which you have enabled audit controls (also known as

(& If you don't already have audit controls configured for your individual files or
folders, use the Windows GUI or PowerShell to do so. See documentation. [

Log successful attempts
Log failed attempts

Log access to file shares Info

Log successful attempts
Log failed attempts

Choose an audit event log destination

© CloudwWatch Logs

View and search audit logs in the management

Insights

console and run queries on logs using CloudWatch Logs

Choose a CloudWatch Logs destination

Saws/Fsx/windows
Create new [

Pricing

Kinesis Data Firehose

Continuously stream audit events to $3, an Amazon
Redshift database, Amazon ElasticSearch, or to partner
solutions such as Splunk and Datadog for further analysis

Standard Amazon CloudWatch Logs pricing applies based on your usage. Learn more [}

BERTXHRECERSHT—ED.

ERIEXHRENBAXHIHRBIEILT (CL)

1.

BIBF XHRER |, iHFAuditLogConfiguration® M5 CreateFileSystemAP| REE S F

R, AMXHREREAXAHREIT.

aws fsx create-file-system \
--file-system-type WINDOWS \

EEXHIHRFL
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https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystem.html
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--storage-capacity 300 \
--subnet-ids subnet-123456 \
--windows-configuration
AuditLogConfiguration='{FileAccessAuditLoglLevel="SUCCESS_AND_FAILURE", \
FileShareAccessAuditLoglLevel="SUCCESS_AND_FAILURE", \
AuditLogDestination="arn:aws:logs:us-east-1:123456789012:1og-group:/aws/fsx/my-
customer-log-group"}'

2. HXHRSGATAIRRSH , FERAXAHRTEIT R,

ERAXXHHRTITEE (265 )

1. 3L FSx #2414 , Mtk R https://console.aws.amazon.com/fsx/.
SMEIXHRE , ARERFEEEXHHEFITH Windows X#H R4,
EEREERR,

EXMHpEEITERLE  EREE,

Network & security Monitoring Administration Backups Updates Tags

> w0 D

File Access Auditing

Log end-user access to files, folders, and file shares

Log access to files and folders Audit event log destination

Log successful attempts: (5 Disabled None
Log failed attempts: ©) Disabled

Log access to file shares

Log successful attempts: (3 Disabled
Log failed attempts: () Disabled

5, HEEXHATRFINREXNEES , EXRAENRE,
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Manage file access auditing settings X

Log access to files and folders

Amazon F5x can log successful attempts to access files and folders, failed attempts to access files and
folders, neither, or both. Once enabled here, audit logs are generated for files and folders on which
audit controls (also known as System Access Contel Lists or SACLs) have been configured.

Log successful attempts
Log failed attempts

Log access to file shares
Amazon F5x can leg successful attempts to access file shares, failed attempts to access file shares,
neither, or both.

Log successful attempts
Log failed attempts

Choose an audit event log destination
Amazon FSx supports access audit legging to one of the following audit destinations. If you change
your audit destination, events will no longer be published to any previous audit destinations.

© Cloudwatch Logs Kinesis Data Firehose
View and search audit logs in the Continuously stream audit events to
management console and run queries 53, an Amazon Redshift database,
an logs using CloudWatch Logs Amazon ElasticSearch, or to partner
Insights solutions such as Splunk and DataDag
for further analysis

Choose a CloudWatch Logs destination
Use a default CloudWatch Logs log stream created by Amazon FSx, an existing log stream, or create a
new log stream.

Jaws/fsx/windows hd Create new [

Pricing
Standard Amazon CloudWatch Logs pricing applies based on your usage. Learn more []

« T IBFEX MR G RINR" B, EFRICFKEI andlor KM, MRRMHERE
W B HMHERH B RIE R,

« BREXNXAHRENHFRNR , FAFIEREY andlor KMB =i, MRAREHHERE , WEE
RAM#HHENEETIER,.
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s EERTEREHAERBR B, % “CloudWatch HE” 5 “Fire hose”s AREEFIN A HEE
'f? ﬂlluu, ) :E%ﬁ“ﬂ%ﬁ'ﬁ’] H/u\j'{% ﬂlluu,o

6. EERF.

B Hin R iHEE ( CLI)

« f#fM update-file-system CLI i HREM UpdateFileSystem API #1E,

aws fsx update-file-system \
--file-system-id fs-0123456789abcdef@ \
--windows-configuration
AuditLogConfiguration="'{FileAccessAuditLoglLevel="SUCCESS_ONLY", \
FileShareAccessAuditLogLevel="FAILURE_ONLY", \
AuditLogDestination="arn:aws:logs:us-east-1:123456789012:1og-group:/aws/fsx/my-
customer-log-group"}'

i& AT Windows X4 HRS38 FSx FIL i B 19 M 177 [ &

Amazon Identity and Access Management (IAM) Amazon Web Services fR$S AI#HEBEE R R £
FHIXS Amazon BRI IGFNR. IAM B3 R #2511 7] LUBE Windows X RS 28 R IRE 1T & 7%
iE (BF) MBI (RMENR ) o FSx EATLLEER IAM Amazon Web Services RS , TE X FH
=,

£

- BX

- FASOHITIHRIE

- EAXKERHE

« FSx EEHAF Windows ¥y Amazon X#BRESHRNAE IAM B &£

« FSxERA T L# Windows X RFFNET SO KRG

« Amazon & T Windows X #5528 FSx ML 5 i#h i B KB

« XEA FSx F Windows B9 Amazon 34 R 55 85 & 14 1/ 6] AX BR 33 17 B FE HEBR
+ 7£ Amazon E{FEA#RZ FSx

« EAEMAT Windows X#HARS 8 FSx RS HEXAE
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https://docs.amazonaws.cn/cli/latest/reference/fsx/update-file-system.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_UpdateFileSystem.html
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Z A

BHE A 753X Amazon Identity and Access Management (IAM) REH AR

- REAF - MREFTZEFRITHEE , FRIEEABRENR (FSREMER FSx T Windows BJ Amazon
XA IRS B 5 4 F5 R X BRI 1T R FEHERR )

- REEER - BEAFBRINBRHBRNBEER (ESHE FSxE&A T Windows Y Amazon XAk
EEmEE IAMESER )

- IAMBER - RERTEBRHENRNRE (1FSH FSx EA T S# Windows XHRFHENET
SR TA )

£ 51T S 0 WIUE

SPBIFRE Amazon EASHEILRENAR. B4HMEL IAM AP 54317 H 4% IE Amazon Web
Services IKFRAF , REBLEF IAM A€#H1TH BRI,

M FHEIGE , Amazon 21t SDK # CLI KX ER#ITNBZL R, BXEZELR | HSH (AM AF
B8 HMERT APl EREIAmMazon LB 4,

Amazon Web Services &~ root FiF°

#1228+ Amazon Web Services Ik , B 4B —1HB R Amazon Web Services Ik root Fi 7 iy &
5% , 2B B AT LA RIFTE AR Amazon Web Services RS &R, RITBIBWTEFHR
BAP#THEERES. BXZTERAFRZIENES , 555 (IAM BFER) YHNEERE AP EIENE

Fo

oS- g7

FERBEXR , ERAXRAFERESHRHAENERKS S B RIES 82 Amazon Web Services fRS5
e B UE P 1T V5 R

KREEMREXRBENTIE R, Web BRREEAIAF Amazon Directory Service , 5% Amazon
Web Services RS fEAXR B S HRNERRTHRNAF, KRESHRATRHIGHZIENAE,

IAM A P &F4A
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{
"Version": "2012-10-17",
"Statement": [
{

"Sid": "ViewOwnUserInfo",

"Effect": "Allow",

"Action": [
"iam:GetUserPolicy",
"iam:ListGroupsForUser",
"iam:ListAttachedUserPolicies",
"iam:ListUserPolicies",
"iam:GetUser"

1,

"Resource": ["arn:aws:iam::*:user/${aws:usernamel}"]

.
{

"Sid": "NavigateInConsole",

"Effect": "Allow",

"Action": [
"iam:GetGroupPolicy",
"iam:GetPolicyVersion",
"iam:GetPolicy",
"iam:ListAttachedGroupPolicies",
"iam:ListGroupPolicies",
"iam:ListPolicyVersions",
"iam:ListPolicies",
"iam:ListUsers"

1,

"Resource": "*"

}
]
}
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* ec2

c AFERAEBAREAENGE ) JIEMEED, BRAR. ©24. FRME Amazon FSx X4

REKRERH VPC,
- AUFHATE VPC BEEHEANFMEZSHRHAEBENZTLARIL,
« AFERAEEES Amazon FSx XHREXRBRM B MEMLED,
o kms— AFZERAINEHEZLHAWEIE. Amazon Key Management Service
« s3: AFEMASIH Amazon S3 AW H P HEIXIR (&2 1000 1)
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+ secretsmanager— RFZEIEAFSIH Amazon Secrets Manager A Fi& #1300 A BRS ik P B 27
B

« iam— BFUERSIEACHNIR , ZABRT Amazon FSx KFRAFITIRE,

EEEFHRBHNR , S ( Amazon EEXESEEM) FSxConsoleFullAccess®H H Amazon,
Amazon ¥£E XK : Amazon FSx ConsoleReadOnlyAccess
& LA AmazonFSxConsoleReadOnlyAccess KEEHIMNEl IAM B 17

LB B Amazon FSx Fl#HX Amazon RE R FRIENR , MEAF U EFEFEEXXLERSZWE

B Amazon Web Services EEZ&I A,
NERiEMER
ZREEEULTHR,

o fsx— AFEIXATE Amazon FSx BB AP EFEEFRILLPE FSx XHREMNER , SEMEN
=

20

« cloudwatch— RFZEEATE Amazon FSx BEE#ZH| & FEF CloudWatch Bk MEHR.
« ds— AWZEH AT Amazon FSx B2 H| & HEFH X Amazon Directory Service B FHE R

e ec2

o REFZEIX AL Amazon FSx BEERHIAHREENEKEOD, Z£4A. TRME Amazon FSx XH#XH
S KRB VPCo

- ATFEARFITE VPC BEFERANELSHREERNLLARIE,
« AUFERAEES Amazon FSx MH RS RBAIERMEMLEO,

« kms— RIFZEI AT Amazon FSx BIE12 & A P EFE Amazon Key Management Service Z 471 5l
Fo

« log— ATFZERAERSEBE RO XBKH Amazon Logs CloudWatch &4, X2 HEN ,
XHEZEASEETEAT Windows XHRFB|HXHRENNE XML RIFZEE, FSx

-« secretsmanager— A FZEIE AFIHE Amazon Secrets Manager A Fi& #2180 A RS ik P R 2
B,

« firehose : AT EAERS K HIE R XEH Amazon Data Firehose £ i, X2SEMN ,
XEZREASEETEAT Windows XHRS|N XU RENNE X HLRIFZEE, FSx
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EEENRRBEHNR , EZ5 ( Amazon REXRKESEIER) FSxConsoleReadOnlyAccessH #Y

Amazon,

Amazon & E R : Amazon FSx ReadOnlyAccess

& LA AmazonFSxReadOnlyAccess REEHINZE] IAM B 15,

« fsx— RWEIEAE Amazon FSx EEEHEHFEFTAXRLILH FSx XHREGENER , BEFAER

X

20

« ec2: AFAUE VPC BEEEANMAERZSARMERN TS HRIE,

EEFEHEBHNR , HSH ( Amazon HE XS EERE) FSxReadOnlyAccessH#Y Amazon,

I 53 FSx ¥ 7 £ Amazon BB

BE FSx HiZBRESFRBRIEXETEURTLI#H Amazon EEREETHWIEFMAELE, EFRMEXLR
HEXEMNBEZIRE |, E1T Amazon FSx XA 512 ME LM RSS 2E,

EK

I 53% FSx ConsoleFu
lIAccess-Xt BB BUR Y E#

Al ¥ FSx ConsoleRe
adOnlyAccess-F B BEH
B

I 53# FSx ServiceRo
lePolicy-Xt 18 B # B #T

DU

Amazon FSx i#0T —BUTX
PRsecretsmanager:Lis

, RHEFEAIH
Amazon Secrets Manager
FIEZFE R MARS K&
ML,

tSecrets

Amazon FSx 0T — BT
PRsecretsmanager:Lis

, AT EFEAIE
Amazon Secrets Manager F
TR E A RS K- &Ik
HEB,

tSecrets

Amazon FSx 70T — I X
PRec2:AssignIpv6Addr
esses , RFERARNT
BAmazonFSx.FileSyst

B
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EK

I &3 FSx ServiceRo
lePolicy-Xt Bl B # BB #T

I 53 FSx ConsoleFu
lIAccess-Xt BB BUR Y E#

I 5 #h FSx ConsoleFu
lIAccess-X4 TN & BUER HY B 3T

Al 3 FSx ConsoleFu
lIAccess-X4 T & BUER By E#T

I &% FSx FullAccess-XHA
BURWEH

R
emld HREWEFFKEOD
B IPv6 it

Amazon FSx 70 T — BT X
PRec2:UnassignIpv6Ad
dresses , RATFZEFABUE
7B IPv6 HERENE SN
EIEOMMU, AmazonFSx
.FileSystemId

Amazon FSx 0T —I#
FRfsx:CreateAndAttac

hS3AccessPoint |, AYZE
FEARIE SIS EMARHNEE
}%EU FSx %o

Amazon FSx 0 7 —IHT X
PRfsx:DescribeS3Acce
ssPointAttachments

, REEFE AT S3 ##
Amazon Web Services Ik 2
A Amazon Web Services X153

AN el

Amazon FSx 7N 7T —I
PFRfsx:DetachAndDelet
eS3AccessPoint |, AYZE

FEAMIER S3 #EA R,

Amazon FSx 3107 — I #E &
PFRfsx:CreateAndAttac

hS3AccessPoint |, AYZE
FEARIE S3 AR REIE
%EU FSx %o

B

2025 7 H22H

2025 6 A 25 H

2025 6 A 25 H

20256 A 25 H

2025 6 A 25 H
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EK

U &% FSx FullAccess-X A
BURWEH

I &% FSx FullAccess-XHAE
BURHEFH

Ml ¥ FSx ConsoleRe
adOnlyAccess-X B BER
B

I 53 FSx ConsoleFu
lIAccess-X 1B BUER Y B #T

WU 53 FSx ServiceRo
lePolicy-33 I8 BUER HY SE 57

I 5% FSx ReadOnlyAccess-
XA B R EH

DU

Amazon FSx N7 —I#ET X
PRfsx:DescribeS3Acce
ssPointAttachments

, R ERASILHE S3 #
Amazon Web Services ik F°

A Amazon Web Services X 15
&

AN O

Amazon FSx 3N 7 — I #F
FRfsx:DetachAndDelet
, RFE

eS3AccessPoint

FEAMIER S3 AR

Amazon FSx 107 #X
PRec2:DescribeNetwor
kInterfaces , AFZEHR
AEBEEHXH RS KB E
MR ERED,

Amazon FSx 1807 #14X
PRec2:DescribeNetwor
kInterfaces , AZEHR
AEEEH ARG B HE
MEMEEO,

Amazon FSx 1807 #
PRec2:GetSecurityGro
upsForVpc , RFERAX
ATAT VPC MAME R4 RRM
EEN L AR,

Amazon FSx 1807 #X
PRec2:GetSecurityGro
upsForVpc , ATFZEREAX
AAT VPC WAME R AR
HERENET AR,

B
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EK

I & FSx ConsoleRe
adOnlyAccess-X B BEH
B

I &% FSx FullAccess-XHAE
BURHEFH

I 5#h FSx ConsoleFu
lIAccess-X4 T A BUER Y E 3T

U &% FSx FullAccess-X A
BURWEH

I 53# FSx ConsoleFu
lIAccess-XI BB BUR Y E#

I &% FSx FullAccess-X A
BURWEH

Al 43 FSx ConsoleFu
lIAccess-X4 T & BUER Y E#T

DU

Amazon FSx 1807 #X
PRec2:GetSecurityGro
upsForVpc , REFZEREAX
AT VPC BWFTE L&A RM
WENZ A RIT,

Amazon FSx 1807 #
PRec2:GetSecurityGro
upsForVpc , ATZEREAX
AAT VPC AME R ARM
EENRLHRIE,

Amazon FSx 0 7 14X
PRec2:GetSecurityGro
upsForVpc , AFZEREAX
ATAT VPC WFTE R &AM
BEN LT ERIT,

U 5%k FSx 180T #AVAR |
RFAFPX OpenZFS X#%
SRITEXEMEKS HIES
#l, FSx

TS FSx N T #AVAR |
R FPX OpenZFS X# %
SRTEXEMEKFHIES
#l, FSx

Amazon FSx #8107 19
R, AFRAFRESES

OpenZFS X#HREHE., FSx

Amazon FSx #8107 19
R, AFAFREEH

OpenZFS X#HREHE. FSx

B
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2024 1 H9H
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EK

U &% FSx FullAccess-X A
BURWEH

I 55% FSx ConsoleFu
lIAccess-X T & BUER B E#T

I &5 FSx FullAccess-XHA
BURHEH

Amazon £ E R B : Amazon
FSx ServiceRolePolicy — E#T
WEBER

I &5 FSx FullAccess-X A
BURHEH

I 53# FSx ConsoleFu
lIAccess-Xt BB BUR Y E#T

I 5% FSx ConsoleRe
adOnlyAccess-X B BERN
B

DU

Amazon FSx 70 T ¥ AV
IR, FAFs¥EE. BA
MEF ONTAP Z A H XX 4
FSx REMHE VPC X H,

Amazon FSx 70 T #HV X
IR, FAFs®EE. BA
MEF ONTAP Z A A XX 4
FSx REMHE VPC X,

0 S5k FSx &0 T #TEVIXER |
FSx AT S#HERE OpenZFS
SO AXMXHREHNEE
B, FSx

I 552k FSx & 7 I
Bcloudwatch:PutMetr
icData XR , AEL D@
FF CloudWatch 18#x FSx &%
FlAmazon/FSx #n& ZE[H,

Amazon FSx 37 7 BUR |, i
BRT fsx: *RHFMT B
i fs xRk,

Amazon FSx 1 7 B | i
BRT fsx: *IXBRHARMT B
K fsxigfE,

U S5 FSx 80 T #EVIXER |
/A P ReB 12 0 7 FSx 24!
A EF Windows X4 RS 25
NHRGHEEMEREEIRNE
WHYERME, FSx

B
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EK

I 53% FSx ConsoleFu
lIAccess-Xt BB BUR Y E#

MI 5 FSx ReadOnlyAccess-
EFFRIEBRBE

I 53%h FSx DeleteSer
viceLinkedRoleAccess-E2 14
BEFEBER

I 53 FSx ServiceRo
lePolicy-X3 Il BUER HY S #

I &% FSx FullAccess-XHA
BURHEH

I 5% FSx ConsoleFu
lIAccess-X4 TN & BUER HY B 357

I 5 #h FSx ConsoleFu
lIAccess-X4 T & BUER Y E 3T

DU

5@ FSx 18T #ADR ,
1 A P RERB 1E D 5% FSx #2241
AFEE Windows XRS5
MHREWIBBMEREIERNE
WHERME, FSx

ZBERER TXI A Amazon
FSx BIRAK &2 RERRVAE(
PRER REG R R

WEREEFEEMNE , FSx i
I 5 b A BR EL X Amazon S3
TR RH RS }EX B &,

5@ FSx B T HHNR ,

FSx AT S EERER FSx
F NetApp ONTAP 34 R Stk
TE#HMEEE,

T B3k FSx 70T #AVAER |
FSx AT S#E EC2 B&H
F N RESEE /Y RO 81 2 FR
%,

55k FSx 70 T #THVAER |
FSx AT S #H NetApp
ONTAP Z A AX X # RS54
B S FSx ,

i FSx AN T #EIRUR |
FSx VI ¥ #E EC2 B{H
& £ BRESE Bl A9 R I B 22 AR
&

<5V 2fle)

B
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B iR H HA
U 5% FSx ServiceRo AU 552 FSx 0 T FEVIER | 2021 6 A 8 H
lePolicy-xt 148 B3R #Y B #T FSx RIS ERFE A

CloudWatch B&EF,

XELEN  XEAFTRE
B BEEE Windows X #4 AR
SRR N RER X5 E W &%
CloudWatch H#&. FSx

U 5% FSx ServiceRo AU 552k FSx 1800 T #EVINER | 20216 A 8 H
lePolicy-xt 148 B #Y & #T AL EERME FSx AL

O3 Data Firehose 1&3% i

XELEN  XERAFTRE

A Amazon Data Firehose &
& FSx AT Windows X #
RS ERHI X R G XA 4]

wWRZAEE,
U 53 FSx FullAccess-NIMAB  Amazon FSx #1017 #AIN 2021 6 A 8 H
BURMEH IR, RIFZERABRACIZE

CloudWatch BEH., BER
DR EEHEABER,

XRLERN  XEZFEATEE
/A BEEE Windows X4 R
SRR RER X5 A w &%
CloudWatch B&. FSx
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B iR H HA
5 FSx FullAccess-XWIMAE I E# FSx 80 T VX 2021 £ 6 A 8 H
BURMEH IR, RFZER AL S EIE

Firehose #i2AF1E A 18 %K.

XELEN  XEAFTRE
A Amazon Data Firehose &
& FSx AT Windows X #
RSS2 H XX R G XX 4]
T HE,

i 5% FSx ConsoleFu Amazon FSx 180 7 #FHI 2021 £ 6 A8 H
llIAccess-31 I BUR #Y B8 31 IR, AFERARERERLE

SRk P < BXBY Amazon Logs

CloudWatch HE&E4H,

XELEN , XEFEATEE
£ Windows X ¥ RS 88 304
REEE X H1A 0w i A EE
A CloudWatch BE B &

¢, FSx
I &b FSx ConsoleFu AU 552k FSx 1800 T #EVINER | 2021 £6 A 8 H

lIAccess-X T & BUER Y E#T AREFZERAERERHBER
KK P < BXHY Amazon Data

Firehose &%

XENEN , XEFEATEE
£/ Windows X4 IRE 88 X
KRG B & A7 R B i A
EIM AW Fire FSx hose &%

e
Albo
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B iR H HA

I &3 FSx ConsoleRe Amazon FSx i1 T #HAIN 2021 €6 A 8 H
adOnlyAccess-X Bl BUR K IR, RFZERABRSRHE

B SRk P < BXBY Amazon Logs

CloudWatch HE4AH,

XRUEN , XHEZTEATEE
EBEEAT Windows XH RS
BRI S R G XA ]
HKEE, FSx

i 5% FSx ConsoleRe TS FSx BT HAMNE, 2021F6A8H
adOnlyAccess-X A BEH AW ERAEREREER
EE # k= 5<BX Y Amazon Data

Firehose & i to

XE2XEN , XHEZTEATEE
BEEAT Windows XH RS
BRI S R G ST ]
HKEE, FSx

5 FSx FFERIBEREE Amazon FSx FFiRIRERE 2021 %6 A 8 H
Amazon EEBERNEE,

Xti&EH FSx F Windows B9 Amazon X4 BR%525 & 10 R (8] A PR 3 17 U B HE
B

FRAUTEERBEBEL WSS EER Windows SUEIRS 25 1AM BRI 8218 F] FSx B E I A1 &,
FB

s RENELLTZEHNITIRIE FSX

o BRFEMINIT iam : PassRole

o« RAEBAFRIIAH A Amazon Web Services Ik 51K FSx &R

BB HE 374



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

BEREU T EHITIRIE FSx

MREWRERETR |, BRETIMITEMRIE | W AFER R AVFIITIZIRE,

% mateojackson IAM AR ZREABEHAEETEEXEM my-example-widget BIRNIFHER ,
BRRMEEN fsx:GetWidget RET , K ELT RAEEIR.

User: arn:aws:iam::123456789012:user/mateojackson is not authorized to perform:
fsx:GetWidget on resource: my-example-widget

EWRBERT , BIEH mateojackson AFHIEKRE | LAGTFFER fsx:GetWidget BETHE my-
example-widget &iRo

MNBBEEHRB) , FREREWN Amazon BB G, FHNEEARRMEEREILIN A,
R 1T iam : PassRole

MBENE—REERBEE | BRETLRINITiZiam: PassRolel/E |, NI A EFHIEH KB U AT B0
A 1Ei% 45 Windows File Servers FSx

B L Amazon Web Services RS AT BNINEABEKIBRELEZES , MTARCEFNRSACSHRSHE
XAR, Akt , BUMEEFACEKIZEIRSHNR,

LEZAH IAM A FPmarymajorEid EAEH &7 Windows X RS ESH FSx MITIRIER , 2 HI
TREEIR. BER , REXTEERFSACIHETFHNES ATMITLIHIEE, Mary TEERACEKEE
PR &5 R BR

User: arn:aws:iam::123456789012:user/marymajor is not authorized to perform:
iam:PassRole

EXMIERT , XIEF Mary BISRBE LA R P EINIT iam: PassRole #B1E,
MBBFEEHRL , BRREW Amazon BB R, ZNEERREMEREIEN A,
REARFRUINE A Amazon Web Services IKF 1B 3R FSx &R

ZAaOR—-1M A , UEAMKFPHNAFREALNANARTUERZAGKILRIEN TR, &7
BUIEEEESEY , AURAAG, X TXHETRIFARERTRZEHE IR (ACLs) WARS , BT
158 P IX L5 SR BE (0] ATV HR T 13 (R 8B B R BV A PR
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ETHRESER , FZEAUATREA :

« BT Window FSx s M RFZ B R EIFXLTIRE , 55 FSx AT Windows B Amazon X
HREEWNAS IAM BESER.

o BT @NARMEITEIEAE NIRRT E R Amazon Web Services Il | 52 H IAM AP EE+
# B &3 A Amazon Web Services Ik B9 53— IAM A P12 15 1B R .

o BT MINAI[EE = FRE SRR R R Amazon Web Services Ik | 55 E IAM B 18
BRI mEE=AEMHIFENER. Amazon Web Services 2

s ETHRIMIBEY BHRBRERIEREFHENER , HSH (IAM AFERE) P ALEAT S HEIEN
BF ( BHRERERIE ) BEFRINER,

- ETHRERAACNETRERNRHATER,FRIZENZS , H2H (IAM AFERE) F8 IAM
FR Y B K IR A 18] .

£ Amazon EFEHA#RZ FSx

&R LA FPRERIZHXS Amazon FSx BRI T RIXRHKRIME TEMEMN T RES (ABAC), AFEE
BEREIEERX Amazon FSx BiRMARE.

EOBREERRFIRICEREPR

— L FSx 7 Windows X RS SHBEREMN APl BEATEECEBRERNIBENRE, BuLERR
MR RENETEMNTHRINRES (ABAC) . BXEZEER , H2H (AM AFER) #0144
EF AT Amazony ABAC ? .

NERAFEBEANENNERRANRE |, S REEFEANEZERIRE (0
fsx:CreateFileSystem & fsx:CreateBackup ) B PR, MRBRERFREIZRBRIEFIBE THE ,
M| Amazon £33t fsx:TagResource BEHRITTANEN , URIFAFREEZVUBITEHNNR,
W, AREXRMEEER fsx:TagResource RENEXNIR,

LT REERT —1NRE , ZRBATAFPERSEXHREFUENHREHE SR XHRENERE
BT 3% % Amazon Web Services TKF,

{
"Statement": [

{
"Effect": "Allow",

"Action": [
"fsx:CreateFileSystem",

£ Amazon EfERIRZ FSx 376
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"fsx:TagResource"
1,
"Resource": "arn:aws:fsx:region:account-id:file-system/*"
}
]
}

Ef L THNRBEATRAFPERENHRS LUERZSG  AEUERONIRPEE D NAE[AIRE,

{
"Statement": [
{
"Effect": "Allow",
"Action": [
"fsx:CreateBackup"
1,
"Resource": "arn:aws:fsx:region:account-id:file-system/file-system-id*"
},
{
"Effect": "Allow",
"Action": [
"fsx:TagResource"
1,
"Resource": "arn:aws:fsx:region:account-id:backup/*"
}
]
}

NEAFPERRAUBREPRA THRZER , REF 21T fsx:TagResource #®¥E. Eitk ,
RAREHFERPEEEARFRE , MEGURRENR (RELEREEY ) WAFRLTEEZEA
fsx:TagResource BEMNRE. B2 , MRAFTERMEA fsx:TagResource BEMNNFEM iz
BB THRENER , MERETEK.

BXA Amazon FSx BFEFINFZENEZEER |, HSHE A Amazon FSx BRMIFE, BxERARSE
# FSx BRI MNRNEZEL | BSHE ARSI B Amazon FSx &R R PR,

& PR 3 43T B9 Amazon FSx &R Y5 8l A bR

EZFIX Amazon FSx BIRMBRENTHREINER , BRI ERAE THRZLH Amazon Identity and Access
Management (IAM) ZKB&, R SAE AR LR ARG

1. BIFIXLE FSx BIR ERFRZEZ X Amazon BRI 7 R FR .

1£ Amazon EfEA#RE FSx 377
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2. BHIFLE IAM B REFH PEBRIRZ.

A A RRE RS Amazon FRBEMNES | HSH IAM £ 355 i ARSI 5 U B AUR.
H%TE8I2 Amazon FSx %REHHRIE Amazon BBNESEL | ESHE R IRTE FHEHRN
R, BXFRARNESES , H2HH Amazon FSCRBMIRE.

BIER R LR HT5 RN R

ERHAPRABTUX Amazon FSx BIRAITHVRME , BUNERR LERARE, flm, &7
ERF\EXHRER R EVRENR/EN R TFSIELN ZBFRHRITREN AP £1E,

Example KE — RS ERSNER L OB X4 RE
RESAFERABRERSRENFIEXHREN |, LERES RFAFQEXHRE , EARHFH

key=Department, value=Finance,

"Effect": "Allow",

"Action": [
"fsx:CreateFileSystem",
"fsx:TagResource"

1,

"Resource": "arn:aws:fsx:region:account-id:file-system/*",
"Condition": {
"StringEquals": {
"aws:RequestTag/Department”": "Finance"

}

Example K — (NERIBTH B EMREH Amazon FSx X RGN & 4

IR RE A B P AREAR BB EX key=Department, value=Finance WX#RE LEIBRRM , HA
fFHEAZ Deparment=Finance A& BIBR R4

JSON

"Version":"2012-10-17",
"Statement": [
{

1£ Amazon EfEA#RE FSx 378
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"Effect": "Allow",
"Action": [
"fsx:CreateBackup"

1,

"Resource": "arn:aws:fsx:us-east-1:111122223333:file-system/*",

"Condition": {
"StringEquals": {
"aws :ResourceTag/Department”: "Finance"

"Effect": "Allow",
"Action": [

"fsx:TagResource",

"fsx:CreateBackup"
1,
"Resource": "arn:aws:fsx:us-east-1:111122223333:backup/*",
"Condition": {

"StringEquals": {

"aws:RequestTag/Department"”: "Finance"

Example X - BEHT AR ERENZ DU ETRRERENXHRE

LR EE A A P UEE ® A Department=Finance &K Z B2 Department=Finance #x

B XM R L.

JSON

"Version":"2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Action": [
"fsx:CreateFileSystemFromBackup",
"fsx:TagResource"

1£ Amazon EEAMRZ FSx
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1,
"Resource": "arn:aws:fsx:us-east-1:111122223333:backup/*",
"Condition": {
"StringEquals": {
"aws:ResourceTag/Department": "Finance"

"Effect": "Allow",
"Action": [

"fsx:CreateFileSystemFromBackup",

"fsx:TagResource"
]I
"Resource": "arn:aws:fsx:us-east-1:111122223333:file-system/*",
"Condition": {

"StringEquals": {

"aws :ResourceTag/Department”: "Finance"

Example i — BIBRT AR ERENXHRE

L EREE A A P MIBRT A Department=Finance i EMXH RS, MREMINGIET RLZMH , W&
fEFA Department=Finance #Ric,

JSON

"Version":"2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Action": [
"fsx:DeleteFileSystem"
]I
"Resource": "arn:aws:fsx:us-east-1:111122223333:file-system/*",
"Condition": {
"StringEquals": {

1£ Amazon EEAMRZ FSx 380



FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5

"aws:ResourceTag/Department": "Finance"

"Effect": "Allow",
"Action": [
"fsx:TagResource"

1,
"Resource": "arn:aws:fsx:us-east-1:111122223333:backup/*",

"Condition": {
"StringEquals": {
"aws:RequestTag/Department"”: "Finance"

}

FHEB T Windows X4 RE88 FSx RS HX A6

FSx &M F Windows B Amazon X# k%25 H Amazon Identity and Access Management (IAM) AR
SHEXAR, BRFHEXARE —MILESHN IAM AKX | BEIZ45ET] Window FSx s MRS, R
FHEXAEH FSx Windows File Server IE X , B ZRFRKRRBAEM Amazon BRFFIENATE
R

REEXBETTUERNMIZRE FSx Windows X4 RS2 , AR BRTAFHRMAEHNRER, FSx Xt
F Windows X RFEFENERZSHEXARCHNR , BRIEFITEN , B RE FSx Windows X 4 iR
ESRULETHAR, EXWNRSECSEREMNRER | AR TREM INEEME 4 IAM SRR
PRER A& o

REEEEMRBEXRFRE , BFRMRERSKBEAE, XA URFIR FSx B Windows X #HBRS 28 5%
B, B RABETT B A M BR U5 )X L2 B IR AV AR

BRXERSHEXAGHEMBSNES | HSHAEA IAM f9Amazon RS HERRSHEXBEFIH
ERNRHERS, EERMERE  EEZRSNRSIEKA RN,

Windows M #R528 FSx RS HEx AN IR

FSx & T Windows File Server A& 7 AWSServiceRoleForAmazonFSx — HREHEXARE
BRIKP PR ITRERE | I VPC P AXG RSO EEMMEREN,

BRARSXHAS Y


https://docs.amazonaws.cn/IAM/latest/UserGuide/id_roles_terms-and-concepts.html#iam-term-service-linked-role
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ABNPRKRE L FSx Windows X ARSS 25X FR G & Amazon BIRFERK A TIRE -

BT BERF Amazon Mf iNFSxServiceRolePolicy ZIRHY IAM SE4K, LREEH MBI RSMEXAE , FSx i
FEAREEE Amazon BR. BXREZER , BSH F£AERT Windows X RS 88 FSx RS
HXAE.

BXRILEBAWES , 5SS H Amazon FSx ServiceRolePolicy,

HREERTFEBENR , FSx ATRKRAFEE Amazon &R,
RRFHRER

I 5 #hFSxServiceRolePolicy A & PR L 5 #FSxServiceRolePolicy Amazon & KRB E
Y. Amazon FSx ServiceRolePolicy #i 5 LA TR :

(® Note

FrETL % FSx X4 RS2 B FSxServiceRolePolicy #E FIE I#h ; B H Ay FLE R AT BEF 3E
A FSx F Windows,

« ds— FSx A EE. BXIMEUEX Amazon Directory Service B &I 5 T2 F K B,
« ec2— FSx AFHITUATIRE

- BE. SIEMEUHXEKS Amazon FSx XHRGRBIMEED,

« BF5 Amazon FSx XHREEXRERE — NS IP il

- BEEEULH FSx MHREXBKNLS# VPCs, REAFNFM,

« A AHAmazonFSx.FileSystemIdiREHEF ML O D E IPv6 i,

- BUHDE IPv6 T BAmazonFSx.FileSystemIdin S E F &3 O ML,

. HALE VPC BABANFERSERENBHREARIT,

« NIRRT AmazonE K AF I BEMEE O LHITRLERENIR,
» cloudwatch— FSx AFFEREES KM E Amazon/FSx i Z2[E CloudWatch T,
« route53— R FSx ¥ Amazon VPC SR E & XiF Bk,

« logs— FSx RAFHERFME A CloudWatch A& B &R, X# , AP BT LA Windows X 4RSS 25
XHREW N H R BB EKIEE CloudWatch &R, FSx

« firehose— FSx AR FE A Amazon Data Firehose &7, X8 , AFRALUSERT
Windows X RRS 830 X4 RS 1Y U417 7] B #% B & & % Bl Amazon Data Firehose & #iifto FSx
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JSON
{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "CreateFileSystem",
"Effect": "Allow",
"Action": [
"ds:AuthorizeApplication",
"ds:GetAuthorizedApplicationDetails",
"ds:UnauthorizeApplication"”,
"ec2:CreateNetworkInterface",
"ec2:CreateNetworkInterfacePermission",
"ec2:DeleteNetworkInterface",
"ec2:DescribeAddresses",
"ec2:DescribeDhcpOptions"”,
"ec2:DescribeNetworkIntexfaces”,
"ec2:DescribeRouteTables",
"ec2:DescribeSecurityGroups",
"ec2:DescribeSubnets",
"ec2:DescribeVPCs",
"ec2:DisassociateAddress",
"ec2:GetSecurityGroupsForVpc",
"route53:AssociateVPCWithHostedZone"
1,
"Resource": "*"
},
{
"Sid": "PutMetrics",
"Effect": "Allow",
"Action": [
"cloudwatch:PutMetricData"
1,
"Resource": [
wxn
]I
"Condition": {
"StringEquals": {
"cloudwatch:namespace": "AWS/FSx"
}
}
}I
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"Sid": "TagResourceNetworkIntexface",
"Effect": "Allow",
"Action": [
"ec2:CreateTags"
1,
"Resource": [
"arn:aws:ec2:*:*:network-intexface/*"
]I
"Condition": {
"StringEquals": {
"ec2:CreateAction": "CreateNetworkInterface"
}I
"ForAllValues:StringEquals": {
"aws:TagKeys": "AmazonFSx.FileSystemId"

"Sid": "ManageNetworkInterface",

"Effect": "Allow",

"Action": [
"ec2:AssignPrivateIpAddresses"”,
"ec2:ModifyNetworkInterfaceAttribute",
"ec2:UnassignPrivateIpAddresses"

1,

"Resource": [
"arn:aws:ec2:*:*:network-intexface/*"

]I

"Condition": {

"Null": {
"aws:ResourceTag/AmazonFSx.FileSystemId": "false"

"Sid": "ManageRouteTable",

"Effect": "Allow",

"Action": [
"ec2:CreateRoute",
"ec2:ReplaceRoute"”,
"ec2:DeleteRoute"

1,

ERARSKRAR
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"Resource": [
"arn:aws:ec2:*:*:route-table/*"
1,
"Condition": {
"StringEquals": {

"aws :ResourceTag/AmazonFSx" :

}

"Sid": "PutCloudWatchLogs",

"Effect": "Allow",

"Action": [
"logs:DescribelogGroups",
"logs:DescribelogStreams",
"logs:PutLogEvents"

1,

"ManagedByAmazonFSx"

"Resource": "arn:aws:logs:*:*:log-group:/aws/fsx/*"

"Sid": "ManageAuditLogs",
"Effect": "Allow",
"Action": [

"firehose:DescribeDeliveryStream",

"firehose:PutRecoxd",
"firehose:PutRecoxrdBatch"

1,

"Resource": "arn:aws:firehose:*:*:deliverystream/aws-fsx-*"

53 FSx E# 7 £ Amazon EBUR RNME T ABRNIBEEN.

BYMEENR , £ IAM K (AR, AFAR ) 012, FEIMBRRSIEKAG. BXESE
B, B2 (AM AFERE) PRRSKERABNR,

7 Windows 3R 55 25 @12 IR S5 HE X B € FSx

BREEFHCUNEBRSKEAR®, HREFRIEXH RS Amazon Web Services BE#2#IA , FSx &
AT Windows X 4R 258 IAM CLI 2 IAM APl £ H{REIBRSHEAAR,
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/A Important

A0 A AE EL A5 P L A5 B SIS T AR PR SS PR SE IR NRAE | ILPRSS S4B A8 60 T LU BT 4800
KPR, ETRESEE  BSARM AV K FHHAG,

WREMBRZRSF K BEAEE , AEFTEBROE  KUUEAMEREERFFERCIELAG, 01
MHRERS , FSx Windows X# RS BRLBIRNECIZRFEXBE,

%48 Windows X #FBRS5 88 FSx WARSHEXBE

FSx Windows X# RSB N AT EBRERFHEXAR. SIRRSXKACE , BRTEEXRF/EHN
EBW, EAARESHEAEIAZAR. BERANER IAM REAGHER, BXESZER , 5
(AM R $Er) R RERSKEAE,

M ER Windows X RSS2 FSx MRS XA E

NMRTBRECAENFTERSKEKACHNIIETERS , RNEBWERHBRZAG. XHEMIBREED
BEERREFHREASSE, B2, EXTMEMBRFAEXHRENEZN , AEFEFHMBRIRSREKA
=

® Note

MREZHMBRA RS , FSx EATF Windows B X4 BRS2BRHIRS EEER ZAE , NIHIER
ARERRM, MREEXTMER , BEF/LoHRER,

£/ IAM FahHIBRARSS KBk B &

5/ IAM #24%|A&. IAM CLI = IAM API IBRERSKBAt, EXEZEE , H25H (IAM AP
) PHMBRERS <A,

Windows 3 # Bk S5 25 AR 55 4H X A 8 X 1589 X 5 FSx

FSx Windows File Server X FERMRSVAMEREHRERARSHEX AR, EXEZEE , BSH
Amazon Xi3 fim = o
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& A F Windows File Server By Amazon FSx &3 56 iF

ETHEEA Amazon Web Services RS R EBERESAMITRIBER |, HSEEAMITREE RN
Amazon Web Services If % , REEFRBRBMNBHEAEITR. BXEHNELE , ESH . . Amazon
Web Services & 1T X,

B LAEA Amazon Artifact TEE=ZFFitikE. BXEZEER , 5. 7 Amazon Artifact F
IR

EIEEH Amazon Web Services RS AR RIEHENBIBENBRMYE., BTN EN BRI
REAWNEEEZINRE, BXEEMEA Amazon Web Services RSN ENRTENEZELR , TS
Amazon &2 M43,

& FAF Windows File Server B9 Amazon FSx 30 VPC i =

&R LUORF Amazon FSx BLE A AN VPC i R HE VPC NZ £, #0 VPC i [ H
Amazon PrivateLink 2t % # , ZRARXIFEBEIFAE S XA E Amazon FSx APl , ML HEX A BB
MR, NAT &%, VPN &E#5 Amazon Direct Connect i£1%, VPC R HISEHIEIERE LA IP ik
8 5 Amazon FSx AP| #1785, VPC f Amazon FSx Z B FHE TR L HE Amazon M,

FMEO VPC IR EHTFRAN — MRS HEEREZIEORR. MEFEORMS—NIAE P it |
4t ] F¥E$E @ Amazon FSx APl BRER A O R, Amazon FSx X#EE AR IPv4 FITX % ( IPv4
IPv6 ) IP i it RFEFER VPC IR, BXEZEE |, 55/ (Amazon VPC AFIER) I ERE
A VPC i Ko

Amazon FSx ¥ 10 VPC i S 3 ZEIM

BEMHEEE (Amazon VPC AAF1ERE) RHED VPC im B MRS , ARBE B R Amazon FSx i&
B0 VPC s,

BRI LAM VPC @ A {E{T Amazon FSx APl #84E, fltn , e A& M VPC Fi A CreateFileSystem
API 3R 81% FSx for Windows File Server X %%, B Amazon FSx APl WEEIIRK |, 5SH
Amazon FSx AP| £ iz,

VPC NEEETEEM

AEE VPC WEERE | FHEHM VPC EZER|IFEO VPC w2l VPC, VPC MNEEEEFH /S VPC
ZEI M EERE, SO EBCHNEHEAN VPC 2BEN VPC XNEiEE , &5 HM Amazon Web
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Services I F/Y VPC Z B IiER, VPC LA U FHANTEH Amazon Web Services X185
H,

& VPC 2RI RERSEE Amazon RE L, ToZM AR EERMN, BUXNE VPC EER , AN
VPC %R , &1 Amazon Elastic Compute Cloud ( Amazon EC2 ) 324l , aAfA@EEEF —4 VPC
FelZr#E O VPC ix K15 Amazon FSx AP,

3 Amazon FSx API 8122 # 0 VPC &R

BRI LAE A Amazon VPC #2515 5 Amazon Command Line Interface ( Amazon CLI ) 8 Amazon
FSx APl 812 VPC iR, BXEZEE , 2% (Amazon VPC BFIERE) HHRIEE D VPC ik

/AN 0

E Amazon FSx tlE#E 0 VPC s , BHITUTEEZ—

« com.amazonaws.region.fsx — 7 Amazon FSx AP| 282 ik =,

« com.amazonaws.region.fsx-fips — 71 Amazon FSx API 82 &F & 3 E B {5 S4B Fr
( FIPS ) 140-2 MR =

EFEHAFAE DNS &I |, B4R E VPC B enableDnsHostnames # enableDnsSupport &%,
BXEZER , BSH <<Amazon VPC AAFER) P EFFER VPC i DNS 2#,

B EM Amazon Web Services X5 7k , N R&E R % =5 FAFAE DNS , N AT LU EERIA DNS & #i
FF Amazon Web Services X137 ( 5|30 fsx.us-east-1.amazonaws.com) , MiEid VPC i%
K@ Amazon FSx K APl iR, XFHE (4R ) MHE ( TE ) Amazon Web Services X1 ,
BAILAEE VPC s =9 BIfEMA fsx-api.cn-north-1.amazonaws.com.cn # fsx-api.cn-
northwest-1.amazonaws.com.cn & APl &K,

BXREZEER | EZH (Amazon VPC AF#ER) HRRETED VPC im S ik A fRSS

A Amazon FSx 8|2 VPC im R KB

—HRFIXS Amazon FSx APl 15[ , &R LUEEE [ VPC i S Hf i1 Amazon Identity and Access
Management ( IAM ) policy. WWEREEIEELTHAR :
- AHATIRIER E14K,
- AHITHRE,
- AXHEBITRENTRR.
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BX T Amazon Z % CloudWatch Amazon Identity and Access Management Amazon CloudTrail , FSx
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%
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ENMNARERRIRS , AP o LARERTBE i BN A5 B H R E S A 2+ WorkSpaces N AREFEEE
ENZITRRARFERN Amazon FiR , Bai¥ & , ARFEORAFREHRINR, T #mmEEA
WorkSpaces MABREFEAMNARFPRIRKAFME , ARIM{AE Windows File Server X% 4t £ FSx
RNENAPHEGEMR, BXEZELR , B8 HILE% FSx 51 5% WorkSpaces N AR FE & F
o

- Amazon Kendra - Amazon Kendra 2 — T ERES , eEABRESLHLENSHNNSEEIE
*, NEMBEDREERABHEEER. £8) Amazon Kendra , BB S MNBIBREWE
EEFRL , URERMCERXERES —WEBRAK., BXH Amazon Kendra 5 Windows X
HREB[BEASFEHAN FSx EZER |, 2 MW, FSx AT#E Amazon Kendra B9 Windows X # RS
2=

FB
- JFW 5k FSx 5T 5% WorkSpaces R AREFESEA
« FSx A T## Amazon Kendra B Windows X 4R35

I 5% FSx 5 5% WorkSpaces R FEHESFERA

B X RS ESE SR (SMB) MY , Amazon FSx for Windows X #BR%S28 X iF ML 7 EC2,
VMware Cloud on, Amazon Amazon#il & WorkSpaces WorkSpaces Rz F 52 5 324511/ 18] #& 19 3T
HR4%, WorkSpaces MARRF_R— 2R ENNARFREARS. Bl E ‘NARR L&EF
EE S MHE WorkSpaces NARF , L2 & EBEMITEN LHX KT, BX WorkSpaces
NMARENEZEELR |, 2059 (Amazon WorkSpaces N AREFEEIEE) . BXIMARE{LIE D%
WorkSpaces B FAREFIGFAYIEEN A , ESHE Amazon BEXEE 3612 BE X AppStream
2.0 Windows BR &,

LT3 RE B & R R A Amazon FSx with A WorkSpaces pplications A& A FEHMA KR EF
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I 35 FSx 5 5i# WorkSpaces R BREFE&EA 390


https://docs.amazonaws.cn/appstream2/latest/developerguide/
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ETRIES , BEERT=/IE.
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1. Bl2 Amazon FSx MR %, BXEZER , SR FIREH FSx EA T Windows X 4IRS 28
AL T 3%h.,

2. XHREUARE , EEKN Amazon XHREH N ENE WorkSpaces NAREFRAF IR —1
FSx X3k, AT REIEARFPNERAFBIENERXHRNEN. XEMEREETUER
Windows ¥ EZE £ Susername% KEMERXHHEZER UNC B FHRAH 1TSS,

3. FXEXHRBMHAENHAZENHR, AXEZER , BSH 2I&., Bi. BIRHRE,

JB 3 2 1N A Y B 72 IR 4 B 88 WorkSpaces

1. %% WorkSpaces MARRFIEHIA : hitps://console.aws.amazon.com/appstream?2

2. NEMmEXEFEFEEREEARUIE—NTEREENR. BXEZEER , 550 (LE#HNARF
EEER) FHR Active Directory 5 WorkSpaces WorkSpaces M ARRFEL & .

3. ®kEEG. WELERSE  AEEIFNBGENSE.
4. ERZAERGERSFREIOSPOUENE REENR , FHREERSFMA Active Directory 13,

5. HEEZEHK Amazon FSx X#HZREHEMN VPC FEZIMRGEKET. BELNBRGERESEN
Amazon FSx X#Z & I A KB — Amazon Managed Microsoft AD B F#xBk, BEMGE RS
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2

EF SR ETHY DNS & AR ¢

@echo off
net use S: /delete
net use S: \\file-system-DNS-name\users\%username%

£ 53X REEREHY DNS 3 & 8T :

@echo off

net use S: /delete

net use S: \\fgdn-DNS-alias\users\%username%
#TFF PowerShell 2 RFFH1Z1Tgpedit.msc,
FERAPEEFIEE Windows ®RE , REEEREE R,
SMBEERIENE -SRI EMZA | AFEP A,
FITEHEET , fOERE Windows BEEENR., RS, REIRBARE,

ERRBEERTFMALER, BAZKMITFERNBEAEE 0, LREFHTHREAS BN
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Bl EHREGIH N H 5 B4 WorkSpaces MARRFRASI, #REHENT WorkSpaces B AR FRA%
DA Z A FBRG 4 K 2589 [ — Active Directory 8#, E&H Amazon FSx XHREERKRE—
VPC FEz1BAFI, EE5RFIXERR VPC B2 A NTIREIT B/ Amazon FSx X4 R SR [E] 4L
PR,

£/ SAML SSO B#niait.,. EEERE A Active Directory RISEfIEE | EMEA SAML 24
EREEERIEFZHKESENRIL,. BXEZEE |, 55 (LD # WorkSpaces N AREFEREE
) W “EA SAML 2.0 £ S ERXIHE 2.0, AppStream

HEEBLEP , BH Amazon FSx XHHZRFRHFF S: TR,

RERAFEREERXZE AR

SETLAER Amazon FSx AR FHAFRUEAZEXMK, HEXHX AR TEFMBERASAENE
R (Bl SERX A, RIBRAL HEAFMREF ) .

ERRLAES , EFENIT=ZATE.
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5/ Amazon 812 H = 344X FSx
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B2 Amazon FSx X R%. BXEZELR , B5 FHERA FSx EEA T Windows MRS 85
R 5%,

BIABERT , 8/ Amazon FSx XHRSGHIE—MNHEXHR , BRI MERI\file-
system-DNS-name\ share 15 RIZX#4X , tIREFEAHIZ DNS 5% , WA LAERA fgdn-DNS-
alias\\\ share b1 EZX 4R, BAUEARIANLEREEMAZTIHR, EXESER,
BSE IE, T, BBRXAHRE,

B35 WorkSpaces N F T2 FrBR &4 FX 85

1.

£ WorkSpaces B AR FZHIAYT , B FHRGERFTEEZNENRBENSR. EEN
Amazon FSx X REFERAME— VPC REsH G E K. BREMGEKES RN VPC 24
ARSI A1 48 B Amazon FSx X &Sk,

MEERFARE , FREER AP S OERIIREERSR.
L EBER GNRERNEMNARESF.

FHEXHFKE WorkSpaces B FTEF4E#

1.

2.

BERAENSREANEZHLEMA , MEERF BRI EN B ERAZR, BTAM
K, BFEXMHREH DNS BMHE X4 REREKH DNS 318 (LR BLM Amazon FSx 2 &
PR XHRGEFBEUEPIRE ) , URIBRIAZEHRNEIE,

ER XX R S8 DNS B #RAT

@echo off
net use S: /delete
net use S: \\file-system-DNS-name\share /user:username password

£ 53X R R ERHY DNS 3 & 6T :

@echo off
net use S: /delete
net use S: \\fqdn-DNS-alias\share /user:username password
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RERAFREHRAZHR 393



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
3. BIBEZNMGHFNESELEMIE,
4. BEIRKE. UE , BN ZFIHEXHREEIRFA BRI F[EZR,

FSx A F# % Amazon Kendra B9 Windows X4 BR5528

Amazon Kendra 2 —N S EHABMNEENIERRS . FSxEAT Windows X RS 250 RS T
F{E Amazon Kendra FIEBIR , AN EHEXHRETHN XTI ENEEHRTESINEER
o

« BX Amazon Kendra WEZEE , i3 # (Amazon Kendra FF X AR 1EFE) https:/
docs.amazonaws.cn/kendra/latest/dg/what-is-kendra.htmIF #I 4 & Amazon Kendrao

o BXRIARFENXERSERIHA Amazon Kendra I RN EZE LS |, 250 Amazon K endra FF X
EIEEPHLEH FSx BER (#ZHE ) Al

« XF Amazon Kendra LR E R |, 558 Amazon Kendra MU,
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https://docs.amazonaws.cn/kendra/latest/dg/what-is-kendra.html
https://docs.amazonaws.cn/kendra/latest/dg/getting-started-fsx.html
https://www.amazonaws.cn/kendra/
https://www.amazonaws.cn/blogs/machine-learning/securely-search-unstructured-data-on-windows-file-systems-with-amazon-kendra-connector-for-amazon-fsx-for-windows-file-server/
https://www.amazonaws.cn/blogs/machine-learning/securely-search-unstructured-data-on-windows-file-systems-with-amazon-kendra-connector-for-amazon-fsx-for-windows-file-server/
https://www.amazonaws.cn/blogs/machine-learning/securely-search-unstructured-data-on-windows-file-systems-with-amazon-kendra-connector-for-amazon-fsx-for-windows-file-server/
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PR

BT¥X , &858 7 MERERAT Windows File Server B Amazon FSx BRI PR

£

o J&°] DU AN HY FRER

o BMNNHARGHRIRRE

- HMFEEM

« Microsoft Windows HJ45H FRE

S&A] LU AN ey PREM

LT REA LIRS HE Amazon Web Services K. 84 Amazon Web Services XiF, HWEHA T
Windows File Server B Amazon FSx BBt &,

BIR 2RAE iR
Windows X% 4: 100 &) LATE eIk P A B 2 BV B
A Amazon FSx for Windows
Server X REHE,
Windows &M EEH 10240 It P R PTE Amazon FSx for

Windows X R4 AR FHNEL
BENEE (LA MBpsit) .

Windows HDD Zi & & 524288 LIk~ A E A T Windows
File Server B9 Amazon FSx X
HRGE AT ER AKX HDD Fi#
BE (MWUGBit).

Windows SSD A& 524288 LK P R ErE & A T Windows
File Server B9 Amazon FSx X
HREATHNERAK SSD FHER
B (HGBit),

& RT DASE I #Y BRER 395
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RIR AIAE DU
Windows #J SSD IOPS & & 500,000 LEIK = A& A T Windows

File Server B9 Amazon FSx X
HRE AR SSD IOPS &

{8
Windows #& {7 500 &R AL IK P R A R R

& A F Windows File Server
B Amazon FSx X 4R &M H
KEAFPBIZHRHE,

BEFRESRH

1. #TFF Amazon Support F/OTUHE , BF (WMBLE ) , AREFCIERH,
2. TERIERAIPIEFRIK S FKE S FF,
3. ERHIEMEEERPMANUTERE :

o WTRE , EERKS,
o WFRB, EEEAIKS B,

e WFEH , iFHW A FSx for Windows File Server service limit increase
request,

- REEGRBFAER , 215
- BREEMW FSx RAUKREHFEHEMINE (WMREH ) .
- SEHRFEEMRERR,
« EERFEMRFN BN X4 REHNXHFRS ID MXE,
4. REEHERERRZEN , RARERRER.

BN X ARG R IR RER

LA &RB— Amazon Web Services X158 A Y& F Windows File Server B Amazon FSx E &8N 34
REW R RRE

BAXHREHNRIRREA 396


https://console.amazonaws.cn/support/home#/
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RIR

RAREH

B3 & RN RRE
BANK/FA@ENBRXERENSEAZHEHERK.
RIEFHAE (SSD XHRE)
RIEFHAE (HDD XHRS)
RAFHAE , SSD M HDD
&/)» SSD IOPS

&K SSD IOPS

RIKAEMLAE

RAFMLEED

RANHHEHR

HbE=Em

A FEBUTIRER

BANNHREHRE

50

90 X

5

32 GiB

2,000 GiB

64 TiB

96

400,000

8 MBps
12,288 MBps

100000

« &4 Amazon Key Management Service ( Amazon KMS ) Z4A&Z W LA F 125 4 Amazon FSx

XHRL,

o BXALIESIHRSZEHN Amazon Web Services XI5, B FIEK |

Services —f&& %) HM Amazon FSx s 2 FRE,

E2 @ {Amazon Web

« BULEAXHRAZNEBRS (DNS ) BRFXHHEMN Amazon EC2 KIS R ELAE R

(VPC) o,

Microsoft Windows 8943546 FREi

BEXEZEER |, B3 Microsoft Windows FF & A & /O NTFS BRE.

HtEZEm

397


https://docs.amazonaws.cn/general/latest/gr/fsxn.html
https://docs.microsoft.com/en-us/windows/desktop/FileIO/filesystem-functionality-comparison#limits
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X X0 B igh 3t T B BE HE R FSx

15 FH LA TS 30 0 SR A3 B % SR SETE £ Fl Amazon B & BB [R]:8 FSxo

MREEERALDBRETIBR LT RIIEWFEZ FSx , TRIREIL S FSx iLIzFiRE,

£

s BEEHRENXHRSE

« BIEFTHE Amazon FSx MHRZ KK

s XHRGATREHRRE

s BEAEZTAXKRETAX 2 XWHRELEE DFS-R
s ERSEHEIEHEK

BT ER RIIEN B RS
SHEEREFRENNHRENEERRERS  SEMERHEACHBRAR , WTFAR.
£

o RSN KED SIS

o BRI RSR MM O RSN 1P it B ER
s XHRSELTLARDPAENA S HEHRN,

c HERFINEZLARDIENHIEAN

o ITEEHIARIA Active Directory

c XHHETEFE

» Active Directory F F i Fr B R

- BRTATZLESI NTFS ACL &R

- TAEBRAARMEFIRERXHERS

o FIXHRZARTE DNS HUEM

« ZEMEA DNS Bl AR XHRS

« AR IP AR XHRE

BTE R B SRS 398


https://forums.aws.csdn.net/forum.jspa?forumID=308

FSx EEATF Windows X4 RS B85 HY L 5 i#h Windows P #5
YRG5 M N EZE O E4& e il BR

BRBIENEBBR R EEERNMEED, ERBMBRIZNEZIZOTELSBKAEREN VPC #
XHRE2ANERE. SIBFHNXHERS , TEERZMER Amazon e FSx lastic network interface,
BEXEZER , S FH Amazon VPC #HITXH RS 1A #2E,
EREEI RS MR K O IP it 2 MR

Amazon FSXx "X EFEM AL BEMiFRIXH RS, Amazon FSx & BH3h 20 B M i B ST 3R 55 58 M N 48 432
R R84 1P stk |, BN AEBEMIARINAE IP ik, EXEZEER | BFSH HRIENHEE,

NHRGERZEARDFTFR A AN
#E Amazon VPC Z2 4 FISEMAMN | HIR M REMNXKZ A BAMMHA AN,
T &SRB 22 AR P FERY e H

EEH Amazon VPC Z£ 4 PIEEMNHWEMAN , HEAITERGINXE T2 H B HHEMAY H BTN,

T EKBIKRIA Active Directory

BT ESEHITTRETTEEBMA L T R A M Active Directory :

o IBH M RSPTIEREM Amazon Managed Microsoft AD B %,
« 5 Amazon Managed Microsoft AD B &1 T & [ ME1EK R Microsoft Active Directory B %,

BRENITEXFIEMARPRENE Rz —, —FRBREBHNXHREFTIERES Amazon Managed
Microsoft AD B %. 3 —#3 & 2 Microsoft Active Directory B % , iZ B £5iZ Amazon Managed
Microsoft AD B XEB I T HEmMEFERXR. BXEZELR |, HSH & Amazon FSx 5 Amazon
Directory Service for Microsoft Active Directory &4 .

SR EREE

#2235 R B9 Microsoft Windows X R ERFE.

MREBEANRATNHAE  FEHEBIEENH RS DNS EMNREEN. BEREHIHH
=, FSHGE, FH. MEBRXHEHRE,

AR5 4 O E S IR 399
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Active Directory A PR D PR =X R

&R S HE B Active Directory B R A E R 5 8] AR o

PRGN ERRN L Z XHRH Windows B2 415K (ACLs) R EBEFRIZTHRE
Active Directory Fi F #1751,

BT ATFELEE NTFS ACL X R

WMRIEBER SYSTEM AP X SR ZM R AT LS NTFS ACL IR , MiZHZAI6ET AT
[, B MABET A TR R X RS & 0 ER AT BT A E A

LREEEMESIHMNXMHRE, BEXESZER , B2H 0B, B, BRHHRE, EfHelE
MHRFHEAER , SRS M EA ITESRHIHE Windows XHHE,

TR ER AR P um iy 0] AR5

&6 Amazon Direct Connect 3 VPN TEA £ R Amazon FSx X RS , mAE P imEAN
2IFFE IP #uEE,

Amazon FSx X X#FEM A IP iR A P imihE 2020 F 12 A 17 B2 B8R X4 RS

MREGEEFAIERLE IP uSEEHE 2020 & 12 A 17 B 2822/ Windows File Server X%
S NMILBESIMEXHRENEZORBBFTNNHE RS, FSX BXEZER |, F2 1 FAZ ORI
BREE. .

I AF RS ARTE DNS AOEM

XF A BREEM Active Directory WX RS |, LR AIEXH RS DNS B H FSx RXFEHBHT
A, BREFPERERA Microsoft DNS,

MRS R EEFRE =7 DNS BRE A E Microsoft DNS |, ML Zi# FSx A4 DNS FEMt 4%
G, BAMAEH Amazon FSx X4 RGEFFHXE DNSA KB, RTEATAX 1 XHRE , BFEER
IM—NDNSAZKE ; NTRETAX 2 MEATAXXHRSE , WEEHMA DNSA KB, HEBUT
WRIRE RS IP bk sk1EF 30750 DNS A & B R EEA/ b,

1. £ https://console.aws.amazon.com/fsx/ , IRIBEIRE IP it I U RGEUE R4 REFH
EETH,

2. EMFZFEREGRBFF , ITUTE—RE

Active Directory Fi PR DR E IR 400


https://console.amazonaws.cn/fsx/

FSx 5@ F Windows 3R 5585 9 L I i#h Windows P #5
s WTFRATAX 1 XHRE :

o £ CFR EARA , EFBE PMEEO THERK elastic M&IZDO |, $TF Amazon F#Y “F&E1Z
O” UM EC2

s EFANETARX 1 XHREW IP it S REEF IPvA B IP 5,
s WFRAAX 2 HEAARXHERSE :

o £ CEEFR @RS, ER RKED THE W elastic MKEEND |, ITH Amazon FH “K
&¥#EO” TUE EC2,

- EFEANEEFHH IP it 8 RE “HEIRL IPv4 B IP” 5,

« 1£ Amazon FSx FHFWERA , ENKFO TS TOEMNEED |, £ 5 EC2 #5)
ARITHMEEORE,

- ERFRECFHAMN IP it & RE “HHEIFA IPv4 B IP” BIH,

FoEEH DNS 3% 78 34 R4
MR DNS BB TEBHHRS: | R TN AERTHE,
1. BITUTE—SB , BIEHERTE XM REXK
a. £ Amazon FSx 24| A- B EERHNXARE. EXHRARMAELREL  DNS 3

BETNEMESRLATF L.

b. {#M CLI = API-f£f describe-file-system-aliasesCLI @3S
DescribeFileSystemAliasesAPI| ##ER RE T S X4 RARBKA BB

2. WRRFIE DNS 31E  NAMFEENHREXEK, BXESEE , BEH EEUEXHRSE L
#y DNS Hl#&,

3. R DNS BEEXMHREXRE , BRIANEHEE T AT 4B

- BRIESEMNITTE FSx XU RS Active Directory THEHLXT R LAY DNS 3B #3T R#Y RS
FHEEZ TR (SPNs).

EXxEZEE , B2 7 Kerberos ELERSE E4EEZH (SPN) o
- 7 DNS 3|EZ 612 7T DNS FBieF , ZIcKRAUBRMT N LI FSx XHREHIERIA DNS &

BXREZEER |, BESHE EFHSEZE DNS CNAME 18,

4. WMRELIETHMH DNS 5&id%k SPNs # DNS 5l&1esk , FRIEE F 189 DNS CNAME i2%
=AW LA AT B IE B R XA RS

FoEEF DNS BB G RIXH RS 401


https://awscli.amazonaws.com/v2/documentation/api/latest/reference/fsx/describe-file-system-aliases.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystemAliases.html
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a. 1217 nslookup ABIAZIEREFE B AT XHRSEHERIA DNS B 5,

b. #1:R DNS CNAME B3| %5 — N XHRE , BEFEEE/ RN DNS ZERIFH , AEBARE
CNAME 125, &R BMERN TSR EFiwE DNS &7 , MRZIE,

ipconfig /flushdns

5. 103 DNS CNAME 12 %f##7 9 Amazon FSx X RS BIA DNS |, BEEFiwmARTTE B X4
RE , BREG RGN XHRS FEH T A MREIRLS R,

ToEEA IP bt iF R X RS
MBARTSEGE R P #hibiS F RS | B2id % DNS BHHEEEH DNS 2K,

A LUB EE Windows XHFARSSER. MEMZEZ S , T D# FSx 255 ERBIXHRSH DNS &
MANE{T<BRHY DNS BB, 5% , &0 LLFE CreateFileSystem 5 DescribeFileSystems AP #4714
MPKREIEl]. BXEADNS BIBMNESFEE , BSHEE DNS 38,

o XFF A Amazon E£E Microsoft 5Ezh B KM EATRAXXH RS , DNS EFWM TR

fs-0123456789abcdef@.ad-domain.com

o IMABITEEN Active Directory WFTEZAIAXXHREUREAAX X4 RS DNS BT
T 7Ro

amznfsxaallbb22.ad-domain.com

BIZE A Amazon FSx XHRE KK
NHRECEBBERIMPVERERS , LA TE 2R,

F&

« VPC Z2HMMEH B4R ACLs

- VHERGEBREARES

« Fo3E14 0] DNS AR S5 s siig 1% 28

o TRERS MK FEUE

« W5 FSx T3 TARIEM Active Directory BRSSP iE 5 Amazon Secrets Manager

FToEMER 1P kAR SRS 402


https://console.amazonaws.cn/fsx
https://docs.amazonaws.cn/fsx/latest/APIReference/API_CreateFileSystem.html
https://docs.amazonaws.cn/fsx/latest/APIReference/API_DescribeFileSystems.html

FSx 5@ F Windows 3R 5585 9 L I i#h Windows f 8/
c REKESRERTE

- BEKFRECHER

. D@ FSx Tk ih ML %[ (OU)

- BREKFEEGRERERA

- WE#EE A FSx Wi 7iEE

« BREKSZEEINNR

- BIESHP AT Unicode F&F

- MEZHIEFHERYIEE HDD XK

VPC Z£HMMEE BE4HiR ACLs

BREARENZLARBERE VPC RLANM% ACLs . BXESEE , WSHHRRS4A,
VHREEBERALES

BRI\ BT E I Active Directory HISH RS , FERUTHIRHL -

File system creation failed. Amazon FSx is unable to apply your Microsoft Active
Directory configuration with the

specified file system administrators group. Please ensure that your Active Directory
does not contain multiple domain

groups with the name: domain_group.

Amazon ZFTA FSx R BRIENHRE , RENZBFAES I EERNERRALA,

MREREEFHEAEMN , Amazon FSx 2 RAFEARIAE HERR" FHNEERAHE. NRES M E
AEARUNAERR" BN, HBRF KM,

BERLLT SRRE R

1. BEFFXHREMABTEERN Active Directory B R EH

2. EBIEMABREEM A ct FSx ive Directory B Windows M4 RG24 R S 20 , EFEH
Amazon Active Directory 3 if T ERiF 2K B REEH Active Directory BliE, FSx

3. ¥ Amazon Web Services B HIA RAIBHF A XHRSE Amazon CLl, BEXEZER |, 5
7 L S FSx XHERSGMA BEEEH Microsoft Active Directory .o

4. AXHREEERRARM—NEBTEER Active Directory 13 H I — ) & 7.

VPC T2 A BEHIR 403



FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows f Fi§r
ok 1A 8] DNS AR5 88 2182 &l 25

BIZ A BITEEM Active Directory IS RELMW , HETRUTHIRESR

Amazon FSx can't reach the DNS servers provided or the domain controllers for your
self-managed directory in Microsoft Active Directory.

File system creation failed. Amazon FSx is unable to communicate with your Microsoft
Active Directory domain controllers.

This is because Amazon FSx can't reach the DNS servers provided or domain controllers
for your domain.

To fix this problem, delete your file system and create a new one with valid DNS
servers and networking configuration that allows

traffic from the file system to the domain controller.

BRIBUT SREEE FH #RRFI

1. BWINEHFESEBE Amazon FSx XHREH FMM B TEER Active Directory 2 [R1 8 3 P 4&3% #5
MBANEREZHE, BXEZER , B2H SREH.

5 Amazon Act FSx ive Directory I iF T Bz #1536 UF X LE R KR B o

® Note

MRIBE N T %4 Active Directory ¥R , iHH{R S Amazon FSx X4 R4 xEBk# VPC A
#) ¥R 7E Active Directory S R FRE N , 3 BHIEH VPC R FRMEH ML S FHF Mz A
TFTE IP R, EAILAEA Active Directory Sites and Services MMC BB 2 TEEFEMNE
BUX LR E,

2. WIAZERE Amazon FSx XHRESXREKK VPC R H U REM VPC M4 ACLSELE 7 VAR
B LAY HIEMERE,

(® Note

MRELERENR , MATLLR RS Active Directory B2 #I25 BEFMENFEROX
BHIERE, BXEZER , B2 M Microsoft Active Directory 34,

3. i\ Microsoft Windows X4 iRZ e NEE BB MENEREZSIE Lat-1 /. il , REFEH
Dominen-Admins fEAXHREEEREANEN , BAXHREVERS KK,
4. T\ Active Directory Z#9 DNS RS 23 g #28 R AL FIEzRA , Baets o B3t AriRdtiEm

HXRo

FoiETh1A] DNS BRSS 2R ki 88 404


https://support.microsoft.com/en-us/help/179442/how-to-configure-a-firewall-for-domains-and-trusts

FSx &M F Windows 34 R <5 85 49 1L 5 2 Windows F {8/
5. 1R Active Directory R ZhEEL B9 Windows Server 2008 R2 = & & AR 4%,

6. HWREM Active Directory 1F#Y 1512 HI 85 L B BH A SEHL N 2155k B 28 Amazon FSx XHREHR
B, BXEZER |, S Microsoft Active Directory X 4,

To AR S5 K P AR
BIZEMA BITEEM Active Directory WX #HRGELAM , HERUTHIREER :

Amazon FSx is unable to establish a connection with your Microsoft Active Directory
domain controllers

because the service account credentials provided are invalid. To fix this problem,
delete your file

system and create a new one using a valid service account.

RBUTSRIEEHFE R,
R0 1 : MREEH Amazon Secrets Manager 240 K268 19553 B &L

1. W% £ A MG B XU Amazon Secrets Manager.

2. %48 ARN EFHERT , EEEBMNER : arn:aws:secretsmanager:region:account-
id:secret:secret-name-6chars,

3. RIIZRARBEEM N FEENKEFR
» CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME : AD BREZKS A&,

» CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD : AD BRE T /= 28,
4. WITZANZHARESERETRIFNRE , ZRERT Amazon FSx IR EHRRIEZE

I fsx.amazonaws.comtX R,

=62 : MREFEREXAZIEMA Active Directory

1. BINERBATHARSEANRSKFARRS , flNEBTEEN Active Directory ELE I A

ServiceAcct,

/A Important
MARSKFAFAN , BOEEHEISR ( corp.com\ServiceAcct ) HEFER

( ServiceAcctecorp.com) .

Fo R AR S5 K P AL 405


https://support.microsoft.com/en-us/help/179442/how-to-configure-a-firewall-for-domains-and-trusts
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wmABRS AP A ( CN= ServiceAcct, ou=Example, dc=Corp, dc=Corp. dc=com )
Bt , BAERA A 2 #EH (DN).

2. T1A Active Directory B R BB EZRHENWRFZ K.
3. BRECHEENBSKSRTFAENNR. BRSK, BIEEE 4 REMARER OU HalE
MBIBRITENN R RFIKFESAE DB RINITATIRE -
- EERD
o PR&IK P IRENA B A ZYE
- WIFE A DNS EHlAMEE
- RIFBEARSEHRETHRIBE

BRIACIZEREBNRIRSKINESER , FSH LS FSx RSK, .

AU S#h FSx FoiETH R &8V Active Directory ARSI FiE$ Amazon Secrets
Manager

DTETHRENRBREBRGZE,

A BITE R Active Directory I XHREXM , HERUTHEIRER :

You can't provide both username/password and a domain join service account
secret to connect to your Active Directory. Provide only one set of
credentials.

ERRIR | &)

1. ERRRMBEMHE Secrets Manager ZEAFHELE , R R REREUA XA X FHIEIL,
2. B0 Active Directory Bt , {URMHEP NS , FeeRNRRERNSH,

A BITEER Active Directory WX HRAEXRM , HETUTHIRER :

The domain join service account secret ARN format you entered isn't
valid. Use the format: arn:partition:secretsmanager:region:account-
id:secret:secret-name-6chars

W5 FSx Foi& T RIEH Active Directory RS K /= iE+5 Amazon Secrets Manager 406
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EHRIR I 8

1. B FRFEMEESN B REIE Amazon Secrets Managero

2. BIFESHmAN ARN BXREER, EEMNEI/RGIA arn:aws:secretsmanager:us-
east-1:123456789012:secret:MyDatabaseSecret-Ab3d5f,

A BTEEM Active Directory WX HRAELW , HERUATHEIRER :

Amazon FSx can't access the domain join service account secret [ARN]. Add
a resource permission to the secret that grants the FSx service principal
(fsx.amazonaws.com) permission to access it.

R R I )

1. B ERAFEMEES B REIE Amazon Secrets Managero
2. WIFEIRMHH Secrets Manager Z4AR B EH FSx AT S #F A ZE AN EHRRE,

A BITEIERY Active Directory X REXRM , AERUTHIREER !

You don't have permission to access the domain join service account secret
[ARN]. A resource permission needs to be added to the secret to grant you
access.

EHRIR I 8]

«  Secrets Manager ZAFMEE SR EERAZEER LMWK BFERZZANFRNE, BEXESE
B N BZRETSHNER,

A BITEEM Active Directory WX HREXRM , HETUTHIRER :

The domain join service account secret format or content isn't valid. Make
sure the secret includes both CUSTOMER_MANAGED_ACTIVE_DIRECTORY_USERNAME
and CUSTOMER_MANAGED_ACTIVE_DIRECTORY_PASSWORD fields with non-empty
values.

EER IR

1. w8 FRAFMEED B FEIE Amazon Secrets Manager.
2. WIFERMM Secrets Manager ZAR B RN B ER N LEFER,

W5 FSx Foi& T RIEH Active Directory RS K /= iE+5 Amazon Secrets Manager 407


https://docs.amazonaws.cn/secretsmanager/latest/userguide/auth-and-access_iam-policies.html
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RS & X R 2

BIEMA BITEER Active Directory WX HRG LM , HERUTHIRES .

Amazon FSx is unable to establish a connection with your

Microsoft Active Directory domain controllers. This is because the service account
provided does not

have permission to join the file system to the domain with the specified organizational
unit.

To fix this problem, delete your file system and create a new one using a service
account with

permission to join the file system to the domain with the specified organizational
unit.

BB T EFHEEH#RFE,

« BREESHEHENBRSKSRTAFONER. RSKS SHAEEXHREMARNEN OU FelZ
FMBBRITEHX R BRSKFEBAEDERPITATERE :

- EERD

« REIK/IREANEA KRS

- BWIEE A DNS EHB8EE

- RIUFEARS EKBHIIBED

BRIACIZEREBNRNRSKINESFER , FSH LD FSx RSK, .

RFKFBSEEHEIR
BIZ A BITEEM Active Directory IS RELMW , HETRUTHIRESR

Amazon FSx can't establish a connection with your Microsoft Active Directory
domain controllers. This is because the service account provided has reached the
maximum number of computers that it can join to the domain. To fix this problem,
delete your file system and create a new one, supplying a service account that
is able to join new computers to the domain.

EFERLAA , FHNERENBRSKSREERFAUMASNERITENEE, MREETHAR
%, O EREBNRFRSKS, . EAFHRSKSAUNEFTNNHRE, BXESER,
BFZH L% FSx RFZK .

REKSRRA 2 408
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YU Sk FSx FoETh RI4ALR 847 (OU)

BIZ A BITEEM Active Directory WX RGEEAM , HERUTHIRES -

Amazon FSx can't establish a connection with your Microsoft Active Directory domain
controller(s).

This is because the organizational unit you specified either doesn't exist or isn't
accessible

to the service account provided. To fix this problem, delete your file system and
create a new one specifying an

organizational unit to which the service account can join the file system.

BB T STREEE H R FIE

1. #iA Active Directory i 2B B REMHK OU,

2. BERECEEENBRSKSRTFABNNR, RSKS SMEEXFREMANER OU FE
MMBRITENXN R, BRSEKFEBAEDBERPITUATERE

EEZED

BRBIMK = SR BV B A %

KIEE A DNS EHEMEED
RIEBARS EHEMAVED

BER T oI2 MM BRI E AL RV 254X
BIESEMMEAKS REIAVEED

BRNAZEFEBENRNBSKINESRES , SR LIH FS RFIKS,

REKFITEBREERA
SIZE A BITEEM Active Directory WX #HREELAM , HETRUTHIRER :

Amazon FSx is unable to apply your Microsoft Active Directory configuration. This is
because the file system

administrators group you provided either doesn't exist or isn't accessible to the
service account you

provided. To fix this problem, delete your file system and create a new one specifying
a file

system administrators group in the domain that is accessible to the service account

FoiETAE OU 409
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provided.

BRUATSREEHFREZ,
1. BREARHAESHENEERASHN TR,

/A Important

REHEMSHET , BB EHWEIAR ( corp. com\FSxAdmins ) SiB/E&
( FSxAdmins@corp.com) .

BOERZANTT LT (DN ) » TIHBAF—MilF=2 CN= FSx
Admins, ou=Example, dc=Corp, dc=com.,

2. BREENEEAESEENANGRENER RHAMN T E— Active Directory FHH,

3. MREMLKREBEHEHEFAESH , Amazon & FSx HIHTEEM Active Directory H A ZBuiltin
Domain Adminsl, MRMAMBMCEN , RELFEAHMMARTHERE , MXARAENZAR
1% B o

VI 5 #hE 8 A FSx B 7% #
BIZ A BITEEM Active Directory IS RELMW , HETRUTHEIRESR

Amazon FSx is unable to apply your Microsoft Active Directory configuration. To fix
this problem, delete your file system and create a new one
meeting the pre-requisites described in the Amazon FSx user guide.

QBN XH RS |, T EE% 15 E 48 FSx B9 Active Directory 39 DNS AR 25 M 425 | 7
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File system creation failed. Amazon FSx is unable to establish a connection with your
Microsoft Active Directory domain controller(s).

This is because the service account provided does not have permission to join the file
system to the domain with the specified

organizational unit (OU). To fix this problem, delete your file system and create a new
one using a service account with permission

to create computer objects and reset passwords within the specified organizational
unit.
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File system creation failed. Amazon FSx is unable to create a file system within the
specified

Microsoft Active Directory. To fix this problem, please delete your file system and
create a new one

meeting the pre-requisites described in the FSx for ONTAP User Guide.
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Switching storage type to HDD while creating a file system from backup
backup_id is not supported because a storage scaling activity was still
under way on the source file system to increase storage capacity from less
than 2000 GiB when the backup backup_id was taken, and the minimum storage
capacity for HDD storage is 2000 GiB.
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