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https://awscli.amazonaws.com/v2/documentation/api/latest/reference/kms/index.html
https://docs.amazonaws.cn/kms/latest/APIReference/Welcome.html
https://www.amazonaws.cn/developer/tools
https://docs.amazonaws.cn/cli
https://docs.amazonaws.cn/sdk-for-java
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SDK 3 #4

& A F JavaScript B9 Amazon SDK

EATF NET B9 Amazon SDK

EATF PHP #9 Amazon SDK

Amazon Tools for PowerShell

& FF Python (Boto3) B9 Amazon SDK

&R T Ruby B9 Amazon SDK

ERATF SAP ABAP #9 Amazon SDK

Amazon Encryption SDK

Amazon Encryption SDK REMNARFFIAEFHMENTE, EFRMAX KMS WELTHRENER ,
Me5MI K SDK £ Amazon KMS |, =& A LAER 5| A KMS Z4AME R T AL SDK, FEH
T Java. JavaScript, C. Python MEMEREES,

BXEZEER , 55 M Amazon Encryption SDK JF & A R 1M,

Amazon KMS key KEEFN IAM SR BE

Amazon KMS R4 — St

HF RS2 mN4EE , Amazon KMS APl BfEHA —FHER, it , BETHEET S ARETE
3 BIE ZX Amazon KMS BRI E X,

HIRHMIT Amazon KMS APl AR , ATIRERB —BREEMER , EXIFEXHBL T A Amazon KMS,
EREEZTETE/IVHNNBIEAEZENRGEHEE , EEREERRAT , IEFE/LoH. TiXE
RHEIA , BARESBEIE/NEIR |, B0 NotFoundException 2 InvalidStateException, i
i , NotFoundExceptioniBREEM I fFGetParametersForImportZ B4 3T % , M Amazon
KMS AIgERIREICreateKey,

RINBWEE Amazon KMS HFR s FEEEHXRE  WEEEENESEHNEEEEIRREE. BXE
ZER  F5H (TESEIEFR) Amazon SDKs Ml ( TESEERE) dMWEIXTH,

Amazon Encryption SDK 5


https://docs.amazonaws.cn/sdk-for-javascript
https://docs.amazonaws.cn/sdk-for-net
https://docs.amazonaws.cn/sdk-for-php
https://docs.amazonaws.cn/powershell
https://docs.amazonaws.cn/pythonsdk
https://docs.amazonaws.cn/sdk-for-ruby
https://docs.amazonaws.cn/sdk-for-sapabap
https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/introduction.html
https://en.wikipedia.org/wiki/Eventual_consistency
https://docs.amazonaws.cn/sdkref/latest/guide/feature-retry-behavior.html
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X FERRMAXB APHERA |, EAIEA RS ERE R EMEERNER | FAERNXPERN
R BXEZER  FEREL - (ATEN)

HRBE&RBEF TLS 5 Amazon KMS

Amazon Key Management Service (Amazon KMS) X &£ #MiE L2 (TLS) REMBHUNEESRET
BARRIET, HEEREE) Amazon KMS AP| LinT RBY , ATLAEALL TLS 2T, XEEEREFER
ARMMINERTEN , ELE5RINBFEAN TLS B —#HZ2 , A BETRSEHIFNN KL S
R, T, EEHEANASZAIRDGELE , EfNaFWERNEHEMEE,

& % 3% %E) Amazon Key Management Service (Amazon KMS) SRS BT Z I EWELTS
(TLS) EEREUMNMZRY . BB Amazon KMS X#EFX TLS 2 FEFANEAZBEN, , FENEHAX
BRUFIFTHRIBREEIAETERTERTITHN. T, MRAHNEEFITEERKSEZRA , B
A TLS ZRRBMHGPEANEZEAEBEGFT2RAZZIXE T, NRETFANNARFKETE
o TLS EEAHNBENKPNEYE , WNEREANEEFIHENIREAZITIRIFEFEDB
FHITR. Amazon EEZ O ANXMNARKGAER , BRITEFEREMF RS ER,

ATRPLASMENBRERZIRAKEENRE , Amazon EESEBRFR-—EFRMEFEELIRE
FEZ, RINEELXNUTEEEETFEARBBEN, Amazon KMS | ZEHEE TERANBE T T
=, BRENTLISEEREVLSLARBES —HFEA.

ERSZBERT , XEREZEBEHTHTENE™ TERE . Amazon Web Services XiF{E 2 , H
TREFVBEHNIMERSIENTRERSLBAFHAIGYETE , ARMNBVEETEANZKETE
Amazon KMS API i B 33 E #1701 o

S

=4

A%

BEuai—# K BIFLERBRERURBASERNNTRFEE. BIOLEFE T RENEMIZRENM
E# M TLS REB#HITRE,

- ERMAXATENREE , BEEALTEA LANRIBEE,

o RIVEENS2n-tIsTERERUTFRARNFRXXLESFBEN. GtHULERHEXBBEAHTHM
FHARSE  RERZLFONRRGRER |, BE s2n-tls FHEFLIEE B,

« BINEERERBRA , AFEaws-kms-pg-tls-example GitHub 1% Amazon KMS H{ERES
FEF TLS, ERHRAIBHDZERT HTTP ZEF KR Amazon KMS ZEFREEANERREHBBE
HHAEE | BEEMEEDaws-kms-pg-tls-example ] 2 5] &,

% 3% Amazon Web Services X5

BREBETF TLS 6


https://github.com/aws/s2n-tls
https://github.com/aws/s2n-tls/issues
https://github.com/aws-samples/aws-kms-pq-tls-example
https://github.com/aws-samples/aws-kms-pq-tls-example/issues
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JEEF TLS Amazon KMS & A T Ft’E Amazon Web Services X5, Amazon KMS IR

BXE Amazon KMS £ S #9512 Amazon Web Services X1 , 12 % F #9Amazon Key
Management Service 4% 11 R FELHIAmazon Web Services —i#5 £, BX FIPS mRHER , S
% {Amazon Web Services —f#xZZ) H# FIPS endpoints.

%TF TLS HHRARETHAXS

Amazon KMS X#FEESFEFZIAXRBRZLEHN., BALUE Linux R4 L&A Amazon SDK for Java
2.x M Amazon BRZTHREEFEAXERBEHN HTTP FF ik, ARG , BYUEFER HTTP &EF
URIEIER Amazon KMS KixT 1B | HIaERAESZBEN.

It HTTP ZF P iRfEMA s2n-tls , &R TLS thilBIFFREM. s2n-tls EAKNESHREAREATEH
R, MARRRATEESRENEZ, EFAXKREEF , FLRRMNRS [T R A T 0% M58 2 4%
R BRI ZE R,

s2n-tls £ A —f 46 [E #h 4 Diffie-Hellman &£ ( ECDH ) EE TEEHNZHAEENH ( ML-KEM )
HITHEMNREE X, ECOH AR BH TLS PEANAZSEARREZL  ETERNEZAHENS
REEERMENFEARTZER (NIST ) EENE — M EREFEBANBEEN G EHRMENZA
EREE, WREEZRMEASNINEERENENR. AT, UNEFREEEAXHINEA. £
s2n-tls BY , AL BLE HTTP BEF % RILEFERAFEF TLS , 5E 2 ECDH 5 ML-KEM ML E
NRNEN, RAZARRELTEERNEIRPUARREYE | BN EERFRE,

HBERFEF TLS 5 Amazon KMS

BRI LAMERESREETF TLS RiAMA. Amazon KMSTEIRE HTTP FFim N ER |, EEEUTE
=

BN .

&5 i

s2n-tls FHREEFBEHNATERAPNE, HENWHENENHNE P iKEHE Amazon KMS LikhT |
CII2RFENEIE. Amazon KMS FEAXLEFBEHN THHREHTMNE. Amazon KMS keys

WM Z2 , £ KMS B4 Amazon KMS IZENHKEN , ©EMATHE 256 MRANKIFHRINEZERN
MZFItHBEX TS RINERAE (AES-GCM) E: , ZEEZCKEFEFitt. BigL | EARKE
W EF 256 1L AES-GCM ZAGIZNEBE XN AMBEER FIHEREF , ZANERZEMTLEE 128

Lo XNRERFIZAEX Amazon KMS Z3GH TR OB HEBR AT,

XEFENRS

RFEETFTLS 7


https://docs.amazonaws.cn/general/latest/gr/kms.html
https://docs.amazonaws.cn/general/latest/gr/kms.html
https://docs.amazonaws.cn/general/latest/gr/rande.html#FIPS-endpoints
https://github.com/aws/s2n-tls
https://en.wikipedia.org/wiki/Elliptic-curve_Diffie%E2%80%93Hellman
https://csrc.nist.gov/pubs/fips/203/final
https://csrc.nist.gov/pubs/fips/203/final
https://www.etsi.org/images/files/ETSIWhitePapers/QuantumSafeWhitepaper.pdf
https://www.etsi.org/images/files/ETSIWhitePapers/QuantumSafeWhitepaper.pdf
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BB, {NE Linux RS EXEEH s2n-tls FHEEZBES, A, REaXE Amazon NHIBITHEY
BHEEH SDKs F XX EZBEH |, i, Amazon SDK for Java 2. xB xRl , HFSHEEES
=1 TLS.

Amazon KMS i 5

Amazon KMS HEFf Bt A EXEBAFRTF TLS , 25 FIPS 140-3 RiTH KR,
BREREEET TLS

FELEREA | I Amazon BRETE HTTP BFimAI Maven fkffix R, AFBEE—MLEEHAEE
T TLS B HTTP BFiw. Ak , SIZ—2EMH HTTP Amazon KMS & F ik & F .

EEEETESRET TLS 5 Amazon KMSEEEANEEIRUKR EARER T ENTE TR ,
FZ 5 aws-kms-pg-tls-example 7 &,

@ Note

C Amazon ommon Runtime HTTP BEFimE/ENTARIRIEM L 2F 2023 F2 AEX L, 7
ERXEZ{THRS , tlsCipherPreference £l tlsCipherPreference() FESHE Hif
A postQuantumTlsEnabled() FZZS¥HE. MELETMKEHREALRE , WEEEHE
R,

1. ¥ Amazon BRZETHREFRNMBRI Maven I, FRATEWIEE AR AR,
Hlan | AEAF Amazon BRETRIEZEFiKR2.30. 220 RAORINEEK Maven fkEIA,

<dependency>
<groupId>software.amazon.awssdk</groupId>
<artifactId>aws-crt-client</artifactId>
<version>2.30.22</version>

</dependency>

2. ESHEESRETEBEN , BRHERMNTENIE FHXNE Amazon SDK for Java 2.x #1T#]%
Ite REBRBUTTROIFAR , EEHHTTP B LERREEEFERREEY,

AR AEEH postQuantumTlsEnabled() B S KREE Amazon & AiZ{TR HTTP &F
i, NTTILEEREENRESREFHIBEHYR (B ECDH 5 ML-KEM WAE ). Az, EEA

Bf HTTP B inKHE Amazon KMS R& & F iRy L HlKmsAsyncClient, thAEETEMK
Jﬁ , KmsAsyncClient 325l EMIFRE Amazon KMS AP| & RESERERRE T TLS,

BRERSFEF TLS 8


https://docs.amazonaws.cn/general/latest/gr/kms.html
https://github.com/aws-samples/aws-kms-pq-tls-example
https://docs.amazonaws.cn/sdk-for-java/latest/developer-guide/http-configuration-crt.html
https://docs.amazonaws.cn/sdk-for-java/latest/developer-guide/http-configuration-crt.html
https://sdk.amazonaws.com/java/api/latest/software/amazon/awssdk/services/kms/KmsAsyncClient.html
https://docs.amazonaws.cn/kms/latest/APIReference/
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// Configure HTTP client

SdkAsyncHttpClient awsCrtHttpClient = AwsCrtAsyncHttpClient.builder()
.postQuantumTlsEnabled(true)
.build();

// Create the Amazon KMS async client
KmsAsyncClient kmsAsync = KmsAsyncClient.buildex()
.httpClient(awsCrtHttpClient)
.build();

3. HEREBEEFET TLS MiX&EH Amazon KMS &id,

MR EREMN Amazon KMS & ik bﬂm Amazon KMS API ##4Ert |, RIS ERES
JEEF TLS &5 % Amazon KMS i R. ENHAZMNEE , H18FA Amazon KMS API , i

WListKeyso

ListKeysReponse keys = kmsAsync.listKeys().get();

MBI EESEET TLS BE
ZRAERANNAER LERAREZBEHETUA TN, Amazon KMS

« &% CloudTrail HESK B R EXEH AR F#H 1T Amazon KMS #9 APl AR tlsDetailsEha
ZkeyExchangeZBNIERBREE L , HIWNX25519MLKEM768, BXRfl , BSHEIEE T
TLS EEFEAEXN RN Z AR TRE,

- FRARBEREET TLS BITEAN R, BEBAXRSEN TLS EFHRELEHENA/NMLEHE |
BERSHEBERT , BAMRERHAIZEHAEILN.

- FREMNTENMERTERE, ﬁﬁfﬁﬁﬁiﬁﬂiﬁﬁ%}ﬂﬂﬁlﬂiﬁ%’z , B2 R ERRELFEIRLN
(DPI) Thaem RS hiE 4., KBS KRB IEZER, XAT8ERHETHE TLS #EFClientHello&B o
£ H T%ﬁﬁ’]&‘f’ﬂxiﬁééﬂ HERBRANZHAIE B ﬂuﬁfﬁﬁﬁﬂ)ﬁﬁwl‘ﬂﬁﬁﬁfﬁﬂﬂﬁ , BE
BRSNS IT EERSFEEMEXEEH BERXIFH TLS AT A R B8

ETHMEXRGET TLSHWEZEER , SR Amazon KMS

BXEFFERHRERET TLS WEZEE Amazon KMS |, HZRUTRIR
- ETHEEFEBF Amazon , BREEEXENARENNEE  BSHAGEFERF.

THEZS 9


https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
https://datatracker.ietf.org/doc/html/rfc8446#section-4.1.2
https://www.amazonaws.cn/security/post-quantum-cryptography/
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« AX s2n-tls WEER , BSRHEHFHIIR TLS 3EH s2n-tls FEH s2n-tls,

« BX Amazon BRIZETH HTTP BEFHMNEEL. , 5 HAmazon SDK for Java 2.x FF R A RIEREH
M ELE Amazon EF CRT ) HTTP &/ i,

« BREZEEFMEMRABZEAR (NIST) FRNEEFZBNERATENESR , FEHAEETED
EER,

« BX NIST GETHBRIRELNEE , B5H EE BB A&,

Amazon KMS &Eid VPC K ixT i EE

&AL Amazon KMS B EFAE = (VPC) VA EE DX IR REEERE, YEFEAZEO VPC KL
T SAE | & Amazon KMS B VPC FlZ BIRBE T2 Amazon RN BT,

Amazon KMS X HHERYFNLEHENRER (L S# VPC ) LT Amazon PrivateLink, &
N VPC KRim T S#H— NN EMEMEED (ENIs) RR , EFAE IP ity F & VPC FRHF,

O VPC KiET S EEEREEN VPC , Amazon KMS TEHEMMK. NAT &% . VPN Amazon
Direct Connect JE#ESERE, 1 VPC AR EHFAEELNE IP it Bl 7] 52 &S Amazon KMS,

X1

Amazon KMS £ 8 Amazon Web Services X1 1% VPC KimT 2 fl VPC Kim T 2 EK
B&, Amazon KMS

Amazon KMS VPC & i3 S ZEM

ERREEO VPC KRBT 2281 Amazon KMS , & & Amazon PrivateLink IEE PR 0 KT
SLJE THE A PR E

Amazon KMS Xt VPC KT RN XHEFEATHE.
o WA LUMEA VPC i aM VPC BAFTAE Amazon KMS API

o RO LA EIERES] Amazon KMS Xigi&isT S5 Amazon KMS FIPS LigT S/ 0 VPC Kk
T Ro

o RATLAEA Amazon CloudTrail B ERE&EE T VPC KT aX KMS Z4AMERAER. B
FZER ,EHSH 12X FEH VPC KixT S/ Amazon KMS &R,

£
« N8l VPC LimT & Amazon KMS
#3#Z) Amazon KMS VPC KT &

Amazon KMS &3 VPC K1 SRR 10


https://www.amazonaws.cn/blogs/security/introducing-s2n-a-new-open-source-tls-implementation/
https://github.com/aws/s2n-tls/tree/main/docs/usage-guide
https://docs.amazonaws.cn/sdk-for-java/latest/developer-guide/http-configuration-crt.html
https://docs.amazonaws.cn/sdk-for-java/latest/developer-guide/http-configuration-crt.html
https://csrc.nist.gov/Projects/Post-Quantum-Cryptography
https://csrc.nist.gov/Projects/Post-Quantum-Cryptography
https://csrc.nist.gov/Projects/post-quantum-cryptography/post-quantum-cryptography-standardization
https://docs.amazonaws.cn/vpc/latest/privatelink/
https://docs.amazonaws.cn/AWSEC2/latest/UserGuide/using-eni.html
https://docs.amazonaws.cn/general/latest/gr/kms.html
https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#vpce-interface-limitations
https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#vpce-interface-limitations
https://docs.amazonaws.cn/kms/latest/APIReference/API_Operations.html
https://docs.amazonaws.cn/general/latest/gr/kms.html
https://docs.amazonaws.cn/general/latest/gr/kms.html
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- A VPC KimT S #IX Amazon KMS #REY 7]
« 1ExMEA VPC LimT KM Amazon KMS &K

el VPC LimT & Amazon KMS

IJ.I

BalLAERT D% VPC #2#l & 5 5% VPC APl A Amazon KMS 2 VPC
BAUTEz—EEZORS,

»
=k
<

Ro BBIBRE

« ERHBIE VPC KiFET =2 Amazon KMS | BEFERUTRE B
com.amazonaws.region.kms
Flan | EEEFEIS (BN ) XiF (us-west-2) , REBHR :

com.amazonaws.us-west-2.kms

o ERIEIERET Amazon KMS FIPS i 2 iy VPC iw &2 , BERAUTRSES B :

com.amazonaws.region.kms-fips

Flan | EEEFES (BN ) XE (us-west-2) , BREBHNR :

com.amazonaws.us-west-2.kms-fips

ANTERMMER VPC KimT R , BAILA VPC KinT RS AFE DNS B, MRi%E Enable
DNS Name ( /5 DNS %*"\ ) R , #%:# Amazon KMS DNS E#H B [N N IEH VPC iw . 6l

W, https://kms.us-west-2.amazonaws.com fFEEM NIEZE RSB com. amazonaws . us-
west-2.kms B VPC iR,

LA AL IS E R ER VPC KiET m. Amazon SDKs FERIA Amazon CLI AR A Amazon
KMS DNS £#l& , Rt B EEENAREFMHTSFTHE VPC LixT = URL,

BEXEZEER |, B2 Amazon PrivateLink 385 & 8@ 3T 8 O % = 5 8] RS

ERZE| Amazon KMS VPC KigT =

Al LAE A Amazon SDK. 3% , Amazon KMS &id VPC &% miE#Z] Amazon Tools for
PowerShell, Amazon CLIEZIEE VPC Kix T = , HEHAE DNS &#.

ABIE VPC LiwF R Amazon KMS 11


https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#create-interface-endpoint
https://docs.amazonaws.cn/general/latest/gr/kms.html
https://docs.amazonaws.cn/vpc/latest/privatelink/verify-domains.html
https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#access-service-though-endpoint
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filgn | b list-keys W= EA endpoint-url ZHIEE VPC KiHT R, EFEAXLHS , BFRHIF
B VPC KT = ID BB AEKFFH 1D,

$ aws kms list-keys --endpoint-url https://vpce-1234abcdf5678c90a-09p7654s-us-
east-la.ec2.us-east-1.vpce.amazonaws.com

FREE IR

EfEFEH VPC KinT S M Amazon KMS E3RMI , EEAZERBFEPNRBFEHNR :
o HHAKEE, IAM policy HERNMSAR FEIEANEIR ( KMS 240518 ) BARENNER.
« VPC RimT AREMINRFERXACEALET AL BIERONE,

Blan |, AR A RER T EIEANSE KMS ZHEA Decrypt BIfXR. BR , VPC LimT KR
ARFAANZZRABLEAL IR T R Z KMS ZHEA Decrypto

H¥E , VPC KT AR A BEA T ERAEALIRT RiBDisableKey AR L KMS %4, BR , W
RERANRBERBEARME. 1AM policy REBRNR , HFRM KM,

B AE QIR LiRT SRR VPC KinTh SURRE |, H E AT LABER Bt VPC Kim ¥y SURRE, £

A VPC B #| & 5 CreateVpcEndpoints ModifyVpcEndpointi@#, &t a] LAfEFH Amazon
CloudFormation R 8122 FME X VPC KinT [KEE, BXEA VPC EEEH SMNHE , 5
Amazon PrivateLink 15812 O K in T S MIE i O LT o

MEENA

WMRELE VPC KirTANBRATAEENE , WEFEE CLIdTHANARFEEFIEE VPC
LimT R URL. #rAE Amazon KMS DNS EHEZ [ 7&K VPC i<, Amazon CLI F1ERIA
SDKs EALLENA , BB TTUFBER VPC LinTT RIEZE Amazon KMS XEFAmTT R , M
LEEUHMANBAREFPNEARNR.

EFERAMEENSE , £ VPC ) enableDnsHostnames # enableDnsSupport & &4k
BN true, BREXEREMY , FHEMAModifyVpcAttributelz . BXFAELR , H5H (Amazon
VPC BF$Em) FIEENER VPC # DNS Eit,

R VPC KimT7 R &IX Amazon KMS &RV

HERKB VPC SHfEMA VPC LinT R , BRI LURHIXS Amazon KMS RIRMREMHRIRR, H
I, EEZHAERKESN IAM policy FEAUTEEEZHREZ—.

- £/ aws:sourceVpce %HRET VPC AmT KRB FRIRFIFE,

fER VPC KT RIRFIX Amazon KMS BiREY 1 12


https://docs.amazonaws.cn/cli/latest/reference/kms/list-keys.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DisableKey.html
https://docs.amazonaws.cn/AWSEC2/latest/APIReference/API_CreateVpcEndpoint.html
https://docs.amazonaws.cn/AWSEC2/latest/APIReference/API_ModifyVpcEndpoint.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/aws-resource-ec2-vpcendpoint.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/aws-resource-ec2-vpcendpoint.html
https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#create-interface-endpoint
https://docs.amazonaws.cn/vpc/latest/privatelink/vpce-interface.html#modify-interface-endpoint
https://docs.amazonaws.cn/AWSEC2/latest/APIReference/API_ModifyVpcAttribute.html
https://docs.amazonaws.cn/vpc/latest/userguide/vpc-dns.html#vpc-dns-updating
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#AvailableKeys
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- £/ aws:sourceVpc R BETHREAFLIRET KM VPC BFHRFIEFE,

(® Note

BIEEH VPC KT S eI Z4A KA IAM policy BRI E /M, MRBERFHERBERKEE
E VPC & VPC Kif T & , MR RZEMER Amazon KMS #RIRMEK Amazon FRS & HEYiER
ARES AWM, BXRHBEEER , 5 £E8 Amazon KMS R KBS FEH VPC KixT &
%

A, HEREK B Amazon VPC LinT A , aws:sourcelP &4 BtTEREM, ERFIXT
VPC &1 S HER |, A aws:sourceVpce = aws:sourceVpc &4#. BEXEZE
B | 12 (Amazon PrivateLink ¥8) ®# VPC KixT 2 # VPC KT 2 REH 5B 15
BB,

& T LAME X b4 B4 B4R SRR EIXS Amazon KMS keys ( KMS %48 ) . BB B TFRIMR | BARX
LERIREM G AR CreateKey , X ERETKE TEMSE R R

fFltn , LT RAIZRARBEATFRAFNEBERFEREEN VPC KinTRE , FEA KMS ZHHNIT
HemBZigdk, YAFELHERS Amazon KMS |, £5F&RH# VPC KixT = ID XS
HMaws:sourceVpceFRMHRBEHITHR. MRTCNFEE , MERSEIEL,

EFEAELMNER | F 5% Amazon Web Services I ID 1 VPC KT = IDs AWK NE
B,

JSON

"Id": "example-key-1",
"Version":"2012-10-17",
"Statement": [

{
"Sid": "EnableIAMpolicies",
"Effect": "Allow",
"Principal": {"AwWS":["111122223333"]},
"Action": ["kms:*"],
"Resource": "*"
},
{

"Sid": "Restrict usage to my VPC endpoint",

£/ VPC K1 RIEHIX Amazon KMS BRI 15 8] 13


https://docs.amazonaws.cn/vpc/latest/userguide/vpc-endpoints.html
https://docs.amazonaws.cn/vpc/latest/privatelink/vpc-endpoints-iam.html
https://docs.amazonaws.cn/vpc/latest/privatelink/vpc-endpoints-iam.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
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"Effect": "Deny",
"Principal": "*",
"Action": [
"kms :Encrypt",
"kms :Decrypt",
"kms :ReEncrypt*",
"kms : GenerateDataKey*"
]I
"Resource": "*",
"Condition": {
"StringNotEquals": {
"aws:sourceVpce": "vpce-1234abcdf5678c90a"
}

BE T LAMER aws :sourceVpe R RE T VPC Lin T TR VPC REIXTIEH KMS Z4A8915
],

AT RAIBRARBEN YR E vpc-12345678 MBS EE KMS B4, B4, ERAWTREH
vpc-2b2b2b2b B S EA KMS ZEAMITINEIRIE, WRNARFE—/ VPC HiE1T , BEFEHE
ZANRER VPC HITEEINEE , WA A AIX AR B

EFEAELINER | F 5% Amazon Web Services Ik ID 1 VPC KT & IDs AWK NE
BB,

JSON

"Id": "example-key-2",

"Version":"2012-10-17",

"Statement": [

{
"Sid": "AllowAdministrativeActionsFromVPC",
"Effect": "Allow",
"Principal": {
"AWS": "111122223333"

},

fEH VPC Lin1 s 413 Amazon KMS ZRAY 1 @] 14
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FRARER

"Action": [
"kms :Create*",
"kms :Enable*",
"kms :Put*",
"kms :Update*",
"kms :Revoke*",
"kms :Disable*",
"kms :Delete*",
"kms : TagResource",
"kms :UntagResourxce"
1,
"Resource": "*",
"Condition": {
"StringEquals": {
"aws:sourceVpc": "vpc-12345678"

"Sid": "AllowKeyUsageFromVPC2b2b2b2b",
"Effect": "Allow",
"Principal": {

"AWS": "111122223333"
}I
"Action": [

"kms :Encrypt",

"kms :Decrypt",

"kms : GenerateDataKey*"
1,
"Resource": "*",
"Condition": {

"StringEquals": {

"aws:sourceVpc": "vpc-2b2b2b2b"

"Sid": "AllowReadActionsEverywhere",
"Effect": "Allow",
"Principal": {
"AWS": "111122223333"
}I
"Action": [
"kms :Descxribe*",

£/ VPC K1 RIEHIX Amazon KMS BRI 15 8]
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"kms:List*",
"kms : Get*"

1,

"Resource": "*"

BFKMEH VPC KimT =M Amazon KMS &R

Amazon CloudTrail 1I2%fEA VPC KinT Sl FTERE. Z1ER Amazon KMS A VPC £ixT R
B, VPC KixT & ID 2HIEIZFiZiFERBAmMazon CloudTrail BERKBF., B UEALKET S
k81t Amazon KMS VPC & is¥ S i AER

ID

7

ER , & CloudTrail B EFSIEEMIK P EFE A BT RVIRES EMIK P Xt KMS Z4A M 512 0
Amazon KMS 2EFER. i , A THRPEHN VPC , # VPC i S RIELBH LI EM A X A IFNIE
SRARIEFEZFE Amazon CloudTrail #,

filan | RHIBEZBIERTEH VPC Lin1 KB GenerateDataKey K. vpcEndpointId FE&
HIEAEZENRRE,

"eventVersion":"1.05",
"userIdentity": {
"type": "IAMUser",
"principalId": "EX_PRINCIPAL_ID",
"arn": "arn:aws:iam::111122223333:user/Alice",
"accessKeyId": "EXAMPLE_KEY_ID",
"accountId": "111122223333",
"userName": "Alice"
},
"eventTime":"2018-01-16T05:46:57Z2",
"eventSource":"kms.amazonaws.com",
"eventName":"GenerateDataKey",
"awsRegion":"eu-west-1",
"sourceIPAddress":"172.01.01.001",
"userAgent":"aws-cli/1.14.23 Python/2.7.12 Linux/4.9.75-25.55.amznl.x86_64
botocore/1.8.27",
"requestParameters":{
"keyId":"1234abcd-12ab-34cd-56ef-1234567890ab",
"numberOfBytes":128

IBRMER VPC LimT QB Amazon KMS 3R 16
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},
"responseElements":null,
"requestID":"a9fffObf-fa80-11e7-al3c-afcabff2fo4c",
"eventID":"77274901-88bc-4e3f-9bb6-acflcl6f6a7c",
"readOnly":true,
"resources":[{
"ARN":"arn:aws:kms:eu-
west-1:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"accountId":"111122223333",
"type" :"AWS: :KMS: :Key"
1,
"eventType":"AwsApiCall",
"recipientAccountId":"111122223333",
"vpcEndpointId": "vpce-1234abcdf5678c90a"

W HE i a2

Amazon KMS & 2# IPv4 # IPv6 B imI Nk A Hig R, Nikim 2 EEFFIREE® Amazon KMS
£/ IPv4 = IPv6itbit 528 1S. B> Amazon KMS LT RN EZELR , HS %L Amazon Key

|J.|-H-5

Management Service ¥ T & H BELE,

B Amazon KMS Xk~ Hig K EEthttps://kms. your-region.api.awsX# IPv4Fl IPv6 &/
im. Amazon KMS 1 A] LAE RS E #FL IPv6 B (VPC) L?ﬁA&‘U’illﬂ Amazon PrivateLinko IPv4

BEXANEMNEFIEED VPC KT SMEZE LS Amazon KMS |, 5 Amazon KMS @ VPC A& i
W RERER,

BXEH IPv6 it EZE 8 VPCs |, 51 (IS BEMFMEZAFIER) B Amazon VPC BT
ERE, BXIIFEN VPC BEE A NHEXREBERNEZEL | S Amazon Virtual Private Cloud
APIERmP SN VPCs M1FME IP #bit,

heEE IR AT A IPv6

Amazon KMS 753% IPv6 5 Amazon CloudHSM 4R FE AN SRR 4R EE R 1TBE . WIRFIH TSRk
Amazon KMS APIs $T 83iE IPv6,

R Ui = 17
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Amazon KMS #4:

T fi# Amazon Key Management Service (Amazon KMS) RE AN EARREME S , AR EN0MAHE
TR BRI SE RV BE

B Amazon KMS

Amazon Key Management Service (Amazon KMS) 2t TR EB MZHZHH Web RE , H3
HRFPBEOMBRSRME. Amazon KMS REERFZERNEZSGZHAEE Amazon RS , BIE
REEHNTIT Amazon , RE—BHNEFZHUE.

Amazon KMS ‘21Ei&E3d Amazon Web Services EEIZH| &, @ H1THREM RESTul API ##EH Web
RmE, AT#EREZ FIPS 140-3 WiITWEHZ S ERAKN 2 AT NEZRME () o HSMs
Amazon KMS HSM 2—RZ S BHMFRRE , EERETANMBRINE , WEREZSMENT
FEMER, Amazon KMSERLLIEEN Amazon KMS keysBEEMNZATRIBCHWE T HSM #9140
BMEREN, XEZAREANFHRITA , HSMs H ERNELEBEENMZFRIIEN LA ENBRNERNE
RAE A, BEUBIEZSAN KMS %4 , 8N BHATHEZA D RER. REESINEFEE Amazon B
IAM BEMKST , FTeEtl2, BIBREFIEEN KMS B4, IEATNE, M%7, LERRIEHE.
& 0] LR 6 22 B i B 25 £A 49 SR BE SR TE U I] A B B KMS Z4R Y and/or R 1TIH RIS, 3k
KEEATENEN AP REEUBETNARFN AR,

SN, RS Amazon BRSEZIFEM KMS BRAXN BSHERTMNE. LA ESELEHEE
KMS Z4A#Y 75 SN A BT [E) K42 %) Amazon BRS5 15 8] i 2x 4z HY 75 XA B[]
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j |
I 1
AWS Management Console KMS HSM

\
e

KMS keys

AW S
Services

Amazon KMS 2 —I% ZRS , HE B Web Amazon KMS B ENF—EHK. HSMsXLD=EE
M AR T Amazon KMS #1%, XTHIFTE EREB Amazon KMS AUEE & Hi B £ £ WY (TLS)
A, HTE Amazon KMS EH L& 1E, Amazon KMS R AU ERAREERIOABHENEZBE
##1T TLS, Amazon KMS £ A& A Tt E Htt Amazon API 24ERAH R EIEF K EE Y15 Amazon
Identity and Access Management (IAM) 33 #8895 SR # 1T & 12 38 UE M R Ao

Amazon KMS i&it B #r
Amazon KMS EFEFHRUTER,
BAM

MEZEZANT A EESH Amazon& Sl A MRS EITE A S, — N I0ZEE 22 4R AT S B0 28 K B[]
KRN KEHIE,

EHEEH

AN ERZEE X NEEN T REFIRBENRE . XASHAX KMS ZHANIE. NEHHAN
NEMEXEE, SEEAREAGTHANBRNET EZEABN T EZHH Amazon R THEENIX
ERRMITERERE, HSMs

’it B #5 19
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RERNMSEFLE

Amazon KMS 2 IER M EH ER BN MNZFRE , BEEH AmazonEM RS A,
¥t 37 X 18

Amazon A EZEERGIFEXEEHIED RN EF R 7 X8, 9LAE Amazon Web Services [Xig
N ZAER,

BEALE T2 RIR

T 58 KAV M T EIEF A TN AV BN AER , Bt Amazon KMS Rt T @B HATK
UEAYBE AL BKIR o

7

Amazon KMS 7£ Amazon CloudTrail BERIEKINZZ4ANERFNERE, B LLEA Amazon
CloudTrail BERKELWMZZANEABER , 2$E Amazon REFERREFEARANER.

ﬂw;fmwaﬁ\ % Amazon KMS R4/a3E—HEE “B” 19 Amazon KMS ZE MRS E4liz
B (SHH EEH ) . ME—EEXEE M Amazon KMS RS HSMs, MEER. &1
Amazon KMS /e R 2 — NEASI | BRaSA TR EBENAANAAN. B HSMs 58
—MISNOIMARI AT | AT RIRS HSM RZSE 51 M4,

Amazon KMS keys

EHEBCHNBENAERFPAEAMIENEEN KMS ZHABTEFRERAXE, FRREEER
A LLEEA KMS Z4AX Amazon RS R REEMNBTFEBHTNENRSEEFERA. X TEREXS
BRHZRETEABNEABRNES  BWERATFRERA. KRHPREEFREZHANERAR
o WA, A and/or EERANBEREFEEARSE. BXESHHMER , FZH Amazon Key
Management Service EH1o

ERLEBERT , B UERE—I Amazon RERMBELKIE , B TEEAEEERANTE ,
FRANBHAMNE, Amazon FEXNBHAREKFPIFEN KMS 4 , BEREETRLEERTEM, &
ms , EREELZEN Amazon RFHFEHRER , FEREBRFRRAFTENKFFNERAFER, &
TENXERANE ARSI REH TEMAEE., HEE Amazon REFERAINBINEER |, &ATEE

&%) Amazon ERXZ4A ; SN IERAMR “aws<service code>” TERXM BB, Bl , aws/ebs B4R

BEATMZEBS % , HEREATEZHNTE K/ M IAM EW{EFHE’J%O %848 Amazon &

NEZHA — N BEREPIRERKFPHNAFTREEARKS PN RERN. BT 88 Amazon FEERZ4
SEHMKFRAZENTMENER. RAZHNKSFPAIUREZEE @ﬁJ‘EEé%iiV&‘%HE’\J Amazon BR%
SEBREEAEAREZRANTEA. Amazon HEXFEH
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Amazon HERXF4 E—MESZPXR | B 2021 FRAIBNH Amazon BREEIE, BIMAZH

= , ¥ (FIB ) Amazon [RESEIANEAMBNMBEZFHIE. Amazon HEK 4 Amazon HEH
%40 = KMS 4 , LT Amazon RFEENK, R , AtRFZEFm I UEEHE £ AHMFERAN
PR, B A Amazon BN ZE4EA , Amazon BRF AT SUER IR B EE , HATEAN B S
BXEAEZHE K MEFTEOLFHANRE, Amazon AN ATRHERL., B LEEFESNHK
BRI encryption-by-defaultty TR, BT XLEFHAHMEMNEE Amazon , A EBEENHERE
WEANSE , B EERERRE , TEFITXERALWED , W TERREN]. EEARHRERAR
FREZ , EREWNERNMEMNFER Amazon HENER

BEFRE®H Amazon £ E R Z4A Amazon B 24
AR EEHEFEF HARSES  ERA MEREE , Reedn
LUEE % Amazon FIER AR
£EE
HFiexk CloudTrail ZF B CloudTrail EFBESR BFFALEEE
EHRIEEE EHBIEEE
S EANER EREERE, Bk Amazon KMS &#%  Amazon Web
Mz iE B®(EF). MR Services RS BB
Xig v & ., MERFXEME
EH & X9 240 12 12 WER Y THREAELZA ;B ENEESRl e

AERR ( B/
BT ) o SR
T U ENER A G A 57

HREFEXNEA
XERZHAN API R

O KMS 4 AREFIEE R R, A KMS R MR RS AR Amazon Web Services R

&£ BEANENERIE, EEH Amazon K & Amazon Web Services IRS B2 R KMS Z24H
EAmazon EERXFZ4H, ERSKF, H Amazon Web Services RS BIZR KMS R4 2Amazon IHE
K224,
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KMS Z4A19 ALEE A LAEE AT EH Sk EM
e it} KMS Z4A 7T KMS 4R Amazon Web
Wiz Services Ik
ERFRENE XE = = Ak, BEZR (&
il AN SRR
BXEATEA
Amazon £ & B 3 NE, BF HERERHA
N #Z4A ( K& 365
x). IR fE A &
(BEAS
F & Amazon
Web Services
% Tt
ZH)
Amazon i & S & Amazon Web %A
By 274R Services RS

BRI R

Amazon 52 £ RFE X KMS RN XFET Amazon KMSHRE, ERINVERT , L Amazon BR
S 4EA Amazon ENZH RMBEHEKIE Amazon TEXFHH, ELE Amazon BEZEEF
BN ZRA, Hib Amazon BRE X IFFAER K KMS F4H Amazon AR |, FET IR AIRE
Amazon HERF. EEIEFIZTAREENE. BXx Amazon RFREMENMBIETFHES |
BZRZRSHAFERRTFAAREETRHNBRS MR E-E,

EFREEH

BHIEN KMS RARFFREXNER. FEFEEEHRE Amazon Web Services Ik~ BT 812, #
BEMEEN KMS B, BT 2EHIXE KMS %4 , 8RB NN HERHA R, 1AM policy
B, BANZEAEN]. RBRAEMBEME, FnirE, 82518 (5187 KMS B4 ) BRI XM ER
KMS %48,

EFREFHE RE Amazon KMSH Amazon Web Services B2 %14 #9 Customer managed
keys (BFRE®RY ) TH L, ER\EMIMATFAEESRS , BEA DescribeKey 8. XFEFE
ER4H |, DescribeKey MRIHY KeyManager FERMIE S CUSTOMER,
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BRI ENZREREART A IEEBHHE Amazon CloudTrail BEFEZEERATER, A, F
%5 Amazon KMSE A HYAmazon ARSS RS IEE R HE B AR N & NEENHIE,

ERFREZFHALFEARURELIABREECHEN A, BITHITAZKSH Amazon KMS BL#l,
BXEMEER , B5SH Amazon Key Management Service EH FFEE,

Amazon £ & X% 4H

Amazon REXNZHAREK - H I KMS %48 , HEEKAmazon REFRKRECE, EENEH
Amazon KMS,

AL Amazon RS AFEEE — Amazon HEXEH H— M EFEENBZARRF EEZRS T
BR. B , REBRGEFRPHFRNMZZSR , BN Amazon REXNER FHkE, EF402
REF BHIBARE , FEKZFL74E Amazon FEXRHAERR.

EBEMN Amazon FEARHELCHNKFFEE, EFHEARBHFZELE Amazon CloudTrail HiE&
FHEAER. B2 , EFEERHEAEY Amazon FEXHH., BREl). EXHEHBEARKBRE
PR EMIBR. MEA , BT REERE Amazon EERZR EMEBREDER ; QIRINFRENRS AR
/EREN.

AR ERIZE REFERT Amazon RERZF4H,

Amazon EER#4A &L fo Amazon FEE X Z4Ar Amazon Web Services EXEZEHI& WITH
t Amazon KMS., &AL Amazon FEE R Z4A Bt BB 3171850 , XN aws/service-
nameaws/redshift , flf, EHEWIRZ Amazon TERX 4 , EFADescribeKeyigE, 3F
Amazon EERXZ4] , DescribeKey MRIH KeyManager FEXHY{EN Amazon,

FIRXLE Amazon HERZH BRBFEI R, ETRELELRITY,

(® Note

2022F5A |, ket E Kk Amazon EERZH MNB=F ( 41,095K ) Amazon KMS & H &
F (365K ),

FUERA % Amazon RERZR. BHAREENFEATRESWEER , EFL Amazon RFaREX
NXEFH, EXFEMAER , BERABRSHNAFEESITRAREEPNHESNEETE, BXFHARE
B |, &2 ® Amazon Key Management Service EE#1-

Amazon HERXT4A FEIT ALIKS B KMS BHARBORFER, BL , YRKEMHKS &
MEFAEAIXE KMS 248, SIS AERESR, BXESEL #3510 Bl

Amazon EERX %A 23


https://www.amazonaws.cn/kms/pricing/
https://www.amazonaws.cn/kms/features/#AWS_Service_Integration
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://www.amazonaws.cn/kms/pricing/

Amazon Key Management Service FERARER

Amazon BN Z4A

Amazon HEMZ4A 2R Amazon REHMEMNEERN KMS Z4AMES , AT Z1 %4 Amazon Web
Services Ik, RE Amazon BN FELMIKF F Amazon Web Services Ik , 18 Amazon
BRSS AT LAfE A Amazon B Z 4R KR EIK P R T IR.

HL& Amazon BRS5 A VUL Amazon AN ZH SFFEENZR. BF |, RFEBREFRIHEGH
R RFOMZZS , Amazon HAENZRH BUFHIERE. Amazon RENEH T2 &R (XREAR
HEMAS ) , ENFIT ALK, BIAmazon KMS Bl , MBS TEM. £FL4 @4 ZZHAHE
ZH RS,

RV A ARSS Amazon AN ZH MR. BXREFETRRHNIESR Amazon BEWES , BS RS
HAFERST R EREEPRHBRSINEER,

Amazon KMS key &4 &l

BN RARIREMMNTRRIZ EZ4ATTIR |, B Amazon KMS key, KMS Z4ARRIARZ4EAM B RET |
£ Amazon RS n & ZE 18 R 5§ Amazon Resource Name (ARN) 3 1THE—E X, ARN @M —4%
YR EAFRIREF |, B4R ID. KMS Z4ARBEA F BT Amazon KMSKEERIEN, WEE ,
Amazon KMS &R 8| 2#)% HSM X #H %4 (HBK) , WEMA KMS B4R+, HBK FEFHFH HSM
FER , HERITAKZEFLUBAIXFERIMN HSM S, MRt , HBK £ HSM BRI Z4A T SN
EXSH. HBKs XESHNBATEMNISHNBEHATIE (EKTs).

EKT RS HISHAME, REENFHEF. Hl , RiREWTZEE KMS ZHEY ARN. XRRIEHNE
ARRGEHIMEZ LT XHTRE, BANEECHKSFEESAD KMS B4 |, HEEFHM Amazon
B R — X KMS B4R E R,

HHE KMS BHMNEREGHF |, LR HBK 18 KMS B —MRA, BB ERLHR KMS
Bf Amazon KMS , 81 —/N#THY HBK , R E S KMS ZHXEN KMS B E3) HBK. &I
HBKs M#FELWRE , AR THENRIEUMN ZHRFVEE. EREEINNBRAS A TRFH

1% =|
(=R Ye)

Amazon B K %4A 24
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i
HSM
DomainKey
HBK HBK. I HBK 41
{ {///y \\\\
CDK, CDK, CDK,,
CT, CT, CT,

BRI LABY Amazon KMS BEREREH KMS ZRERRFEFER , BB BERZIEM KMS ZHARYF

MEMEB HSM £ E, XEFZAMANBELEIERL , I CDKs, CDKs AIEANNE fFiR By 2 3L
(CT), XAHZFAERMEZ. MEFEA KMS ZHAMNMBHNXNR ( ELRREMANKIEDR HSM £
$H ) REEETAAE HSM E# T2, Amazon KMS

BRENZEXREZEHNERRATKETI2FEERES. Amazon KMSiZf

TLS E#HRESLE, XWEAT Amazon BRFEBIIRREKITHBIE,

jilll

ZHRBRREH NS EZHREN TRFAR.

e
=

HSM & FH %+

A & 2 4H

EEPUN

{R1E HSM RFHHY 256 I AES-
GCM %4 , B T8% KMS %4
(HSM & FZ 4 ) BARA,

256 N2 EA S E RSA S [E H
ZAEER , ATRPEFBENE
f, EEBATMEFME. o — I
% HSM & #4744 X KMS #47
(B keyld X&) -

{R#E HSM R TFH Y 256 {u AES-
GCM #4 , AT M&EE - HENR
Ho MNEBANMER HBK k4.

B@EX 5 Amazon KMSHY

5
SRk
SERER® (A%
BRE )
R N et B
—% HERSR
NEFER
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/e DU £ A
ERBEZSA BABAXX M Z S M HSM & Ry, RO A E A B Y
P E XS FREFEN #R 3 4H AR

B HSM 2 ZHATME , ARELY
TLS BERESRNAF,

' Amazon KMS T8,& R B4R RAR IR S EA—R , UL BHEBENEBES.

2 R IE Amazon EERXZ4E SIEHEE Amazon KMS HEVAE S E B3R,
ZEAPRIRAF (Keyld)

ZEAM IR E KMS B, SN TUHEBEERFEDIRE KMS B4, ZAUERAEIRETR
E7£ Amazon KMS AP #2/E. Z4AKEE. |AM policy MENRFFERAN KMS %48, ZAMRRFTERES
KMS ZHX BN ZRAMRTLE LR,

Amazon KMS EX 7 LN Z4AFRART. 812 KMS Z488% , Amazon KMS £ 4 5K %48 ARN F1%4R
ID, Ef1R KMS ZNE M. AIZEFBEN , Amazon KMS £BIFEE MR A ERFBE ARN, ]
LAEEFNH Amazon KMS API & & 248 Amazon Web Services B 4|48 MBI BFRIREF,

£ Amazon KMS ##l&m | A LUR%4H ARN, Z40 ID BB EFMIFE KMS 240 |, HIRZ4 ID
M BHITHF. EXELRHAEPERZHAIMBTWEEY | 155 Wthe section called “E#, %4 1D F 2=
48 ARN”,

£ Amazon KMS API #1 |, i F#51R KMS BN S B & KeyIdREHK |, Fi
WTargetKeyIdsDestinationKeyId, ER , XESHHEHF TR T key IDso —LESEATLL
FERAETEERNBARRK. BX8INSHNENEER , 525 ( Amazon Key Management Service
APl &) FHSRIER,

® Note
£ Amazon KMS API B |, HEEEZERNZARIRET. 6 APls EER G ZHHAIRRAF.
BE 6 BELNESHEARTESANRARRE.

Amazon KMS X # U T Z4BFRIRAF.
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48 ARN

#4A ARN 2 KMS Z4A#9 Amazon Resource Name (ARN), B = KMS 4l —H T2 REMR
0%, %43 ARN G@3¥ Amazon Web Services IKF°. XiB %4 ID. HXEHK KMS Z4ARI234A
ARN H#5B , i3 the section called “Z&3#224A ID F12248 ARN”,

%40 ARN RN T
arn:<partition>:kms:<region>:<account-id>:key/<key-id>

BT 22X KMS B R EIZE4 ARN,
arn:aws:kms:us-west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab

Z XE % ARNs BV & key-idwEmUmrk-AIRIT L. AT R ZXEZAHARREIZEH ARN,

arn:aws:kms:us-west-2:111122223333:key/mrk-1234abcd12ab34cd56ef1234567890ab

#4A ID

40 ID ME— i ARIRIK T M XA KMS 240, BXER KMS Z4ANE4A ID WEE) |, 2 the
section called “&E# %47 ID %4 ARN",

U REXE KMS B4R REIZH 1D,

1234abcd-12ab-34cd-56ef-1234567890ab

ZXEE A 1Ds AR Umrk-BIRTT k. A TRZXERARRHIZESN ID.

mrk-1234abcdl2ab34cd56ef1234567890ab

748 ARN

518 ARN 2518 S EREZH (ARN). Amazon KMS B R5IE RFTE&R R KMS Z4ARI M —1
ST2REFRRFF. 38 ARN 23E Amazon Web Services Ik, #hXFEIE .

EAEMLEERBE , —M3IE ARN FRIR—MEEHN KMS B4, BR , HTEATUERSH A XK
KMS %4 , 318 ARN @R B AT AFRIR AR KMS ZH. BXER KMS Z4r 54 ARN B
BB, B B KMS ZHARBIE R AE ARN,
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A& ARN BT :

arn:<partition>:kms:<region>:<account-id>:alias/<alias-name>

LA REMIM ExampleAlias B95]& ARN,
arn:aws:kms:us-west-2:111122223333:alias/ExampleAlias

il

AlBRED 256 NFERANFRHR, SHE—HFRRENK S XS R XN —N KMS Z4, &
Amazon KMS API /| 3l B & AT kalias/. BXRER KMS ZHAMNABNHEE , B5H £
KMS Z4A /Y 31 & #5E ARN,

BT -
alias/<alias-name>
flgn -

alias/ExampleAlias

AEM aws/ BIBREREB AT Amazon REXNEH, BT EEALBIBRLIER B, Hlan , WS EE
Z#BRSS (Amazon S3) Simple Service BB B M TR, Amazon & 4

alias/aws/s3

A IEXS #2548 Amazon KMS

EXHE KMS ZEARTHF LHXN L ERANMERAX, NBEBAUURSGEMA , BEMIIARTT
5, BAEBRHLIARE,

FEIERTR KMS 4R |, FAMARETRIER , Amazon KMS ¥ B XKIZA 44 F Amazon KMS K iN%
RES. BEFEFALE , BHIBE Amazon KMS, A EL Amazon KMS &3 1B Amazon KMS API #
EREREFTHN LN, HE , B LA TEH LA HENZER Amazon KMS,

WMRIEH A BIERTTEWLE A - ESNEB Amazon #4TH01% Amazon KMS |, BBAIEX TR KMS ZA =
— PN RERER. BR , MREECE KMS BHANRMEEIE Amazon RS R NEENHIE | BE
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AX#INE KMS #4H, Amazon 52 S RHY ARSIR Amazon KMSHE A FRNZE KMS 475K t 2 4&
HBIE. XERS T IFEAIEXIF KMS ZHAFITINE,

FEAXN AT 4 KB BYBR 4 3 17X B BF Amazon KMS , HMIEL R Amazon KMS 2 BI1E SRR H B3
THRHELE, Amazon KMS 2T =/NATLEHEE M AMessageTypeit il : RAWAH T 4 X AH
B (EHYP Amazon KMS #1Tte% ) . DIGESTR TR FELEAERE ( EF Amazon KMS Bk s
FHB ) , UREXTERNAL_MUZTTATHA N 64 TR KX p EMN ML-DSA KMS Z8#E. X THE
i3 4 KB RREIMAEDEE , BEASFNES#HTIHRFLIE , HEPEA S Amazon KMSign and Verify &
YERI i F MessageType:DIGEST ( B fMessageType: EXTERNAL_MUF ML-DSA KMS %48 ) ,
Amazon KMS

Amazon KMS X #FZ iR AR IEFT R KMS 4R,
RSA KMS #4H

WA RSA ZAXNH KMS 47 , AT INBNFEBRHEEZ MBI (EFERERMAELZ ) o Amazon

KMS X EFZRFHAKE , UHBEETRNEZEER,

BX Amazon KMS X #f RSA KMS Z4AMMB M L& EEMFEARHAT |, HSH RSA ZHEMT,
WE fL (ECC ) KMS B4R

wAMEMERBATH KMS Z4 , AFXB/NBRIIRRELZZA (ETEFRERMELZ ) -
Amazon KMS X #FJL&E ARV Lk,

Bx Amazon KMS ¥ ECC KMS Z{INZ B E N FEARAMY | ESHEME i RPN,
ML-DSA KMS Z24A

£ ML-DSA ZHAX #TE R MBIER KMS 2. ML-DSA RHXEERFESHE AT
(NIST ) FRMEEFEBANE , EEBRHEFITEFRNEZLEM . X TM RSA S E sk
BFELEEIEIGEFLREEBRNALR , ML-DSA REEFEANBFEEREE.

Amazon KMS XEZRZHAKE , UARTRINEZEER, X Amazon KMS X # ML-DSA
KMS ZANZEEEENFEARAT , S M L-DSA Z4HE,
SM2 KMS #4A ( XBRHPE X )

wEZAXNK KMS 2 SM2 48 , ATNEN#EE, SENRIIESRERLZTER ( BIEERE —TKey
usageR# ),

BX Amazon KMS X% # SM2 KMS ZHARIMEZEME R E X (XRFPEXE ) WHERMET , SM2 15
ZRBEHNE,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
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BRIGFIIFXNHEZAEENFEE , BSH EEZ0ER KMS ZHMRE,

X

FTB Amazon Web Services X13 X #FH ZFABZIFIEXNFR KMS ZEAFIERMHBIRFZ AT, Amazon
KMS

THEZS

- BEMNEIEXNT KMS B4 , HSH CIEIEXNT KMS ZH.

- FEQIBRSXEIIENT KMS 24 |, 55 |2 Z X EEHA,

o BTRUNMERIENT KMS ZAZXBEHEMNBIELSE , FSH Amazon Z2EEF XA Amazon
KMSH#TH IEXN M BRI EERH THFE R,

- ETHBIEBRIENF KMS BEANEFHKIEIESI , i5ZHDeleting asymmetric KMS keys.

- ERAMEFEXNH KMS Z48 , HSHIRBIIERN T KMS 47,

Amazon KMS ##J HMAC %4A

HMAC &85E BIAIER KMS Z4A = A FERMEBIE Amazon KMS HE HMAC WX #%4H. 581
HMAC KMS %340 < BX R It — B4R RHR M T HVMAC EEFTEM MR E, B LUF HMAC KMS 2
#A5 GenerateMac M VerifyMac BELESERURKIE Amazon KMS FEVEEN TE M MES 4,

HMAC B4 &8 T INERFEBNLZRH. IERBUCEEMZER , Hl0 HMAC KMS Z4AH K 247
MR, RERE—ME—WEEXKPIRBERES, BIEREEN —IMNEFLEETEL , REFHT T
2HE , EFRNHRIELETETE. BEERREHRZES , HUAC ERHTES MY ; REEEH , #
TR e MR HMAC #5%€, HMAC BRI ANHESR , EAENNBGBFZEE—HFIE , BFEH
BARAHRITERNBIL,

Amazon KMS A # HMAC KMS Z4#] HMAC EERFE RFC 2104 RE KT FR/E, Amazon
KMS GenerateMac 2ES4E KFRERN HMAC FrE, XERANEREN FIPS 140-3 MNZE R 1T
RITAIERY Amazon KMS @ LR LERPER (PE (4R ) MIHE ( TE ) X8RN ) ABLT 26
Amazon KMS £ F R MMZIRES. EEH HMAC KMS %48 |, &4 A Amazon KMS,

&R E A HVMAC KMS ZATAE B SRV E SR |, B2 JSON Web TR (JWT ) . TR{AENERFER
FREXNFL, SMEAURAFRENBHRERS (KDF) , AHREEERENBHANNRAER
o

HMAC KMS Z4A Lt B A4 89 HMAC EEB LS , R ZHEME T L E Amazon KMS REB4E K
A, ZHITENRAIZER G RIES],
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® Tip
REXBREBWERGSZHE HVMAC ERNEAS AV EINE XAt E, XPELETITHAENAELER
FEEREMEREHEFIRBACEEIEMNENE, HVAC IZETEZEMEE , ERE
A UESESUEE R E SRS |, LUAS B &R N A8 /Kl HMAC,

XEFN IR E

HMAC KMS %4A R 3% GenerateMac M VerifyMac &g, EReEFEHA HVAC KMS
REAMZHEREZEE , LFEEE HVAC BEPRERTMEMERN KMS Z4H. HEMER
GenerateMac B1ERT , BAREKZH 4096 N FHHEE., HMAC KMS ZHU KRS HMAC #
FAFEFRAEMN MAC &% |, GenerateMac Fit&E HMAC #5¥, EXIF HVAC #r¥ , B4R

£ HMAC FE AR MEREAEE . HMAC KMS 48 H1 GenerateMac A Tit &R HMAC FRZXHY
MAC &%, VerifyMac BEITE HMAC HREHRIEESREN HVAC HREREMEE., mMREmA
MitEH HMAC HRETHERE , WEIE XK,

HMAC KMS ZHTX#FE R , FBLETEE B ELEHAFM P HMAC KMS ZE4,

INRIERE KMS ZEALAINEE Amazon RS HFWERE , BEAXNKNZZRE ., BFEEHA HVMAC
KMS 4R,

X5

Amazon KMS 8T E Amazon Web Services X 15 %3 HMAC KMS %4A,

THRES

- Ef|2 HMAC KMS #40 , 152 012 HMAC KMS 4,
- EESXHE HMAC KMS #4 , 155 H Amazon KMS F#Y % X%,

« ERE Amazon KMS #2HA R HMAC KMS Z4REMBRINZARBNESR |, 1S the section
called “AF (AR FEH KMS Z4A#1TINZERE,

- ZiRBMEE HMAC KMS Z4 , 5 H 1351 HMAC KMS %47,

« BTYMUNAFEHR HVMAC 812 JSON Web ¢ |, 528 Amazon Z21BEH UM E Amazon KMS
HNR#F HMAC,

- WITHEE : £B 7 Amazon #EE £ 148 HMAC Amazon Key Management Service,

HMAC Z4A 31


https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_VerifyMac.html
https://www.amazonaws.cn/blogs/security/how-to-protect-hmacs-inside-aws-kms/
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Amazon KMS ##y ML-DSA #4A

Amazon Key Management Service ( Amazon KMS ) XA T EEFEBIZNERHIFZEE

7% (ML-DSA ) . ZRIMBFEEFEELIEBIRAE (FIPS ) 204 #5ff , BB TIRARRKRNEFITER
fho Amazon KMS £ FIPS 140-3 Z£ M 3 RINEEHZLERPIERNRFFTE ML-DSA ZHMZ
BiRE, NEPRYUFHEREMEMEEE , Amazon KMS F) ML-DSA BN TR ZAHERET
=ANTRENZEMES , B ML_DSA 44, ML_DSA_65 1 ML_DSA 87,

Amazon KMS &3 # A RAWSEERE H X/N T 4 KB B EEHRTIENMBRBELR. W TFEI
KKEE | 203 NIST FIPS 204 % 6.2 TAAENX , EHEPITE ML-DSA EE R FEAK 64 FTH
BERTE po 1 Amazon KMS ZZREFEA EXTERNAL_MU SHERERIEEIX —FALEN 64 FT
HE., FAR—EENAEZHN , AASIUTEN u FTERNZEE RAWERNZEEEE. BEE
HZEZFRETF NIST FIPS 204 25 5.4 Ty “fils % ML-DSA = HashML-DSA,

BXfEH ML-DSA fl EXTERNAL_ MU JHEXBNEZER | {551 ML-DSA Z4AME,

BXfER ML-DSA # EXTERNAL MU JEERB R RAE | ESHEEHA ML-DSA ZAXN #HITE LK,

Amazon KMS # iy % [X 15 %3 4R

Amazon KMS £ #Z X% 4 , ©41F- R Amazon Web Services Xig A LB #265 FI#9 Amazon
KMS keys , MFBREEZSNMNXEFREMENES —#, SEMBEXZSXERATEEHERNZAM R
MZ4A 1D, BILE A LAE — 4 Amazon Web Services X5 S8R N2 H F H #F R E R [E Amazon
Web Services X 7 , MAEEFHNZE IS X518 A Amazon KMS,

5PA KMS B8 —# | ZXEBEAKZTF 24 Amazon KMS &b FRINBIRA, EFLLGIEA T NE

FELZMNMIIFENHSZXEAZRS |, QI2A TERMKIE HMAC #REH HVMAC ZXE®H |, HelEH
SAZAMBN Z XHERAH Amazon KMS ERNBHRAM K, BLTRUEESNISXERH , 217
BB B MRE, REEZARBMBINARBEFEEERANERCN. BN ETEREXHEZESR
HATHA A MFREDER S XEENA.

SREBAR-ANREMRANRALR  EATHSEANRERSH R,
T

EZHNRERYD , ZSXERAARFEERPHBER TAEMBHE , BIFEE Amazon Web
Services X5 PHTAI N AR E, FOXEPLEFWRBETAERZ DX ETER | F0XEPHMEZ
MBREATUEREZEXEEEEXBFRE,
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SRBEEE

ELKREENL L EEFN SR AR —But R EE & Amazon Web Services Xig, &7 LA
EBREENMIEREHERZXEFE , ARERHAAELXERE , MAaHIEXEERN
ERBESNMNXE R FERTREZHAEFHNELTEN A

DHAERNAEF

FEBEXSXAURNNRARERFTUERZ XEENHERBHUETEN Amazon Web Services
X —2. REMEREFENRFEE,

MRFEFESEN2RETFRE [N TEMRIEBH RN (CA) ] RIE CAZERNXEHE CA
ZEER  WFFRESXEER, BR , IRENREFTIZFHE CA (MNARFEE ) , UT
LAGE A 25 X33 22 4R SR SR X SEAE P Y — B

BZMXENICENRARERF
RETEMBINABRFAIUBEEICERHPNSIMNXE, N TXENARF , ZXERHATUE
TR AR R R BRI AT REEE X B A B S M BIERAT H R BN B2 R EREERE R

BN SXERAERFIRMBELSSMER , HlI0 Amazon Encryption SDK, Amazon IEE %
SDK # Amazon S3 B is N,

5 Amazon KMS SR ABTEHSMBRHFEAMN Amazon FRS HaE S KEBANN 2 XFEH,
M TRSENTEREMMBEX S 2ABHHHE. fi, EEREEFZSKABRARPHIXNR
B} , Amazon S3 BXHE #ltt 27 B #rXIEHA KMS B T BENMERMINZE KR

SXHBETRERE, QIR 1 ZXEEE , ARFEHEFFBEE Amazon 7 XHEFENXE., RE
B EESMXEPHNZXER, Amazon #1 Amazon KMS HBREERREBFESXERARGHE
EHBEMXE AR, Amazon BRFSTEERKIK S R EEIZEMN KMS 248 Amazon EE A ZH REAEHR
BXEEHA,

NFHREXE , £AUEAZXEAADEETEXES X (aws-cn) REHI KMS 47, Hlm , &5
DRZAMNTE (ItR ) KEEHETE (TE ) Xif , R2TFAR. IREBEHAN—NMHPEXFEEFE
F—1MHERX , IRRERESEABHRXIEMN Amazon Key Management Service 3&5F B #r X5 #
FIEEAMNER. TENZSHAMEEITEXFHEH 2 PEXE 2 X258 Amazon XiF, B,
R ZRANPEXE S XZANXBE HFIEmNTE X,

LA RNANEXERARRNSKARN, RITTBAREANE 2 XEFARKRPNVAARERE
RN BREEENBEERE T,
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https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/
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NTASHEBTELZLER , KR TN XERENBHEE DR #E Amazon KMS 2 XERAHRNKE
BNMRAER, R , HEFEESNXENZINEFHNARFFHHBERTEAN , ZXERA
AJRER AR o

X i3
Amazon KMS X ZMPTHE Amazon Web Services X1838 % 1% X 15 %740,
EMN M EE

—AHEXRNZXHERAPTNFNIBHABEARN — KMS BH , BTENMEH. Amazon KMS B
FREANKFHEMNXEEMITEN, SMXEFNSXAZRANEANERMTAZKENEH.

XEH KMS AR E
BRI 2T RER 2 XiE KMS 24 -

© XTI KMS %45

« JEXFR KMS Z4A

» HMAC KMS %4

- EESARHAMEN KMS &4

BARERENZAF#T RS XEEH,
THEZS

- ETHAEEIN S X KMS ZANIER , 5 E63 2 XEEANER.

- EQIBEMEARNSXIGE KMS B , B5H SIESXEEEH,

- ZOBRSXEEIAR KMS B , H2H SIE S XigEREH,

- EEHERXYE , $50H EX—ASXEEAPHERN.

. BRZIMEESXE KVS 549 , #25 128] HMAC KMS 2348,

- ETHMRZ X KMS BN EHRIEESE , 55 Deleting multi-Region keys,

UINEE LA

UTREMBESATZXEEA,
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ZXEEH

ZXEHZAR TR Amazon Web Services XiF HEFHEMNZE ID IBHAMR ( URHMHEERE
M) H—4H KMS Bz —. BN ZXEEHAHBR—NUEEFTEH KMS 248 , IELMI FHMEX
NZXERAER. BTRENHEXZSXERAHEFTHRNES ID MBRME , eI TERERE ,
BME{T Amazon Web Services X8 A Ay 8 5< 2% X i3 247 & AT LA 28 R H A AE X 9 2 X B4R i
Y 22 3L,

RIS R2 KMS A RERZXERE T, EFTRERNERANSEXEENE. EFRNEXEE
AHEBRNSEXERS , AIFSXEABRAERNEXGRH, EFNEIEARBITSXERRSD , &
HIREFH MBHRFERERAFHZ XHARHEFTNLER,

ZXEZATUARNMHIEN T , ©AIEA Amazon KMS ZAMBIHS AN EHAM B, BT
KEEENZHEF#PEIESXEARNA.

E—AHXNZXEERD , HAMRBRE N EE. S LEEM Amazon Web Services X1 #
B ZERENEIRZEH, SEAUEREXE , N EEERINEEAREA , HHEENBIETZHAEN
RER, BR , BREEESD Amazon Web Services Xif #i&— N F R BB R4, P XIiFE LM
L F R — Amazon % X,

B L EHRBH A E R Amazon Web Services Xif, FiiE ZEMXZXEHH, REMEXNZXEH
ARTEREN , BFRHEXNZXIERA T HIRE,

g

ZXHERR— KMS Z4 , JULEH TR —No XABARE Amazon Web Services Xi5 1, B4
ZXEZFARE—INEE,

FREBIAFHAVXBEUTILS@E :

. RETRITNEL,
. TREHFABHNLSEENRR  SEBAMBRES D,
. FRMETREEANEASHEARR,

o« BELARERY I RIMIBREE, BR , Amazon KMS FARLMBRER , EFZERBNAE RIS RADK
1 BR o

T, ERHNE A ZHEEANBEEPEXEX, EAUERERETRBEEBARH,
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BT EBREHER, EUURERAEM KMS BZH—HEHYE , AEFANEHTE. ER , BTZXHE
ZRERXAZAEETENZ2ENE , ALRNBWEREITYVEHSZXAZHANT RS XE®R
o

B A%

SZXFBEIAZHARE—N KMS 24 , cEESE T ZANMMEXAARZAMEB L ID MRHEME , B
S FAEH Amazon Web Services X1 #,

BIARARINAESTEM KMS B , ERHECHEARE. BN, 34, mENEMLEHE. ETRE
RIEMAHMRANE ARG, IEEMBIAZANETRRAIAHEINEIAZABERER , Shall
ERZEARH, CEAUHRABRARRNER  REBRERNBEEEH, BIABARWES , K
BT HERBITEARRMERE X,

FERANBAZAETEANBEETEEEXE, ZAUEREATERARAEH. BEEHHANE
ANEAA DN KRR T OB AR R Y B A SUE MR T Z AR AR HATHRE

g4

BRI SXHEREHEE - XFHFRER Amazon Web Services Xi, 1R EixHE

f# , Amazon KMS RS HAMEMNES ID MEMAEEY , EEEXGP IR - M SXEEE
EH, A, eHERAMRLSBEXSL R EH , PREEFNEIAZHAMXE , —1#E Amazon
KMS F3#t 1T,

HERM

HEEMRESHBEIARAAENSXEAETRNEM. Amazon KMS Jvﬁllﬁgﬁ'%f’fﬁﬁﬂﬂ’b\;ﬁﬁ
ENEARZR. RS, C2ERRERVAZEHESHEAREZARS, EFRERABH LREXLE
B to

UTRZXEAZANRERM

« 4 ID — ( %48 ARN B9 Region TERE, )

- BEAMEIR

- BTN INEZERE

- BEAAE

- B EHARR — SREETRIEANERABIRARGR. FEALZEAMBNTERA G2
W EIZARZER. ﬁ?&E%EM , #525 Rotating multi-Region keys,
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- BERGR - ZREEXNETBANTEERGR. SEALXZZAMRNMEREEFTNEIERBA,
BXEZEER , 55 Rotating multi-Region keys,

R UHERZXERANERBNBEABRANLERE. SEEFTNEAZARNENE
#8184 , Amazon KMS HEHEL BFAEEINSXEER, TRXLEERE , MERXNSXEES
BB HEETRMEIRZR,

SZXEZANFMEHMEEEHRM B , SEHA, BHRER. BN BATNEANZHARES. 3
B E, BANEMEEXNSXEEALAXLEERREMERNE , ENREICLLE N
{8 , Amazon KMS F4BE%$ &,

B UREREZXEFANEZEEHENEDSBIR. EE&H Amazon CloudTrail BEAR |, K
SynchronizeMultiRegionKey E 4,

ZXERANRLEEEM

NEZLFE Amazon KMS ZXEEANEAT. SXBERANITEABRREREE T BHNERS
R, XETEMAETTE Amazon Web Services X1 Z BB B HIEXFEB X iGR, MREHLM
BXEHAE, BHHZRZTRIPVBE  IFFENETAXEETHNAEFUEREARNRFES ,
BERFEASXEESR,

BR , fIESXERANIELE Amazon KMS R#I Amazon Web Services X1 il 28 zh I8 K 25 4A
ME. AZSXEFRAERNBXTELHESMBNEN S MIXBZHARTHRS, N TXERENRS
MERBEBR AW, B Amazon Web Services X135 #i2fREEHN |, My FHMAXE., XEREESR
fBEEH, REMMEY  TIULURLIER, SIESEBVBRETAETSHMXIGPIE M TR
#iR. £ Amazon KMS # |, EfIEAKRBNENREBY — N EARITHRE,

ZXEHBRARXEIRFNRLIREM !

- ERAZXERY , ERHRNBHRTRELZLRKEETENER. EFEBRESIMNEEXENE
HENKRBEHRIT BT, EEREARBERBHREDLR , MARKBEIRBZH,

plan | EFENBERERESAE |, AR I —N XS B E A BE B L S — > Xy T3 2 3R,
Besh Sk E R TS PR IR B IE — N XA S XKERARE —MEFVRE M5 - XEF
MEXZXEZARY S — M EFWBENER.

- BXEFIHTZALENESR, FASKERN K LFEERENDESANAXENFITES , WELET
BERPBIRENREED.
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- EFHFERFEERTERELETFTEMNESR, FARENXE , BUTUBRHBFEEZNBIEBENSNE,
LEXFHH KMS ZAR @B ZXEHHHBEE. £ - MKEFNENBREITURFTER
¥, FEEEAEHEXEERT AT,

EFASXEFARITIHRIETZNBEEIN , fREEBE S MNXE ST R F B M4%1E Amazon
CloudTrail &4,

NTHEEEBERAMERES XKIFEZANIHRES | 52 XEEANNR (kms:ReplicateKey) 3 37
FRIZZEAMIRHERNR (kms:CreateKey)o B4\ , Amazon KMS X ZXE AN S NRBERE , 2
& kms:MultiRegion , Z&M4AFRIELGIE, EAREERSXEFHEAN kms:ReplicaRegion
MIRER , NTBRE 7 2 XEZAAUESHRNXE, BXEZER , B5H 2602 XEEHANTE
[

ZXEHHRAN TFERE

B %1 Amazon KMS #F#9 Amazon Web Services [Xi3 F8IEZ — NN HIEXN#R 2 X5 |,
BRI (HEFRLMILE ) XiF, AEEQUERHAN , THEREZHAREXBIERZ X ; LUETEE

REM. 5EA KMS B —8 | SAUNZSXBERAREFRARE , FEATSCIERERN , HF5mn5
BHREUHTOENEN, (XERBUEY  FTEEHMERAREREL., ) BRI EMZRES

FRAZXEFBHTNIBERESR,

& T LATE Amazon KMS 2| A s A MultiRegion SEBHZE N true B CreateKey APl 8|2 %
XiEER, TR , ZREBHEE N mrk- FLBIEEEE ID, ERIAER mrk- SIRRE
FRR5 MRK,

/us-east-1 US East (N. 'u"irginia}l\\

Multi-Region primary key

arm:aws:kms:us-east-1:111122223333:

l.\fE'&".l'lf'l’t 1234abcd1zab34cd 56ef] EEfﬁE':'EBEL_Ih/'

MREER , BULEFSXFEFREMEE Amazons XFH —NHZANTRREH Amazon Web
Services XiF & |, HIIRM ( BRXE ) Xig, HEBXEMET , Amazon KMS 2B 5 B BN 24
ID MEMAZEEMEREXBPUE—NEIEAEN. R, EEBAMEZeBXED R&H , H#
HHEHEBRXEFAE KMS BAMKXE , —t1#%E Amazon KMS 1T, ZRAFEFHMEXNS
Xi#ZR (ERNBAERS ) , el TUERER,

&R LA Amazon KMS 24| & i fE A ReplicateKey API 82 2 XiF I A%,
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a KMS I

/Js-east—l US East (N. Virginia) eu-west-1 EU {Irelandr\.
B
Multi-Region primary key Multi-Region replica key
armaws:kmsius-east-1:111122223333: arn:awsikmsieu-west-1;111122223333;
\ key/mrk-1234abcd12ab34cd56efl2345678590ab key/mrk-1234abcdl2ab3dcd56ef1 23456785 :laa

HItF=ERN S XFEIAZAR— M EETFTEHN KMS 248 , EEEXTBHRNAZEM., EAMEHMS
H, TR—MHMK KMS ] , EFACHURHA. BHKXE, RN, 2 NFE. BRARERAZXE
ZANMAXNSXERTRARE, ETUENZREPIRIERAETZANEREZSR , LA MEEL]
REM. Hlan , BALERAXERS (#AF LI ) KENERNBIREHTINE |, HEFEZ 3 BIFM

(ZERZ) X, REEREANZARBHIE.

HxNZXEZHAEEMENEH ID. 11 ARN ( Amazon Resource Name ) {X1E

Region ( X1 ) FEHFEFTE. flin , ZXFHFRABRZHTEEEUT ~FI%4 ARN, F4
ID ( % ARN FHBE—1 7k ) BRMEEN, FMEABEASXERANMERS ID, % I1D MU
mrk- FF 3k,

Primary key: arn:aws:kms:us-
east-1:111122223333:key/mrk-1234abcd12ab34cd56ef12345678990ab
Replica key: arn:aws:kms:eu-
west-1:111122223333:key/mrk-1234abcdl2ab34cd56ef12345678990ab

NTRUEREY , FEEFHERNES ID. NER , Amazon KMS £ KMS Z4ARZ4A ID HEEIH
X, Rt ReeE A% KMS A EBHEZE ID B KMS BHRMBEE L, IR EMRKR Z X
ZHRZ TR, ARTUERMEREREN. S0, ENARFREAEIN , SNELENN
HEZRM ID RS AAXNSZSXERH, A5 , BLEN , BEEXEH ARN UX 5 EA].

REEHESERNZ , BALUCREREFZERE2 XFHEM Amazon Web Services X1 , tEEH
B (BREBX ) MIEA®RX (EE ) XiE, EREFENNMNESHBNZM R ID WHEXZXER
8, MTER. BRI EEF, BRI EATH] , T UBEN X ER e, Fla,
FBHRELT AKX (B ) REFEABABAXNKBFEHTNSE , FREBHBEZEES (BN ) X
g, AEEXEAED (HBHN ) XEEABESRANEHTRHRE,
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/ us-west-2 US West (Oregon) \

P

MMulti-Region replica key

arnaws: kmsnus-swest-F:1111122223333:
ey mrk dabcdl 2ab3dcdS6ef 1234567 890ab
us-east-1 US East (M. Virginia) eu-west-1 EU (Ireland)
Multi-Region primary key Multi-Region replica key
armzaeesoms s -past=-1:111132223333: AR krns.m wess-1:11 1]2?.‘-‘ 1133-

keyfrak-1234abcd 1 2ab34cd56ef 123956 T890ak kewfmirk dabcd] 2ab34cd56ef12

ap-southeast-2
a Asia Pacific (Sydney)

Multl Region replica key

|
s u'\.\s.lcms agr the: t-2: 111122223333
knl_."'r k-1 ZobFacdSEefl2 345678300k

ZXEZANEMIEENEEUATAR,

EASHERME — MRSXFHRPANHLZEEMREFER , Amazon KMS 2 BZIRFZMNEEEHMBEEIAE
ZHNER. BTEEERIBHRNTREBENEL . Amazon KMS 2R ERNHRBLSFREER. B
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https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/
https://docs.amazonaws.cn/AmazonS3/latest/userguide/UsingClientSideEncryption.html
https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/java-example-code.html#java-example-multiple-providers
https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/java-example-code.html#java-example-multiple-providers
https://csrc.nist.gov/projects/cryptographic-module-validation-program/certificate/4884
https://csrc.nist.gov/projects/cryptographic-module-validation-program/certificate/4884
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeCustomKeyStores.html
https://docs.amazonaws.cn/cloudhsm/latest/APIReference/API_DescribeClusters.html
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
https://www.amazonaws.cn/kms/features/#AWS_Service_Integration
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
https://docs.amazonaws.cn/AWSCloudFormation/latest/UserGuide/aws-resource-kms-key.html
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https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeCustomKeyStores.html

Amazon Key Management Service .
- BETRAXAREAERTBANNNESES | 50 ANE,
. BEABEAEHTOREKVS B | WHH EANEAZH TR KVS B4,
. BRSINEENBEAEEAN KMS B4, WHH RBIBEPZHE K KVS 24,

. BTRBIBABBAEE D KMS BHYBHOIEET , BEAMNBDHERETHE KMS B
4.

Amazon KMS BB ZEE 5

Amazon KMS R AIBENMBREE , AEREAUN—HEHENEEZIEAREIRI S —HE
HENEZIEN, NBEEREMNZEEZERMEKBESLEINE (2 FIPS #tE ) EEXFEREN
ATHRREZEEMEMMEEE,

BHMTRELNTEINRBEL | BSH BN NRIE,
18 A BE AL B

Amazon KMS Z44E K2R HITH Amazon KMS HSMs, HSMs SRI{E A NIST SP800-90A
Deterministic Random Bit Generator (DRBG) CTR_DRBG using AES-256 BB S B E RS, EX
A 384 (U IEEEMBV A ERFIHTHEA , HEATMANBEITES , LEEBXFARAMEM R
BHER AL TN BA o

XS PREHBRIE (RN )

HPEANMAENMEAMBERTE HSMs A RMERE (AES) , 1 G alois 1T#EE (GCM)
FR{EM 256 (U, BERRLCERERREK.

AES-GCM 2 —REZTY HHRIEMNMBEF R, BRTXNAMHTMBUERBEIN , ERUTEBN LN S
DRIEARENFES AR EMEBRE (NS H0RIEHER AAD ) . SRS/ THERKR
BIEREFHIKIR , 3 AR AAD RFIE K.

BE , RINNHERP2 Amazon ZREE AAD , AEHRERRBBEZANMEN, EXEERT , B
BN XA REMZNSHERMNZAXHNERTAIA AAD 2B#1T0 X

Amazon KMS £t T FZ4A# %S A B Amazon KMS key MR 24k Amazon KMS 4 B 2248 78
MYIET, AIBAfEA RSAES-OAEP XS AN ZAMEAHITINEG | LEEEHE HS M I BHRFPEH
%8, Amazon KMS RSA Z4AX 7 £ Amazon KMS HSMs4E M. S AR Z4AMKIE Amazon KMS
HSM L% , RETE AES-GCM TEHMNE , ARHBRS M.

Amazon KMS ZRiBZE & 51


https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-90Ar1.pdf
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-90Ar1.pdf
http://csrc.nist.gov/publications/fips/fips197/fips-197.pdf
http://csrc.nist.gov/publications/nistpubs/800-38D/SP-800-38D.pdf
https://datatracker.ietf.org/doc/html/rfc8017#section-7.1
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SEXNHEARE (NE, BMFER/NERRWIE )

Amazon KMS X #HFERAIIENMBAREHRTNE, BFIANZRAMPIIRE. IENHTBARERTT
BELHEXNLEZANAERAX , TRTNENHRE, LFNIBZRIERRERZFRH, RPXE
R&4F Amazon KMS RINFRA. E AL Amazon KMS &3 i8H Amazon KMS API g 41 R ZBHEE
AN, Bl U TE N AHESNIBER Amazon KMS,

Amazon KMS XA T IEXN #RZF1E,
« RSA-OAEP ( AT in® ) 5 RSA-PSS #l RSA-PKCS-#1-v1_5 ( A TZXRA MBI ) - X RSA #4A
KB (LMINEM ) : 2048, 3072 A 4096 ; NTIHEFRANRLER,

- HEML% (ECC ) - ATERMBIEIRERERH , EFREMERNEM. ¥ ECC #i4 : NIST
P256. P384, P521, SECP 256k1. Ed25519,

« ML-DSA : ATZXEMEIU, X#EFMN ML-DSA BB ZIE : ML_DSA 44, ML_DSA 65 #
ML_DSA 87,

« SM2 (RRFERXSE ) — ATNENEZ, SENMBRIEIRMAZHS , BELTEE-HZHAA
Eo X SM2 PKE #4TI%E , X#F SM2 DSA #1TE A,

RAMRERBATMIBZAIBZAPREREMEREA. Amazon KMS £ A Z 7R E BRI (KDF) Sk#
SEMNIANES , LRI TS MNNZENH. Amazon KMS keyFiE KDF IREEITHEEER T FH
KDF , % 7 [0] 8 HMAC SHA256 [FIPS197FIPS18]. 256 {14405 AES-GCM —f2fEf |
AT hnEZSg@EE P HRENZA,

Amazon KMS NZBERARFEZA

BWFEREATRIE Amazon KMS KEZ RIS HERE. FIERFSEAHE —MIEHEHTFES
&% (ECDSA) Z4Axt, ©11#4T ECDSA , i Use of Elliptic Curve Cryptography (ECC) Algorithms
in Cryptographic Message Syntax (CMS) ( fE % E B8 7% [CMS] H{E A E th4k tn%: [ECC] ) M
X9.62-2005 : Public Key Cryptography for the Financial Services Industry: The Elliptic Curve Digital
Signature Algorithm (ECDSA) ( £@BRF TN ABZAME - HEMEKRFEZE L [ECDSA] ) #
FRTE M o XL E A BRFRE B EBAR M IR Y FIPS PUB 180-4 REN R LR HEE , A,
SHA384iX L BR4A 7E #1148 secp384r1 (NIST-P384) L+ K.
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https://nvlpubs.nist.gov/nistpubs/legacy/sp/nistspecialpublication800-108.pdf
https://nvlpubs.nist.gov/nistpubs/legacy/sp/nistspecialpublication800-108.pdf
https://nvlpubs.nist.gov/nistpubs/FIPS/NIST.FIPS.180-4.pdf
http://csrc.nist.gov/publications/fips/fips198-1/FIPS-198-1_final.pdf
https://datatracker.ietf.org/doc/html/rfc5753/
https://datatracker.ietf.org/doc/html/rfc5753/
https://nvlpubs.nist.gov/nistpubs/FIPS/NIST.FIPS.180-4.pdf
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(EE=pIES

REMEHER , RESXIRY  BELTRFNEZH, —HREENERTHNE, EEHNE 2
—MNEGE , CERAREZAXNAXBEETNE , RREAEGRANBRBEZHETNE.

CEETUERAEMNZZHANBENZZARTNE , ARES - PMNBERHT MR ZNZEZSR. B
=, &E, ~MNEALTUAXERRE  UEETUEZZAMBIE, WRKAEXZANBZHR
NREH.

Qo

Root key Data -key Data

—

Encrypts

Amazon KMS BN Z £ it FZ# M EB MR ZARBE BRI ZE. FHE Amazon KMSE A Amazon
KMS keys Amazon KMS FIPS 140-3 Z2 %4 3 WEHZ S ERPNBRZRAKZTEMSE ., EFEH
KMS 40 , 4188 Amazon KMS,

TEMBRGHPEANERERZERNE, FHNBZEARNSESNEZZARRTER. B , —
MNERAREBREKHRNBISER kK, Z—IBHARSFEEES msgKey , ZEHALERAMEHE R,
EHBEI MBI T HEERK : ciphertext = Encrypt(msgKey, message). & , SHEZAFEHKHE
DEEABITINE © encKey = Encrypt(k, msgKey). &f& , XPME (encKey, ciphertext) T8 —1N&
¥, EHNZENES,

BB Kk HRBENBA AT ERNZREE , FEREABRBNBENER , RREEHE
Amazon KMS ### 7T EEXLEKHHSERANM B NITRIEEHMEIENED.

BR T Amazon KMS RS H IR MNZETEESL | Encryption Amazon SDK R EE FIREEHMEE., &
A BAGE A IX L B SRR AP BV BAR A A T B 2 IRy B 2 4R,
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https://csrc.nist.gov/projects/cryptographic-module-validation-program/certificate/4884
https://docs.amazonaws.cn/encryption-sdk/latest/developer-guide/introduction.html
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~

—>

Encrypts

\ KMS key / Data key Data

_—

Encrypts

EHMBATRHEUATSHRES

- REPBEZH
NEHFEZAN , EEFEOFHRNBHERS , EAREZATSRZINEZNRF . EAUlZ2
WK B B S NE B IERH B,

- EASANEANEAEE N BE
MEZBRETEEIFFEREN , BIREMBFNBERAEXN R, EAIUREHRMBR R HIENVHRE
24 MEFEATENBRASREHN MBI K.

- HESHEZNNS

BE , SOARAEENEL  XHBAEEIREER  ERNEXE D, BELARRAEETRHKER
MAESBENERMNEAEE, SHNRILETUSHNRBENAEESER.

ik Y

£ Amazon KMS , INZRERER KMS Z4ARPEIEN APl #B/E. AT KMS Z4AREBEHS
Amazon KMS |, E &4 Amazon KMS =BT N2 E/EH (E F KMS 247,

EF A KMS ZAMITNEZR/E , B #EH Amazon SDKs, Amazon Command Line Interface (Amazon
CLI) 2, Amazon Tools for PowerShellFTo3&#E Amazon KMS 2 & & RHITINZIRE, BXRERAZH
HEESRANBRENTA , ESRAEANKER Amazon KMS il Amazon SDKs,

TRIIHT Amazon KMS MZEE. ©EEEREEFERN KMS BANBARBNZAEHER.
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B

Decrypt

DeriveSharedSecret

Encrypt

GenerateDataKey

GenerateDataKeyPair

GenerateDataKeyPairWithoutPlaintext

GenerateDataKeyWithoutPlaintext

GenerateMac

GenerateRandom

ReEncrypt

|‘Cé>.

erif

B

VerifyMac

B
SR
SERIH
SRS IE

T

1]

B LA A

B KMS Z4i g%
2,

XIFR [1]

HEEHENFAFET
#) KMS B HFF X
o

X3

HMAC

TEM. WRERHE
A KMS &4,

XS RELFERS 7R
E S
eSS

HMAC

[1] £ ZEXN TN KMS BRI IEXN HRBITER AT,

BHAE
ENCRYPT_DECRYPT
KEY_AGREEMENT
ENCRYPT_DECRYPT
ENCRYPT_DECRYPT

ENCRYPT_DECRYPT

ENCRYPT_DECRYPT

ENCRYPT_DECRYPT

GENERATE_
VERIFY_MAC

FER

ENCRYPT_DECRYPT
SIGN_VERIFY
SIGN_VERIFY

GENERATE_
VERIFY_MAC
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DeriveSharedSecret.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateRandom.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Verify.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_VerifyMac.html
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BRMFRENNRNEE |, S W the section called “NRESE",

R T iLFRE B F EBRE Amazon KMS HREIR R B IhBERE K , Amazon KMS &1 E# 1A B N2 /E5
BREREH., EXFMEE , S the section called “IMNZZREN L ZHEEH,

XENNEREE
AR S %

UTREESET Amazon EIZHBSHBBEZL, BH, EXNBHAKND , LATRFEHHK
f&. FRCRFHEMA Amazon FFFE A AMBIETRER SR, EERDAFE

. BiEEE , 4 Amazon T4 FHEEAR .
c AESEE  TAXFREELENAERFENEAMEEE , BFREH %,

IEXTFRER RS K
TRIE T ZEFHNME, BADUNERFZERHERNHREE.

KR 5 WS
hnzs RSA-OAEP ( 2048 5 3072 {1  ®[#%$
EH)
hnzs HPKE ( P-256 = I3

P-384, HKDF # AES-GCM )

AR Y ML-KEM-768 5% ML-KEM-10 &% ( iEF )
24

AR Y ECDH(E) 5 P-384 &4 Gf::3]

AR MY ECDH(E) 5 P-256, P-521 % A/

X25519 &4

AT ECDH(E) & brainpool AlEs
P256r1, brainpoolP384r1 =
brainpoolP512r1 &&
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it 5x RZS

Signatures ML-DSA-65 = ML-DSA-87 BHiE (ET)

Signatures SLH-DSA Bk (MEFRAEHGHZE)
Signatures ECDSA 5 P-384 &5 ATER

Signatures ECDSA 5 P-256, P-521 5 ATER

Ed25519 &4

Signatures RSA-2048 = RSA-3072 CIE::33

SEXT PR N ER

TRIMTXEFNNR, 2F50RIENBENZAHERANKRE L.

RE 5x WA

£33 50K U & AES-GCM-256 Bk

£33 5K UER & AES-GCM-128 AES

233 B IR INER ChaCha20/Poly1305 AiER

mEER AES-XTS-256 ( A T®R7EME ) HiE

mEER AES-CBC/CTR ( RZ&#%K  #AEF
R )

ZHa%k AES-GCM-256 Hit

PRI AES-KW = AES-KWP 5256 wA[#%
NEALE

PR AT

TRIHTXEFNRHL, BRARE, BRSORIENZLRFLERAEE,
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BHIRE

M8 5 BRI
M8 5 BRI
M8 5 BRI
B AL

Z B E

LBz3
SHA2-384
SHA2-256
SHA3

HKDF_Expand = HKDF &
SHA2-256 &4

it EE R KDF 5 HMAC-
SHA2-256 &4

HMAC-SHA2-384
HMAC-SHA2-256
KMAC

scrypt 5 SHA384 &4

PBKDF2

EFEM T & Amazon HERBINEIBE L |, 1S H Cryptography algorithms and Amazon Web Services

B

EE*E

58


https://docs.amazonaws.cn/prescriptive-guidance/latest/encryption-best-practices/aws-cryptography-services.html#algorithms
https://docs.amazonaws.cn/prescriptive-guidance/latest/encryption-best-practices/aws-cryptography-services.html#algorithms
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KMS %348 13 7] £ PR M A R

ZE#F A Amazon KMS |, B2AE Amazon AT TFXER#ITH MR FIE, EHLNIIEH

[ Amazon FRHIIR Amazon KMS keys M3l . BRIFBAFEM T KMS BHAMNKIR , FUMEM
Amazon ZIEAEENIGE KMS 24 , FENTFHIEL, TEEFAHEE KMS BRI NRE
B3R,

EiRHN KMS BATER |, ST LER T SIS

- BHER : 81 KMS ﬂa%ﬁ%ﬁ*ﬁ‘a%ﬂ%ﬂlﬁo REARBEth 2247 E KMS B4 EENE, BREEME
FZARRE RSN E , XEWREXN KMS ZANME R REIIEE N ( BEAKRE ) RHTENL.
ﬁ%ﬁﬁla%ﬂ%mﬁﬂ’ﬁ%{n , B RBHBEE,

« |IAM policy : AL IAM policy SZARBEMBNESER |, MIRHIX KMS 4015, B
A ARZEFHE , ETUER IAM 7% IAM SHONFTENRER. EE/A IAM policy fAiFiER
KMS 48 , BEARMAMBARE AT TFE. BXER IAM;, RENEZEE |, BSH 1AM K,

« B BULURBRAKEES IAM policy EEER |, AT KMS 2R, BYAXR A A2
FHEAR , BUAERARBH AVFIERE KMS B8, AR EXSHRATEONRERGHMS
7. BXRERABRNESZFESR , $ZMAmazon KMS FH X,

KMS Z4A R

B Amazon KMS BRI RN EEF AR FERAEKRE., FREATHEHABLEZIEATLBEMFLE
FRHI R, KR IAM BERHNRBMAETEMAMRE (N IAM KiE ) | MBI KB TR KR
B BRBEFEE, Amazon KMS KMS 4R R B FEBRI N REA K,

B KMS AR EERARE, MEREBTFTEH— , BHNE Amazon KMS 8|2 —1, Amazon
KMS AR IAZHRRBEXETE , FHZISHR/;‘E?"‘ 27 Amazon KMS }mﬁﬂAqﬂﬁUE&’fﬁLmﬁﬁﬁ
Amazon KMS APl, EMEBUEREBRIAFHBEER K FEAFESRAENHKENEHNER,

MEZAF IAM ZEFEAMTFE— Amazon K F , BTSSR I0 4 A 2540 KB SRIZ B 1A EAXPR |, X B
REX KMS ZHN L HEBERELE NN (ZHRE ) PEXW, B2, S—NMNKFHPWARE
A E] B — AN R AR, BTFERERABARERRFIHEANER. EEKFZSES , S0
IAM SREEKI B RAENAFARAGL , BEAFRAEHIT AP B,

BT IAM REESBRABRNRNESER , SURHX KMS ZHANTHRMNR. ZEA IAM K
EHEX KMS ZHANTHRNR , BABRSTR TKSER IAM REHRXR, EREEREA IAM &
B RABCRIE S , WA MERABKRPABEE VR E4,

KMS Z4ABUR %


https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#Principal_specifying
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EHERKE  FRARETHRNVRGEER  RETURTUATRENAR

« EE. SIEFMER IAM 1 KMS B4ABUR
- XXAF., AEMAKINMIE IAM K
o WIEH KMS Z4AM inF 29 KMS ZFABUER

KMS Z4A X

BRT IAM FIZARBESL | 3& Amazon KMS X#EFEN, BNEHT — R EMBANNBRELESFR. &
AT LAGE A 2 E &K Amazon Ik s E it Amazon K EY IAM ZEA KRB BRE KMS 2481518
BR, MREECNEFBNTHNETANERS , REFEFTRANENERLERLETL , BRINBUER
FERBRAIFRINE, HENEEZETUS KMS ZANTR—KFH , AN TFFARNKS B, 40
REMEM KMS BZHANMTARNKS S, MBRTRFZA , BELTIEE IAM K, BRNEFEEZHIAD
EE L ARNEXTAA API RAUEBEN , HETBEZEREASBE RN,

PR X BB Amazon KMS

FEAREE AV AR K Amazon KMS key, ZEABERZEHX KMS RN EE R E. 81 KMS
ZAMMRAE —NFAERE, ZARKBTINEOBEEEENRBEFER KMS R4 AR INAFER KMS %
o BIETEA IAM policy FIRBURIEHIFT KMS ZEAM AR |, BEN KMS BRAMBNE —MNRHAE
B o

£/ Amazon ZHA ( BEKFRAFHZAUNEE ) MELNGF KMS B4 |, FRIFEEBHARRE. 1AM
RIS RN AR R ENTHIEL,

BRIEFAAFHBAE AT , BNETEEMER IAM policy RFIHR KMS B4H, RELFHRKFT , LiF
BPREY IAM policy T o  ( BAILABER 1AM policy RIELE R A FA KRBT ATHER T3 KMS %47
BIAREINER, ) BRIAZARME A IAM policy. EEERARKFEA 1AM policy , ERM 7V
Amazon Web Services Ik~ H 5 A IAM policy FFTRK KEEE Ao

E2FM%M IAM policy TR , BARKER XM R, BHARKIUZHEIXE—XEH KMS B/
[Flo ZREEX HAtbith X#Y KMS BT

ES}

- DIERARK
« MIABRARR
- EREBHEE
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- PP ER
o XEBEREPH Amazon RS R

B 22 %7 47 SRR

A LATE Amazon KMS 12§ & P a2 MEBEZAKE , th I AER Amazon KMS API ##4E ( 4l
#CreateKeyReplicateKey. # ) PutKeyPolicy,

£ Amazon KMS 121 & 812 KMS B4R , BH &5 SEERE TR AMAZRARERLEZRH
FHNLSE], EACreateKeyH At ReplicateKey APIs , INREKRIEERAREE |, NX L KB
RS NI M E APIs RIABRINZA R, £ PutkeyPolicy API B} , EERERHBCR.

BORBEXEBATUE N XS NMREET, AT ROERT ER—NREETHNERFH R,

JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "DescribePolicyStatement",
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:user/Alice"
}I
"Action": "kms:DescribeKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms : KeySpec': "SYMMETRIC_DEFAULT"

£}
- BHRBPHNTE
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https://docs.amazonaws.cn/kms/latest/APIReference/API_ReplicateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
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« R HHKRE

ZHAREEE
TR R A BFH AL TAN -

. B% 32KB ( 32768 £ )
. RPARBKIBIHM Sid TETLLEBEZEHK, (IAM policy XM Sid TEHFREILFERAZTK. )

RERBEMHARETEUATZH/

- AITENH ASCIl FHF
« Basic Latin #1 Latin-1 Supplement Z&F &R AT ENZHF
o HIRMF (\u0009 ), ¥ITHF (\U0O0OA ) MEZF ( \u0ooD ) 4% =&

ZHRBEPNTE
AR B AE AT TE
TN
BEEBHRBEXAERAN, FRAREN 2012-10-17 ( RHFHRA ) -

B
FEFREEIE T, BARBXELAZELEE—MET,

BINEBAEREARZSEEARN LR, Effect. Principal. Action l Resource B4 &E T
%,

Sid
( /i) BARIRF (Sid) , RTATHEREONEEFHAE, BAXEKRDPH Sid 73S
=%, ( SBTHETE |IAM policy Sid TEHEEEHK, )

HMR
(T ) BERATERIEL ZRBBEIFHNNE. BMEN Allow 5 Deny, HMNREZEE

XAV KMS BAMIGE , NEXELFRE. SEAEXELX KMS ZHANERE. S &
BiximXERAF AR CMK |, BIMEE KA 72 7 7 0] t 2 itk
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E73

(MF) TERREERBUIPEENNRNFH. EUUAEZHAEHETT IAM AP, IAM A
EFE L Amazon BREHEE Amazon Web Services I R ZEFE A, IAM B A EEAFERESE
B ERR2EREM,

ESE, flm, "AwS": "*" RRFIBEKFHFFTE Amazon 14,

/A Important
BRIFEBFEAZURHEZBABE , ENTFEEA TN ROEMZHABREAFEMREN
ES (%), EERFENEMER KMS Z4H Amazon Web Services Ik #XR |
BRIEEMRBEFHAREL, HtAr REEE WK PHEHERNNER , B Amazon
Web Services Ik~ B] AR ZH KMS 247,

(® Note

IAM RESERAEMERAEEKHEIEN IAM B, AR AL AR MG EIEN
IAM B8, BEXEZEER , 555 (AM BFIERE) 91 IAM £ 5E50K,

YRARBAPNEMRRRN arnzaws:iam: : 111122223333 : root" B Amazon

Web Services Ik F AT , ZREEBIRRFEM IAM EHENFE, #HK , © Amazon Web
Services Ik AFEA IAM FBERBAREPIEENNR, [REEKFRRATHEAR
Troot” , BRI N arn:aws:iam::111122223333 : root" WEMAHTRKEK Amazon Tk~
BAF. B2, KPEARARKFREEER (SEKFRAF ). ]

HZEFEARS — Amazon Web Services Ik SEZHE AN , REEEA KMS Z4AMEHAE
BOXEFHERZK,E , NRFTLER. BXMABRTREANXE (“EFMAXE") /Y
f§2 , HZH (Amazon Web Services —fixZ%E) =H# Managing Amazon Web Services X
o

ERFEMAF Amazon Web Services Ik siEZ A FER KMS Z47 |, B4 TE B KRB
B—NIKFH IAM REEFIRENR, BXEZEE , 558 AT EMAKFFHEFER KMS
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#Principal_specifying
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_groups.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/best-practices.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#principal-accounts
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#principal-accounts
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_root-user.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_root-user.html
https://docs.amazonaws.cn/general/latest/gr/rande-manage.html
https://docs.amazonaws.cn/general/latest/gr/rande-manage.html
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B4%E

( HFE ) IBEEARURIEL API B4E, HI0 | Zkms :EncryptB/EX B F “ Amazon KMS
NE B, BAUERBEITRIEHSZA Action, BXEZER , B2HE RS E,

(® Note
MRFARBEBEARRDOMLEN Action THE , NREKBAFLER. &E Action THE
Y 25 4 SR BE B & A T2 KMS Z4A,
UXBRKIEDRD HActiontER , Amazon KMS 24|42 EHERE4EIR | ERAN
ERIEIE AT , CreateKey Mt £PutKeyPolicy APIs B,

IR

() ERARKEF | BRITENER "*" , XEKREDRN KMS 47, S ("*") /MR
RELHTINEIHY KMS Z4R,

(® Note
MREFAREBEAPHRDMLER Resource stk , NKEEBARN TN, &E Resource
TENBHARE QDT ER TEA KMS E4,
YRBEEFAHRD HResourceTER , Amazon KMS 24|82 ERIRE4HEIR , ER
BN RBEIE ATTM , CreateKeyF i £PutKeyPolicy APIs B

ESe
(At ) R EEEERARBEMMAIRZNER, EASKM . Amazon ATLLFE APl iE
R ETXUBEBRFAREER.

ERESRYE , B LMEATENWEHEE, Amazon KMS XiFAmazon £ @A EMAmazon
KMS &8, BT XEBFETEMMIGEIESE] (ABAC) , Amazon KMS ## T EFHRZ MBI B2
HX KMS ZA RN ZSFI. BXEZEER |, 155 ABAC for Amazon KMS,

SRR

"Condition": {"condition operator": {"condition key": "condition value"}}

Blgn -
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
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"Condition": {"StringEquals": {"kms:CallerAccount": "111122223333"}}

AX Amazon REFEENEZEL. , FSH Amazon IAM AP IR T IAM KBS Z,
) 4

UTREIERTXNFHMNE KMS ZANTEZRARE, ERERAEFNFARBHESN | BA0EEE
RNEZE, WBARBE 2 BRIANBZARELONROAREBEDEH N —INBHRE | ZBPRE T
AT 84E -

« ¥Rl Amazon Web Services Il 111122223333 X KMS ZAMN LB ENR. BHEAFIKF
RHEER (SEEKFERAFEZESBRT ) EZKF A IAM policy K A ¥FiH Rl KMS #4A,

« A1 ExampleAdminRole IAM BBEE KMS #4i,

« ¥ ExampleUserRole IAM A& H KMS 4R,

JSON

"Id": "key-consolepolicy",
"Version":"2012-10-17",
"Statement": [

{
"Sid": "EnableIAMUserPermissions",
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:root"
},
"Action": "kms:*",
"Resource": "*"
}I
{
"Sid": "AllowKeyAdministratorsAccess",

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleAdminRole"
}I
"Action": [
"kms :Create*",
"kms :Describe*",
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"kms :Enable*",

"kms:List*",

"kms : Put*",

"kms :Update*",

"kms : Revoke*",

"kms :Disable*",

"kms : Get*",

"kms :Delete*",

"kms : TagResource",

"kms :UntagResouxce",

"kms :ScheduleKeyDeletion",

"kms :CancelKeyDeletion",

"kms :RotateKeyOnDemand"
]I

"Resource": "*"

"Sid": "AllowKeyUse",
"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333
}I
"Action": [

"kms :Encrypt",

"kms :Decrypt",

"kms :ReEncrypt*",

"kms : GenerateDataKey*",

"kms :DescribeKey"

:role/ExampleUserRole"

1,
"Resource": "*"
"Sid": "AllowAttachmentPersistentResources",

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333
},
"Action": [
"kms :CreateGrant",
"kms:ListGrants",
"kms : RevokeGrant"
]I
"Resource": "*",
"Condition": {

:role/ExampleUserRole"
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"Bool": {
"kms :GrantIsForAWSResource": "true"

}

AR A B SR g

B KMS AR , WAL RN FH KMS ZRAEERARE, MEBFRREH— , BEHE Amazon KMS
BB —N, Amazon KMS FERHMRIANZHARBSEMTE , EABURTERZE Amazon KMS #4148
A a2 %4035 2 Amazon KMS AP,

Bz eI KMS Z4A R R A B9 RRIA 2 4A SR g

LIRMEA Amazon KMS AP| BURTES R 812 KMS 248 ( ‘@3EFHAmazon SDKs, Amazon
Command Line InterfaceZ Amazon Tools for PowerShell ) , 3} B R ¥IEERIAFKKE , & Amazon
KMS RAEERENBRINZF R, WRINZARBE - KRBFH , ZFHEAE KMS ZHH
RAPRRFER IAM REENR , LATFX KMS ZH#H TFTE Amazon KMS #4E., Amazon Web
Services IkFP BXURBEBEANEZEL , ESRAITFIHER Amazon Web Services Ik 3 /8 A

|IAM policy,
A BIZE KMS Z4A R BRIA B4 KB Amazon Web Services B2 &l &

R AIZE KMS 2R Amazon Web Services BEIRHIA , AR LL A 1F1H 1R Amazon Web
Services kP HE A IAM KR RIEFRITL, AR5, BHEQFNBHAEEAFH, BHAS
FHUR (NTFASHEHALRE ) ATERAT KMS B4 A T HM Amazon RS BEH, EAIL
£/ Amazon KMS 2 HI A ThEERIEE IAM AP, IAM A&, Amazon Web Services Ik~ 2
RAEEAURERXEBA, (ZHWERMEZ ) -

PR

« S5 1R Amazon Web Services Ik 3 /5 A IAM policy
- ATBHEEREE KMS B
- ATBHARASER KMS E44

- RAUYBRHERAFERA KMS BB ITINRIERE

- ATBHARFN KMS %45 Amazon lRF—EEH
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A5 E Amazon Web Services Ik 35 B |IAM policy

UTRANBARBEAEXREE,

- ERAHE KMS HHN AREX KMS AR TL1HRNE, Amazon Web Services ik P

EHft Amazon BREKARE , Amazon KMS Z4ARKA L2 B3I MK A REFASHETFTNR, &
EETFKFEEGNER , ZARBLAESREMNENERIEY , WTFAAR.

- BRZPRBEN  EAGFIKFER IAM policy X KMS Z4A# Ti5 1A,

MR A LNR , REES 5B ZEH IAM policy MAEX , (ER AT RIZAR 1AM policy R

Mo

- WIRREREKSEER (BREKFRAR ) RTFEEMRO L FZEARNR , KEERARFTELEE
ErRE,

LT EZARKEAIRARES N CIEN KMS ZHANTEMIAZAREKE, X2 Amazon KMS 24| & H
BIZH KMS BN RMIAZ AR FHYE — KB FEH,

}

"Sid": "Enable IAM User Permissions",
"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:root"

},
"Action": "kms:*",
"Resource": "*"

JL1F |IAM policy 723 KMS BB T [F

FTHETRNZAREEAQAERANALRTER IAM REEMNZARBEHNR , LA KMS
BAAMITFIEIRME (kms: *)s Amazon Web Services Ik F°

ARARBEFEEFNEARK, 4, EHER (arn:aws:iam: :account-id:root) #9 ARN
BHITRT. KPFZEREANREK Amazon IKF R HEEE R,

HZARBEDPOEERK S, EMEEY |, ZRBEATREMEM IAM EERFERA KMS B
R, MR , HEFKF,EA IAM policy ZRZHIEATRIEENNIR, LERIANZPARBITAATKS,
£/ 1AM policy £1E KMS Z48 LT #1E (kms: *) IR,
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AR R KMS ZHHEB T EERN X

5 Hfth Amazon BIREKTE , Amazon KMS ZARBA2EI MK HHEFAEZREARFN
fRo EERTFEMEME (BEKFERE ) R , ELAEARABRUIRNBARKED, BXE
RFKF EFRFEMEMATE KMS ZHANNR, ER , RFEKS EHRTRNBREBTIIETEE
E®H,

flan |, BRIREAENZAREIRT— NP ER KMS 240N ER. MRBBRZAF , NZAF
TETEER | BMMELFR Amazon Support F BEE H3R 18 KMS Z4AKI 1A BRI PR

THEERNBARKETEKS FERFREZHONR, K- ZEEAREK Amazon Web
Services Ik REEER , @IEIKF root AF . BRIEEMIER Amazon Web Services Ik , &0
W RAFRE—TERBRAES, IAM RESBRAIFMARKFBAFXEURE , EE21BRKR
o B2, MRMBRFAIBEHMES KMS ZHRTHRINBRHAFFNARS , WEAREEXR LK RA

o

ARFZAEERAEE KMS 24

EHEENMIABARBATEERKS TN IAM AFRPNAR  AEERAIZHAEER, LHIEAN
NEREERER, BFAEERAANEE KMS £ , BEERNEMFREPER KMS B, ERER

B ESRENE AR KMS Z4rt |, B IAM AR AR mEZAERER TR,

/A Warning

HTZAEEAENEXBARKANCERN , Rittila i@ B S MEMA Amazon KMS
BT IR REENNR,

ENEERSHAENEREA BRI KMS 2R 1ER. BXESZER , 558 ABAC
for Amazon KMS,

(® Note

IAM JERERAEMEREEKHZIEN IAM B . MARAaEMER REIGE ZIER IAM &
B, ARESZERE , BZH (AM AFERE) F8 IAM Z2HEKEK.

BURRBIE Amazon KMS #H e RERENEFERTZAEERIED,
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Key policy Tags

Key policy Switch to policy view

-
Key administrators
Choose the 1AM users and roles who can administer this key through the KMS APL, You might need to add

additional permissions for the users er reles to administer this key from this console. Learn mor E
Add
Q
1
MName Path Type
ExampleAdminRole / Role

Key deletion

Allow key administrators to delete this key

LR RHIZ Amazon KMS ZHI G RBEAEFHNRAERRER. LEAEERAETOERTEXEX
MInE KMS %48,

(® Note

Amazon KMS #Z#| B EBAMRRF MNRAEBEARNNEZAERKE A "Allow access for
Key Administrators". fMREHWIBDIFRAR , MR MEH A & REXZE TR
&y 53,

"Sid": "Allow access for Key Administrators",
"Effect": "Allow",
"Principal": {"AWS":"arn:aws:iam::111122223333:role/ExampleAdminRole"},
"Action": [
"kms:Create*",

RN AR B 70



Amazon Key Management Service FERARER

"kms:Describe*",
"kms:Enable*",
"kms:List*",
"kms:Put*",
"kms:Update*",
"kms:Revoke*",
"kms:Disable*",
"kms:Get*",
"kms:Delete*",
"kms:TagResource",
"kms:UntagResource",
"kms:ScheduleKeyDeletion",
"kms:CancelKeyDeletion",
"kms:RotateKeyOnDemand"
1,

"Resource": "*"

REI KMS Z4. EXEXNHMNE KMS ZHNFREREFHEERFIATUATNRR. BXREMX
[REVFHEFELR , S8 Amazon KMS R,

HIREA Amazon KMS 12§ & 0122 KMS Z4irt , BHASNEEENAFPNAGFNEBHAEER
BEAHHPrincipal TEF,

XERRPERSHBISBESR (*) , £ATCHAARFLIEE AT KNFAERR, Rt , &£ Amazon
KMS ZRINFTEY APl R4ERY , B AW RAERACATCH. EFLENBARBETESHEE. W
REFLEFHRHERARBE—LABEN AP RFED | NATLLE R FHEKRE,

kms:Create*

AV kms:CreateAlias M kms:CreateGrant. ( kms:CreateKey IXBR{XTE IAM policy #5
Mo )

kms :Describe*

A kms :DescribekKey, EE kms:DescribeKey XBRF BEEE Amazon Web Services EE %
Hl&F KMS 2N ZAFAEERE,

kms :Enable*

AW kms:EnableKeyo X FXI#rME KMS 247 , ©i& A 1F kms : EnableKeyRotation,
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kms:List*

AW kms:ListGrants, kms:ListKeyPolicies fl kms:ListResourceTags, (&E
Amazon Web Services B2 H| & FH KMS Z4APTEMN kms:ListAliases M kms:ListKeys
BPRIXAE IAM policy FEM. )

kms : Put*

AV kms : PutKeyPolicy, WRRAFHEAEE R E L KMS ZAMN AR,
kms :Update*

fF kms :UpdateAlias M kms:UpdateKeyDescription., X FZXIHHR4 , © AT KMS
%44 £ kms :UpdatePrimaryRegion,

kms : Revoke*

ALY kms:RevokeGrant , ENATFHAETEARBREN , MEEERFTRENPHIEAEHE,

kms:Disable*

AV kms:DisableKeyo XFX#iNZ KMS %47 , ©E AW kms:DisableKeyRotation,
kms : Get*

A kms : GetKeyPolicy # kms:GetKeyRotationStatus, M FEBSARAMRIN

KMS %48 , © R kms:GetParametersForImport. X FIEXFr KMS %40 , ©RiF
kms:GetPublicKey, EE kms:GetKeyPolicy X PRF EEEE Amazon Web Services E IR #I
B KMS Z4A M 250 KB

kms :Delete*

AW kms:DeleteAlias. NTEESAZPAMRNELS , eAF
kms:DeleteImportedKeyMaterial, kms:Delete* PR /o F 240 B I & M Bk KMS Z4A
(ScheduleKeyDeletion).

kms : TagResouxce

ALY kms:TagResource , At A FZAEE R [ KMS BEARINIRE, BHTHREZ AR T2
KMS Z4HKER , it EEABTNR T AFRIELX KMS ZHNTER, BXEZER , HS
¥ ABAC for Amazon KMS,

kms :UntagResource

#A¥F kms:UntagResource , Sk A FBR4AEE R M KMS R4AMIBRITE . BFRETAFES
MNEZARNER , A ERABESHNRA AFRIELX KMS ZNiER, BEXEZEER , BSH
ABAC for Amazon KMS,
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kms : ScheduleKeyDeletion

AW kms:ScheduleKeyDeletion , Mt AFZEAEE AMIBRLE KMS 2. EMIBRILINER | &
5B Allow key administrators to delete this key ( St iF %40 E 12 5 M BRI R4 ) %I,

kms :CancelKeyDeletion

AW kms:CancelKeyDeletion , At AFHEAEEGZEUE L KMS ZHAMBR. ZMBRILIX
BR , i&7&BR Allow key administrators to delete this key ( /i iF %40 & 12 5 Ml BRitb 2248 ) %10,

kms :RotateKeyOnDemand

AR kms:RotateKeyOnDemand , WHWRER AT HABTE R KR ERIR L KMS Z4A R H ZEA M
o

Amazon KMS 8|25 AREAN , SFUTHRAMBMANZAEERIFTITR,
kms : ImportKeyMaterial

kms: ImportKeyMaterial IXRAVFZEAEE R FEAMES A KMS i, NHCETEEH
MR KMS B, RT3 EEZARET,

kms :ReplicateKey

Zkms:ReplicateKeyIXRAFHAEE AERRE Amazon XiF A& % XigEZHAMEIAR, XH
FRRL X ERAFAEN , WINRTLTEEFHAREF,

kms :UpdatePrimaryRegion

kms:UpdatePrimaryRegion RAWTHAEEANSXEBEIAZHAE NN ZXEEE, NHE
BIES X FRARI AR , INRF 2T EEFHRKSD,

RUFZHRAFER KMS #H

ZEH AR KMS 242N BRIAZA R AT BEKF kR IAM AP IAM AU RATAE
Amazon Web Services IKF , HEERANZHAF,

el &R RN R BE AR N 24 A P N B RS

- EEER KMS # — S— M EHRBEIRTEAASS KMS ZHAEEA TZRE KMS ZHx
A FRA I E R RV ER
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« ¥ KMS Z AT Amazon l§F — E-TRBEFAATZAR L AT EREMRK Amazon BRER
FMM1EA KMS 248 Amazon KMS k& IR , a0 Amazon S3 #F###F Amazon DynamoDB
zo

B2 KMS Z4RAT , B IAM AF. 1AM & FHE M Amazon Web Services Ik A& RINE %
AAFYIRD, BHOUUERAEFHAENBRIAZAREAERERZIR , I TEAR. RIAFHKEN
R MNZ A FEAEETNEIRE, BXAIFEM Amazon Web Services Ik FAF R KMS Z4ANEZ
B2, FZRATEMKS PN AP ER KMS Z4H,

® Note

IAM B{ESSBRAHMER EEKBEIEN IAM BF ., MR AsEERIRAIGEIERN IAM &
B, BXEZER , BHSH (IAM BFERE) 98 IAM 22 &E5RK,

Key users

The following IAM users and roles can use this key for cryptographic operations. They can also allow Amazon services that are
integrated with KMS to use the key on their behalf. Learn more [

Add
Q
1
Name Path Type
ExampleUser / User
ExampleRole / Role

Other Amazon accounts

s arn:aws:iam:444455556666:root
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EXENMHNEREREFHAFEBEIRTFUTRR. BXREMURNFAFE , 55 H Amazon KMS
R

LHIREA Amazon KMS 2 &1 & 822 KMS Z4irt , BH NS EENAFNARRMNESNZH
FiEAHKPrincipal tEH,

(® Note

Amazon KMS #Z#| & B GRS "Allow use of the key"HM T4 RNINEIZ4A
KBEH"Allow attachment of persistent resources". MRISUUXLFQAIRIRE ,
N AT gE S iR E & & REXNZ B AR IE R AR,

"Sid": "Allow use of the key",

"Effect": "Allow",

"Principal": {"AwWS": [
"arn:aws:iam::111122223333:role/ExampleRole",
"arn:aws:iam: :444455556666:root"

13,

"Action": [

"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:GenerateDataKey*",
"kms:DescribeKey"

15
"Resource": "*"
iy
{
"Sid": "Allow attachment of persistent resources",

"Effect": "Allow",

"Principal": {"AwWS": [
"arn:aws:iam::111122223333:role/ExampleRole",
"arn:aws:iam: :444455556666:root"

13,

"Action": [

"kms:CreateGrant",
"kms:ListGrants",
"kms :RevokeGrant"

1,

"Resource": "*",
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"Condition": {"Bool": {"kms:GrantIsForAWSResource": true}}

RTBHABAFER KMS BT INZRE

ZHRAFARE KMS BRAXZFNFIENZREPEREER KMS B4, iB13E AT LUE A

#ZDescribeKey#E7E Amazon KMS 24| A5 £ H Amazon KMS API BRERIREVE X KMS A1 1%
MER,

BINMBR T , Amazon KMS 2H| &2 HBRHRAFBARNIRMUNBARKES , MTHAR. BTXH
By APl BRETRE , REGF QP EHNNIMMNE KMS Z4. HMAC KMS B, B TABERA MBI EX
M KMS B LR A T EE MBIEREXN 7 KMS BRANRIERETE.

XNH IR KMS %48

EH B R ATEWRMBISFIINE KMS B ZH KBS,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal": {"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"},
"Action": [
"kms:Decrypt",
"kms:DescribeKey",
"kms:Encrypt",
"kms:GenerateDataKey*",
"kms:ReEncrypt*"
1,

"Resource": "*"

HMAC KMS Z4A

EH AU TEGRNE HVAC KMS ZARZ AR,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal": {"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"},
"Action": [
"kms:DescribeKey",
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"kms :GenerateMac",
"kms:VerifyMac"

]I

"Resource": "*"

AT RBERHAMEZERNIEXNT KMS 24

X3 F 24 AEA Encrypt and decrypt ( IIZEMAEE ) BIIEXIFR KMS 248 |, 261 &R 5L T E AR
B EHBARESD,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"
I
"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:DescribeKey",
"kms:GetPublicKey"
1,

"Resource": "*"

AT EAMBRIUEAIFEN T KMS &4

X F @A MENA Sign and verify ( E& MBI ) BIIEXIFR KMS B4 |, £H e AT EWRNEH
ZHREET,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal”: {"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"},
"Action": [
"kms:DescribeKey",
"kms:GetPublicKey",
"kms:Sign",
"kms:Verify"

1,

"Resource": "*"
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}

AT REHXZZHBIEXIFR KMS 24
X T2 AR ENBRDAERN T KMS B4 |, 2H 82U T EARNEEZABERF,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal": {"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"},
"Action": [
"kms:DescribeKey",
"kms:GetPublicKey",
"kms:DeriveSharedSecret"

1,

"Resource": "*"

XEFEAPRRERTFRAHSUTRER.

kms:Encrypt

ATBARAFFEAL KMS Z4AMEEIE.
kms:Decrypt

ARTFEZHRAFEAL KMS Z A2 HIE,

kms :DeriveSharedSecret

ARTZPAFERAL KMS Z2HRMERZENA.

kms:DescribeKey

ATFFLAAPREEXL KMS Z4AM#AER |, SIFHRRS. 2 BHMZHARS. EEANT
F4A A P £ Amazon KMS #4#| &R E R Ex KMS ZHNFAEE,

kms : GenerateDataKey*

AU ZBARAFBERNMBREZARENHBIBEZAX | 1T

BERimINERE, BHaER BEFRTIXYUT APl #4EHK

PR : GenerateDataKey, GenerateDataKeyWithoutPlaintextGenerateDataKeyPair,

M GenerateDataKeyPairWithoutPlaintext, iXLEXPRIXFT IR IR B AN KMS B4 E K.
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kms: GenerateMac

AREFZHAFERA HVAC KMS 244 K HMAC 5%,
kms: GetPublicKey

RTFZAAP THIERF KMS RN NE . SEBHZ NS 75 AT SN EBRY B33 1T b0
# Amazon KMS, ER , XEZE N ReEE I A Amazon KMSH Y Decrypt BRAEF TR,
kms: ReEncrypt *

ATZRAFPEMMERVEA L KMS ZEAMBHNEE , SEAL KMS B EFH N 25 240
BBIE, ZReEncryptREZERMIHENR KMS Z4 M B 45 KMS 248, Rk , AT A TR
KMS Z4AE#& kms:ReEncryptFrom fXFR , X B KMS 24 8% kms:ReEncryptTo PR, B
=, AEEEL , BHEE AN KMS B E & kms:ReEncrypt* PR ( KA * BERF ) -

kms:Sign
RFHARAFPERAL KMS ZHAXFBHE,
kms:Verify

ATEAAFEALL KMS ZARIELE,
kms: VerifyMac

AR AP A HMAC KMS 224A5%iF HMAC 5%,

AT RPN KMS 2485 Amazon lRE—iEER

£2H & PHRNRARBE N ZAAFRE T EEARNE Amazon RS PR HBIEMFH R TN
BR. Amazon BRS5EE R RKIIREER KMS HHBNBEMTRMNIR.

LFBARBFRAATZARAFAE, EFNRECEXN KMS ZANFTN , BRREZREERREES
Amazon KMSE Y Amazon fRSS. kms: GrantlsFor AWSResource SREESEHAT Ao i A P EZE A X
LRNIRE, ABAAF AT, Amazon RFAUKRRAFQIREN , AFZRFER KMS ZE4kK
R AR,

REARAP AR EZXEENNIR , Fhe—i2FEH KMS ZAMNERES , BNEXENRERE, B4
AP MEZERERBRSHNE, BXOAFRASERN Amazon REHIHRNRVFMAE S
Amazon KMS |, E5 B &R IRS 8 X,

{

"Sid": "Allow attachment of persistent resources",
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"Effect": "Allow",
"Principal”: {"AWS": "arn:aws:iam::111122223333:role/ExampleKeyUserRole"},
"Action": [

"kms:CreateGrant",

"kms:ListGrants",

"kms:RevokeGrant"

]I

"Resource": "*",
"Condition": {"Bool": {"kms:GrantIsForAWSResource": true}}

}

Bl , ZARAF A ES AT AN KMS B4 X LR

« Tt KMS BA 5T Db # 4 X146 (Amazon EBS) ML D3t it E = ( EC2Amazon) B & 1fE
A, & EBS B MEISAl, EC2 ZRAFRIIZET Amazon A KMS Z4AR Nz B/t hn
BISEBIR) EC2 PR, BXREZELR , 21 I 5# Elastic Block Store (Amazon EBS) B 75 =
Amazon KMS,

« it KMS %48 AT Amazon Redshift LB s INZEE ., 4B F @ Amazon Redshift BN F
B KMS Z4ABaINBEHHAUENZHREBHWNR, EXEZEEL |, 5 Amazon Redshift 21
A Amazon KMS,

« It KMS 245 HM S Amazon KMSER FIAmazon RS —RER | XLERSEEAZRRES 6
B2 BESFEAXERSNZNER,

RANBAREATEZARAFAMBEEARNNERBRSZERNNR. ER , BUNGEZAELFHAR
B, RIXRFRFINEE Amazon BRS5. BXEZEE , HSH kms: ViaService S8,

EERHBE

& LAMEF Amazon KMS #2414 5 Amazon KMS APl Amazon £ & =, %44 F i GetKeyPolicyi24E
EE Amazon KMS EF EEBARKF P FAKE, BXERRTEERTEEHEM Amazon Web
Services I P Y KMS Z4AH AR BE

ET#ABXK Amazon KMS ZiARBNEZEE | HSRH PR BEE Amazon KMS, E T {5
EWL A MABENIFR KMS 241 , i5Z# the section called “HE 5 B FE”,

A 4] Amazon KMS &

B AF AT LATE Amazon Web Services EE 2 FI & # Key policy ( ZAEKRE ) I~ ELEF Amazon
REXZH S5 REZHNEHAER,
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ZHEHREF KMS BN ZA KB Amazon Web Services BEEIZFIA |, B4 E k ms:
ListAliases. kms: DescribeKey Hl kms: GetKeyPolicy X BR.

1.

& F Amazon Web Services BB #H| & HE https://console.aws.amazon.com/km s & T F
Amazon Key Management Service (Amazon KMS) & &,

EFE X Amazon Web Services XiF, , FERATTEA LA XigikiEeN,

EEFENKF P RE Amazon SIZMEEN R , BESMBEKRPEREAmazon REF, E
EELAKFPECHAUENEENFL , BESMBEKPIEE Customer managed keys (BEFEE
%40)o

£ KMS ZAFIRAF | EBEEREMN KMS RN BB RNHHA 1D,
1£1R Key policy (ZAKRE) BT+,

£ Key policy ( KM ) B , BURSEIBARKENE, XRREAR, ERHREE
G, TUEIHAZARKERT KMS ZRTBENBRHNEILEA , B AF I MEIIRENITIERE,

BTRRAIERTRIAZ AR RIENE,

Key policy Tags Key rotation

Key policy

{ a

HNE , MBREEFRBGET KMS %49 Amazon Web Services EE#E#IA |, NABTERIAAAE |
HPGeHAEER. BAMNBRNBZHAAFEs . EEFZHARMBIA | 1E1£F Switch to policy
view (VIR EIZREEME),
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Amazon Key Management Service

TR RABIERT FIAZARBEAIRIALE

Key policy Tags Key rotation

Switch to policy view

Key policy

Key administrators

Chvocse Ul LAM ugers and rodes who can administer this ey through the KMS APL Yo might neced (o add additional permissions lar the

users o roles to dminister this key frem this congale. Learn mare [A
Add
Q 1
Name Path Type

Empty Resources

Mo resources to display

Key deletion

Key users
The Following 1AM users and roles can use this key to encrypt and deorypt data from within applications and when using Amazon services
integrated with KMS. Learn mare [

Add
Q 1
Mame Path Type

Empty Resources

Mo resources to display

5/ Amazon KMS API

EEDIRE KMS 2240 Y 2248 KB Amazon Web Services /™ , &8 H Amazon KMS API F
MY GetKeyPolicy##1E, IIRETREA TEEH MK, FHEHAERR,
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LA 7R HIEH Amazon Command Line Interface (Amazon CLI) F#get-key-policy@i s , 1B & AT LAE
F1E{T Amazon SDK R % H b iE R,

Sk
A

#EE , PolicyName ¥R MLFN , BIEEKE -NBEREN default. I, MW TERNUNAEM
TR JSON XXtk , WEEZTES.

EETWT 2 , B TROIZES ID BRANEKSFHERER D,

$ aws kms get-key-policy --key-id 1234abcd-12ab-34cd-56ef-1234567890ab --policy-name
default --output text

AR R TFTE , REBRIAZA K,

JSON

{
"Version":"2012-10-17",
"Id" : "key-consolepolicy-3",
"Statement" : [ {
"Sid" : "EnableIAMUserPermissions",
"Effect" : "Allow",
"Principal" : {
"AWS" : "arn:aws:iam::111122223333:root"
}I
"Action" : "kms:*",
"Resource" : "*"
} 1
}

B R RS

& LAE A Amazon Web Services BIE 12§ & T PutKeyPolicyBREE R F EA KMS ZHRNFEHAE
B%, Amazon Web Services ik~ BiXEHARFEEHA T E XHM Amazon Web Services Ik AR EY
KMS Z4A ) 240 SR 1K o

HERBRAREEN , FEEUATAN

o BAILLEE Amazon TEXN 2 REFHERANZIARE  EREERFFARERHNZPRRE
KRS E Amazon IEE R4 EEMKF FAIE KMS 2408 Amazon RS BIEZNEE, BLEE
EHEHR Amazon HE M Z4A NZEAKRE,
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« IBAILAEZA R Amazon Web Services IKF HRINZMIER IAM A, IAM BEURER AT
PEXLERTEANERE, FXEEARBIEEZRATNRN S ENESEE , BSABHBEE,

- BEEEZARERMIAM A |, BEUSURMEAN IAM AR IAM B, BXEZELE , #3HE A
TFEA 1AM E 7R KMS 4.

- WMREBEFARMD Amazon Web Services K= RN EBREE | MIELRENTIKS RERA 1AM
KBOXEKFHPH IAM AR, BEASAGRTNR, BXEZEE , B2H ATHMK A HHA
FEH KMS %4R.

« PTERBZHRBE T EEEY 32 KB (32,768 F ) o

Ln4n] 58 i 23 4R SR K

A UBE = AEAMN AN ERFARE , MU TEED R,
£

« {# /A Amazon Web Services BB 414 RIANE

« £/ Amazon Web Services BB 124|4 FHRNE
« {# /A Amazon KMS API

8/ Amazon Web Services B2 414 BRIANE
BT LMER RS A DB N RIAN R R R ERE NHRA R,

MEUTTRELEREHEFEINNERT— , JeeERE , UWFRARBT2HLES S AEN,
AREEKE , BB ARBN AR AIZEHEANMANBOIRE., EXMERT , BEREEA
Amazon Web Services BB H| A KB A Amazon KMS APIR Y S BRIZE,

1. EEEFEFREZPANTAFRRE , W0 FHZEE Amazon KMS & TR, ( BT EE RN RARE
Amazon EERZH, )

2. BEEFEANAR.

o ERMMSMBRZIAEE R UR AT RAELEZAEEAMER KMS 24 , BFEALTEM Key
administrators ( ZAEER ) FrHPWE4., FHEEAEE KMS Z4 , SEEANEZATE.
REFARKUR S ABHARE,

o ERMBMBRZEAAFT , AR A FRE IS E Amazon Web Services ik AP A KMS %
fl, EEATEHBARAFB POES4, BARPTUENSERE (0OmE, #F, EFmEM
ERBIEZSR ) PEA KMS E4.

B EARK 84



Amazon Key Management Service FERARER

£ Amazon Web Services BIE1 4|5 KHENE

&) A 2R & & BV SRR A B B8 o R A SRR XA,

1. BEEFREZANZAERRE , 0 £AES Amazon KMS & HR, ( BEEZFERNZHARE
Amazon EERXEH. )

2. EBAXBEIHD , EFRURIKREAE,

3. ERERE.

4., BEEEINNS,

o ERIEFEA , WRBEMNFET. RiE , EAILMNETWERERS| HEER P EEFRAE
BIEAIRE, TENEZG  BAFHRARKEAITE.

- EBREARBPNEMNED , BERZEG , REARBR. REMENKBETHBIANEERE
FEBR. MREREFBRZIED , HRFEIH,

- ERBIANEZEARKIED , TR ZEG. AR, EUTUEAETERFREREREEBS RN
BERLE , U FHREBIXED,

5. ERRFER.

£ Amazon KMS API

& 7] AfE Al iZPutKeyPolicy R ER B A K KMS Z4AH 47 K B Amazon Web Services K, EF
BEXY E fh Amazon Web Services K H) KMS Z4AE A It AP,

1. fEAGetKeyPolicy R EIREVIN B BRI , AENBHARBXERTFEXM4H. BXZHE
RESHWRANRE , FSH GetKeyPolicyS Amazon SDK 5 CLI BE&E A,

2. EENERENARFRERDITTZBARBENY  RBEZBHARENYE  RAEREXH.

3. fEMAPutKeyPolicy R EREMNBAREXENAT KMS . BXZSHEREEES PHRAN
B , 53 M PutKeyPolicy5 Amazon SDK = CLI B2& A,

BXRTFZHAREBM—N KMS BEEHIF 2 — KMS Z4AHGetKeyPolicy = , 25 ( Amazon
CLI s 5ZE) R TRHl,

XEBEBEHH Amazon RS IE

% Amazon BR% Amazon KMS keys SRR HEBENRIR. ERSER Amazon HENEH =
Amazon EERZH B , ZIRFS LR LE KMS BAR L ML ZEA R,
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BR , HE8E Amazon BRFEAZ-EEXRANN , ERLREAEF BARK, ZZHRBEHLM
ATFRSFSEERREFRF RARAFENRENR, BUEEFRRKENREN : RRFRSAFNNR, &
ALUBE TS EEMENR , HEM Amazon £2F/HFRAFEM Amazon KMS FRAFERMALER |, KL
BREEIX — Ko

EERBRSEEFFRAEXNZALEENNR , FSRZBRSHMB R, UTIRETE LRSS IEH
BEHE

« Amazon CloudTrailtX PR- 7 L& Amazon KMS Z 4 % k& CloudTrail

- W5 Elastic Block Stor e fX[R-I S EC2 A iEEMIL S EC2 A8/
« Amazon Lambda fXBR : Lambda Ky &S EIE %

« Amazon Q PR : Data encryption for Amazon Q

- Amazon Relational Database Service fXBR : Amazon KMS ZH EE

« Amazon Secrets Manager fXBR : Authorizing use of the KMS key

« Amazon Simple Queue Service fXPR : Amazon SQS Key management

F IAM R 5B S A Amazon KMS

T LMER IAM RRELA R 4R RS, B VPC LKim T = R BESRIREIXS & Amazon KMS keys Y in
1915 B X BR Amazon KMS,

(® Note
E A IAM policy #EIX KMS Z4A8151H , KMS Z4AN ZHABER SR FIKF €8 1AM
policy Ui PR, E4ME , Z4ARKAMEEE A |IAM policy B ZREEE G,
AT NBWMFAER IAM KEERIZFIXS Amazon KMS 2EMHRINR, BX IAM BWE 2 —KE
B B2 IAM AP R,

B KMS ZAHM S MEBFZHAKEE, IAM policy 2TEM . EEMA IAM policy I3 KMS Z4AH 15
[ , KMS Z4A M A BUR LR F K A 1AM policy IR, E4ME , BARBLNETERA
IAM policy BYZREEE A,

IAM B AT U2 HIX4E A Amazon KMS BRAERV G RINR . ERMAKKAR |, IAM SRS A BUR XY 2
N KMS ZHABERNR |, 7 ZMEX Amazon FRSFHVIRERMENR. BR , IAM REEX TIRHIM R
EE I R4 318 A CreateKey , HIMNT AR B HRBZFNRE , EAENTIREMHEN KMS &
o
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https://docs.amazonaws.cn/AWSSimpleQueueService/latest/SQSDeveloperGuide/sqs-key-management.html
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MR K Amazon KMS BN Zi# EAFAE = (Amazon VPC) KT 23t 171518 |, W& 7] AE f6F F K i
T aatEA VPC KT S KRR EI3T Amazon KMS RRRIGE, Hlin , 48 VPC KT 2t ,
BRI BB A AT ZEFEA Amazon Web Services IKF iGRIENEFREZRA. BXFHER , FSH
VPC it S K B o

BRHEMENL JSON R HEE , 55 R IAM AP ERFH IAM JSON RS E,

BRI L@ AT AR EA 1AM policy :

- @ RRKEH NI A SUREKRE S HRIUESERK SR — ST LUF IAM REHINE IAM £
eUEARESORIE. ATFERSNRIEESS L EC2 ZTHNARFRETNR. X IAM £
BEMERZENESEER , BSHR IAM AFERTH IAM B8,

o FHRBREREEM IR A A - SRS RN A SA P EEA Amazon KMS #ER RS, {8
=, IAM RESKRBRWER TREAEARNFIEN S 4 , fll IAM B,

LTFREIETRT EE Amazon KMS R EREY IAM SRBE, I SREE 7o VFEY NI E LAY IAM 5 43 3RERS! PR
B KMS R M5B8

JSON

{
"Version":"2012-10-17",

"Statement": {
"Effect": "Allow",
"Action": [

"kms:ListKeys",
"kms:ListAliases"
1,
"Resource™: "*"
}
}

5FA IAM policy —# |, WWEREE&E Principal ;t&. fF IAM policy KinZE| IAM B4 8T , ZH 5
IR BN g 15 E A BR

BXRETRFTE Amazon KMS APl #EREEANRRNERE , BSRNESE,
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AFZA IAM 4158 KMS #4A

IAM AR BZ4ARBPINEREITEA. ZEATSHN IAM APNA®IGE KMS 47 |, HITTHIRE
Ry —7 :

« R IAM BeEANBAREPNES, SIRNAFTUREFSERAZAR, AXEARGE , BS
53 <IAM AP $ER) HH 1AM B8,

SRETUEZARBRIESN IAM AP, BEFRWURARXMME , EAXRFEREEZIRERR
RAPAIREEZNERRHARE, I, IAM RESRR A6 EREFKHZEIEN IAM A5,
BREZER , F5H (AM AFER) B JAM 22 HEXEK,

- £/ IAM policy [@ IAM AR FNR. EHITIRE , FEABHAREIE— 5 A IAM policy 2
ARYFIAR KMS 2248 B4 , 12— IAM policy SAAYFIFRIZ KMS 248 |, ARG FHZ KR N Z)
AM4E (EPEEENIAM AF ), FARER  EFREEEENAFIRAEFE RN EREM
K, R , BRFEEMNE IAM ARRMBIPBRXLERF, BXFAEER , 550 (IAM BFE
) B IAM AFA,

A} Amazon KMS BRI IAM K AAHE THENESFE L |, 55 MAmazon KMS X R EE ¥ ##
PN

IAM policy B9 &£ K&

¥R 1717 Amazon KMS keys RERFTIEHIFTE Amazon BRNEZEEXEE, KMS B4 A TRIPEWN
Amazon Web Services Ik~ H R Z & BB RIR. &RETEIRITERFIX KMS Z4A09 75 BRI E A
BUR, 1AM KB, M VPC in /R,

FERH KMS BRI TEREY IAM policy EEAH , EAZENEREEL,. XA IAM ZFEAR T MBI 4
MERAHEEN KMS ZHNATERR,

LT R{ERERE A T 2% Amazon KMS Z4A R 31 7 B PRE IAM KRE, HX—RMER IAM policy
REXEK , B0 (AM AFERE) $8 JAM 2 &EXEK,

15 P % 4 SR BE

RABEERN— N KMS ZANBARBRRMUNR , MTAREATNATIFS KMS Z47
B IAM policy 2R , BEH it Amazon Web Services i~ HEIRPR, X3 F i 40
kms: PutKeyPolicy Hl kms: 2 KHWBBNXBEAEEE , X TRENMRT BB INZRIRE
ScheduleKeyDeletiontt 2 # itk
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BR#l CreateKey R

NEFERH (kms:CreateKey) WEIX AR T OIEZL (kms:) WX, £/ KMS ZREANER AL
L2REHZARE , UEMMNATURTFESNEMACANERMIEN KMS BHANNR. 1
FHAARE , FERBIFEARBZGRE, Hlan , BALER kms: KeySpec 45k BR &lIX #5
Nz KMS AR

£ IAM policy FEE KMS #4A

RIEXEREERKIZETIMN Resource TEFIEENBEAFTN AN EN KMS ZF{R 4 ARN, b3
BRRHIZEITAZTEN KMS AR, Hi | tk Resource TE NI HEAERZEFEHMN KMS &
o

"Resource": [
"arn:aws:kms:us-west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"arn:aws:kms:us-west-2:111122223333:key/0987dcba-09fe-87dc-65ba-ab0987654321"

HIEE KMS BT YISKRReY |, B A —NBR&IEEI IS Amazon Web Services ik F1X
1= (I ) B KMS Z4AKResourcearn:aws:kms:region:account:key/*{E,
ERFINZEFEFMEXE () 9 KMS Z4AK5E PR Amazon Web Services Ik , 4l
Warn:aws:kms: *:account :key/*,

THETE IAM SKBERY Resource ZERFAERAEA ID. 3B EBMHEHE ARN KRR KMS B,
RIGEERE ARN , NKEERRA TH& , AR KMS %4, BX5IE/ IAM policy WIEE. , &
S, BHXHE MM

£ |IAM policy i F "Resource": "*"

EEFERABERA (). ERPKETF |, Resource TEFHNEEFR SRZHARBEH IMEIH KMS &
4, {ERTE IAM KBEH | {X7EResourcest# ("Resource": "*") du{f FiBE RFEN Al SN PR B A
FZREAKF BN Amazon Web Services Ik FEAMNE KMS 4, XAIgE @R EMBEHATH
KMS %43 Amazon Web Services Ik , AR B AIKF HEY KMS 24/,

Flan , BEES —NKF A EEHR KMS %48 Amazon Web Services kP , ZFEAEERBHAEKF &
KMS ZEAMNZARRUR B K FH IAM KEHFR, RiE—NMEEKFRTT7TENHE KMS &
£A%9 Amazon Web Services i /= kms:Decrypt iR, Ft , BEKFFRFABIRE KMS Z4
("Resource": "*") Y kms:Decrypt fXPREY IAM policy % 2 ERH IAM 22, Eitk , AL
BEZACHNZERAIETUEATAEKSFH KMS RAMBZR, MINREXEAEIE
PN 8 CloudTrail B &H,
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BRI, BREEASTFUT API BRIENKREEQFFEMR "Resource": "*", AJLAEHME KMS &
48 i Fix e £ Amazon Web Services K

» DescribeKey
* GetKeyRotationStatus

« MNEBEE (NE, B8

2. . . . . GenerateDataKey, GenerateDataKeyPair, . GenerateDataKeyWithoutPlaintextGenera

£ GetPublicKeyReEncrypt, Riif )
* CreateGrant, ListGrants, ListRetirableGrants, RetireGrant, RevokeGrant
{8 E A "Resource": "*"

£ IAM policy # , {X4¥ Resource TRZHWBREFAATEECHNR. REUTNRIFTE

"Resource": "*" &,

* kms: CreateKey

* kms: GenerateRandom

* kms: ListAliases

* kms: ListKeys

- BENFAFHENKER , H20 k ms: CreateCustomKeyStore Hl kms:
ConnectCustomKeyStore,

(® Note

BB EIE (kms:. kms: CreateAlias . k ms: UpdateAlias, kms: DeleteAlias ) KX BR4IR
Bt o2 502 F KMS 2248, SR BLEER IAM policy F1HY "Resource": "*" RFRRBIBZM
KMS %4 , 2 &7 Resource THRPFIEES B M KMS 24, BXRRHI , HSH 2HIX 5
=il

REBABRARME T BXRIZIT KMS 24789 IAM policy FiFHEE MBS, BXFE Amazon BIR
B IAM RERE | H20 IAM AP ERFH IAM £ HEXE,

£ 1AM policy EERIFEE KMS 47

& LAMER IAM policy RAFZEFEAFERAREE KMS 48, KMS B4AE RSB TR Resource TE
HIEE,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListGrants.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListRetirableGrants.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RetireGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RevokeGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateRandom.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListAliases.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateCustomKeyStore.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ConnectCustomKeyStore.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ConnectCustomKeyStore.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateAlias.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_UpdateAlias.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DeleteAlias.html
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Amazon Key Management Service FERARER

- E7£ IAM policy IBAIFIEE KMS 248 , BIEAEZE ARN, BREEEAZEL ID, B2 EBWH5
# ARN 3R#RiR 1AM policy iEAH ) KMS %4A,

530 - “Resource": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab”

ERFEIBEHX KMS ZAMIEENBR , EFEA k ms: RequestAlias 2 k ms: ResourceAliases 5k
H=P. BXEZELR , 55 ABAC for Amazon KMS,

REEHRFRE (Fl0, RN ) HENRREEFHEPEASE ARN fEJ CreateAlias®
iRo. UpdateAliasDeleteAliasBEXEZEER. , 25 EFIXI BB A E,

- EEKFNXEHREESZD KMS 24 , FEZEH ARN WXEHZHER ID L EREREER (%),

flan , EREEKFHEEED (HBBX ) XEHRWRE KMS 24 |, EFEHA‘Resource”:
"arn:aws:kms:us-west-2:111122223333:key/*’, BIEEKFHMEXBHFNAE KMS &
4 , BEMA“Resource": "arn:aws:kms:*:111122223333:key/*",

« ERTAE KMS 240 , BREIMERABEA ("*"). X TAEREMSE KMS 47 (B1. M) KR
£ CreateKeyGenerateRandomlListAliases , i& 8 F 4% X ListKeys.

ERBERBEAUN  SEXRRRAEEZRAZTEERAN KMS 24 , MARR TFRMIXNAE KMS &
AT RER.

flgn , AR 1AM REEF AR AT EFR AT REEFBHResource TR 5 H I KMS #4718
FDescribeKeyGenerateDataKey, . Decrypt 4, B %48 ARN EE KMS #4A2 —f & {EREE |
ATERRNR TIEEMN KMS Z4,

JSON

{
"Version":"2012-10-17",

"Statement": {
"Effect": "Allow",
"Action": [
"kms :DescribeKey",
"kms : GenerateDataKey",
"kms :Decrypt"
]I

"Resource": [
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https://docs.amazonaws.cn/kms/latest/APIReference/CreateAlias.html
https://docs.amazonaws.cn/kms/latest/APIReference/DeleteAlias.html
https://docs.amazonaws.cn/kms/latest/APIReference/UpdateAlias.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListAliases.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateRandom.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
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"arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"arn:aws:kms:us-
west-2:111122223333:key/01234abcd-12ab-34cd-56ef-1234567890ab"
]
}
}

EENBRNATRHEAERRFIFFE KMS %48 Amazon Web Services IKF |, AT E XigF1%2%4A ID
NEFERABERR (Y. #li , A TREBAAFZEFEATNENTE RO HH KMS R FREE
B’E,

JSON

{
"Version":"2012-10-17",
"Statement": {
"Effect": "Allow",
"Action": [
"kms :DescribeKey",
"kms : GenerateDataKey",
"kms : GenerateDataKeyPaix"
]I
"Resource": [
"arn:aws:kms:*:111122223333:key/*",
"arn:aws:kms:*:444455556666:key/*"
]
}
}

3R P LLB M TE Resource TR EABESR ("*") HTEAFHRKFENREANE KMS #
, ALBEWEEATSERE KMS Z4AMIRIEMN Deny B4, BIETLAENA TR KB RiEER
ERRBIEAPERAT, EREXRT Amazon KMS IRERB S RISTEN KMS %47 , BEPRXRMN “&F
B HlhEH, KMS Z4A{Ethe section called “BX RS E”,

fFltn , AR ERAFERA Deny MRKEZIEZFEANEAT KMS ZAFEAIEEENRE, ©7 Resource
TEPEABEFRERTAE KMS F4,
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JSON

"Version'":"2012-10-17",
"Statement": {
"Effect": "Deny",
"Action": [
"kms :CreateKey",
"kms : PutKeyPolicy",
"kms :CreateGrant",
"kms :ScheduleKeyDeletion"
1,

"Resource": "*"

LU SRR R 20 ABEARRRAA KMS B, BEERATFABRBNRARRENTERTEMT

BE KMS BRI RE,

JSON

"Version":"2012-10-17",
"Statement": {
"Effect": "Allow",
"Action": [
"kms :CreateKey",
"kms:ListKeys",
"kms:ListAliases",
"kms:ListResourceTags"

1,

"Resource": "*"

IAM SR B 7R 451

FEERD &, AR E R ITEF Amazon KMS 2ER X REY 7RI IAM policy.

ayt]|
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/A Important

NE KMS AN BRARE WAV , T ARATFRHUTRBEPHELENR. AXESZER | &
ZH RRSE,

BRHEMENL JSON R HEE , 55 R IAM AP ERFH IAM JSON RS E,

L]

- RFRAFE Amazon KMS 24| &FEE KMS 4

- RAFBIE KMS F4A

- ATAPERKE KMS Z4A#ITINEMAEZE Amazon Web Services I 2

- AR ER%E Amazon Web Services Ik~ X8 H (Y E{T KMS 22 A3 1T 028 M 25
- AFAPEREE KMS ZA#1TINEMFER

o FHIE A A SMIBRET KMS 4R

ARIFAFP1E Amazon KMS 124l & &EF KMS %47

LT IAM FBE A AP ULRIESXIHE Amazon KMS 124514, HEXENRNBRTUNEEEPHNAT
B KMS %48 Amazon Web Services I, 1B E G R E HEM KMS #F4H,

EfAmazon FEXZRNBEAREZANE LESE KMS £ |, MERRZERZRHH
ListAliases , ZEAWMEE k m s:, kms: H tag: GetResources X PR, ListKeysTE KMS #40i¥
MEENELEETEN KMS ZREARIINBEZTEHRNE , LHRE kms: DescribeKey, FE
ia m: ListUsers 1 ia ListRoles m: SR F A ERINNB A ELE R ERBHAERE, EEEAE
NEAFEENE LNBEAREBELBAFEEES KMS ZANFHEE , ERAEFTE kms:
DescribeCustomKeyStores X R,

REBR I RV B A XY EE KMS BEAMTIE |, #H 8 RFE R A RHNEN KMS BRHANEIR.

HEREIERNREIEG, F— N REIBIDHPH Resource TE AN 5 Amazon Web Services
PR TE XS FTE KMS ZANIEENR. BEEEERTIFTEAANHRMNER , BN Amazon
KMS ZHIENXNEREFEAKS PR KMS B8, BIEMINAEREHMBREAPESE KMS %47 , it
Amazon Web Services i, HsK Amazon KMS #1 IAM iXPREE—/N"Resource": "*"xHxE , &
NENFERTEEERN KMS %47,
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
https://docs.amazonaws.cn/resourcegroupstagging/latest/APIReference/API_GetResources.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListAliases.html
https://docs.amazonaws.cn/resourcegroupstagging/latest/APIReference/API_GetResources.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/IAM/latest/APIReference/API_ListUsers.html
https://docs.amazonaws.cn/IAM/latest/APIReference/API_ListRoles.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeCustomKeyStores.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeCustomKeyStores.html
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JSON

"Version'":"2012-10-17",
"Statement": [
{
"Sid": "ReadOnlyAccessForAllKMSKeysInAccount",
"Effect": "Allow",
"Action": [
"kms : GetPublicKey",
"kms : GetKeyRotationStatus",
"kms : GetKeyPolicy",
"kms :DescribeKey",
"kms:ListKeyPolicies",
"kms:ListResourceTags",
"tag:GetResources"
]I
"Resource": "arn:aws:kms:*:111122223333:key/*"
}I
{
"Sid": "ReadOnlyAccessForOperationsWithNoKMSKey",
"Effect": "Allow",
"Action": [
"kms:ListKeys",
"kms:ListAliases",
"iam:ListRoles",

iam:ListUsexs"
1,

"Resource": "*"

SVFAFBI2 KMS #4H

BAR 1AM policy TR P AIEBEREH KMS #4, ResourcetEME*RENZCreateKeyRE
T EREM4EERN Amazon KMS %R ( KMS Z4A=HB1E ) -

ERGAFERABEREHN KMS 4 , B k ms: KeySpec, kms: KeyUsage # k ms: KeyOrigin
SKHEA.
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JSON

{
"Version'":"2012-10-17",
"Statement": {
"Effect": "Allow",
"Action": "kms:CreateKey",
"Resource": "*"
}
}

NBREZEANZRATEFTE —LERXNR,

* kms: PutKeyPolicy — #iBkms : CreateKey X RN ZEFE A AR KMS B4R REV R EZHARE, B
2 , CreateKey A EMSTMMAE k ms: PutkeyPolicy IR , RFMAIE R KMS Z4AKRRE |, S & &
JIEEBypassPolicylLockoutSafetyCheckZ#CreateKey , BFRBUIXE M. CreateKey
WA A AT EAM IAM policy FIREBX KMS Z4A8Y kms : PutKeyPolicy PR , R AT LU REE
AT EECIZEN KMS RN RARKE D,

« kms: TagResource — EftCreateKeyi@Efi[EI @ KMS Z4A R MIRE |, CreateKeyiB A& SME
IAM K B& i TagResourcefiE kms: R, RN RTEEH KMS BN EZARKFPRTBH., B
=, IR CreateKey WAFEVREFLAKBE R ITIE kms: TagResource , 1A AR KMS &
SARERMIFRPIRINRE,

- kms: CreateAlias — £ Amazon KMS 12| & 8122 KMS ZHRNEIEAXLTFE KMS: ZHM5H
M CreateAliastX PR, ( B AFHITHXFA ; —IRXX CreateKey , —IXXf CreateAlias ) . &%
AE 1AM policy RIREBIBNR. B ERARKE IAM policy F1R 4t KMS ZHNR, BXE
ZER , FSH BEHX3AN LR,

tshkms:CreateKey , AT IAM KEE 1R fitkms : TagResourceX T KMS 4
Akms:CreateAliasiXPR Amazon Web Services Il AR FI BB BHNRERE, eihafF— %R
BETE |IAM policy R HA B R RiERER,

It 1AM policy A‘82& kms:PutKeyPolicy RS AI A EZA R P RENTAHMNE, ERER
ARBEPREXLENRNFESE , FRZARRD , XENREINAT—1 KMS Z4,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_TagResource.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateAlias.html
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JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "IAMPermissionsForParticularKMSKeys",
"Effect": "Allow",
"Action": "kms:TagResouxce",
"Resource": "arn:aws:kms:*:111122223333:key/*"
}I
{
"Sid": "IAMPermissionsForParticularAliases",
"Effect": "Allow",
"Action": "kms:CreateAlias",
"Resource": "arn:aws:kms:*:111122223333:alias/*"
}I
{
"Sid": "IAMPermissionsForAllKMSKeys",
"Effect": "Allow",
"Action": [
"kms :CreateKey",
"kms:ListKeys",
"kms:ListAliases"
]I
"Resource": "*"
}
]
}

AFHAFEREE KMS Z4E#1TINZEMEEZ Amazon Web Services K f~

PR 1AM KB AR PR 111122223333 Y Amazon Web Services Ik {E1/f] KMS 2348 in & M

R B dE.
JSON
{

"Version":"2012-10-17",
"Statement": {

ayt]|
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"Effect": "Allow",
"Action": [
"kms:Encrypt",
"kms :Decrypt"
1,
"Resource": "arn:aws:kms:*:111122223333:key/*"
}
}

AFHAFERYEE Amazon Web Services Ik F X33 A B9 E{A] KMS Z4A 31T 23 A1
iR

BT IAM SR AFRAPEAXERAD (HEX ) tXHWEM KMS ZANMFZEMBEZEHEIE. Amazon
Web Services K 111122223333

JSON

{
"Version":"2012-10-17",

"Statement": {
"Effect": "Allow",
"Action": [

"kms:Encrypt",
"kms :Decrypt"
1,

"Resource": [
"arn:aws:kms:us-west-2:111122223333:key/*"

1
}
}

R E KMS B4R S MRS

AR 1AM policy A AP A Resource TEHRIEEMNH N KMS BERMEZMNBZHIE, £ IAM
policy FEAIFIEE KMS B4t , BIUER KMS ZHAMNEE ARN,
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JSON

{

"Version'":"2012-10-17",

"Statement": {
"Effect": "Allow",
"Action": [
"kms:Encrypt",
"kms :Decrypt"

1,

"Resource": [
"arn:aws:kms:us-

west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"arn:aws:kms:us-west-2:111122223333:key/01234abc-d12a-b34c-d56e-

£1234567890a" "
1
}
}

BEL1E A 7= 22 P S BRAE AT KMS 33 4A

AR 1AM policy PH 1E FA 7 22 F Sl BR4E 10T KMS 2248 , BIfEE fth IAM policy 3% %540 SR B o i iX LAY R
Rt 2mtt, AEXAFRNIELENBRHRBGESMEHMER  EZEBLEUEXAFXAFHRBNER

HKEE, BREZEER |, BEZSH Amazon KMS IR FE MR E

JSON

{
"Version":"2012-10-17",
"Statement": {
"Effect": "Deny",
"Action": [
"kms :DisableKey",
"kms :ScheduleKeyDeletion"
1,
"Resource": "*"
}
}
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Y R IRIEHI KBS Amazon KMS

FIRIE IR (RCPs) B —MHLAXKME , AT TXNHALR PR Amazon FIREMETP 2%, RCPs #
BhIE RE S P RFIANERL RER Amazon BiR. RCPs %M e RS2 6K M (SCPs). & SCPs A A
TEHPRELR[SD IAM ABFNAFHNREANKR , 8 RCPs AT ATEHIRELL S Amazon RRHF K
R

BRI LAMER RCPs EEARTNEFEER KMS BRANMNIR, RCPs REMENEFFREBHAR TN

[REFBH . RCP AR FEMMR, RCP £ X &5 & 40 At Z MK P~ BRI AT BRAEE UARR
PFEFRERG., EERDPALTEET SHNRBEHINE IAM AFHAR , REMNBRARE ,
REKER IR TR

(® Note

AORPERIZEREARERTF Amazon EE X4,
Amazon EE X4 H Amazon RERERECER, EBNER , BT EERHEEENR,

THRES

- BXMEZ—R{EE RCPs , {55 (Amazon Organizations Fi FF15R) Y& IRIZHIR L,
« BEXMAENHWEMER (BFERH ) RCPs , 2 (Amazon Organizations A IEE) HHY
RCP &%,

LT REBRT WAER RCP REEATEAHEEELATFHNEFBETEERZH, LEBRNXATR
fl , FEERFELZBCHFNULSNLZLERNEHTES, fl, BUEEENZEBHTEEN , A
AFLEZSEEAELR., BREZSFHMEL , S H data perimeter policy examples repository,

(® Note
B Action TENES (*) EENBEESR , kms:RetireGrant fRE RCP LK,
Ei¥ T ANAHEE kms :RetireGrant IR |, ES 5= A M EEE ZEN,

JSON

{
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https://docs.amazonaws.cn/organizations/latest/userguide/orgs_manage_policies_rcps.html
https://docs.amazonaws.cn/organizations/latest/userguide/orgs_manage_policies_rcps_syntax.html
https://github.com/aws-samples/data-perimeter-policy-examples/tree/main/resource_control_policies
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"Version":"2012-10-17",
"Statement": [

{
"Sid": "RCPEnforceldentityPerimeter",
"Effect": "Deny",
"Principal": "*",
"Action": "kms:*",
"Resource": "*",
"Condition": {
"StringNotEqualsIfExists": {
"aws:PrincipalOxgID": "my-org-id"
}I
"Bool": {
"aws:PrincipalIsAWSService": "false"
}
}
}

LU R4 RCP E3R Amazon REZERAREBEBERRKBENARRFEFREHNEFIEEN
KMS 24R, LRI IFEER aws: SourceAccount ERNITIRG, XEAUBRIAIZEFEH

aws :SourceAccount IRZERFTLZEE M, MRERETXHEE aws: SourceAccount

Null &#HRFiF-R true , NTEEFIHIT aws: SourceOrgID &,
BEXRRERENBENEZEFEE , B5H (AM AFiER) RREERERE,

JSON

"Version":"2012-10-17",
"Statement": [
{
"Sid": "RCPEnfoxceConfusedDeputyProtection",
"Effect": "Deny",

"Principal": "*",
"Action": "kms:*",
"Resource": "*",

"Condition": {
"StringNotEqualsIfExists": {

il

TR R SR
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https://docs.amazonaws.cn/IAM/latest/UserGuide/confused-deputy.html
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"aws:SourceOrgID": "my-org-id"
},
"Bool": {
"aws:PrincipalIsAWSService": "true"

3},
"Null": {
"aws :SourceAccount": "false"

}

Amazon KMS Y%

BRR—MEBIMITE , £ Amazon E4F KMS RAR T MERES, ©EAILILMNES
KMS #4A (DescribeKey) AR IZMER RN, ERNF KMS BHAnt , FEERNEZ A KK
IAM policy, RBER AT IGEIRR , EREERERZHKEES 1AM policy BIEIR T I ZN,
156 F EL A PR F R ELA BR o

EMNBEEHE Amazon KMS E/R&E Amazon RS ARMBBRSHEE. ZRSARKS PR IER
R, ERAENR , AEEESERELEERRN. BX Amazon RS NAERARNBEAREE | &
ZHBRSHN (AFER) H (FRARER) RO BSNE &,

BRRE—MEERZTEEANTGREZEGNE. HEN KMS BHAGIERNE , BRAFRBNEAXS
KMS ZARAEERNEAE , IREZRNPEENFERGEHEIHE.

s BMENRATFHR—N KMS 48, B AETRREB Amazon Web Services I A3 KMS %4
BB T,

« BRALLARFIGE KMS %40 |, (BEREEIE4 15,

s BARNEE —BHEBRNELR, HRNEATLE KMS Z£HE— Amazon Web Services Tk
FRERRWKSPRR—IHZANE D,

« BRAEAFEIURE, BPUREXTBHBENHH KMS ZXE, NREBEETAZIEHENERE ,
CreateGrant BRI AM , #ER ValidationError &,

o MWW EMET]LUEE R RINA F AR | METEERN , FGINR¥R B ZAKESH 1AM policy
—¥, B2 , HT Amazon KMS API RASA —HHEE  HEZAE, ERIARERNE , T
HIEEWIER , FTREMFEE REE Amazon KMS A, EEERZRPHNIR | 55 HER

ThE,
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https://docs.amazonaws.cn/IAM/latest/UserGuide/intro-structure.html#intro-structure-principal
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
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. ERERATUNBRER (ERREHYE ) . NBRERSERERARNFANE, EFABEE
s S A B 3R Lt SR B Sk A 41 1R A

+ Amazon KMS R4S KMS B4 LN BIME, BXESEL , B5H 51 KMS HHHER
# : 50000,

HERERNANATFEMACBRENNRRAS HEE, SIEBNNNREEREE T , EAY
kms:PutKeyPolicy X PRi% & K BE — ¥,

« BNA KMS Z4 (kms:CreateGrant) RIERNHNAFTUEARIRATAFNARG (2F
Amazon g% ) £ KMS %4, ZEFE AR LZREE DK Amazon Web Services Ik R S5 H
fo ik P ERE LR B4

« BRXREEARY Amazon KMS ZERFFE, BULUFERARNATFERAEE KMS FH , EMFIRE
FEAE , URBIBAMERAEN, BXEMAEER , BSRBIURIE, £31& 0] LUE R 2N R R HIXT
HINFEZHBRNP R,

« ZREATLUREMNZHAFRED IAM policy BIEIRINHINR., BT HKEKIKREBH kms:CreateGrant
PREVEMART LA N ETF KMS BRAMETRAURERIRIRN, XLEEARTERE M ZA R
PR, HIBERMEP AT kms:CreateGrant WPRAT | & 0] LASE B 5% B 544 SR BR &l L A BR o

s ZEFEAGTLUIREMNENQEBRWNR, XEFHFIEZRMENBZFORE , BME/INEEXRB
REHWEMNRE R, EXEZELR |, 5 & F CreateGrant IR,

B
RNTERERER , BEE T Amazon KMS FERNRIEFE S,
BRYR

RGBT PR ZEM. BET , Amazon KMS EFERFMINE L T X ZFHFFHERARATNR
B, BXEZEERE , FEH £ABRNAR,

X ID
KMS Z4A M RIXA HE—FRiREF, B LMERA RN ID MZAPRIREF |, BAFRIR RetireGrant 5%
RevokeGrant &R BV R,

BRRURE

B LAERN S AR Amazon KMS #14E, MRRIEE T HAMIE/E | CreateGrant HRF LM ,
£ R ValidationError &, XEHRFESIENSENRE, BRAXENENFAEE , FS
%] Amazon KMS R,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RetireGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RevokeGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html

Amazon Key Management Service FERARER

XLERNIBRERR ERAREARENNR, EHitk , 33 F ReEncrypt 84 , BAEE
ReEncryptFrom, ReEncryptTo tF & ReEncrypt*,

RURESE -
. INEZRE
* Decrypt

* DeriveSharedSecret

* Encrypt
* GenerateDataKey

* GenerateDataKeyPair

* GenerateDataKeyPairWithoutPlaintext

* GenerateDataKeyWithoutPlaintext

* GenerateMac

* ReEncryptFrom

* ReEncryptTo
-+ Sign
. Verify
* VerifyMac
- HAbiR4E
» CreateGrant

» DescribeKey
* GetPublicKey

* RetireGrant

FBAFHRPURELTBRBENFN KMS ZHZHF., IREBEE T AZXFHNIRIE , CreateGrant
BERFEY , HE R ValidationError &, Hlt0 , NFMNE KMS ZEAN BN TRE AR
Sign. Verify, GenerateMac @ VerifyMac #4E. FEXNH KMS BHANRN T AT ERBIER
ARBIBZAXT WIRE,

BT

Amazon KMS APl R FIRL& —HMRE, HEeIERENE , RS HIIEENIER , T REEERE
B Amazon KMS 1 a[fl, EXEEFZENT/ IV HNN BT ERNMNREPEE , BERES
AT, TRERE/Lo ., MREZHEREPTLEBZAFERARN , BRI HRIEIELR

iR, BT AVFESI ARG L EMER RNXER,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DeriveSharedSecret.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Verify.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_VerifyMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GetPublicKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RetireGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Verify.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_VerifyMac.html
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BN SHERARENNME—, FEWER, KETEHN base64 HFiBFRFH, G0 ERH RN T EKIR
REMRNBEEFHRN. B2, ATSTHERKFRE , ET2ERBEXRERNEMEHAEE

BRTSERIT A NERNEEBZEN Amazon KMS HEER. 25 , HENEZRATUETR
HENTEIRNOEMEMIEENER TEARRFRR, SR ERARNTE , R —
BEEDRERLE—HM , Amazon KMS BEEARKBENR , MARERR T,

flgn , AT a5 A GenerateDataKey ##1E, EFEARNTHEXRTETRAE (HERNEZER
A ) NIEEM KMS Z4A A GenerateDataKey FIXPRAV R,

$ aws kms generate-data-key \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
--key-spec AES_256 \
--grant-token $token

R EARR T ERIMAEERNOREFHRN. flm , FHZEATTUEEA RetireGrant
BRAFRER RS,

$ aws kms retire-grant \
--grant-token $token

CreateGrant R REFNSENKE —IRE, B EMEMEM Amazon KMS EESHM
CreateGrant #/E#Y CloudTrail H EEHHIREREN S, ListGrants # ListRetirableGrants 4
FREFEAR ID , MARENSHE,

BXEZEE , R EARNTHE,
BERNERTEA

RERNFIEENNRNE G, FIMRUBE - IMRENES , ERERNEFTUARLERSZS MO,

RIBREARTT LR EM Amazon E4& , B Amazon Web Services lKF (48 ) . IAM AP, IAM
A, ReAGSAFRSIRKANACGAF., BHENEZRATUSE KVMS BN TE-KFF , #
AL TFARNKF, S, BR , HEREZRATERRIZEREA. IAM4A | F Amazond L,

(® Note

IAM BERERAEMEREGKEFEIEN IAM AF. MAURAEERA R FIERN IAM
A, BXEZER , FZH (AM AFER) #1 IAM Z2 &EF%EK,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RetireGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListGrants.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListRetirableGrants.html
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Amazon Key Management Service FERARER

FH (&R)

LIERN, HEERATRRE , FERARN.

BENEFERARNB2PERER. ER , FAHERTEENZERATR,. BEEFHEAEEAN
7. BRESZER , FS5H EHATHER

FREEA

ALERABRNNERA, BUUERNPEEEFHAZERA , EXFTRSEN. EAZREATURE
] Amazon £t A , ‘2F&F Amazon Web Services Ik, IAM BF. IAM B, BREBHRAF UK
RAWABHF, FAZRATUE KMS Z AN TR —KFF , A M FARHIKF F,

® Note

IAM SESSRASMEREGKEHEIEN IAM B, MAERAsEERIRAIGEEIER IAM
A, BXEZELR , H5H (AM AFERE) F1 IAM Z2 H{EEiE,

BRTYENPEENERAZREAN , R TENLEE P IZERNA Amazon Web Services Ik 54
B, MRBENAT RetireGrant BE , HENEZEZRATUEARN. S5 , Amazon Web
Services kP =X 15 Z £ AHK Amazon Web Services M~ AT LAZE RAXBR LA I #HE Amazon
Web Services Ik HHY IAM ZRANEN. EXEZELR , BZH ERNBEEN

WE (&F)

LIERN LRHERRIEL RN AR R RN

BENERARNB2MRER. ER , FAHRRTEENZERATR. BEEFHEAEERN
7. AREZER , B2 R EHNBERN.

RE—HME (ATEN)

Amazon KMS APl R R4 —HMERE, SRR, FRIEERNE , TR HIIEENIER |

FREEERHEEN Amazon KMS FAH, ERBEEZEZNI/LD @A ERNRE L
®B,BEREERRT , TRFEE/LoH.

MRBBFBHER , EURKETIXMNELNIER, Hl , MREZHEEAD Amazon KMS
HBERNATEE - MV ENBEAFRENPONR , BTSSRI HREELER, NREER
FHHERN , WERREZRATRNDAEBEENBAEAENR , BERZ2MERZRN N LE,
HAWEKIREXER , B—% Amazon AR T ESBEEFRENEHZE,
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Amazon KMS EB&##iX — R Z RN IEE,

- EVEAIERAMBENPHNER , BEARNTE. SRERRNTEXS| AEMRIURERRR
N BRUHA , FSHAEARNTE,

+ CreateGrant ##/EE%E Name S8 , UL ERBRECIEEE N RN,

® Note

BN TESRMARNNERE | ERRS PHAE LT LEMEARERPCRSEFH N LE.
ERZBERT , &A—BERERZHARXIL

BEXEZEELR |, 55 MAmazon KMS 4 — 3%,

Amazon KMS ZIXH R{ESSER

Amazon KMS B2 ESIE, FANEERNNFERUTRESRR,

s FENFPHORBEH I ERNEZEAFTENNR, FEHS/NEFE RSN R,

- FARENEENEZERA (WIAM A8 ) , HETFTERERELEANEAMBIAFEN APl BREHKR
PR o

- FAMELETXENARUBREASEES KMS ZAATHMHEN, BXOMAEERFEAMNES
EFTXURPHBENEMELR |, FHSHE Amazon T2 EEHI WA Amazon Key Management
Service F EncryptionContext R3" & H il B EAE TR 14 o

® Tip
RA[gEfE A EncryptionContextEqual T4 FR., EncryptionContextSubset =X £ R E ¥ LA
FHER. IREFEFRAT , BRARMEXEAN SRR RABRE RN TE,

- HBREENEN., EEBENEEHERRNZ4 ARN, APl 24E, HENEZEIEA, MBLTXNEZ
Mo MREEFATHERART , ERBEETEN , IFRNESERTFHRENANNREF .
NTHEER CreateGrant HRNBREERN , BEFEMA Nane . ERMNEENERN , EFEA
ListGrants &4, IREZENCETEERN , ERREATHHE ZRN.

® Note
Amazon HEZHNENAEETERBEERN , EEFTRNERNEZTEA,

RIEEE 107


https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/best-practices.html#grant-least-privilege
https://www.amazonaws.cn/blogs/security/how-to-protect-the-integrity-of-your-encrypted-data-by-using-aws-key-management-service-and-encryptioncontext/
https://www.amazonaws.cn/blogs/security/how-to-protect-the-integrity-of-your-encrypted-data-by-using-aws-key-management-service-and-encryptioncontext/
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListGrants.html

Amazon Key Management Service FERARER

GranteePrincipal WA M ListGrants FEREEDSRNPERNEZRLA. ER
LR AN BNEEIL AR Amazon fRE R , GranteePrincipal FERBERSZZEH
A, ZERATRRTENTEANHERENEEZTE A,

- FidE , BT 28I EH. ANBRAIBFEN , YAEASEHEEN. RBBRH R ATELXS N
RFERZERK,

2R X SR AR T3 [7]

ISR LR B FE AR, |AM policy MFRM P eI ZNERERNNREN L RNR. MRNXFIKRE
CreateGrant RN EZERAEFER R EIR,

API #4E FEAKBE N IAM policy B

CreateGrant v v

ListGrants v

ListRetirableGrants v

F AR (BR. FZH FANEER v
)

RevokeGrant v

IRTEE A B ARBEEL IAM policy SAZR 15 Sl 2 M E B RNWREN TR |, TERA —NHZAMNUT
REEFMRBHNPR. Amazon KMS XEFUTHESERNMEXHNEZHE. BXFAGENRE , B3
% Amazon KMS &44%.

kms:GrantConstraintType

AWERARERENEEIEE N B R IR ER

kms:GrantlsForAWSResource

RIEREE Amazon KMS K Amazon FRESR R EMAMKIXE RS L E48 A

CreateGrant. ListGrants =X RevokeGrant.
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kms:GrantOperations

AWEFEAQERN , BFRENRFB N EEERE.

kms:GranteePrincipal

AT ERARNNEENFENEZTEAQZRN

kms:RetiringPrincipal

AUZERANERNEERENFHZEANSIRREN

BIE RN

EORENZE , BT HRATEENERNIET, B0 ERRNARRBHFRPORER 4, T
IR T CreateGrant MRMWMEXRER . REMNENEIEBRENH RN EZLXAEE AT GERN RN F
Z2IBRH,

£
. fl

—

BRF
« % CreateGrant R

ERT

BOEEN , FHA CreateGrant #1F, IEE KMS B , HENEZREA , AR AR RLURENFI
Ko BRETUEE-—NENERAZEA, BEEENLEN , FEMATNE Constraints SHKRENE
TR,

LHBOE, FHIMERNE , TESHNEEWER (BEFTIESH ) , TEFEEREED
Amazon KMS A, EXEZEE , BSHSL B (ATEN )

fflzn , AR CreateGrant i BT RBIE— MR, UAFHBNAR A keyUserRole AEMAFXIE
EN XFEKMS 24 A #E BE, BEA RetiringPrincipal 28, EEAUEARNNE
A HPEZE—IENAR , REBERDPWINE LT XEE "Department”: "IT" NF AFZ
R

$ aws kms create-grant \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
--grantee-principal arn:aws:iam::111122223333:role/keyUserRole \
--operations Decrypt \
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--retiring-principal arn:aws:iam::111122223333:role/adminRole \
--constraints EncryptionContextSubset={Department=IT}

MRENRBEIR CreateGrant B, AEFEA B FiHERH Amazon SDK , iEFEA AER
Name SR LEAIZESZEN, MR Amazon KMS I ENERNEEHREM (BEER ) R
PIREL— CreateGrant R , EFZBERRAINER , HETQUEFHFEN, BFLEFEA Name
ERARIRE(T Amazon KMS #24EF R

/A Important

FTEAERRENPESHNERBREE . ZENTRUANAFAHIE CloudTrail B EME
fib % o

$ aws kms create-grant \
--name IT-1234abcd-keyUserRole-decrypt \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
--grantee-principal arn:aws:iam::111122223333:role/keyUserRole \
--operations Decrypt \
--retiring-principal arn:aws:iam::111122223333:role/adminRole \
--constraints EncryptionContextSubset={Department=IT}

BXRERNMIBY ZMREEESCERNNARE RS , i HSH CreateGrant5 Amazon SDK = CLI
EASfER,

£ A RN R

BN RIRERNE TRERNEZEANNRIZRMS . BRYRBMAZARKEH IAM policy RIS
B, SMRAOREKSAUEE 8 MIELTXN, BMRRAORDWNE LT EFEET 384
NFERFo

/A Important

FTEERFRPILENEIBRER . LFRARLUEXELKERE CloudTrail B EME
fiba i o

Amazon KMS Z#HHMENLY R EncryptionContextEquals # EncryptionContextSubset ,
AEHEMBRENBERPEL TR INE L TFXHER,
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MEZEETNERAREEEEANE L TXSHNENEEESER.

© INEETXARREXNFINE KMS ZEANENPER. £HAEM KMS RHANMBREFZFNR
£

« XF DescribeKey f RetireGrant #4F , & LT XARFGHZHE. DescribeKey
RetireGrant REFEME LTS , ERTIEXERESEEEEME L T XARWRN P,

o BULHRNFAHME L TXARATF CreateGrant B, MB L TXARERFEA
CreateGrant XREAIBNEMTRNEEEIHTRRNETHRHIMNE L TXHR,

Amazon KMS X# T in& £ T XERAR,
EncryptionContextEquals
f£H EncryptionContextEquals N ATFMWERIEEREHME LT X,

EncryptionContextEquals EXRBFERFMME LT XN ERNARFMNE L TXNX S KNE
WELEH, EFTXHNAUZREREIRFER , FTIB—XNPHWENETEEHRE.

f5izn , R EncryptionContextEquals BNARFEE "Department": "IT" MMFLTX
3, MBRUREBERPIMNE EFTXELRE "Department”: "IT" B, RAFIEELRENIER,

EncryptionContextSubset
£ EncryptionContextSubset REREFERTERFENMNE LT X3,

EncryptionContextSubset ERERHPIERNARFHMEMB LT XN (Ko KNEHE
2R ) , BERETUIEEMNME ETXN, ETFTXNTUEZEEIRFER , FTEE—XF
WENETREEHRE.

f5lzn , 7R EncryptionContextSubset WX RFEE Department=IT & L TXX , W&
WRIEBERBPHPMEZELETXR "Department”: "IT" HEZE "Department”: "IT" ARk EAM
& ETS (Bl "Department™: "IT","Purpose": "Test" ) B , RAFEELRHNIE
Ko

EEXNHINZE KMS ZHNRNPIEEMR L TXAR |, i&FEH CreateGrant 4EFH Constraints
S8, L TENREEHEEMNAKAA keyUserRole SEMNAFEA BE BENNER, T3 , Z
W PR{XTE Decrypt IERFMMEZE L TXR "Department": "IT" MF L TXXEHER,

$ aws kms create-grant \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
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--grantee-principal arn:aws:iam::111122223333:role/keyUserRole \
--operations Decrypt \

--retiring-principal arn:aws:iam::111122223333:role/adminRole \
--constraints EncryptionContextEquals={Department=IT}

ERHBRNELUTIME XL, #EE , [ keyUserRole AR FHNRINIE Decrypt BHRMEA RN
ARDIEEWHBME LT XHRER. EERX KMS ZEAWRN , BFEH ListGrants B4E,

$ aws kms list-grants --key-id 1234abcd-12ab-34cd-56ef-1234567890ab
{

"Grants": [
{
"Name": "",
"IssuingAccount": "arn:aws:iam::111122223333:root",
"GrantId":

"abcdel237f76e4ba7987489ac329fbfba6ad343d6f7075dbd1ef191f0120514a",

"Operations": [

"Decrypt"
1,
"GranteePrincipal": "arn:aws:iam::111122223333:role/keyUserRole",
"Constraints": {

"EncryptionContextEquals": {

"Department": "IT"

}
},
"CreationDate": 1568565290.0,
"KeyId": "arn:aws:kms:us-

west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"RetiringPrincipal”: "arn:aws:iam::111122223333:role/adminRole"

N T#HR EncryptionContextEquals BINAR |, Decrypt JBEMBERPIINE LT 4M 2
"Department": "IT" X, REERFEEZRANUTIEREHE EncryptionContextEquals
BRINAY R,

$ aws kms decrypt \
--key-id arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab\
--ciphertext-blob fileb://encrypted_msg \
--encryption-context Department=IT
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LHRINARA EncryptionContextSubset B , ERFHMEFE LT XN ARERRARP I EMEF

ET3XX, AR BEREALSFEEMMNE LT, ATERARERERFH—INELTXHNRE
"Deparment": "IT",

"Constraints": {
"EncryptionContextSubset": {
"Department": "IT"
}

KEWEBENEZREANUTERFEHERATRBFF EncryptionContextEqual
EncryptionContextSubset BN RMHER,

$ aws kms decrypt \
--key-id arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab \
--ciphertext-blob fileb://encrypted_msg \
--encryption-context Department=IT

BR , REBEENEEZEFLAWLUTERSHER EncryptionContextSubset BXAXR , BEFRHFR
EncryptionContextEquals BRI R,

$ aws kms decrypt \
--key-id arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab \
--ciphertext-blob fileb://encrypted_msg \
--encryption-context Department=IT,Purpose=Test

Amazon REBELERERFFER HH KMS ZANNRHRNFERMNEZE LT XYR, Amazon
Web Services Ik 140 , Amazon DynamoDB i Fi 38150 T~ T 9 AR IR 18 7 K F 1 #9 DynamoDB
£/ Amazon EERNFZH PR, RN FH EncryptionContextSubset RN RFERN
HRIVEBERFHMNEZ ETXEE "subscriberID": "111122223333" Fl "tableName":
"Services" W AM., EENXYREKE , BN AT DynamoDB FHIEEH KMS AT
Amazon Web Services IkF° R ER,

EREULH L |, BEXEKF HE DynamoDB B9 Amazon & X %4 =17 ListGrants #1E,

$ aws kms list-grants --key-id 0987dcba-09fe-87dc-65ba-ab0987654321
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{

"Grants": [
{
"Operations": [
"Decrypt",
"Encrypt",

"GenerateDataKey",
"ReEncryptFrom",
"ReEncryptTo",
"RetireGrant",
"DescribeKey"
1,
"IssuingAccount": "arn:aws:iam::111122223333:root",
"Constraints": {
"EncryptionContextSubset": {
"aws :dynamodb:tableName": "Services",
"aws :dynamodb:subscribexId": "111122223333"

},

"CreationDate": 1518567315.0,

"KeyId": "arn:aws:kms:us-west-2:111122223333:key/0987dcba-09fe-87dc-65ba-
ab0987654321",

"GranteePrincipal": "dynamodb.us-west-2.amazonaws.com",

"RetiringPrincipal": "dynamodb.us-west-2.amazonaws.com",

"Name": "8276b9a6-6cf0-46f1-b2f0-7993a7f8c89a",

"GrantId":

"1667b97d27cf748cf05b487217dd4179526¢949d14fb3903858€25193253fe59"
}

£ F CreateGrant f{ R

BN LABIEAA CreateGrant ENNR, BER , YHEBENEZFTEARIBMENRF , METARNE
B IAA CreateGrant MVAXBRAT |, 1Z AN PR [ U 2 PR &l

« EENEZRARELERATFRENF D REEFRELRN
- NENEBENPHENARBAEDERXBRRNAPHYR 1%,

XLERRBIFEA T MR P IRE CreateGrant ERMEFEA , RECHHNR AT LA H KRR
#lo
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Bl , ER—NMERN , ZENATFHEERNEZIXARA GenerateDataKey, Decrypt M
CreateGrant #&{E. BIMIF A CreateGrant NEEW BN N RIETFN.

# The original grant in a ListGrants response.
{
"Grants": [
{
"KeyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"CreationDate": 1572216195.0,
"GrantId":
"abcdel237f76e4ba7987489ac329fbfbabad343d6f7075dbd1lef191f0120514a",
"Operations": [
"GenerateDataKey",
"Decrypt",
"CreateGrant
]
"RetiringPrincipal": "arn:aws:iam::111122223333:role/adminRole",
"Name": "",
"IssuingAccount": "arn:aws:iam::111122223333:root",
"GranteePrincipal": "arn:aws:iam::111122223333:role/keyUserRole",
"Constraints": {
"EncryptionContextSubset": {
"Department": "IT"
}
b

WX EZFE A exampleUser AT AEALNRGIERN , HH B ERABRNHPIEENRENEIEF
% , i CreateGrant # Decrypt. FREBEN DS HMIEME , W0 ScheduleKeyDeletion %
#& ReEncrypt,

A, FERRHPHBNARMIIERXBRERXEEHENRAHE=HRORESH. Hla0 , FRNA
AT B R BNAFM EncryptionContextSubset &R , BREEMNBMIBRXS . FRAR T LU
EncryptionContextSubset 9RE &N EncryptionContextEquals AR , BEFREERZ.

IAM RESRASMERAEEKBEIIN IAM BF, MR AREFERRAIRMEIIN IAM A, Bx
EZEE  BESH (AM AFER) BH IAM £ &ERE,
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Bl , WRRNEZFLXATUERAMRBRNBEIRGH CreateGrant MRUGIEBUAT FRER. F
FENFHRERREENTRENTE , HEARNIORE™H,

# The child grant in a ListGrants response.
{
"Grants": [
{
"KeyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"CreationDate": 1572249600.0,
"GrantId":
"fedcba9999cle2e9876abcde6e9d6c9b6al1987650000abcee@@9abcdef40183f",
"Operations": [

"CreateGrant"

"Decrypt"
]
"RetiringPrincipal": "arn:aws:iam::111122223333:user/exampleUser",
"Name": "",
"IssuingAccount": "arn:aws:iam::111122223333:root",
"GranteePrincipal": "arn:aws:iam::111122223333:user/anotherUser",

"Constraints": {
"EncryptionContextEquals": {
"Department": "IT"
}
I

FRFBRAVEIZINEZEZFEA anotherUser AILMERAEANIN CreateGrant NRFRIEFTN, A
M , anotherUser BIEBMNIXNAITGRETEEERENE FEH , HARNARMXATHEBRE™
o

BEFRN

EBEERMN , BEA ListGrants B4E, BAMIEERNATERN KMS 248, SE 7 BURIZN ID S
BNEERARERZEIIIR, BXEZRH , HSWListGrantss5 Amazon SDK = CLI L&A,

ZEZEZE Amazon Web Services Ik MIXEFEEREEHAZEANMERN , BEH
ListRetirableGrants, TR ZIEFMFRHFME S,
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® Note

GranteePrincipal MR ListGrants FEBE ISRV HERNEZREA. BER , H
B ENEZIE AR Amazon BRE AT |, GranteePrincipal FRBERZZEFA |, Z
ERATERRENMNTRNBERNEBEBZLE A

Bl , LR a5 H KMS Z4 AR

$ aws kms list-grants --key-id 1234abcd-12ab-34cd-56ef-1234567890ab
{
"Grants": [
{
"KeyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab",
"CreationDate": 1572216195.0,
"GrantId":
"abcdel237f76e4ba7987489ac329fbfbabad343d6f7075dbd1ef191f0120514a",
"Constraints": {
"EncryptionContextSubset": {
"Department": "IT"

}
+
"RetiringPrincipal"”: "arn:aws:iam::111122223333:role/adminRole",
"Name": "",
"IssuingAccount": "arn:aws:iam::111122223333:root",
"GranteePrincipal": "arn:aws:iam::111122223333:user/exampleUser",
"Operations": [
"Decrypt"
]
}
]
}
ERRN S

Amazon KMS API R AL —HMHER, QIZBN , BNART2VINEN. TN EEWIE
B, TREEEREEN Amazon KMS A A, BEXBEEZTEFH/ LW N R T EENREF4Z
B, BERELERT , TRFE/LoH. EXZ2ABIENRERE , BFENEZHRIUERARNH
R , MAEFREERNTEERNWEMTIERE, Am , MRBAHF , HREFAE Amazon KMS 41
Be , MERTEESEM , HER AccessDeniedException iR,
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EVAFEAFTENFHONER , EEAZRNNENTHE, ®RF CreateGrant BEREIHNTNGE., &
Ja A Amazon KMS IRERRXBERPHFENSE, B LU RN S EERSEM Amazon KMS #2102
£, BEIURER —ERPRXZIMENTHE

LA RHIEA CreateGrant 197%1’|55Eﬁ|JEﬁ‘,¥F GenerateDataKey # Decrypt IER BN, BHRE
CreateGrant % token ERRENVENGHE. RS , FBA GenerateDataKey BREN , EFEH
token ZEHF KRS

# Create a grant; save the grant token

$ token=$(aws kms create-grant \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
--grantee-principal arn:aws:iam::111122223333:user/appUser \
--retiring-principal arn:aws:iam::111122223333:user/acctAdmin \
--operations GenerateDataKey Decrypt \
--query GrantToken \
--output text)

# Use the grant token in a request

$ aws kms generate-data-key \
--key-id 1234abcd-12ab-34cd-56ef-1234567890ab \
--key-spec AES_256 \
--grant-tokens $token

SRR EA B AT AERRNTERERFTRN , BIERREEAD Amazon KMS H1 8] F Z B,
( RevokeGrant BETEZIENTE., ) AXEZER , HZH EHNBHE RN,

# Retire the grant
$ aws kms retire-grant --grant-token $token

1= R M X
BRI S AR

RetireGrant # RevokeGrant BEM LLIEE B, X MRIEE M BRITN , MTITHERRN A FHIR
R, XEREZRANETEXFETFENRMARERZNN,

RevokeGrant

5 X% ¥ Amazon KMS #24E—# , 3 RevokeGrant &R TFRIEN 247 K BEH IAM policy 2
#), RevokeGrant APl TJBAHEH kms:RevokeGrant NEMNEAEZEREAEH., ZNELEER
FHRBABTEANRENRH, BE , EEASBHEBERUELIZN A FNNER,
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RetireGrant

BRREHRTUEAT, KIRIHESEBEHRNNESEAYR , METFERRARBEH IAM
policy, BH , HEEMRNAVNRE , REARN

BNALESRNAIEEN T EERZERXAFER, B#RERNEZFEAGETUERRN , BRE 2 44]
L R2ERAZREADRERNELE RetireGrant BER, ERNENR , EEPEIERINA Amazon Web
Services ik ] LAME B RN

H—NAATF IAM policy B kms :RetireGrant &XR , ECEEERNWIIAITE, BNFEEN
ZEREATLFE kms :RetireGrant XREIAIEAIXMN, 23 kms:RetireGrant NEREFATFER
AERARM, kms:RetireGrant X PR7E %540 56 B 21 40 R 42 % SR BE AR o o

- EELEEARNONIR , BRI AEH IAM KEHH kms :RetireGrant XRKMIT Deny #
(=N

- i\ KMS #4AH Amazon Web Services Ik AJ LAfF kms : RetireGrant NRZE XL IZIKF
K 1AM E45%,

- MBEEAEHEEE M Amazon Web Services K/, NZEMK S PR EIER a] LAER
kms:RetireGrant fEARNWINEZ LA IZK, FH IAM 4K,

Amazon KMS APl R A ZL& —HMERE, SRR, FRIEMERNE , TRSHIIEENER |, &
REEE RIER Amazon KMS AT, EXEEFETI/LVHNR R AT AR REHERE , B
HEREERERT IR E/LoH. MREFEEENFHERAIEEA Amazon KMS H  F 51 37 BN BR
T, BEARTTHEERZRN, ETRERRNTEMERN

1Y &4 248 Amazon KMS

AR Z AR B IAM KEE RIS ERH Amazon KMS BIRF R &M, XEEZHR True B, KB
EAXAR. Hl, EURFERBEBUANEREAHFEN. HE , EURFERKZURE AP
BERPEEFEREEREH TR,

EEERN  BEEEARXRKIZEAMN Condition TEHRHERHREE IAM ZXHZER, BEZKHERE
FERT Amazon ; B —N4%EF Amazon KMS,

SZUBRAE S TESTZE Amazon KMS 485K IAM RN FZEMEBAN, BXZ40 KRN
WHAEER , BSH RPEEMER, X IAM policy XHEHANKIFMER | E3H (IAM AFiEmE) &
B 1AM BIRER,
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_condition.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_condition_operators.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_iam-quotas.html#reference_iam-quotas-names

Amazon Key Management Service F&ARIEE
« Amazon £R%&M4E

» Amazon KMS &4

« Amazon KMS 2 BiF ¥ &2 R EZ4H

Amazon £ R&HE

Amazon EMERHEHZ , XR2—HFXHBEERE , ERATER IAM #THRZESIBFTE Amazon
BR% . Amazon KMS X2 B&M4E, BT LIE Amazon KMS Z4AE B IAM FEh{ERAT
o

fFlan , REYERDNEXABZGRBEDSN Amazon FIEE# Amazon KMS key (ARN) RRET |
B A LUEA aws: PrincipalArn £ B&RAZEARFIHR (KMS #4f). EERZHETEMEN T RIZES
(AB AC) Amazon KMS , & a] LAfE IAM 3K B& P aws:ResourceTag/tag-key £ R&HZHRA TR
Bl B ERZH KMS £,

EZFE AN Amazon IRFEMEIKEEFR | 7 T BhliEAmazon IRSBAERBNEITE | AL
Faws:SourceArnzaws:SourceAccount® FHF#E. EXEZEER , 85 #FH aws:SourceArn
= aws :SourceAccount £,

BX Amazon £RFHEHANEE , BRETHNERRKE | FS5H IAM AP EEHRHAmazon £F%
L FXEH. BXRE IAM policy RERER/FARI RG] , FSH IAM AP SRRV HIXT E R
i3 R MIE HIAR 24 o

UTETREEXEHET IP 1M VPC KinT A Z 4 ENEHRIES.
FHT
« £EH Amazon KMS R KBE R IP bt 4

+ 878 Amazon KMS PRI REE R EH VPC Kig T R &4
« £ IAM 1 Amazon KMS Z4ARBEHEA IPv6 ik

EEE Amazon KMS X RHIREE A IP thtk &4

&R LAE A Amazon KMS 5K Amazon RS HFRFENHKE. ER , EATHELILRIMNE—
REEFBAPIETE IP thitaws: SourceIpR U EZEFHFH BN , 1H1E1EITE Amazon KMS, i
m |, “Amazon E TR IP 417 F” FEIAmazon KB Amazon BIERSIHXKBIEE IP SBEMIER.

FERUATHER
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#AvailableKeys
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-principalarn
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-principalarn
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-resourcetag
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#principal-services
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-sourcearn
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-sourceaccount
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_tags.html#access_tags_control-requests
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_tags.html#access_tags_control-requests
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_tags.html#access_tags_control-tag-keys
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_condition_operators.html#Conditions_IPAddress
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_examples_aws_deny-ip.html
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1. #&@ IAM B4 T TR KB Amazon : Amazon TR IP 184150, &
fFaws:Sourcelp FHRBWEIRENZAFARIN IP thiSTE, It IAM SOEMEEHMEER , /o
FEFEH Amazon EBS EC2, Amazon # Amazon KMS,

2. ZE B INER EBS B MNE EC2 k6l, BMERFBEREAMBMEXRS  LEFBLEKK
HFERENRER,

F2L5KM , RAEERENZHFERANIERKBE S Ama EC2 zon ERHZHEXERA IP ik,
Amazon KMS B4 , ERMATREBEZRAFH IP #hit, AT SH 1 FHRIEABIELRBIETE
IP ik LASNEY IP it PR B E SR | Bk Amazon EC2 &% f# 2 EBS BM IR MIERR4R,

A, HiEREKEH Amazon VPC LimTi @AY |, aws:SourcelP &M R tFRIER. BRI

VPC Li%1 & ( 23F Amazon KMS VPC KixT = ) WiER , B aws:SourceVpce 5

aws:SourceVpc &, BXEZEE , HZH Amazon VPC AFIERE HH VPC KimT R - 13|
KimT RMER,

£ E%E Amazon KMS IXRHIKREE A VPC KimT R&H

Amazon KMS X HHESRIENTIRENAER (T 5# VPC ) LT fAmazon PrivateLink. 2§
BEREKB VPC HfEA VPC LiiT REt , B UEZHARKEMN IAM FBPERAUTEREERABHKE
F3F Amazon KMS ®BRHIAE. BXEZELR , SR £/ VPC KinT S B HI3 Amazon KMS #
BRI A,

* aws:SourceVpc FiHFRIRFIFKBEE VPC BiER,
 aws:SourceVpce FHiAMERHNFKBIEE VPC im LW ER,

WRIEE AIX LR FEARZEEN KMS ZEAMAR |, Mg LEFRIEL R REFEHRH Amazon
Amazon KMS RS

BB WA HIMEL P b F 4R ROINE R, RSN KMS Z4ARE RR$IE VPC & VPC 4
WAL M Amazon KMS M Amazon S3 @ Amazon EBS Z &£ KRS NN BA TEES LXK, ENER
BERELFETF VPC & VPC KT & , AKX EXMIE R,

£ IAM 1 Amazon KMS Z4ARBEHAE IPv6 tthiik

2758 Amazon KMS Z 81 IPv6 , FHERFESE IP it REIVWZHAN IAM REEEEFH T
& IPv6 b SEEl. REFHUULE IPv6 itV E T IP R AT S BEF RET REARFRBE
9&:525%%175@&5& IPv6o BX KMS HRZEHN —iXisr , BSH KMS ZHA1HEARMNE. BT #
KMS M %% , HSRIER RS .
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_examples_aws_deny-ip.html
https://docs.amazonaws.cn/vpc/latest/userguide/vpc-endpoints.html
https://docs.amazonaws.cn/vpc/latest/userguide/vpc-endpoints.html#vpc-endpoints-iam-access
https://docs.amazonaws.cn/vpc/latest/userguide/VPC_Introduction.html#what-is-privatelink
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#AvailableKeys
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/A Important
XEFAHRATEMRE, FRXEEFASATBERENEMEVEESER,

LUTEQBEMBIE4L K IPv4 #31£192.0. 2. *SEEMERIGRIFTE KMS R, SEEZIANFRE IP
MR E RIELE KMS R, BT FFE IPv6 it BEMIELNTE 2/ , itk ItiE A H KRBATEIE
“#F{] IPv6 HERY KMS PR,

"Sid": "DenyKMSPermissions",
"Effect": "Deny",
"Action": [
"kms:*"
1,
"Resource": "*",
"Condition": {
"NotIpAddress": {
"aws:Sourcelp": [
"192.0.2.0/24"
]

B LA & Conditiont & LAIEHE IPv4 (192.0.2.0/24) 1 IPv6 (2001 :db8:1234: : /32) H#u3it3E
B , T RO R,

"Sid": "DenyKMSPermissions",
"Effect": "Deny",
"Action": [
"kms:*"
1,
"Resource": "*",
"Condition": {
"NotIpAddress": {
"aws:Sourcelp": [
"192.0.2.0/24",
"2001:db8:1234::/32"
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}

Amazon KMS &4

Amazon KMS 12t 7T — AR E AR IAM RBEPEANKERHR. XLER4GR
HET Amazon KMS, #itn , FEIZEHIFIXIFNE KMS ZRR AR AT , &R LAER
kms:EncryptionContext:context-key FHRIERIFIEN INE T 3,

AP| BRAFE RIS A

#% Amazon KMS & Z4ABRIE Amazon KMS 2EEFR P SV ERE S KMS ZHHE. £l
W, AT LAE IAM KBS EERA k ms: KeySpec &4 |, XK CreateKeyiERHPMKeySpecS¥{E
R AV fE A iZCreateKey# ¥ERSA_4096,

EEZSBREINEFTRD (HlIONHEASHNWERIAMEN ) , WEFHFELSEER, a0, BN
£ k ms: KeySpec &#Z4A LA {XfEKeySpecSBER ( BIAME ) T FEHZCreateKey®
YE. SYMMETRIC_DEFAULTHZH /21T KeySpec ZE{EH SYMMETRIC_DEFAULT WiER , AR T
KeySpec ZHME R,

AP| BRAEFREAR KMS BHAZMA

H L Amazon KMS &4 Z AT URIERESRFEAK KMS ZHANE M REHIFTRENLR, i, &
ATLAEE A kms: KeyOrigin &4 e F £ A X GenerateDataKey#E KMS Z4A/I %48 N o8 KMS %
#l. Origin AWS_KMSE THENKHBESUXMAEXNER , BSHAZGENIEH,

ZRESLMR KMS ZHERERME , BDRIBE KMS BABRNNRIE, EERIR KMS BEARFIRE ,
BERENRRERF , EREN Resources FIHEHKM KMS key HE, MRBEFXFMPEBHFH
R T RERTE KMS BEARFEERNWIRE (Fl0 ) Listkeys , MZRBRT , B FRM4KIZETEH
B, BN ListKeys BERKI R KMS ZARIE , BT KeySpec B o

LR EBHR T B Amazon KMS &8 | H SEE R REE AN R OIREE
ERHFARGHENESEZER

HEBEMHLEBRAEAE (HINERFOFREENREFOREE ) 8, BFEESHIF Amazon WAIEEER
XHAE, Flt , IAMEXLTHNEAZER ForAnyValue M ForAllValues, {GERZERH
TEEEMNNZERHE. TENSESZEFRATREERGRE. BEFE -8 EEFEPFERAERKE
AzHl , HELENESXLEREED,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
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FUHBELERSE. EWE Amazon KMS R BREEERSH , BSRFMAREBHAVESR
:Iﬁ!EIJO

s BEKHBERNLETX (BERIER) PHRZEE—ME, 0, ATEN AP BAREERE —
A~ Amazon Web Services M |, EItk k m CallerAccount s: RREZURA. FTENESZEFTH
TRERGRE,

s ZEXMBERVNLETX (BERIBR ) PEEZME, 0, BFHAN KMS ZHTLULEZ 5
# , Bt k ms: ResourceAliases AILEZME, ZEXHRBREE—INESEZER,

I8 REFRMBENSERMARCANERIRTENETXHNERE ; MARRBEFAPHER

EE
187
=
HEo

/A Warning

PNECZHEHAATRERMBURERXVBRITRS (XI TR ) WERBEA. NHEEEE
RATZERGE.

MREBNERFFH I EWH kms:EncryptionContext: £ T X # 4R aws : RequestTag/tag-
keyZHEHForAllValues S SEEFHNREE , Amazon KMS N &IREILTEIRER.
OverlyPermissiveCondition: Using the ForAllValues set operator with
a single-valued condition key matches requests without the specified
[encryption context or tag] or with an unspecified [encryption
context or tag]. To fix, remove ForAllValues.

A ForAnyValue  ForAllValues £8EFTNEFMES , BFSH IAM FﬁF‘?a@EFE’JﬁFH%A
BAE, BRELEXFHTEMAForAllValuesE S ZEANNKWER , BSH IAM A BT
N Z£EHE- ForAllValues 2 EH4,

ES ]

» kms: BypassPolicyLockoutSafetyCheck

* kms: CallerAccount

« kms:CustomerMasterKeySpec ( EFH )

« kms:CustomerMasterKeyUsage ( EHF A )

» kms: DataKeyPairSpec

» kms: EncryptionAlgorithm
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_multi-value-conditions.html#reference_policies_multi-key-or-value-conditions
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_multi-value-conditions.html#reference_policies_multi-key-or-value-conditions
https://docs.amazonaws.cn/IAM/latest/UserGuide/access-analyzer-reference-policy-checks.html#access-analyzer-reference-policy-checks-security-warning-forallvalues-with-single-valued-key

Amazon Key Management Service FERARER

+ kms:EncryptionContext: £~ X %4

* kms: EncryptionContextKeys

* kms: ExpirationModel

* kms: GrantConstraintType

* kms: GrantlsFor AWSResource

* kms: GrantOperations

* kms: GranteePrincipal

* kms: KeyAgreementAlgorithm

* kms: KeyOrigin

* kms: KeySpec

* kms: KeyUsage

* kms: MacAlgorithm

* kms: MessageType

* kms: MultiRegion

* kms: MultiRegionKeyType

* kms: PrimaryRegion

* kms: ReEncryptOnSameKey

* kms: RequestAlias

* kms: ResourceAliases

* kms: ReplicaRegion

* kms: RetiringPrincipal

* kms: RotationPeriodInDays

* kms: ScheduleKeyDeletionPendingWindowlInDays

* kms: SigningAlgorithm

* kms: ValidTo

* kms: ViaService

* kms: WrappingAlgorithm

* kms: WrappingKeySpec
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kms: BypassPolicyLockoutSafetyCheck

Amazon KMS % &R (EEid AP| #1E REgRH

5

kms :Bypas WmRE B{E CreateKey {X PR IAM policy
sPolicylo

ckoutSafe PutKeyPol REAREA 1AM
tyCheck icy policy

kms :BypassPolicylLockoutSafetyCheck&HEIRIEHER
FBypassPolicyLockoutSafetyCheckZ ¥ E R FIXS CreateKeyMPutKeyPolicy# #E# 17 A1 X
BRo

BAT R4 1AM policy BAHLLAFSEEREHERERE , AN H CreateKey FRF
BypassPolicylLockoutSafetyCheck ZEMEN true. BY , £ A7 022 KMS B4R

"Effect": "Deny",
"Action": [
"kms:CreateKey",
"kms :PutKeyPolicy"
1,

"Resource": "*",
"Condition": {
"Bool": {
"kms :BypassPolicyLockoutSafetyCheck": true
}
}
}

I&3& AT LATE 1AM policy SRZARBE A kms :BypassPolicylLockoutSafetyCheck &&= H!
X PutKeyPolicy B¥ERVIFRIMNBR. Z4ARBEFH LT ROIKEAE QLA P EE N KMS AR
BISRIRBIERERE,

ERBEDTREALEN Deny , MREEMEA Allow M Null RUZER , MXHBERTE
BypassPolicylLockoutSafetyCheck S8t , fFihRE. MEREALSE , MEBIAER
false, RBWERBFAEDBELERINER T IEE.
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_condition_operators.html#Conditions_Null
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FRARER

"kms :BypassPolicylLockoutSafetyCheck": true

{
"Effect": "Allow",
"Action": "kms:PutKeyPolicy",
"Resource": "*",
"Condition": {
"Null": {
}
}
}
BEZH

» kms: KeySpec

« kms: KeyOrigin

* kms: KeyUsage

kms: CallerAccount

Amazon KMS & F#k#H
Hig

kms:Calle FRE
rAccount

AP| $4E RmERE

KMS ZAGFRE HHEREMN IAM

= KRB
BE XL Z A7
BRI

B LAE A L R B AT SIEL ST Amazon Web Services IKFHFFES R ( AFMAR ) WimE, £
HEAREEF |, BEULUER Principal TEREBEERBBUMEANE M. Principal TEMEFEZER
RMEIEE Amazon Web Services Ikl RIPFTE A A R, ERARAUBFILEHREIEEM

B Amazon 3 #Principalits

HESRRRIX F U R

&R LA A e SRR HIHET KMS AR IRIRME ( BMERSE KMS ZARET Amazon KMS #4E )
BRI R, & BARR KMS B R RRE , BERENRIFERRFP , HEIFH Resources F|REHKRD

KMS key H9fH. EHERTEEEBELZAFHERNE,

Amazon KMS ¢4
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Flan | LT R4ARBBAER T W{AEA kms:CallerAccount 48, AHXFHEESH

Amazon EBS Amazon TEXFH WRBBERY. ©HIEEME Amazon F#Principalt
#E5kms:CallerAccount%& M4 EME S , IAMH L1515 1E Amazon Web Services Ik
111122223333 HFIE 517, EBE— MK Amazon KMS &4 %4A (kms:ViaService) , B
XA 1FiEE Amazon EBS &K HHViERK#H —FSREINR. EXEZER , S H kms: ViaService,

"Sid": "Allow access through EBS for all principals in the account that are
authorized to use EBS",
"Effect": "Allow",
"Principal": {"AwS": "*"},
"Condition": {
"StringEquals": {
"kms:CallexrAccount": "111122223333",
"kms:ViaService": "ec2.us-west-2.amazonaws.com"
}
},
"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:GenerateDataKey*",
"kms:CreateGrant",
"kms:DescribeKey"
1,

"Resource": "*"

kms:CustomerMasterKeySpec ( EHFH )

kms:CustomerMasterKeySpec &M B 2HF A, HHMA kms: KeySpec &%,

kms : CustomerMasterKeySpec #l kms :KeySpec ZHRMNZTHAMEE. REBMTRE, BifE
A kms:KeySpec., B2 , A THEBIFEER , Amazon KMS ZHEFXHNFHEE.

kms:CustomerMasterKeyUsage ( EHA )

kms:CustomerMasterKeyUsage &4 B®BEFH A, BA kms: KeyUsage FH %40,

kms : CustomerMasterKeyUsage #l kms:KeyUsage R4 BN EZETHRNMER . REBHTE. BiL
£/ kms:KeyUsage, BR , A THEWAMER , Amazon KMS ZIFIXHN KGR,
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kms: DataKeyPairSpec

Amazon KMS & Fi#k# e ¥t
Yastscd

kms : DataK TR B{E
eyPairSpec

& T LAME A I R B IR B R hKeyPairSpecS B E R IE 4]

API #84E

GenerateD
ataKeyPair

GenerateD
ataKeyPai
rWithoutP
laintext

REERE

BRI IAM
policy

¥ GenerateDataKeyPairflGenerateDataKeyPairWithoutPlaintexti® #EHI 5 B AR, B0 | A LR fo

VP PR P A B 2 B R MR R4

AR R A KRB B A kms :DataKeyPairSpec &4 , MMXAFAFER KMS ZHERK

RSA #iEZEAN

"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"

},

"Action": [
"kms:GenerateDataKeyPair",
"kms:GenerateDataKeyPairWithoutPlaintext"

1,

"Resource": "*",

"Condition": {

"StringlLike": {
"kms :DataKeyPaixrSpec™": "RSA*"
}
}
}

2

o

15

* kms: KeySpec
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https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
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+ the section called “kms: EncryptionAlgorithm”

- the section called “kms:EncryptionContext: + T~ X Z4H”

« the section called “kms: EncryptionContextKeys”

kms: EncryptionAlgorithm

Amazon KMS % &R (EEfil] API ##4E REERH
Yty

kms:Encry FRIH B{E Decrypt REARBEA IAM

ptionAlgo R
rithm Encrypt

GenerateD
atakKey

GenerateD
ataKeyPair

GenerateD
ataKeyPai
rWithoutP
laintext

GenerateD
ataKeyWit
houtPlain
text

ReEncrypt

B LAEA kms:EncryptionAlgorithm &48 , RIFREPEANMNEREE |, BN MEREN
HEl, XF “mzE", “#%=" #M “ReEncrypti®#E” | ©RITEIER AP EncryptionAlgorithmZ Ex By B SR 32 Hl 15
FRBR. X FERBBEZANMBIEZATTOERE , WBRERA T NEHRIEZREAN N E LS E.

LS 2R 4EATT AT IR 5% B 2208 Amazon KMS |, 2046 A A ZRIEXT FR KMS Z24A 3 A fY 23 4R 33
7%, Amazon KMS
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Encrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html#KMS-Decrypt-request-EncryptionAlgorithm

Amazon Key Management Service FERARER

EncryptionAlgorithm &R F1 1y S5}

EATAPEBEMZE LR T KMS %4 , BFEHEE Deny MEHM StringNotEquals &=
HERANERED, Hlm , LT RAIZAREEDEZEIEIEE ExampleRole AR EMR |, FEIEEM I
BREPEALXIY KMS 247 |, BRIFBERPH N E LR RSAES_OAEP_SHA_256 , 5 RSA KMS #
AL ESERANENHTMBEZE,

SEATHAFEABENRELZNRBEAITE , EENESENRIED (WLH ) , 2 LEK KMS
ZHNHMRRARNATHACEAREMMEE L, WEARKEIPH Deny RETEAIE
Allow SMERMZEAKRES IAM policy , FEML LTIt KMS AR EZ R AN FME RN

{
"Sid": "Allow only one encryption algorithm with this asymmetric KMS key",
"Effect": "Deny",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"
},
"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*"
1,
"Resource": "*",
"Condition": {
"StringNotEquals": {
"kms:EncryptionAlgorithm": "RSAES_OAEP_SHA_256"
}
}
}

ATHRENINZEEE

BB A LAEA kms:EncryptionAlgorithm £H-RBE TREFFERAMNMNEE EZHIX R ERN 5 R
PR, BMEEERPARIEEE ATt 2L, XEREEB ERHZEIE SYMMETRIC_DEFAULT 3% , 1
BETSEERHPEE , EIE_RERIAE,

Bt hae |, BE LA kms:EncryptionAlgorithm 448 | &3 4 R BIE A M BIERH
FEVIRERN TR, XLERENFERAXNFNE KMS ZZ49F SYMMETRIC_DEFAULT &%,

flgn | 1t 1AM policy FREIEZ A REEFERAXNHINE, BRIEFERFPIEEN SR
YEREAMNMBREE N SYMMETRIC_DEFAULT , 7 NI 5 BEF3E 48 34 7= il ik =
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FEET KMS Z4A T INZRIEN B, BiEGenerateDataKey* EXRR
InGenerateDataKeyGenerateDataKeyWithoutPlaintextGenerateDataKeyPair,
MGenerateDataKeyPairWithoutPlaintext, SN IXLRESEEFM , RACNBRAEAXNGNBRE
Eo

{
"Sid": "AllowOnlySymmetricAlgorithm",
"Effect": "Deny",
"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:GenerateDataKey*"
1,
"Resource": "arn:aws:kms:us-west-2:111122223333:key/*",
"Condition": {
"StringNotEquals": {
"kms:EncryptionAlgorithm": "SYMMETRIC_DEFAULT"
}
}
}
BEZH

« the section called “kms: MacAlgorithm”

» kms: SigningAlgorithm

kms:EncryptionContext: =T 34

Amazon KMS % FAF¥E ERE API 1R 4E REGRE
fri
kms:Encry FRIH B CreateGrant REAREEA IAM
ptionCont policy
ext: context- EMEETTEE
= Decrypt
GenerateD
ataKey
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https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyWithoutPlaintext.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPairWithoutPlaintext.html
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Amazon KMS & &3 EEidl API #4E REER A
i

GenerateD
ataKeyPair

GenerateD
ataKeyPai
rWithoutP
laintext

GenerateD
ataKeyWit
houtPlain
text

ReEncrypt

RetireGrant

B LAMEA kms:EncryptionContext:context-key &4 , RBMFZRIEBFERPHMEZELT
3, BEHEFIXFEINE KMS ZHAMiAE, EALKGERTTMME ETXHPHNRME, ERIFEM-
RETNRZARLTCHANENA , BEEMNFE LT, BEFEMA k ms: EncryptionContextKeys &4
R,

® Note

S BEXIETZLAREEF IAM policy WFRFAN, ENZE LT XHERN R L FRFERE
RN, BURLTEEARFEERRTEHERNME L TFE, BXREFHRETEANE

FAEER , BSRE BPERKEER. BX IAM policy XEANKFMRAER , F58 (IAM AP
) T8 1AM EHER,

A BEEMEAEN T KMS B3 HMAC KMS AN INBREFIBEMR LT IEXNMHEERM
MAC EUER X NE £ T 3o

E& A kms:EncryptionContext: £ N XZHFZM4Z , Bl context-key SNFERNINE LT XXH
o FRAMB LT XEER context-value 50 HF,
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"kms:EncryptionContext:context-key": "context-value"

flan , TENZRGRIEE—NMEZE LT, HEF AppName , EF ExampleApp (AppName =
ExampleApp).

"kms:EncryptionContext:AppName": "ExampleApp"

XR—NMNEERMGE. MBIV RABERENME LT XE (context-key)s REZAUES

N API ERPBESMME L TXH , EEFIEE context-key K INZE £ T X3 REEF —ME.
# , kms:EncryptionContext:Department 4 E{GEA T EHE Department ZEAWME LT
XXt , EfEE Department ZEAMNAEMNR LT XN AR 8EH —1ME.

TEMESTEMFAT kms:EncryptionContext:context-key &H@. MELHE—IEHR
Allow #4E , kms:EncryptionContext:context-key &% M ForAllValues £8EER/H
REEA , MRHEAVERENE L TXHBERURTFEREREZHFIEENMNE LT XXHNIER,

/A Warning

B0 ForAnyValue = ForAllValues £EEEEFA TR ERHRE. XEEESZE/A
DO —NREEEZYE , ZRETFELITNERNE , HAWBITVELENE.
MREBIRHLFH B A conte xt-key BIForAllValuesE S EFHIREE , Amazon
KMS NIl IR E L T £81%JH B kms:EncryptionContext :
OverlyPermissiveCondition:EncryptionContext: Using the ForAllValues
set operator with a single-valued condition key matches requests
without the specified encryption context or with an unspecified
encryption context. To fix, remove ForAllValues.

EEERBFENNBR LT , BTEAFEH kms:EncryptionContext:context-key &HES
StringEquals EEH,

DT REIZAREEAAFITAEFTEACHNEZERAREBERFHNZE L TXEE
AppName: ExampleApp MBI {#H GenerateDataKey ERHH KMS Z4H, AFERAEMMZELT
X3

BHREHRDANE, BEFRS A NERKAZEFEE  fIM StringEquals, BXESEL
WSH ME L FXRERSANE,
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"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/RoleForExampleApp"
I
"Action": "kms:GenerateDataKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :EncryptionContext:AppName'": "ExampleApp"
}
}
}

EERME LT HBIEMEEAMME LT, BERBEERKns : EncryptionContextKeysH

ERtEA kms:EncryptionContext : E FXZHM ETXEH, A THZARKEIER

kms :EncryptionContext:AppName ZHZERERFPH AppName=ExampleApp IN%E £ T XY,
RS kms:EncryptionContextKeys &4 5 ForAllValues £ EE/FUMX AL

AppName nz £ T3,

ForAllValues S8 EE A BERPHME £ TXREHIF AppName, IR

kms:EncryptlonContextKeys %MH5 ForAllValues K6 EEFERBKEIF £

A, INEEEEFRIATFEEME L TXHNER, B2, MRBEREEMBLT, N

kms EncryptionContext:AppName &4 fF kM, BX ForAllValues E5ZERFHNIFHAER ,
BZH IAM AP EmP SRS MNENE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:r0le/KeyUsers"”
},
"Action": "kms:GenerateDataKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :EncryptionContext:AppName'": "ExampleApp"
},
"ForAllValues:StringEquals": {
"kms:EncryptionContextKeys": [
"AppName"
]
}
}

Amazon KMS &4 135


https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_multi-value-conditions.html#reference_policies_multi-key-or-value-conditions

Amazon Key Management Service FERARER

}

8% ] LASE R L R BB XY 4G E IR EM KMS Z4AM T E, MR BRFHMNZELTXEE
Stage=Restricted M&E L TXX , LT RAEIBARBIEDEM Deny MR , LB ILZRAER
KMS Z48, hE&HATFERAEMME ETXI#ITER , @EEE Stage BNHMENMNE LT
3t , fla0 Stage=Test,

{
"Effect": "Deny",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
},
"Action": "kms:GenerateDataKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms:EncryptionContext:Stage": "Restricted"
}
}
}

ERZ & £ T

BAUERJEESANMNE LT, BEAUER/LMNEZE L TXNz— BXATHBX LSRN
BZENEAER BN IAM AP EmPNEIZEE 2 MRIERN R,

(® Note

AEBHNEHMAERT FEAForAnyValuefForAllValuesE&ZE /M
kms:EncryptionContext:conte xt-key &R FKEEFEH, FESEENSLEEXRMEESER
ARELS A BN LT XHMREEME LTI HE R K,

fHltn , BEH Allow 38R, ForAllValues E£8ZERFH
"kms:EncryptionContext:Department”: "IT" RH4EBHNREFZHETF/MEZE L TR
# R “Department=IT"X, EAFEEMEZE L TXHERMEBRIEEMSE L TXHWER , 4
N Stage=Restricted,

BEFLNEGR | HEA L TXFRAFES kms:EncryptionContextiz B £F MAE A 54 7 1

Bro ZIRFEALENVNEREHNRBEELM , HER OverlyPermissiveCondition ®&.,
BYIEHEIR , EHREESEER.
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ERESZMMEBE LT, B HERZHTEXN. AT ROIZHARBEAZTER
AN E T XF Department=IT #l Project=Alpha. HTF&HEETRERE

( kms:EncryptionContext:Department # kms:EncryptionContext:Project ) B©11H
AND ZERFRINERE, RTFHEHMAMNE LT , BEFRL4EN,

{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
1,
"Action": "kms:Decrypt",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :EncryptionContext:Department": "IT",
"kms :EncryptionContext:Project'": "Alpha"
}
}
}

EFE—MBLTXHES —MMZELTXH , BN REERERIMNREETF, LT RAIZR
tAEMEEE Department=IT & Project=Alpha X , tHEH, LAFHMNBLETXH , BT
=1

{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:r0le/RoleForExampleApp"

1,
"Action": "kms:GenerateDataKey",
"Resource": "*",

"Condition": {
"StringEquals": {
"kms:EncryptionContext:Depaxrtment": "IT"
}
}
I
{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
3,
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"Action": "kms:GenerateDataKey",
"Resource": "*",

"Condition": {
"StringEquals": {

"kms:EncryptionContext:Project": "Alpha"

}

}

}

EERBFENMEXN HEEBRAMEREMMNE LT |, iR A kms:EncryptionContext : £

T ZAMEREkms : EncryptionContextKeysEBH, T HRPARKEEHRER
kms:EncryptionContext:conte xt-key &R ERE T @ EDepartment=ITHProject=AlphaXi#n
BRETX, B4E#EMA kms:EncryptionContextKeys &4 ®5 ForAllValues E8EERFUR
i Department M Project & LT X,

ForAllValues S8 E A ERPHME LT XRREHIN Department M Project, MRE
KHPaMERAT  NKESZEMAFIATFREMELTXMNER , ERELEEY , LEHFTH
kms:EncryptionContext:conte xt-key % M

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"

},
"Action": "kms:GenerateDataKey",
"Resource": "*",

"Condition": {

"StringEquals": {
"kms:EncryptionContext:Department": "IT",
"kms:EncryptionContext:Project": "Alpha"

3,

"ForAllValues:StringEquals": {
"kms:EncryptionContextKeys": [

"Department",
"Project"
]
}
}
}

BRI ZAME LT XX, WRERPHMNE L TXEBE Stage=Restricted
Stage=Production X , A T RAIBEARBIEDEA Deny MR , UBLEZRAEA KMS E4,
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#HE4 (kms:EncryptionContext:Stage) W% ME ( Restricted M Production ) A OR &
XiEE. BXEMEER , BESHE IAM AFEEPNESZMNEIENFRANITEELE,

"Effect": "Deny",
"Principal": {

"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
1,

"Action": "kms:GenerateDataKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms:EncryptionContext:Stage": [
"Restricted",
"Production"

nE LT XERGEXDKNE

ERBZREDEENNZ LT , ENEREFEENNE L TXSARK D X NENFHETE. RA
HMELETXHRESDETXE , £ TSR AT A K%,

BR , EXBERGF  FEBTXD K PIE, FHEREXD KX NEHEFEANERZHZERAE ,
)0 StringEquals 5 StringEqualsIgnoreCase,

Eit , B kms:EncryptionContext: BIZRM context-key BMMABRNEZHRBIAX D KX NE, FH
HEHNRBTIREFMREIALENKNIE, FHE (B context-value B ) REXHKNE
HRBXUZERFEE,

flan |, AT RS EBRAEMNR L TXEE Appname 8 RFRE , TIRERK/NEWM{A, StringEquals
S ER ExampleApp RBHEHIBEN KNE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:r0le/RoleForExampleApp"
},
"Action": "kms:Decrypt",
"Resource": "*",
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"Condition": {
"StringEquals": {
"kms :EncryptionContext:Appname'": "ExampleApp"
}
}
}

EERFHAX K NEHMZE ETXEFR , EMEA k ms: EncryptionContextKeys B4 F X 2 K7D
ENZHZER , #lm, StringEqualsEMRBERAFS  ATME L TXRERMKRBEZGFNE ,
CRAEXD K NERFHZE/FEE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:r0le/RoleForExampleApp"

3y
"Action": "kms:GenerateDataKey",
"Resource": "*",

"Condition": {
"ForAnyValue:StringEquals": {
"kms :EncryptionContextKeys": "AppName"
}
}
}

EERNMEB L TXERMERTXS KNENTE , BER—NREFAPENER
kms:EncryptionContextKeys an kms: EncryptionContext d: conte xt-key KRB, X
DPRPNENZEEZER (HIW0 StringEquals ) RAETATERHNE, MELET R (Hlmn
AppName ) 2 kms:EncryptionContextKeys £#M{E, M LT E ( HlZNExampleApp ) &2
kms:EncryptionContext: £ T 3 & 4R 4B (B

Blgn , U T ROIBARBEISD , BT StringEquals EE/FXZAKNE |, B L TXEMNMNE L
TXEHXDKNE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"

I,
"Action": "kms:GenerateDataKey",
"Resource": "*",
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"Condition": {
"ForAnyValue:StringEquals": {
"kms:EncryptionContextKeys": "AppName"
.
"StringEquals": {
"kms:EncryptionContext:AppName": "ExampleApp"
}
}
}

ENE L TXRGEPEREZE

MZ2ETXHRHHNRBRMNESNRERENNARZRFE, ENTEREHITNR , hFEREMIKRTE BN
FRE, MEESERAEMER | HNMBRIZESE , INFE Amazon KMS @B N N FFRFH,

"encryptionContext": {
"department": "10103.0"
}

A& , kms:EncryptionContext:context-key FHBIETIAR IAM policy &, EETIR
BERTHNEBITIXLERBETE, M0, aws:CurrentTime AT HNIERAETE , aws:username
BN ARFNEREFAEM.

BAUEAXLERBTEERVNE - RKES , BT ENRGBZENBLTXHIEZEFNER ,
BlIAAFHAFE, ATEEE—1%E , it , BUUXNAMERERAZACHAFEAMERNER
BiEG, EEFENEBTAFEERIMARIEED.

BEEXHE—ER . EHEEMEEBERABSENAFHERAR — KMS ZAXRNZMBEZXEHEE, B
2, BEENATXIEAFBZENZNHIE, 85 , ERENERE Amazon KMS @& —/Nn# L
Tx , Ed#FfARuser , ERFAEN Amazon AF& |, I TRZA,

"encryptionContext": {
"user": "bob"

}

AE , ERFIRTHRER , EUUFERASUT RAAPHREETRUNKREIET, HREIETME
TestTeam AR FHEH KMS ZANBNBZHEANR, T , RN EBERFHONZR LTS
&€ "user": "<username>" XN EM. NTERRAFPE , RHEH aws:username KL E,

FEiFEERN , BRAANAFBRHERZGPINTE, R , RE4ER "user”: "bob" (X
F“bob” ) M "user": "alice" ( X TF“alice” ) WIIE LT,
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{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/TestTeam"
.

"Action": [
"kms:Decrypt",
"kms:Encrypt"

1,

"Resource": "*",

"Condition": {
"StringEquals": {

"kms:EncryptionContext:user": "${aws:username}"
}
}
}

B RBETE kms :EncryptionContext:context-key M RBIWEFFER IAM policy TE, TeEERE
REATE,

A UAETERFEREHEFEEN E TR, XE ETXRAMH—RRER Web k8 B RIEEF
Amazon WHEF,

EmMETE—# , XETEBREERT kms:EncryptionContext:context-key M | MAEE
AFEERINE LT3, A, EMNRERTEENE , MTEATRGENE,

g, RTRERBIAEL—PELU, T, FAEFTEMB LT, HHPEN sub , HEEK—FRIR
2% 5 Amazon Cognito FAF MBI A, BXxIR%) Amazon Cognito FHAFMACNIFMAEE | BS
% Amazon Cognito F Z AR EERTH IAM B,

"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:role/TestTeam"

.

"Action": [
"kms:Decrypt",
"kms:Encrypt"

1,

"Resource": "*",

"Condition": {
"StringEquals": {
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"kms:EncryptionContext:sub": "${cognito-identity.amazonaws.com:sub}"

3=
B8

¥

154

+ the section called “kms: EncryptionContextKeys”

» the section called “kms: GrantConstraintType”

kms: EncryptionContextKeys

Amazon KMS & &#F3a

G

kms:Encry
ptionCont
extKeys

FRE (FIK)

EEid

ZE

AP #24E

CreateGrant
Decrypt
Encrypt

GenerateD
ataKey

GenerateD
ataKeyPair

GenerateD
ataKeyPai
rWithoutP
laintext

GenerateD
ataKeyWit
houtPlain
text

ReEncrypt

REERE

BHAREEA IAM
policy

Amazon KMS ¢4

143



Amazon Key Management Service FERARER

Amazon KMS & &3 EEidl API #4E REER A
Yot
RetireGrant

WA LAMEA kms:EncryptionContextKeys &4 | REMBREBERPWINE LT, BRI
PN KMS ZAMThE. EALRARMOTAR NS L TN FHE, ZERETAMNE LT X
BFE , BFEMA kms:EncryptionContext:context-key &H4#,

A BEEMEAEN T KMS B3 HMAC KMS AN INBREFIBEMR LT IEXNTHEERM
MAC EUER X NE £ T 3o

® Note

KUBAE (BENELTXES ) BTFEEH Amazon KMS AKEBEHN ZHFMEBAN, &
AR EFEALRHRRRTIMEERNNZR L TR, BXAFARBXAANNFEMEEE
BZH ZHEBEN. BX IAM policy XEMANKFMEER , BSH (IAM AFERE) F1Y
IAM BFEXR,

XR—NZEZRHE. BANESN API BRPEESIMMBLTX

Xt. kms:EncryptionContextKeys & ERFHNME L TXEEREHHME LT XRBEHITLE
Ro EHRENMATHBRIXLLE | BUTEREZHFRM ForAnyValue 5 ForAllValues £6EE
. BXESEERNFAGE , H2H IAM AFREEPNERAZ NN ETE.

« ForAnyValue : RPN EDL —MMEB LT XELACE KB KMEPHME ETXE. AFEMAMN
BETXR, MRERPEENE LT, WFHERLLEHE

* ForAllValues : BERFHENME LT XRBRAMICERERAPHMBE L TR, LESEEN
MNE ETFXRRENKERAPHE, EAFEEMANEL TR, BERILEREENMZE ETX
®.

LT RAIBRARIEE DL S A kms : EncryptionContextKeys &4 85 ForAnyValue £4
ZEA, EEBBAOATNIEEZEFEA KMS 24 , BENEBERIELE—IMMBLT XN EE
AppName & ( ZUHE ) & , FATFNEEEEMER KMS 4,
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flan , AR EBEADATFIERNINE LT XX AppName=Helper # Project=Alpha #Y
GenerateDataKey &R , RAE—NME L TN HEIZMY. RE Project=Alpha B MNE
FTFXHERBEEM,

BT StringEqualsfH B EX D X/NE |, Rt REFHERNEZ L TXERANHEN R NE, TIEE
AR ZBEBANENZMZESR |, HlW StringEqualsIgnoreCase,

{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
3,

"Action": [
"kms:Encrypt",
"kms:GenerateDataKey*"

1,
"Resource": "*",
"Condition": {
"ForAnyValue:StringEquals": {
"kms :EncryptionContextKeys": "AppName"
}
}
}

WA LAEA kms:EncryptionContextKeys &4 BEMEA KMS ZHRAMMEFRIERERME LT
X (FE[mMBLTX)

LT ROBIZARIEE DL A kms : EncryptionContextKeys &8 M Null R4ZER |, AW
£ APl BRBHMNZE LT XA null B3 REFIH R KMS Z4H, WEHETFRENRETXHRRE. ©R
RiIFM®E LT XREREE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
},
"Action": [
"kms:Encrypt",
"kms:GenerateDataKey*"
1,
"Resource": "*",
"Condition": {
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"Null": {
"kms:EncryptionContextKeys": false
}
}
}

SiESH

« kms:EncryptionContext: £~ X # 4R

» kms: GrantConstraintType

kms: ExpirationModel

Amazon KMS %  &#R#E EEid) AP| R 1E REgRR

aak:cd

kms:Expir TR LR ImportKey BRI IAM
ationModel Material policy

kms : ExpirationModel %4 8B 3F & R ExpirationModel S K E 12 #IXF ImportKeyMaterial 2 /EHY
PAEBYES

ExpirationModel RAIEZH , ATHES ANZAMBREIH. BREN
KEY_MATERIAL_EXPIRES #1 KEY_MATERIAL_DOES_NOT_EXPIRE., ERIAEN
KEY_MATERIAL_EXPIRES.,

EIF B EARIEt R A ValidToS M ERE. BRI ExpirationModel SEHE N
KEY_MATERIAL_DOES_NOT_EXPIRE , &M ValidTo MRS EN ., EHAILAER k ms: ValidTo
ZHFPAERSEN ZIHA B BAE N 718 &4,

AR RBIKIEEDER kms : ExpirationModel &4 , UXAFHFEEREE
ExpirationModel 3 HHEN KEY_MATERIAL_DOES_NOT_EXPIRE R ZAMEB S A KMS &
.

{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/RoleForExampleApp"
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1,
"Action": "kms:ImportKeyMaterial",
"Resource": "*",

"Condition": {
"StringEquals": {
"kms :ExpirationModel": "KEY_MATERIAL_DOES_NOT_EXPIRE"

}
}
}

B AT LAEA kms:ExpirationModel %48 , X AT AR EZHM BT Bt S ARAM
B UTROEIFARBKIBAESMEMA kms:ExpirationModel FHEM ZEZHZERF ,
NAFAFEEREE ExpirationModel 8Bt S AZAMEl. KIBRIAE ExpirationModel
NKEY_MATERIAL_EXPIRES,

{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/RoleForExampleApp"
b
"Action": "kms:ImportKeyMaterial",
"Resource": "*",
"Condition": {
"Null": {
"kms :ExpirationModel": true
}
}
}
BEZH

* kms: ValidTo

« kms: WrappingAlgorithm

» kms: WrappingKeySpec
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kms: GrantConstraintType

Amazon KMS & &3k a EE¥ill API #24E - Egii]

452

kms:Grant FRFE B{E CreateGrant ZEAKEE A 1AM
Constrain policy

tType RetireGrant

O] AR L R BIRIEE R PRI SR B SR IZ HI X CreateGranti® /ERY 17 (R AL PR o

BIERNE , BANERMHBEERNAR , MIEFERENE L TXNAFRTFRERR, #IXAH
RABUTHAMER Z — : EncryptionContextEquals = EncryptionContextSubset, &
AR ZGERREFRP IS WRRE,

/A Important

TEERFRFELENERBRER . LFRARKUAXELEKERE CloudTrail B EME
fib % HH o

AR RBIZ4ARBEE DA kms : GrantConstraintType &## , UMXARTFAFEER+TEE
EncryptionContextEquals BRI RNAIERN. UTRHAIERT BARBEPHRIBE A,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:r0le/RoleForExampleApp"
I
"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :GrantConstraintType": "EncryptionContextEquals"
}
}
}

2

¥

15
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+ kms:EncryptionContext: £~ X %4

kms: EncryptionContextKeys

kms: GrantlsFor AWSResource

kms: GrantOperations

kms: GranteePrincipal

kms: RetiringPrincipal

kms: GrantlsFor AWSResource

Amazon KMS & &3 EEiE] AP #24E EHERH
52
kms:Grant WI/RE B{E CreateGrant FEAKEE A 1AM
IsForAWSR - policy
. ListGrants

RevokeGrant

Y EZ2EKAmazon REREZHAF Amazon KMSiE FRevokeGranti# {8 CreateGrant , F S &k
B4 XIListGrants, SIRENNE, LERBEZHTATAFEEFARXERIURE,

T REIZARKREDER kms : GrantIsForAWSResource &4&., ©RF S Amazon KMSZ &£/
# Amazon BR%S ( 5130 Amazon EBS ) R RIEEMZE T A XTIt KMS Z4ASI2 TR

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"
b
"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"Bool": {
"kms : GrantIsForAWSResouxce": true
}
}
}
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SRS

» kms: GrantConstraintType

» kms: GrantOperations

» kms: GranteePrincipal

» kms: RetiringPrincipal

kms: GrantOperations

Amazon KMS &  &43a el AP 24k il

45

kms:Grant FAFE EZI] CreateGrant FEAREEF 1AM
Operations policy

50 LA R e R R4 ARV SR 7P O SR Create GrantiB AR SIXHE AERY T AR, Bl | AR
VR P AR MERR (BFEERENE ) HER. BXERNESEL  BSHEAEN.

XR—NMNZEZM4E, kms:GrantOperations L CreateGrant iERPWBRIIRIEES
EXBPHRNREES, ERENMHRXLE  SBARERERGPRME ForAnyValue &
ForAllValues £6EZEN. BXESEEMNFEARE , HSH IAM AFERHNERA S MNET
B

« ForAnyValue : B RFANEL —PMRIUREMLTALE RBERGPHBRIUREZ —. RFEMRUR
£,

« ForAllValues : iERFHENR FIREBLNERERGPNRPUSEMRTE ., KESZERFFIRN
BRIERTINRBEREDIEEWIRIE. STEETMZURE , BRI REBENZURE,

ForAllValues &R EER FRMEECreateGrant A AR , hIRE true, MR Operations
SEERKAHER null fE , Nl CreateGrant ERAM.

AT REIZ4AREIBEDER kms:GrantOperations &8 | UMXATFEZRBURERN
Encrypt. ReEncryptTo tHER CIERN, MERNTIFEMEAEME , W CreateGrant &
REM,

{
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"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"
I
"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"ForAllValues:StringEquals": {
"kms :GrantOperations": [
"Encrypt",
"ReEncryptTo"
]
}
}
}

MBEFRBEEEPNESZEFTEXRN ForAnyValue , MFEHBAFERBRNFZLE - MNRIURE
5 Encrypt = ReEncryptTo , BE A HAMZRNIRIE , Fla0 Decrypt 5 ReEncryptFrom,

SiESH

» kms: GrantConstraintType

* kms: GrantlsFor AWSResource

» kms: GranteePrincipal

« kms: RetiringPrincipal

kms: GranteePrincipal

Amazon KMS & &3 e ¥l API #4E i

Yot

kms :Grant FRFE BE CreateGrant IAM F 2% 4A 5% BE
eePrincip

al

&0 LASE A bt S B AR H21E SR AR GranteePrincipal S 81 B9 B R 2 #IXY Create Granti2 4EHY 17 (R X PR o 5
m, WAIBMX AFFE CreateGrant BERPMHEBRNEAERFEIPIEEN AT CIZEEA
KMS Z4HHI RN
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EIREHENE TR |, BEFEH Amazon 48 Amazon BRE#H (ARN) . BERNEFEAZHE
Amazon Web Services IKF IAM B, IAM 86, BReéAFRPMRABEAF, BXZX AN ARN &

ENEE |, BS6 IAM B 15 ARNsH#Y IAM,

AR RGIZARBEE A kms :GranteePrincipal &#4# , UXATFERNPWH BN EL R

LimitedAdminRole B 8IZ KMS Z4R124,

"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:role/ExampleRole"

iy

"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :GranteePrincipal": "arn:aws:iam
}
}
}

S,

[52]

R

¥

kms: GrantConstraintType

kms: GrantlsFor AWSResource

kms: GrantOperations

» kms: RetiringPrincipal

kms: KeyAgreementAlgorithm

Amazon KMS % f#R# EE¥iE]
Yaskscd

kms :KeyAg FRSE B
reementAl

gorithm

£:111122223333:r0le/LimitedAdminRole"

API ##4E

DeriveSha
redSecret

REERE

BHARBEA IAM
policy
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B LAE A kms : KeyAgreementAlgorithm& 4@ RTEEHER P KeyAgreementAlgorithmS M {E
Sk 2%t DeriveSharedSecreti@ fER TH RIX PR, X F KeyAgreementAlgorithm , ME—HIBERERN
ECDH.

Flan | AR R4AKRBE BB E A kms : KeyAgreementAlgorithm& 4B 4A1E4E Fr A 15 B AR |
DeriveSharedSecret BrIEKeyAgreementAlgorithmZECDH,

{
"Effect": "Deny",
"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"
1,
"Action": "kms:DeriveSharedSecret",
"Resource": "*",
"Condition": {
"StringNotEquals": {
"kms : KeyAgreementAlgorithm": "ECDH"
}
}
}
BESH

 the section called “kms: KeyUsage”

kms: KeyOrigin

Amazon KMS %  &#fER EE3id] API #84E REgRR
i
kms : KeyOr TR LR CreateKey IAM 3R B
igin

KMS ZARRE SHHREN IAM
1E R

kms :KeyOrigin &M RRFRFELIZNVREFP LA KMS B Origin BHIE , EHIIHRERN
WE. BENERFAHIERFME A,
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B A AL R HRIBIEER T O rigin ZEMERIZFIX CreateKeyREM 17 EIMXPR, Origin BIE
BEH AWS_KMS. AWS_CLOUDHSM F1 EXTERNAL,

il , REE () PERBAMR., RABAMBRESEEXZHAEFMEEXRKLY Amazon
CloudHSM ££8 Amazon KMS (AWS_KMS) 4 R ZEAM RIS , BN BRE M BN KR
(AWS_CLOUDHSMEXTERNAL) § AR} , FEERIZE KMS %4,

LU 7R 5 32 4R SR B 75 BB R T2 B 2 B4R ARl BS = fE Fl kms : KeyOriginZ 4 %4 €] Amazon KMS & KMS
=4,

JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"
},
"Action": "kms:CreateKey",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :KeyOrigin": "AWS_KMS"
}
}
},

{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"
}I
"Action": [
"kms :Encrypt",
"kms :Decrypt",
"kms : GenerateDataKey",
"kms :GenerateDataKeyWithoutPlaintext",
"kms : GenerateDataKeyPaixr",
"kms :GenerateDataKeyPaixWithoutPlaintext",
"kms :ReEncrypt*"
1,
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"Resource": "arn:aws:kms:us-west-2:111122223333:key/*",
"Condition": {
"StringEquals": {
"kms :KeyOrigin": "AWS_CLOUDHSM"

A LAERA kms:KeyOrigin &8 , BIEA TERMAEN KMS B4M Origin B , BHEIXNFEARE
B KMS ZHNRENTHE. ZIRESAR KMS ZHERIRE , BIAIBE KMS BARNNIRE, &
E#RR KMS AR RIEE , BERENTRERP , HRIEM Resources FIHERA KMS key B
=

Bign , AT 1AM policy AP EFEAMITIEEN KMS BB RRE , EREEAKFAPEAENRREF
fi H BI K KMS 4.

{
"Effect": "Allow",
"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:GenerateDataKey",
"kms:GenerateDataKeyWithoutPlaintext",
"kms:GenerateDataKeyPair",
"kms:GenerateDataKeyPairWithoutPlaintext",
"kms:ReEncrypt*"
1,
"Resource": "arn:aws:kms:us-west-2:111122223333:key/*",
"Condition": {
"StringEquals": {
"kms :KeyOrigin'": "AWS_CLOUDHSM"
}
}
}
BHESH

» kms: BypassPolicyLockoutSafetyCheck

* kms: KeySpec
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« kms: KeyUsage

kms: KeySpec

Amazon KMS % &R EEid AP| #1E REERH
i
kms :KeySpec FRFE B{E CreateKey IAM 3K B&

KMS ZAHRE HHREN IAM
¥ R

kms :KeySpec fRHRRFRIECIZNIIRERFEAN KMS Z4AM KeySpec BMEE , BHIXERMEN
Al

A BATE 1AM RSP EA R4 ZE |, BIECreateKeyE R KeySpecS BRI E K24
i CreateKey#BEM A B R, B0 , WA SUER LE4 A TR PR FRINE KMS 2RI
HMAC KMS #4f,

LA 5 IAM policy iBAIfEA kms:KeySpec &## , A EMN0IZE RSA IEX T KMS 240, R
RNFEE R KeySpec BL RSA_ FFLBF B,

{
"Effect": "Allow",
"Action": "kms:CreateKey",
"Resource": "*",

"Condition": {
"StringlLike": {
"kms :KeySpec": "RSA_*"
}
}
}

A LAER kms :KeySpec &8 , BIEA TREMN KMS Z4AM KeySpec Bt , BHEINEAREE
KMS ZRMIRENTHR, ZIRESLMZE KMS BHRFIRE , BIABE KMS ZARNWIRME, BER
R KMS ZEARFRRE , BREEENETRRYP , TIREMN Resources FIHEKK KMS key HI{ES

BI20 , BT 1AM policy R ¥ EAMITIEN KMS B ABRIE , {8 QALK R HHTFNE KMS
=4,
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{

"Effect": "Allow",

"Action": [

"kms:Encrypt",
"kms:Decrypt",

"kms:ReEncrypt*",
"kms:DescribeKey"

1,

"Resource": "arn:aws:kms:us-west-2:111122223333:key/*",

"Condition":

{

"StringEquals": {
"kms:KeySpec": "SYMMETRIC_DEFAULT"

}
}
}

S,

[52]

=
H15

&

kms: BypassPolicyLockoutSafetyCheck

kms:CustomerMasterKeySpec ( EHFH )

kms: DataKeyPairSpec

kms: KeyOrigin

kms: KeyUsage

kms: KeyUsage

Amazon KMS %
i

kms :KeyUs
age

FppRE

=

%

RFER

[EEid

BE

AP #24E

CreateKey

KMS Z 4 AR IR
1

REERE

IAM R BE

KB IAM
b

kms:KeyUsage RHEBRFEREQENIIREFERAN KMS Z4AM KeyUsage BHEE , BFIXNERHE

B3R
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8] A A I SRR IR IR 1E SR P KeyUsage S B B K12 33 CreateKey B EMIH RN R, KeyUsage
A WE N ENCRYPT_DECRYPT. SIGN_VERIFY., GENERATE_VERIFY_MAC # KEY_AGREEMENT,

flan | AL FE KeyUsage 3 ENCRYPT_DECRYPT Bt /o F 812 KMS %48 , & 7E KeyUsage H
SIGN_VERIFY BHE4E FH AR

AR =4 IAM policy iBAIEF kms :KeyUsage &4 , MX A FTE KeyUsage 1
ENCRYPT_DECRYPT Bt 812 KMS %4A,

{
"Effect": "Allow",
"Action": "kms:CreateKey",
"Resource": "*",

"Condition": {
"StringEquals": {
"kms :KeyUsage'": "ENCRYPT_DECRYPT"
}
}
}

A LABER kms :KeyUsage &8 |, BIBREPH KMS Z4HM KeyUsage B , BHINEAREE
KMS ZEAMIRIENILIR . ZIBRELTR KMS BT REE , ARFE KMS ZHRRNNEE, BER
R KMS ZEARRRE , BERENRRRP , ZBRIEN Resources FIHEKK KMS key HE,

filgn , BUF 1AM policy RTFEREAMITIEER KMS BHRARFRERE , EREEAK,APATEENEIL
By KMS %4,

"Effect": "Allow",

"Action": [
"kms:CreateGrant",
"kms:DescribeKey",
"kms:GetPublicKey",
"kms:ScheduleKeyDeletion"

1,

"Resource": "arn:aws:kms:us-west-2:111122223333:key/*",

"Condition": {
"StringEquals": {

"kms :KeyUsage™": "SIGN_VERIFY"

}

}

}
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SRS

» kms: BypassPolicyLockoutSafetyCheck

« kms:CustomerMasterKeyUsage ( EH A )

» kms: KeyOrigin

* kms: KeySpec

kms: MacAlgorithm

Amazon KMS &  &4F3a el AP #24E FHERR

i

kms :MacAl FRFE B{E GenerateMac FEAKREEF 1AM

gorithm policy
VerifyMac

A LAE A kms :MacAlgorithmFH BB ITEE R FMacAlgorithmZS Br) Bk 12 Hl
%t GenerateMacHVerifyMaciRYEH 177 R A BR o

AT RAIZARBE AT AT A testers AEMAFXERERDPH MAC EEHN HMAC_SHA_384 T

HMAC_SHA_512 B4 HMAC KMS Z4A 4 A K IE HMAC #7Z, LR ERFH ML RIEED ,
BENMNEOHBEECHE Y. IREENZGBAPREES M MAC B , NZRXM4FZERMEL , MF
sHP-FEZ,

JSON

{
"Version":"2012-10-17",
"Statement": [

{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/testers"
},

"Action": [
"kms : GenexrateMac",
"kms:VexrifyMac"

Amazon KMS &4 159


https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateMac.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_VerifyMac.html

Amazon Key Management Service FERARER

1,
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :MacAlgorithm": "HMAC_SHA_384"

}
}
}I
{
"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::111122223333:role/testexrs"
},
"Action": [

"kms : GenerateMac",

"kms :VexifyMac"
1,
"Resource": "*",
"Condition": {

"StringEquals": {

"kms :MacAlgorithm": "HMAC_SHA_512"

3=
B8

¥

15

 the section called “kms: EncryptionAlgorithm”

» kms: SigningAlgorithm

kms: MessageType

Amazon KMS %  &#fER EEid AP| #1E REgRR
g
kms :Messa FRE LR Sign REAREEA IAM
geType KR
Verify
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kms :MessageType &HRBETiERF MessageType SEEIEIRHIXT Sign F Verify BRAVERY T [E] £
PR, MessageType KWE{EHN RAW 1 DIGEST,

Blgn , LT HARMKETEA kms :MessageType #4448 |, LAFERAFENH KMS BZHRXFBHE |
mAREERE,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"

1,
"Action": "kms:Sign",
"Resource": "*",

"Condition": {
"StringEquals": {
"kms :MessageType": "RAW"
}
}
}

SRS

« the section called “kms: SigningAlgorithm”

kms: MultiRegion

Amazon KMS %  &HRHE EEid) AP| #1E REEERR
ik
kms:Multi WmRE B{E CreateKey REAREEA IAM
Region R
KMS Z4H %R
0z

& 0] LA A L SRR DL A VR U B8 X B AR TR AN Y 2 (X 8 4R TR 4E. kms :MultiRegion%kft
ZEARYTE KMS ZAIMultiRegion/& tEERFIX KMS Z4ARI CreateKey R E IR VERY 17 B AR
Amazon KMS BEER true ( ZX ) = false ( £XiF ) . FiE KMS Z4A& EHE MultiRegion
&

Amazon KMS &4 161


https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Verify.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html

Amazon Key Management Service FERARER

flan | AR 1AM policy iBAEH kms:MultiRegion 48 , AT ZERARGELEXERA,

{
"Effect": "Allow",
"Action": "kms:CreateKey",
"Resource": "*",
"Condition": {
"Bool": {
"kms:MultiRegion": false
}
}
}

kms: MultiRegionKeyType

Amazon KMS % &#3R#E EE3it] AP| #1E REEERR
ik
kms:Multi FRIH B{E CreateKey REAREEA IAM
RegionKey i R
T KMS AR R
ype e

S5 T] LASE P I S R4 DA A A 22 (X 38 = B SRR 5 (X 45 Bl S B2 4R 1T 8

YE. kms:MultiRegionKeyTypeFR#H4Z4ARIE KMS Z4AHIMultiRegionKeyTypel& 1% &5t
KMS 4 CreateKey R ERERER F B AXPR. Amazon KMS BE{EJ PRIMARY # REPLICA, R
BZXEFZHAESE MultiRegionKeyType &t

BEBRLT , & LUERA IAM policy F1 kms :MultiRegionKeyType SR EIXT 24 KMS &
HAMEE. ER  HTAENZSXEFATUER N ERARBAZ , it B aEFEERPRESD
FEALLLEY  MEXIEBENSXEFRHAN ERARBRZHN T LA FRE,

IAM policy BRI kms:MultiRegionKeyType 48 , LAFZEFE AN Amazon Web
Services I I EM % XIF B Z4A 1T X A BUE B BRE 47

{
"Effect": "Allow",

"Action": [
"kms:ScheduleKeyDeletion",
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"kms:CancelKeyDeletion"
1,
"Resource": "arn:aws:kms:*:111122223333:key/*",
"Condition": {

"StringEquals": {

"kms:MultiRegionKeyType": "REPLICA"

}

}
}

EATRIEL B EAEZXEEL , BUUFXAMER null EATF kms:MultiRegionKeyType,
B2, At , BIWEA k ms: MultiRegion 4247,

kms: PrimaryRegion

Amazon KMS % &#3kH EEFit] API| #2 RERKR

Y5

kms:Prima FRE (FFR) LX) UpdatePri AR IAM
ryRegion maryRegion policy

& 0] LA A bt R 448 3R PR ] UpdatePrimaryRegioni® ¥EF B B #5 X148, ©41 Amazon Web Services X
B IR ELNZXEEERH,

kms : PrimaryRegion%k# @ RIEPrimaryRegionS I E 12 Xt UpdatePrimaryRegiong fE Y 1 8]
PR, ZPrimaryRegionSHUEEERF Amazon Web Services X18] 1 F 2 A1) 2 X 13 Bl AR %40
ZHHNER—1MHZD Amazon Web Services XiF B#5 , flflus-east-1xap-southeast-2 , 5
EXFHEMER , Hl0 eu-*

Bl , AT HARMKEDEA kms : PrimaryRegion &4 , UATERAFGSXKERANETXHE
MALMEENXEZ—,

"Effect": "Allow",
"Action": "kms:UpdatePrimaryRegion",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/Developer"
.

"Resource": "*",
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"Condition": {
"StringEquals": {

"kms :PrimaryRegion": [
"us-east-1",
"us-west-2",
"eu-west-3",
"ap-southeast-2"

kms: ReEncryptOnSameKey

Amazon KMS & &3 EEFid]
452

kms :ReEnc mRE B{E
ryptOnSam

eKey

API #24E .yl
ReEncrypt REAEREF 1AM
policy

& AT LAGE A It SR 22 A SRIZ B I ReEncryptiRER TF IR , EAFEURTIERIEER B R KMS ZH R

EE5RTREMEZR B RZHMEE,

flan | AT Z4AKRREEAEA kms :ReEncryptOnSameKey &4 , LMY AT B4R KMS 45 H

TRIEMZN KMS Z4AMEE#ETERME,

"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:role/ExampleRole"

iy
"Action": "kms:ReEncrypt*",
"Resource": "*",
"Condition": {

"Bool": {

"kms :ReEncryptOnSameKey": true
}
}
}

Amazon KMS ¢4
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kms: RequestAlias

Amazon KMS & &3 e API #1E REERH

i

kms :Reque FRE (FFR) #{E InZ e FZAAREEA IAM

stAlias policy
DescribeKey

GetPublicKey

WA LAE A e S | (NTEE R4S E B B RARIR KMS Z4ARS o F R 1E, kms:RequestAlias
FHRETHRIRERPE KMS A8 5 2 12 6533 B REP E A KMS 248 GetPublicKey =
DescribeKey MiAl, ( EEMSZMI GenerateRandomiBER B A | RN ZIRETRER KMS 2
ARANE. )

RGP ETEMNIERIZES (ABAC) Amazon KMS |, R FEETE KMS Z4AMRE MBI & 124
X KMS #4850, SR LAERARSHAE , EFPEXRBHEBRNAERT , RIFFIELFT KMS F
HWFENR, BEXEZEER , 55 ABAC for Amazon KMS,

EREMERBIGTIEENS , BEABIEEN , HlW alias/project-alpha , HHIBEBHERX | Hl
W alias/*test*, BREHEMFHBIVEPEESIE ARN.

NTHRERSE , BERFH KeyId SBNELFRTEMN BB BHHFE ARN. HIREREATE
MZPR AN , BMERRMERKN KMS 24 , E R aH 2R

fFltn , AT REAKREEF A ATFEREAX KMS 24718 A GenerateDataKey##E, B2 , NHiEXR
FH Keyld SHMER alias/finance-key REBFZBIBBEF ( HlM arn:aws:kms:us-
west-2:111122223333:alias/finance-key ) B951% ARN B SR i bR E,

{
"Sid": "Key policy using a request alias condition",
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/developer"
.
"Action": "kms:GenerateDataKey",
"Resource": "*",
"Condition": {
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"StringEquals": {
"kms :RequestAlias": "alias/finance-key"
}
}
}

BT REfE AL SR SR BIXY Bl B 184 ( BlMCreateAliassl ) B EIfXBRDeleteAlias, B X HIXT 3l
BRENBRNER , BFSH 25X 3 E T,

kms: ResourceAliases

Amazon KMS % &4EH e i API #84E RELRH

i

kms :Resou FRE (FFR) %E KMS ZHRIRE  1XBR IAM policy
rceAliases 1E

FEALFGRURIES KMS Z4AXERIN 3 & RZHEX KMS B TEE. ZBREXMZ KMS BAHR
RIRME , BIABE KMS ZABNKIRIE, EERIR KMS BRARRIRE , BERENERERSD , £8
YEM Resources FIHFERK KMS key H{E,

B R MHE Amazon KMSH X FHE TE MM FRIES] (ABAC). £/ ABAC , B LURTED ELLE KMS
BHANIREURE KMS ZAXEBRE BB RZFIXT KMS 28 iAE. BAUERFRLENE , 27
EFERRBIBENNERT , AFHELX KMS ZAMERNE. BXEZFEE |, 25 ABAC for
Amazon KMS,

Bl &£ Amazon Web Services Ik~ X HATEME—RY , Bt FE AT ERFFE— XEHH S
KMS #4A ( EAStringLike b REER ) HEBNKS FREH KMS %48 Amazon Web Services X
5 B RN R

(@ Note

Y KMS Z4AFE T KMS BB T A BB BT , km s: ResourceAliases £EFFEM. MR
KMS Z4AB L EER , WA kms :ResourceAliases &4 EMNER KMS R4AMEIE A GH
3E48i7 [8] KMS 2348,
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EEURBEXUETEENSE , BEANEEY , flW alias/project-alpha , HBIBBMER |, 6
W alias/*test*, BT EEIZHRNEPIEES AR ARN. EHERM , BIEFERAN KMS Z4
UMEFEENIE. RERENAEREFERFPIRRKMS ZHARHFEE,

XR—NSEZGE , ATHE KMS ZRAXENIEEERXHRINIIBEHTHR. ERENALER
XL | BATIERBERMFIEM ForAnyValue 5 ForAllValues £62E %, BXESZERFN
HHEER , BFSHE IAM AFERSRHEHA S MNENE

 ForAnyValue : E2F —NMN5 KMS BRXEKMN BB X MERBFE4PHHE TE, AFEREAS
o MR KMS BERERE , WRHBZME,

- ForAllValues : 5 KMS ZAXBN BN 3B BLNEXBPNEIBEMEEER. LESEERPES KMS
BEAXBNABRANEBEZLEININE, EFFEXTMANE , BEE2BILEREENIE.

Flan | LA 1AM KRB B R EFE AR HEE Amazon Web Services Ik B9 KMS &4 Efinance-
key Bl & RERBEM KMS %4018 % GenerateDataKeyiR¥E, ( ZEMH KMS 47K 47 SR BEIE 24
MATEREANKFPFEMNATRERE, ) I TETRGETRES KMS BHAXBENRZIEPH—
A alias/finance-key RIBEIHE , ZHEHA ForAnyValue £E8EE R,

BT kms:ResourceAliases RUETHIR , MARER , AN F5 finance-key BIHXEKH
£ KMS Z4R , Xt GenerateDataKey WWRAN AT , BIEEREAZ A ID HEH ARN KRR
KMS Z4A,

{
"Sid": "AliasBasedIAMPolicy",
"Effect": "Allow",
"Action": "kms:GenerateDataKey",
"Resource": [
"arn:aws:kms:*:111122223333:key/*",
"arn:aws:kms:*:444455556666:key/*"
1,
"Condition": {
"ForAnyValue:StringEquals": {
"kms :ResourceAliases": "alias/finance-key"
}
}
}

LUR 7RI 1AM policy IBA AT EFEAB AMER KMS 247 , 18X Y KMS Z4ANFIE 5222
ETest’Bt, WERMIBAFEAMNEYE., 8 ForAllValues £EE4ZEBNEZHERE KMS B4
KB FTE B BE#BEIE Test’s WA ForAnyValue EAZEFNEZHER KMS ZAZELEF -
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https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
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B'Test'fVA &, MRFEM ForAnyValue & , KRB/ AR ZEAERRER B KMS &
o

"Sid": "AliasBasedIAMPolicy",
"Effect": "Allow",
"Action": [
"kms:EnableKey",
"kms:DisableKey"
1)
"Resource": "arn:aws:kms:*:111122223333:key/*",
"Condition": {
"ForAllValues:StringLike": {
"kms:ResourceAliases": [
"alias/*Test*"
]
.
"ForAnyValue:StringlLike": {
"kms:ResourceAliases": [
"alias/*Test*"
]
}
}
}

kms: ReplicaRegion

Amazon KMS %&  &HRHE EEid) AP| #1E REERH

ik

kms:Repli FRE (FFR) L[] Replicate REAKEEF 1AM
caRegion Key policy

& 0] LA A L S BB A SR BR B Z #E A Amazon Web Services X138 AJ A& # % X8 %A 958
B, kms:ReplicaRegion&##RHEiER P ReplicaRegionSEi B2 3T ReplicateKey @ K 5 ]
R, WS AFHHEIRZEHIEE Amazon Web Services X1 .

FHENER— N ZD Amazon Web Services X8 B , ffilflus-east-1Zap-southeast-2 , =&
EZEEZMER |, flfeu-*, HX Amazon KMS X & #%&K Amazon Web Services XiF , {5
##yAmazon Key Management Service £ w17 S FELEL Amazon Web Services —fiZ%&,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html#KMS-CreateGrant-request-RetiringPrincipal
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/general/latest/gr/kms.html
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i | LT Z4AKRRE B kms :ReplicaRegion® B4 #4 |, NYReplicaRegionSHMENIEE
Xigiz —8t , B AT 8L A 1ZReplicateKeyi& 4k,

{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:role/Administrator"
.
"Action": "kms:ReplicateKey"
"Resource": "*",
"Condition": {
"StringEquals": {

"kms :ReplicaRegion": [
"us-east-1",
"eu-west-3",
"ap-southeast-2"

IR MR IZEFIX ReplicateKey R ERN LRI R, E#2FIXSUpdatePrimaryRegioni&4ERY 175 BIAXBR |, &
£ k ms: PrimaryRegion &4 %48,

kms: RetiringPrincipal

Amazon KMS % &#3EH EEFid API #&1E REERH

Vi3

kms:Retir FHE(FR) L R[] CreateGrant FAAREEA 1AM
ingPrinci policy

pal

&0 LAGE A 1t S B AR 3B 5 SR B RetiringPrincipal SV E SRR #I33 Create Granti 4Ry i 7]
PR, flan , WA LAXFE CreateGrant iRH M RetiringPrincipal S&HETFH
RetiringPrincipal IEELAY , AFRIEFER KMS ZRMNER.

EIEEEAEH , BEMEA Amazon E&H Amazon BIREZF (ARN ) . BMWEEABIE Amazon
Web Services Ik IAM A, IAM A&, BREAFPNRKABBHF, BXZEHEAN ARN EEHNA
By, B2 IAM AP 15 ARNsHH IAM,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_ReplicateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReplicateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_UpdatePrimaryRegion.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html#KMS-CreateGrant-request-RetiringPrincipal
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
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DR REIZABFBEBIARATFAF R KMS BABIERN, kms:RetiringPrincipal &H4REXRRE
#H CreateGrant 5K , HFRNWEAEHER LimitedAdminRole,

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"
b
"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms:RetiringPrincipal”: "arn:aws:iam::111122223333:role/LimitedAdminRole"
}
}
}

R

¥

15

kms: GrantConstraintType

kms: GrantlsFor AWSResource

kms: GrantOperations

kms: GranteePrincipal

kms: RotationPeriodInDays

Amazon KMS & &#3EH el AP| #1E REgRH

g

kms:Rotat wiE B{E EnableKey REAREF 1AM
ionPeriod Rotation policy

InDays

&0 LAGE A 1t S 44 B SR BR I Z #E A AT BAfEEnableKeyRotationi&KRotationPeriodInDaysS 15
EWE,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_EnableKeyRotation.html
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RotationPeriodInDaysiEEB N BN FARLR BB Z AWK, Amazon KMS AFEEEN T
90 % 2560 K2 [E M5 AR , BETLAFEMAkns : RotationPeriodInDayss&k A — SR H 5%
B, Sl EEREENEFINERELIRER,

Flan | AT R4ABFKBEAER kms :RotationPeriodInDays 45 | BABS IE EAIE AT A /N F =
T 180 Rt B BRI,

{
"Effect": "Deny",
"Action": "kms:EnableKeyRotation",
"Principal": "*",
"Resource": "*",
"Condition" : {
"NumericlLessThanEquals" : {
"kms:RotationPeriodInDays" : "180"
}
}
}

kms: ScheduleKeyDeletionPendingWindowlnDays

Amazon KMS %  &#RHE EEid) API 1€ REERH

g

kms : Sched BE B{E Schedulek REAREEF 1AM
uleKeyDel eyDeletion policy
etionPend

ingWindow

InDays

& 0] LA A b S -4 SR PR ) ZE #E A AT BAfE ScheduleKeyDeletioni& 3k PendingWindowInDays S #iH 5
ENE,

PendingWindowInDays}s EMIERZ4A < 81 Amazon KMS EEFM X, Amazon KMS R iFEIEE
7 B 30 K2 EMESFH |, BB LUEHAkKms : ScheduleKeyDeletionPendingWindowInDay sk
@it —SREEFHE , FlHNEERCEEANBFINEREEFSFNE.,

flan |, LT BRABERIBE G kms : ScheduleKeyDeletionPendingWindowInDays 448 , LAB
I FAEHEEFREDTHEFT 21 XethiBRZE4A.
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{
"Effect": "Deny",

"Action": "kms:ScheduleKeyDeletion",

"Principal": "*",
"Resource": "*",
"Condition" : {
"NumericlLessThanEquals" : {
"kms:ScheduleKeyDeletionPendingWindowInDays" : "21"
}

kms: SigningAlgorithm

Amazon KMS %  &#ER EE3id] AP| #1E REgRA

g

kms:Signi FRIER B{E Sign REAREEA IAM
ngAlgorit policy

hm Verify

BAl LAE A kms : SigningAlgorithm& MR HEE K F SigningAlgorithm S EERIZ XS “E & M
“IE” BRI RNBR. LR AZBAXN UARITHRMEZEZ I Amazon KMS , 4048 B A EBIEXS #5
KMS ZEAX A A EARIELE R, Amazon KMS

AT RAIZEAREE R ATHE1E testers AEMNAR , REATHERNVEEBE LN RSASSA PSS &
( 70 RSASSA_PSS_SHA512 ) Bt , FeEfE KMS BALEBE R

"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/testers"

I,
"Action": "kms:Sign",
"Resource": "*",

"Condition": {
"StringlLike": {
"kms :SigningAlgorithm™": "RSASSA_PSS*"
}
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html#KMS-Sign-request-SigningAlgorithm
https://docs.amazonaws.cn/kms/latest/APIReference/API_Sign.html
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}
}

S,

[52]

=
H1F

%

» kms: EncryptionAlgorithm

« the section called “kms: MacAlgorithm”

 the section called “kms: MessageType’

kms: ValidTo
Amazon KMS % &R BERE API #&4E REERE
(G
kms:ValidTo Timestamp LR ImportKey REAREEA IAM

Material policy

kms:ValidToZRxHZAREFE R ValidToZ BN EZEFIF ImportKeyMateria R ERI TE RIAR |, % {E
RET S ANZBAM YIRS, LB Unix B E &R

ERIABER T , ImportKeyMaterial ERHFEE ValidTo S8, ER , tIRExpirationModelZ
WA ENKEY_MATERIAL_DOES_NOT_EXPIRE , MiZValidToZ#EM. EWAILAER k ms:
ExpirationModel &4 #KERExpirationModel SHH S ENSHE,

DR ROIREBIEAATAFLTE KMS B4R S AEHAM B, kms:ValidTo R/ RREH
ImportKeyMaterial i&3K , HE# ValidTo E/NFHET 1546257599.0 ( 2018 &£ 12 A 31 A%
£ 11:59:59) ,

"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"
.
"Action": "kms:ImportKeyMaterial",
"Resource": "*",
"Condition": {

"NumericlLessThanEquals": {

"kms:ValidTo": "1546257599.0"
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https://docs.amazonaws.cn/kms/latest/APIReference/API_ImportKeyMaterial.html
https://en.wikipedia.org/wiki/Unix_time
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}
}
}

=
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%
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» kms: ExpirationModel

* kms: WrappingAlgorithm

» kms: WrappingKeySpec

kms: ViaService

Amazon KMS & &4k H BERH AP #24E FHERH

Yastscd

kms:ViaSe FRIE B{E KMS Z4AERE AR IAM
rvice 1E policy

kms:ViaService%&M4E4AN KMS ARV ARk B I8 ERER Amazon Web Services B
ERGZRGERTHEAHELIE, BAUESA kms:ViaService 4B EE MRS MRS
ZRELTR KMS ZEARRIRE , A E KMS ZHRNVIRE. BERIR KMS RHERIRE ,
BERENFRERD , FEIREN Resources FIFEHR KMS key BIES

Flan | AT RABEFRERAKms : ViaServiceR B FA , NEBERKEXEED (HEHN ) XK
Amazon EC2 5 Amazon RDS {F&kAt , F AFRESEEZRH A TIEERMEEXampleRole,

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::111122223333:role/ExampleRole"

.

"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:GenerateDataKey*",
"kms:CreateGrant",
"kms:ListGrants",
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"kms:DescribeKey"

1,
"Resource": "*",
"Condition": {
"StringEquals": {
"kms:ViaService": [
"ec2.us-west-2.amazonaws.com",
"rds.us-west-2.amazonaws.com"

BB ATLAER kms :ViaService &M RBUEBERK BB ERSIIELFER KMS ZEAMNPR, Hla ,
FEAFEM DAL TR A kms:ViaService A EUBHIEEX K ExampleRole KR H
Amazon Lambda HViE R GEFEEZAA T Encrypt B1E,

"Effect": "Deny",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/ExampleRole"

},

"Action": [
"kms:Encrypt"

1,

"Resource": "*",

"Condition": {
"StringEquals": {
"kms:ViaService": [
"lambda.us-west-2.amazonaws.com"

/A Important

EHEMA kms:ViaService 48t , BRSS X E Amazon Web Services Ik FEIE A X H
BHR, XEFILANTNEFUTNR :

o FH KMS ZNNR, ZERAZEQERBRERSZRTFXLENIR , XHELRERSTERRZLA
FRAEFRENZEH, BXEZEER , 858 X Amazon R EH Amazon KMS Hi%3,
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. FRERBRSHRE, BXOAFRASERN Amazon RS IH RN R FMAE S
Amazon KMS |, E5 R &R IR 8 X R,

FiE Amazon EERXZ4A EEAEZARBEIXEFH kms:ViaService 48, LEHARF
KMS 243 Tk B A2 KMS AN RSHER. EEENZHARE Amazon TERXE |, BF
FGetKeyPolicyiE,

kms:ViaService &R E IAM MZRARBIZFAFEN. BIEENRSSLME Amazon KMSE K H
Y #r kms:ViaService &4,

Y 1% kms:ViaService KBRS

THRIET Amazon 5EFIEEFHAER Amazon KMS A X IFEREFIEERARE
FAkms:ViaServiceZRHZHANERS. WRHAPWRS IEHIIEEMEMXE TH, EME Amazon 2
X H Amazon KMS ViaService & H . amazonaws . com/g %,

(® Note
BURRERKFREERD S REFURFHABERE,

AR S5 A Amazon KMS ViaService & F

Amazon Al #&1E aiops.AWS_region .amazonaws.com

Amazon App Runner apprunner. AWS_region .amazonaw
s.com

Amazon AppFabric appfabric. AWS_region .amazonaw
s.com

Amazon AppFlow appflow.AWS_region .amazonaws.com

Amazon Application Migration Service mgn.AWS_region .amazonaws.com

Amazon Athena athena.AWS_region .amazonaws.com
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ARSS& R

Amazon Audit Manager

Amazon Aurora
Amazon Backup

Amazon Backup M

Amazon Bedrock Model Copy

Amazon Chime SDK

Amazon Clean Rooms ML

Amazon CodeArtifact

Amazon CodeGuru Reviewer

Amazon Comprehend

Amazon Connect
Amazon Connect Customer Profiles
Amazon Q in Connect

Amazon Database Migration Service (Amazon
DMS)

Amazon DeepRacer

Amazon KMS ViaService & F

auditmanager. AWS_region .amazonaw
s.com

rds.AWS_region .amazonaws.com
backup.AWS_region .amazonaws.com

backup-gateway. AWS_regio
n .amazonaws.com

bedrock.AWS_region .amazonaws.com

chimevoiceconnector. AWS_regio

n .amazonaws.com

cleanrooms-ml. AWS_region .amazonaw
S .com

codeartifact. AWS_region .amazonaw
s.com

codeguru-reviewer. AWS_regio

n .amazonaws.com

comprehend. AWS_region .amazonaw
S.com

connect.AWS_region .amazonaws.com
profile.AWS_region .amazonaws.com
wisdom.AWS_region .amazonaws.com

dms.AWS_region .amazonaws.com

deepracer. AWS_region .amazonaw
s.com

Amazon KMS ¢4
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FRARER

ARSS& R

Amazon Directory Service

Amazon DocumentDB

Amazon DynamoDB

5% S EC2 ystems Manager (SSM)

Amazon Elastic Block Store ( Amazon EBS )
Amazon Elastic Container Registry (Amazon
ECR)

Amazon Elastic File System (Amazon EFS)

Amazon ElastiCache

AWS Elemental MediaTailor

Amazon SE{& 5 R

Amazon EventBridge

Amazon FinSpace

Amazon KMS ViaService & F

directoryservice. AWS_regio
n .amazonaws.com

docdb-elastic. AWS_region .amazonaw
S.com

dynamodb. AWS_region .amazonaw
s.com

ssm.AWS_region .amazonaws.com

ec2.AWS_region .amazonaws.com ( {X[R
EBS )

ecr.AWS_region .amazonaws.com

elasticfilesystem. AWS_regio

n .amazonaws.com
EXRHREPFITEMA ViaService BF5 :

* elasticache. AWS_region .amazonaw
s.com

» dax.AWS_region .amazonaws.com

mediatailor. AWS_region .amazonaw
s.com

entityresolution. AWS_regio
n .amazonaws.com

events.AWS_region .amazonaws.com

finspace. AWS_region .amazonaw
s.com
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Amazon Forecast

Amazon FSx
Amazon Glue

Amazon Ground Station

Amazon GuardDuty

Amazon HealthLake

Amazon loT SiteWise

Amazon Kendra

Amazon Keyspaces (for Apache Cassandra)

Amazon Kinesis

Amazon Data Firehose

Amazon Kinesis Video Streams

Amazon Lambda
Amazon Lex

Amazon License Manager

Amazon KMS ViaService & F

forecast. AWS_region .amazonaw
s.com

fsx.AWS_region .amazonaws.com
glue.AWS_region .amazonaws.com

groundstation. AWS_region .amazonaw
s.com

malware-protection. AWS_regio
n .amazonaws.com

healthlake. AWS_region .amazonaw
s.com

iotsitewise. AWS_region .amazonaw
s.com

kendra.AWS_region .amazonaws.com

cassandra. AWS_region .amazonaw
s.com

kinesis.AWS_region .amazonaws.com

firehose. AWS_region .amazonaw
s.com

kinesisvideo. AWS_region .amazonaw
s.com

lambda.AWS_region .amazonaws.com
lex.AWS_region .amazonaws.com

license-manager. AWS_regio
n .amazonaws.com
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RSB
Amazon Location Service

Amazon Lookout for Equipment

Amazon Lookout for Metrics

Amazon Lookout for Vision

Amazon Macie
Amazon Mainframe Modernization

Amazon Mainframe Modernization 5 T2 &N
"Iit

Amazon Managed Blockchain

Amazon Managed Streaming for Apache Kafka
(Amazon MSK)

Amazon Managed Workflows for Apache
Airflow (MWAA)

Amazon MemoryDB

Amazon Monitron

Amazon MQ
Amazon Neptune

Amazon Nimble Studio

Amazon KMS ViaService &£
geo.AWS_region .amazonaws.com

lookoutequipment. AWS_regio
n .amazonaws.com

lookoutmetrics. AWS_regio
n .amazonaws.com

lookoutvision. AWS_region .amazonaw
s.com

macie.AWS_region .amazonaws.com
m2.AWS_region .amazonaws.com

apptest.AWS_region .amazonaws.com

managedblockchain. AWS_regio

n .amazonaws.com

kafka.AWS_region .amazonaws.com

airflow.AWS_region .amazonaws.com

memorydb. AWS_region .amazonaw
S.com

monitron. AWS_region .amazonaw
s.com

mq.AWS_region .amazonaws.com
rds.AWS_region .amazonaws.com

nimble.AWS_region .amazonaws.com
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ARSS& R

Amazon HealthOmics

I &# OpenSearch RS

Amazon OpenSearch E#HIEE

Amazon Proton

Amazon Quantum Ledger Database (Amazon
QLDB)

Amazon RDS HREIFEIE

Amazon Redshift

Amazon Redshift Eif47%E 88 V2

Amazon Redshift Serverless

Amazon Rekognition

Amazon Relational Database Service (Amazon
RDS)

Amazon & &I B IR 4

AL 5% SageMaker Al

Amazon Secrets Manager

Amazon KMS ViaService & F
omics.AWS_region .amazonaws.com

es.AWS_region .amazonaws.com ,
aoss.AWS_region .amazonaws.com

custom-packages. AWS_regio
n .amazonaws.com

proton.AWS_region .amazonaws.com

gldb.AWS_region .amazonaws.com

rds.AWS_region .amazonaws.com

redshift. AWS_region .amazonaw
s.com

sqlworkbench. AWS_region .amazonaw
s.com

redshift-serverless. AWS_regio

n .amazonaws.com

rekognition. AWS_region .amazonaw
s.com

rds.AWS_region .amazonaws.com

ards.AWS_region .amazonaws.com

sagemaker. AWS_region .amazonaw
s.com

secretsmanager. AWS_regio
n .amazonaws.com
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Amazon Security Lake

Amazon Simple Email Service ( Amazon
SES)

Amazon Simple Notification Service ( Amazon
SNS)

Amazon Simple Queue Service(Amazon SQS)

Amazon Simple Storage Service ( Amazon
S3)
Amazon S3 &

Amazon Snowball Edge

Amazon Step Functions

Amazon Storage Gateway

Amazon Systems Manager Incident Manager

Amazon Systems Manager Incident Manager

BRRA

Amazon Timestream

Amazon Translate

Amazon KMS ViaService & F

securitylake. AWS_region .amazonaw
s.com

ses.AWS_region .amazonaws.com

sns.AWS_region .amazonaws.com

sqs.AWS_region .amazonaws.com

s3.AWS_region .amazonaws.com

s3tables. AWS_region .amazonaw
s.com

importexport. AWS_region .amazonaw
s.com

states.AWS_region .amazonaws.com

storagegateway. AWS_regio
n .amazonaws.com

ssm-incidents. AWS_region .amazonaw
s.com

ssm-contacts. AWS_region .amazonaw
s.com

timestream. AWS_region .amazonaw
s.com

translate. AWS_region .amazonaw
s.com
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Amazon Verified Access verified-access. AWS_regio
n .amazonaws.com

Amazon WorkMail workmail. AWS_region .amazonaw
s.com

Amazon WorkSpaces workspaces. AWS_region .amazonaw
s.com

Amazon WorkSpaces E & F #l thinclient. AWS_region .amazonaw
s.com

Amazon WorkSpaces Web workspaces-web. AWS_regio

n .amazonaws.com

Amazon X-Ray xray.AWS_region .amazonaws.com

kms: WrappingAlgorithm

Amazon KMS %&  &#F3EHE EESid API #1E R HE

i

kms :Wrapp FrFE B GetParame FEARBEA 1AM
ingAlgori tersForIm policy

thm port

R RBIEE K WrappingAlgorithmZ BB B 12 #1133 GetParametersForimport R YERY 5 [ PR, 18
AUERARRGERZERACES AL BT EARBEELRMEZAME . SNMELERHANSATHE
WEREETRNIEE LN , EMN2XK,

AR ROIZ4A RSB ER kms :WrappingAlgorithm S48 5 R4G1H F R4 A
GetParametersForImport BRIEMIR , {BPE L4155 RSAES_OAEP_SHA_1 B%&&E %, X
GetParametersForImport iHRA# WrappingAlgorithm 2 RSAES_OAEP_SHA_1 &} |, B4
KM,
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{
"Effect": "Allow",

"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"
.
"Action": "kms:GetParametersForImport",
"Resource": "*",
"Condition": {
"StringNotEquals": {
"kms :WrappingAlgorithm": "RSAES_OAEP_SHA_1"
}
}
}

S,

[52]

=
Bi5

¥

» kms: ExpirationModel
* kms: ValidTo
» kms: WrappingKeySpec

kms: WrappingKeySpec

Amazon KMS %  &K#3EH EEFid) AP| &1E REERH
g
kms :Wrapp FrFE B GetParame REARBEF 1AM
ingKeySpec tersForIm policy
port

IR

R RBIEIE R P WrappingKeySpecS E A B 12 #l3t GetParametersForimport B ERY 15 BRI BR, &
ALUEALEZYG  ERERAESATEDPEABREN L BEEZHEE, MRBEREETTRABHARE
TaKRM,

BT WrappingKeySpec SH{ERME—ER{EN RSA_2048 , FHIEF A ENE XA LA H

GetParametersForImport #&4E,

LR RAIKBEEAMER kms :WrappingAlgorithm 4B ERE R M WrappingKeySpec A
RSA_4096,
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{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:ro0le/ExampleRole"
.
"Action": "kms:GetParametersForImport",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms :WrappingKeySpec": "RSA_4096"
}
}
}

=
H15

¥

15

» kms: ExpirationModel

 kms: ValidTo

* kms: WrappingAlgorithm

Amazon KMS £33 IFRF &N 424

Amazon KMS 12 it &4 2240 LA #F Nitro Enclaves ] Amazon Nitro TPM B9 NZ1AiE. Amazon Nitro
Enclaves & Amazon B —I EC2 Th&E , EATERIBM N K WREITERE , MRFPNLESE
BRI BAE. NitroTPM [ELIIAETIBEY B 2ISEH], EC2

HEBEHEXEMIERAXIEA Decrypt
DeriveSharedSecretGenerateDataKeyGenerateDataKeyPair, . . = GenerateRandomAP! #&{ERT |
XERERXFERINEXXEFH LA M PE APIs #HITME , FIREZXMAREXAR, i
XFRgEEMA Enclave PN EBRABTHE, BXEZESR , 5§20/ Amazon KMS FEYZ TS IAIE
.

@ Note
MRIBEQERZLA RIBHBLAKEE |, BFRHIE Amazon 8122 —4 Amazon KMS Z4A KB,
L BRIA 23 4R SRS WA KMS 249 Amazon Web Services Ik P Z RN T2
HERIRR , HAFZKFER IAM KR A FHRZZHR. ZREFAFFIERE , flu
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https://docs.amazonaws.cn/enclaves/latest/user/
https://docs.amazonaws.cn/enclaves/latest/user/nitro-enclave-concepts.html#term-enclave
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DeriveSharedSecret
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateRandom.html
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Decrypte Amazon BB SENEVF A EAR A TEMN KMS ZHAKRRE, Sd 0 OB
KMS 2248 R BEIR4E kms : * 18200 NotAction:kms:Decrypt , MR &5 EABR,

BEUATERHGR , EURBSZ AN N RFIXLRENNR, EATFREZH |, BHRIEAX
HEXL Amazon KMS &4# B {E# 1T Amazon KMS L,

Nitro Enclaves B 5448

AT &4 245 F T Nitro Enclaves TAIE :

kms:RecipientAttestation: ImageSha 384

Amazon KMS % &#3EH EEFil] API 21k EREAE R
#r54
kms:Recip FR# BiE Decrypt BEAKBEA IAM
ientAttes policy
tation:Im DeriveSha
ageSha384 redSecret

GenerateD

ataKey

GenerateD

ataKeyPair

GenerateR

andom

HERPHEXBIUEANEPHRGRESRARPIEMTE

Bt , kms:RecipientAttestation:ImageSha384 R&4BMEMA KMS Z4A 1R HIxT
Decrypt. DeriveSharedSecret, GenerateDataKey. GenerateDataKeyPair #
GenerateRandom WifE, ImageSha384 EX M FIEBAMHH PCRO, XZHERH
MRecipientZ# 7 Amazon Nitro kithiEE T EX B MINEX R , WERAZHRFTER.

HEBEEEIFRIKSE Nitro X#bCloudTrail Amazon KMS =4,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_notaction.html
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Bl , U T BAKBEF A i iZdata-processing A& EA KMS Z4A# 1T

#. . DeriveSharedSecretGenerateDataKeyGenerateDataKeyPair. M GenerateRandomig

fE, kms:RecipientAttestation:ImageSha384 RHBNAWEERPHIEANHNWREBRHER
( PCRO ) EXHH MG EECENHITERME. NHBERPHRecipientS I Amazon Nitro
HIEE T ESBMIANEXEN |, WRHEZERTEHR.

WMRFERPFLIERE Amazon Nitro §EIBEBIERA XA |, ML RN TH R LR MIEL T T,

"Sid" : "Enable enclave data processing",
"Effect" : "Allow",
"Principal" : {
"AWS" : "arn:aws:iam::111122223333:role/data-processing"
.
"Action": [
"kms:Decrypt",
"kms :DeriveSharedSecret",
"kms:GenerateDataKey",
"kms:GenerateDataKeyPair",
"kms :GenerateRandom"
1,
"Resource" : "*",
"Condition": {
"StringEqualsIgnoreCase": {
"kms :RecipientAttestation:ImageSha384":
"9fedcba8abcdef7abcdef6abcdef5abcdef4abcdef3abcdef2abcdeflabcdeflabcdef@abcdeflabcdef2abcdef3a
}
}
}

kms:: RecipientAttestation R & B4 & & <PCR_ID>

Amazon KMS % &R EE¥itl API 21E g E i
#24R

kms :Recip i *E Decrypt B 1AM
ientAttes policy
tation:PC DeriveSha

R<PCR ID> redSecret

Amazon KMS £33 R F A &4 347 187


https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKeyPair.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DeriveSharedSecret
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateRandom.html
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Amazon KMS & &3 EEidl API #4E REER A
#24R

GenerateD
atakKey

GenerateD
ataKeyPair

GenerateR
andom

AELEFEBENBERPH LR IEAXHFPEMB (PCRs) GenerateRandom
Skms:RecipientAttestation:PCR<PCR_ID>&HZ{APHIEHEAT , RU4ZHF FERHKMS
ZEAEEIXS, . . M PCRs Wi, Decrypt DeriveSharedSecret GenerateDataKey
GenerateDataKeyPair{X HiERAMRecipientS IS ER H Amazon Nitro kit B LB IAIEX
e, ERXREERTER.

EEESEERERI Nitro kit Amazon KMS BiERCloudTrailli =44,

EIEE PCRE , BEAUTHERN. N PCRID EZEIRHFBEN. BULUEEMRIR AN Ciging —
B PCRID , Haf B EL N B EFEARFELWBEEN PCRID, PCR EHXHMEHRZ 96 NEITTH /)
B+ HIFERFE,

"kms:RecipientAttestation:PCRPCR_ID": "PCR_value"

Bl , ATREERNEET —MFENE PCR1 , ZENNTATREXMN5|SEEN KB FHE,

kms:RecipientAttestation:PCR1:
"abclabcdef2abcdef3abcdef4abcdef5abcdef6abcdef7abcdef8abcdef9abcdef8abcdef7abcdef6abecdef5abcede

AT ROIZEABRIE @ Ao data-processing A&YF KMS 4 A F Decrypt #1E,

REYBERDELERZWIEANRPWESKnms :RecipientAttestation: PCREZ 4 HHY PCR1
kms:RecipientAttestation:PCRIEMITERT , IFAPHWRHRT AT RRE. £A
StringEqualsIgnoreCase RMZEERARERI PCR BE#HTFX 2 K/NEM LR,

MRERTEEUEANY , WRRFRIEL | B THBEFRS
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https://docs.amazonaws.cn/enclaves/latest/user/set-up-attestation.html#where
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html

Amazon Key Management Service FERARER

{
"Sid" : "Enable enclave data processing",
"Effect" : "Allow",
"Principal" : {
"AWS" : "arn:aws:iam::111122223333:role/data-processing"
1,
"Action": "kms:Decrypt",
"Resource" : "*",
"Condition": {
"StringEqualsIgnoreCase": {
"kms :RecipientAttestation:PCR1":
"abclde4f2dcf774f6e3b679f62e5f120065b2e408dcea327bd1c9dddaeab6664e7af7935581474844767453082c6f1
}
}
}

NitroTPM B9 & 14452
UT&4RESET NitroTPM IAIE

kms:: RecipientAttestation nitrotpmPCR <PCR_ID>

Amazon KMS %  &H43EH EE$il] AP 12 1E REERR
#24
kms:Recip FrFE BB Decrypt REAREA 1AM
ientAttes policy
tation:Ni DeriveSha
tToTPMPCR redSecret
<PCR_ID> GenerateD

ataKey

GenerateD

ataKeyPair

GenerateR

andom
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RESTEEENBERFHESZRUA P EME (PCRs) GenerateRandom
Skms:RecipientAttestation:NitroTPMPCR<PCR_ID>&MHEAHHICEA , KERHAS 6
BAKMSZ4AZEFIXt, . . # PCRs Mi5ial, Decrypt DeriveSharedSecret GenerateDataKey
GenerateDataKeyPair{X HiE R+ H Recipient SHIEERE NitroTPM K B X B AL XH4AT
ZERHRBFIER.

HEEEEEREX NitrotPM Amazon KMS BYiER CloudTrail 9 =4,

EIEE PCRE , FEAUTHER. & PCRID EEIFHRBEN. PCRELARKS 96 NFT I
B+ AR#EHFRFR,

"kms:RecipientAttestation:NitroTPMPCRPCR_ID": "PCR_value"

Bl LR R4RAEE THERE PCR4 :

kms:RecipientAttestation:NitroTPMPCR4:
"abclabcdef2abcdef3abcdef4abcdef5abcdef6abcdef7abcdef8abcdef9abcdef8abecdef7abcdef6abecdef5abcede

T REIZABRIEBE DAY data-processing A& KMS B AT Decrypt #1E,

REYBERDELERZWIEANRPHWESKns :RecipientAttestation:NitroTPMPCRE: 44 #Y
PCR4 kms:RecipientAttestation:NitroTPMPCRAEMITERT , iBAHRMKH RS RiFiZE
fE., M StringEqualsIgnoreCase FEZERFRERX PCR EHITFAX 2 K PMNEMLER,

MRFERTSSIUEANR , WARRFRIESL , RN THBHZRA.

{
"Sid" : "Enable NitroTPM data processing",
"Effect" : "Allow",
"Principal" : {
"AWS" : "arn:aws:iam::111122223333:role/data-processing”
3,

"Action": "kms:Decrypt",
"Resource" : "*",
"Condition": {
"StringEqualsIgnoreCase": {
"kms :RecipientAttestation:NitroTPMPCR4":
"abclde4f2dcf774f6e3b679f62e5f120065b2e408dcea327bd1c9dddaea6664e7af7935581474844767453082c6F1
}
}
}
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
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B KA R UF 7]

BT &N KMS ZA T URFHRBES , REBRMNBIERKENRGREL, £EXHABEE |, &
ZMATESAENRENR, RIGITRER R IAM KRB — D REDRET , F VX KMS 2
PABERIATARERE (kms: *), MEZRITRIGER IAM KEEEEIR , BREITL A REEBAR IAM X
B HRFELEY AN R IAM 48, DU Ma 42 SRS B ol

MREAVEZABERN IAM REEFRITAIERE (kms: *) , MEAFNEE KMS RANEERENER
R, BUNHXENRERARBETH , IRBEEZ2XER, ZUUESERARKTABERAE
&, SUBES RS IAM KBS F N2 L FASKKT, B A UERRAERIRBINR, Fln , WR#HLT
APl AN EREBRAHANRIEENIREL , WALEM aws:PrincipalTag RAWABEEF,

ERE T B AT LRSS A Amazon |, FEH IAM AP ERERRNERITEEE, BINBEWEER
ERMAEAREES , BORBTEBALRNTEE | PINEARIZAE B ERRE EEREE R
PR

® Tip
EIEEFRE RN N AEF , FHEMA IAM Access Analyzer REE BN RIKN RN AT
IAM KB,

MREEA IAM AFRPMAE IAM B2 | BA1EZENEZ A Amazon ZRAESHRKIE (MFA) , AE#
KHEIEMNRE. SR MFA RITULTIRE -

- ERAFERITRIURE (HINZHERARER ) B1EER MFA RIERFIE,
- FERAKSZBN MFA RFNFAAERSEBELETENA , RITEREF D

THRES

« Amazon T{EERBERVITE SRAE
- AT REKENR IAM KB 5 E

K &R R PR

L& [ Amazon FRESEFEA KMS BHAMNNRE , FRARZNBRMNN RS LARREL RN TRE
Mo XMRIEMRRIERB T L Amazon BRSS Z [AZIE F R RELRNER KMS B4,

SRR A o


https://docs.amazonaws.cn/awscloudtrail/latest/userguide/cloudwatch-alarms-for-cloudtrail.html#cloudwatch-alarms-for-cloudtrail-iam-policy-changes
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-principaltag
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_evaluation-logic.html
https://www.amazonaws.cn/iam/features/analyze-access/
https://docs.amazonaws.cn/IAM/latest/UserGuide/id_credentials_mfa.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_policies_job-functions.html
https://www.amazonaws.cn//blogs/security/techniques-for-writing-least-privilege-iam-policies/
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EXHHENERERE , BINEWEA Amazon KMS 1% £ T XEZHZEHAMERHIIER ARN SRKS &
H=mH,

ERAME T3 &M

A Amazon KMS #iRE , ERKESRINBENRER G EZREATERARA Amazon KMS 1N
ZIR R K #E 2 Ekms:EncryptionContext:context-key B kms:EncryptionContextKeys$& 4 240, X
EXMRENER , BA IR EENZRIRAT S E 253 XM 1% T SUHEKEX,

N Y FEEAPRIRIERNREBEncryptionContextSH K Amazon KMS X #RINZR 2 4E ( 4l
#CreateGrant=f, Decrypt Z 3 GenerateDataKeyfiR1E ) i , FHERAMB LT XEHEH. (BAxX
EHIRETIR |, F3 5 kms:EncryptionContext:context-key 3 kms:EncryptionContextKeys ) » HIR&
ERIX R MR A HABIRYE (I20 ) DescribeKey , M PRIFHIELE

FEEENRSENZRRERERNNZE LT, WEEBEAMERSXHEN‘ZEMETHKE,
f5lZn , Amazon Proton K112 £ T XX #7112 P Amazon roton &R &k HXBkEHR., Amazon Secrets
Manager 1% £ T XARIRZ4A R EMRAS, Amazon Location #1172 £ T XARRBERESHE S

LA Rl 2 240 SR BB A S 1F Amazon Location Service R ERBAFRIE RN, ABEKREHESFH
k ms: ViaService, kms: #lkms:EncryptionContext:context-key s 4A X BRESE B 45 E /Y
IR ERER B IR KR HIX PR, CallerAccount

"Sid": "Allow Amazon Location to create grants on behalf of authorized users",
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/LocationTeam"
b
"Action": "kms:CreateGrant",
"Resource": "*",
"Condition": {
"StringEquals": {
"kms:ViaService": '"geo.us-west-2.amazonaws.com",
"kms:CallerAccount": "111122223333",
"kms:EncryptionContext:aws:geo:arn": "arn:aws:geo:us-west-2:111122223333:tracker/
SAMPLE-Tracker"
}
}
}
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/proton/latest/adminguide/data-protection.html#encryption-context
https://docs.amazonaws.cn/secretsmanager/latest/userguide/security-encryption.html#security-encryption-encryption-context
https://docs.amazonaws.cn/secretsmanager/latest/userguide/security-encryption.html#security-encryption-encryption-context
https://docs.amazonaws.cn/location/latest/developerguide/encryption-at-rest.html#location-encryption-context
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£/ aws :SourceArn = aws:SourceAccount 545

REARBE DRI EMER Amazon RS EMRT , BRT kms:EncryptionContext:context-key
SR BRAEBZIEBNEME R aws:SourceArn B aws:SourceAccount £ &G #E. RENEXR
Amazon KMS 3k B Hftt Amazon fRS5AS , ARN fIKFEF 2B ERNETX AR, XHEZHHNAE
XHERENR , BRTEENEERERBRL. EBAXRED , REEZERABETHEZRA , BRLE
Amazon fR% ( 40 ) FE Amazon CloudTrailE,

E M aws:SourceArn = aws:SourceAccount £R&HE | FEHIRE N EEMZEN TR
Amazon Resource Name (ARN) 0K, filg0 , &R At Amazon CloudTrail X R hn% IR ¥R 1 3%
HZARBIBATP |, ¥ aws:SourceArn BWEIRE N RERIZRKMN ARN, BERAEEFERAEE AN
aws :SourceArn, fHEIREN ARN A BEFH ARN EX, WREFTHERIFER ARN |, HHA
aws :SourceAccount,

(® Note

MRER ARN @8 Amazon KMS ZARBER R A FNER , W FEERGZHANERERZ
%R ARN, aws:SourceArnX N {EM aws:SourceAccount 4%, B XZ4AFKE M
NWFEMAEER , TSR ZHARKEEN,

FEUT RAIZEARRED |, RENBRH EEZE Amazon CloudTrail RS E 4K
cloudtrail.amazonaws.com, JEMEERIKINPR , ZREEEEA aws:SourceArn Al
kms:EncryptionContext:context-key S##., ZKMEEA CloudTrail BFEER KMS £ AL
AT MZERENHIEZR. aws:SourceArn l kms:EncryptionContext:context-key %&£
BRI 1T, A KMS B ITIEERENEME RELIH BIXA &R,

N T PREIRS X REIMK F (111122223333) # us-west-2 XigiA finance RERIZEAINR , LLFREE
BEAN aws:SourceArn R4 RBIEBE N B ERBRIZEKA ARN, £HBAMEMAANEqualsiz ERFRIER
e AL AT I 37 iF{h ARN VBN TR, RBIEMEA kms:EncryptionContext:context-key
S 148 SR PR 151 X 435 TE i 72 1 (X 43 P R BR 12 VA PR o

EEALZARE2E , BFREAKS ID. XEMRERICEEMERNEKS FHERE,
JSON

{
"Version":"2012-10-17",
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_principal.html#principal-services
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-sourcearn
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-sourceaccount
https://docs.amazonaws.cn/IAM/latest/UserGuide/confused-deputy.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GenerateDataKey.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_elements_condition_operators.html#Conditions_ARN
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"Statement": [
{
"Sid": "AllowCloudTrailToEncryptlLogs",
"Effect": "Allow",
"Principal": {

"Sexvice": "cloudtrail.amazonaws.com"
}I
"Action": "kms:GenerateDataKey",
"Resource": "*",

"Condition": {
"ArnEquals": {
"aws:SourceArn": [
"arn:aws:cloudtrail:us-west-2:111122223333:txrail/finance"
]
},
"StringlLike": {
"kms:EncryptionContext:aws:cloudtrail:axrn": [
"arn:aws:cloudtrail:*:111122223333:txail/*"

ABAC for Amazon KMS

ETEMMGRES (ABAC) R—HETEME XN R REM KR, Amazon KMS X#f ABAC , ¥
IERIES KMS BAXRBIAREM & REBHNFFEEZANTR,. SR ABAC WHREN & RM4H
1 Amazon KMS 2# 7 — B AM RENFARRNEFLALA KMS 2, MAFRBRENEE

B, BR , BNZ/MMERXEINEE  LEERALTERAWHIELTF.

WMRIEMER ABAC |, FEEEERENA BN RIAER T RIZFINR. ERBRBTIERHIBHE
BBl , FREARSHERE KMS B LNIAAREMNBE. A, BERMEFIE , UARIMSMECH
RicEAN , RNSENTMER. NEFEEEERINBIBNRAZRAZNR , HRE A7 A
EENREMNE,
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@ EE
£/ ABAC Bt Amazon KMS , FiEHEITE , TERTFERAEENRINAIBEHNNR, EXIR
ZH A B AUARGTRIELT KMS ZEANNR. FTEESERZARBA BRI RN HAE
B B AT BARE IR KMS 2R A E , siiR =R M AN EEREHGAE.
HEMBIENERRZAREEE 5 2N E T ERIM KMS BARN. RIENERTELE
API BERETR , ART LEMT
ERE KMS ZA5 B REXN TR RMNE , XNEAZHR, ETeERANBRRTERIE
A Resource TEHH KMS ZATER, Z5IH HINE Resource TR , REEETIFNA
FHIE , MARXEKHN KMS ZE4,

THRES

 B3X Amazon KMS X # ABAC WiF4ER ( SERHAl ) , BSHEEAS B REX KMS ZHAR T
B, ERAREEEIX KMS Z4ARI T A

- BXREAFRZERS Amazon RIRHFRINESZ —RER , H56 ABAC BT LA Amazon ? UREA
IAM FA 7= $E5 7 9 R R AR 42 B AR AV U5 F X BR. - Amazon

ABAC &H4#EHAF Amazon KMS

ERE KMS BHAMNREM BB RNTIF KMS B4 | BEBHABEK IAM policy FEER LT S48,

ABAC & HiR KEREKR Amazon KMS #4E
aws : ResourceTag KMS Z4A EFRZE {X PR IAM policy KMS 2540 'R R4 2
( BHE ) 5EXEEHR
AR (BFE ) =
FREE R T
aws:RequestTag/tag-  ERFIIFRZ (B ZEABUEA IAM policy TagResource,
key 8 ) ERBEPIRE ! UntagResource
( BAE ) IHEE
U
aws : TagKeys BRANIRESRER ZHABE IAM policy TagResource,
BE P A PR X B T ! UntagResource
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https://docs.amazonaws.cn/IAM/latest/UserGuide/introduction_attribute-based-access-control.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_tags.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/access_tags.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-resourcetag
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-requesttag
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-requesttag
https://docs.amazonaws.cn/kms/latest/APIReference/API_TagResource.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_UntagResource.html
https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-tagkeys
https://docs.amazonaws.cn/kms/latest/APIReference/API_TagResource.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_UntagResource.html
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ABAC &4 iR KEERH Amazon KMS ##4E
kms: ResourceAliases & KMS Z4A<BkiV5  {XPBR IAM policy KMS B4R % R IR1E 2
BERBEHNEIE DR
7l A #E = T
kms: RequestAlias RTERPH KMS Z4RBUERA IAM policy 1&g
FAWIBSERD £, , DescribeK
Bl B R B BEA T eyGetPublicKey
[T

" E AR R E P E AN R AR BT L 1AM policy RER |, BREEZABEAFER.

2 KMS BEARRIBIERISTE KMS B4R BRI, BEFR KMS B4ARRIEME | B Amazon KMS
WEERD |, £ M Resources FlHhEKRMN KMS Z4AMW{E,

BN, & A] LAGE P X L0 S - 52 6 2 LU T SR RK

- BA kms:ResourceAliases B IAM policy , AIRFF KMS ZA SR EF BRI EERESFEH
R, XEHRBIRSHRBEETE : RESUUEREREANGER , BEN5HE Amazon
Web Services Ik FIXFHEHLMEM —H. XAFEN —HIEEN KMS BHMAKRE , MEE
ERMERP I H KMS 248 ARNs &R, ENEFRINSMER KMS 24 , HE X KMS B4R
alB.

« #H8 kms:RequestAlias MWEEAREE , AJATEREALE Encrypt BEFEA KMS %47 |, BHIRE
=Y Encrypt EREAZFBFRR KMS 2470,

« 48 aws:ResourceTag/tag-key B9 IAM policy , AIIE4F KMS A SR ENRSBNNSEES
FERANNR, XERATLUGRENAT —HIEEN KMS B4 , MEFTERBFHPIIH KMS Z4H
M. ARNs EEEFRRMBMIER KMS 240 |, BFRIEREUERRIE KMS 24,

- A aws:RequestTag/tag-key B IAM policy , ] A FZIXAMXMIBR "Purpose"="Test" KMS
REARE,

« #48 aws:TagKeys B IAM policy , AJ#E4EFF Restricted FRZEEIRICREVHIRIE KMS Z4AH
PR o

ABAC AR EEERREMNAY B, Bl , LAILAEA aws:ResourceTag/tag-key &H§#
B2 1AM policy , ZFKBE R FEIEARE KMS ZHEE Purpose=Test XN KMS Z4H A T 45
ERE. ZXIEEAT Amazon Web Services Ik = H A Kif PR KMS Z4A,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GetPublicKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
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LK MBEIA P HARR , AT IAM policy AR EFEAFHTE Purpose=Test HEWMENE

KMS Z4A A T ERE. BRHENHTNHIMA KMS ZENBENE , EFAEEERERK, REF
Purpose=Test #rEMNE| KMS Z4H. B , EMNEH Purpose=Test #RZM KMS 248 il kRt
HRNR |, ERESMBRIRE,

JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "AliasBasedIAMPolicy",
"Effect": "Allow",
"Action": [
"kms :Decrypt",
"kms :Encrypt",
"kms : GenerateDataKey*",
"kms :DescribeKey"
1,
"Resource": "arn:aws:kms:*:111122223333:key/*",
"Condition": {
"StringEquals": {
"aws:ResourceTag/Purpose": "Test"

B , MBEAEALDE  FEEREANEHEN . FN, EXRMBFEREE ToeaFE
AYRIES T KMS B4R H, FEA B KB4 H R R EAURN B4 EE R TSR KMS

BHMBE | ERANEREERENE. HTRBXPRR | BEERHEERSH RN

Zo BN, BAEEERAFBORERLAEE Purpose=Test i, BXFAEL , BSH £H

B &l KMS B4AE9 51 A AR A IR 51N KMS S84A80 1 0,

mEERRA ?

Amazon KMS X BIREMAI & H ABAC, XWMIATIERREM T RIE. AIF BAYITRZHIRRE |, B
ENRIEEETE.

HREEEHE ? 197



Amazon Key Management Service FERARER

AT SURIE B S R RE M AR E SR Amazon BRI, Bl NEAEEHASKERE
REFTHINR  WETFHERHENERTEAERS, RE , WREEEE KVS B HH
WER , HULTERETRENBRNER,

AT 24k R ARERBNEBH
ETHREN T RZH R @A
« XIFEREA Amazon &R E AR R RRHLH.

BRI AE AR SRS R RIZFIN SRR A E , Hl20 Amazon Relational Database
Service ( Amazon RDS ) £(£8f., Amazon Elastic Block Store ( Amazon EBS ) & KMS %4, It
NEEXFZRTEANRIER | XEERHESHNETAGHIHEEFIEMRE,

- BIiGME—4H KMS 4R,
Ba LA AR R EENTE — Amazon Web Services Ik FX i #)—4H KMS 408935 B R,

FHERNAREFTAIRE R D M A LEEN KMS B, RAEUE-—NETHREIIREZANE L easy-
to-maintain KM E B, EERATRMEMER KMS B40 |, BRMFMRFE ; BXERERE,

ET 3B R 2 R @A
« RIED B BT B RER T E

AREZBETERNBMRESEMH | B a ws:RequestTag/tag-key , NN, B BRE MR
B 1E, BR k ms: RequestAlias M ZAREA TEBERPIRBI KMS Z4AH 5l B SRIZHI3T tn 2846
MiFE. Hlan , WAIRFEIEATE Encrypt BIEFER KMS BHHONR , EREH KeyIld &
BH{EN alias/restricted-key-1 Bt, BEHEEZRY , FEEUTHESRM :

« KMS BT 51% 5 B HE Bk,
o ERAIEE A BB KRR KMS 24,
« ERAMSABEFEAT kms :RequestAlias ZHARK KMS B4ARIRR,

MBREHNARFEEFEAD B HIE X5 H KMS %4 ARNs |, M ittThaessslE A,
- REIFFEERONR,
1£ Amazon Web Services Ik MXF A |, SlIZ XM -1, AL , EFHNZRFEIEATLNR

KMS BN R AR LLETHRER TG RNREF K. SHEFE , XA 5 EER K-
XEFHZN KMS B, MRIER , WALEABIAER (HIW alias/test* ) NERARTH
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https://docs.amazonaws.cn/IAM/latest/UserGuide/reference_policies_condition-keys.html#condition-keys-requesttag

Amazon Key Management Service FERARER

B —K P MXE R —4A KMS BN TLRMNR. B2 , RTFSHIELTRSES B RN KMS ZHf3#H
TERET= RS,

¥ ABAC # 1T FEHEER Amazon KMS

ET KMS ZHANIREN & 2 X KMS ZHAMNILREELE , BYsER A, ER , ERZHI—L&
AR LAY AN £ iR

F TR 3B o 5B ot i B AN R

MREMIERMBRNEERE R , WRER T ZAREH R KMS BRANEFEAFHIEL R KMS &
. HELRKEATESHIRZFME KMS B , 2 REXTPHER. [ KMS BRRINS KM
FE R B9 PREE A LA 7S VF 15 (R LA E 42 175 1) KMS ZEAVERFE A

il , BRIREZFXATUET Project=Alpha #3Ei5E KMS 4 , HIa1BL T R4 IAM policy & @12
HEEYABR

JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "IAMPolicyWithResourceTag",
"Effect": "Allow",
"Action": [
"kms :GenerateDataKeyWithoutPlaintext",
"kms :Decrypt"
1,
"Resource": "arn:aws:kms:ap-southeast-1:111122223333:key/*",
"Condition": {
"StringEquals": {
"aws:ResourceTag/Project": "Alpha"

3t ABAC 3t {THBEHERR Amazon KMS 199



Amazon Key Management Service FERARER

MRZFLEMNZ KMS BATHBRBIFREEREESR , IERATBEEN KMS ZATEERKE
WRR, YZERAZREFEAEFEEZHAN Amazon REPIERHEAKRER |, X—SWEAEE
EmMBZN. EREFRIHNER , BEE LM CloudTrail H FTagResourcez UntagResource % B o

EETEMRBAER TRERR , BER KMS 24 LIRS, X—BHEER T 2t EZEEAD Amazon
KMSHEMZE , FENEME/DN, ATHLEXENER  BNAEECHERARFIRCHMEUER
BINPR , HEEFRIENREHEMNEEETENITEES, EdiRE2a , FEERRBEURMNKBE TIREHN
HERNR , HEEBZRENFIE X AIRE KMS F4H, B EREEIRSERZLHRIE Amazon
CloudWatch 3R,

BT 58 E XM S N B ENRER

MR B AWM RS H Ml KMS BHARER | NREEERE T 23 B 15E KMS BRAMNEFEAFHIEL LR
KMS #4, HELRKIEFITEEE KMS BHAXBNIEN , B2REXMIER. [ KMS BHFM
BRI B A th o] LAV R AR 1517 KMS ZAREIEA.

Flgn , AT IAM RREFEBAEA k ms: ResourceAliases &8 Z4A R FEREZRESN B IFEIKF R
B XEH KMS %48,

JSON

{
"Version":"2012-10-17",
"Statement": [
{
"Sid": "AliasBasedIAMPolicy",
"Effect": "Allow",
"Action": [
"kms:List*",
"kms :Describe*",
"kms :Decrypt"
]I
"Resource": "arn:aws:kms:*:111122223333:key/*",
"Condition": {
"ForAnyValue:StringEquals": {
"kms :ResourceAliases": [
"alias/ProjectAlpha",
"alias/ProjectAlpha_Test",
"alias/ProjectAlpha_Dev"
]
}
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}
}
1
}

EREFNZEN , iIHEF CloudTrail HEF RAE A CreateAliasUpdateAlias, FDeleteAliassk B .

BEEFEHMRBAER TIRERR , FERS KMS ZAXEKENBIE. BHTEN B REEK,SMXE
PH— KMS ZHMxE , A EER AL EEREERE—L, RE-LEZEAN— KMS Z4H
BV R RR AT RE 2148 M B S B b ZHE AN Btk KMS BRI H].

ATRHEHIREER  FROFEZCHEEARTIREENR , FHEH 2 EENERFDMBNER
EENE. EEMIMERDE 28 , FEERBURNKE T3 BHRNR , HESHIB XK
BXEHERK KMS ZH,

BT 5l & B & 1468 15 =)

R KMS ZABIIZK P #it X ZA KMS Z4AECE Y BRIA I A |, N3RS kms: ResourceAliases k44
I KMS 2481 B P Y93k B AccessDeniedfilst,

EREHE , FMERES KMS BHAXEKNBE , EFSEH. REEAZANSRTAF R KMS
ZHER.

HEIR Y RAXE K

B ENINENERRZTRFRE 5 7 AR E T M KMS BARN. Bt , FEHFNEERA
BERTE AP BRAER RN Z AT R RIEMARI A . X FMPEEIR AT BELL MM K Z 3 Amazon KMS B4EHV R E 1Y
RE—HMIERER,

flan | BATEEHE — N IAM policy , RFRERFKAFERTE "Purpose"="Test" XM
KMS %4, ARG , &% "Purpose"="Test" #rZRME KMS 41, RETagResourceREBE TR
HListResourceTags/a R IAGFE B2 Eith KMS 40 , BERATREEKEED MR TET R KMS
=4,

ATHIEHRER  BRLTTER N RN AT,
B T 5l & AT 1 KAV 15 3K

HEEH B, LRAFHEBES —1 KMS BHKE
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https://docs.amazonaws.cn/kms/latest/APIReference/API_TagResource.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListResourceTags.html
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REMIEER B HAE ARN BReEncryptiE R AlgE kK , BAZBIBIMESRNBEE XK KMS
AMRER, XTERBEEALIRE IncorrectKeyException 5% NotFoundException, T&E N
RiERHDEE Keyld = DestinationKeyId Z% , MRETRESAMW , HHI AccessDenied &
E, BN AASFTEEENMEZERXH KMS Z4 11 B FR.

B LB & & CreateAliasUpdateAlias, 1 CloudTrail B E% B ByDeleteAlias B ERBERE R, ik
A LAfEListAliasesM B A fiE i iZLastUpdatedDate FERHIE R M FE X,

flan | LA R ListAliases R B & ;Rkms : ResourceAliasess I fIProjectAlpha_TestHI&E
B#, Rt , ETHBEFHRANBRHERE AR EREX EFIXBKAN KMS ZAM G RNR, Hx , 4]
AT LATG R ET R BR Y KMS 248,

$ aws kms list-aliases --query 'Aliases[?starts_with(AliasName, ‘alias/ProjectAlpha’)]’

{
"Aliases": [

{
"AliasName": "alias/ProjectAlpha_Test",
"AliasArn": "arn:aws:kms:us-west-2:111122223333:alias/ProjectAlpha_Test",
"TargetKeyId": "@987dcba-09fe-87dc-65ba-ab0987654321",
"CreationDate": 1566518783.394,
"LastUpdatedDate": 1605308931.903

},

{

"AliasName": "alias/ProjectAlpha_Restricted",

"AliasArn": "arn:aws:kms:us-west-2:111122223333:alias/
ProjectAlpha_Restricted",

"TargetKeyId": "1234abcd-12ab-34cd-56ef-1234567890ab",

"CreationDate": 1553410800.010,

"LastUpdatedDate": 1553410800.010

XA EHTE L, BULUBAEFBLLEESRE KMS Z4AxB., B2 , THRITERE
2Bl BEBEEIZEI YEIREKAN KMS AN E N, MREZFFXAEMNRREFERE - KMS
Z4R |, A TREEEAE T RIZFH, EXMERT , B aEEEENRBUBREXEAERERXH
N KMS #4R,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_Decrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ReEncrypt.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListAliases.html
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BRI LA IE PR EEIR - EEMBI B 28, BREBIURNKB TR BNHR. R, £53H
KXERWAAXEFIRE KMS . FRAFECHERARTIREENR , FHEI S EENRR
HEMNEEZEEENB B

Amazon KMS ##y RBAC

ETAGHNIHRES (RBAC ) BR—MEMKE , VAP REBETHTHEIRIAFAMNER , ML
B. Amazon KMS X#f RBAC , AW EEREZHABE P RAEERHRAENRKEZHNBRHAN
Al ZHARKEERTHRAGRMRNER, #4E. MR, EEAMTEERS,

E 7 Amazon KMS #1551 RBAC , BRIMNBICRZRAAFNEZRAEEANRD IT.

Key users

LA Z4ABUR RO o ¥F ExampleUserRole IAM A& H KMS 24,

"Sid": "Allow use of the key",
"Effect": "Allow",
"Principal": {
"Amazon": "arn:aws-cn:iam::111122223333:role/ExampleUserRole"

1,

"Action": [
"kms:Encrypt",
"kms:Decrypt",
"kms:ReEncrypt*",
"kms:GenerateDataKey*",
"kms:DescribeKey"

]I

"Resource": "*"

EHNEZARFRENNRARD TAROFHAFT . BROEAFFENRR. ERT R B
18 TE i — SRR

- BB IAM 48 ( BEFAF ) FERHRBRH ?

- BUFHEECAZARIITHBLERE? fla, TAHRREAFTEMNBENEENR ?

- AP RAZER Amazon R3S ? BIRRE Amazon RS , AIEAZAZHRBZARERFENEE

Amazon B%.
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Key administrators

AT A BUR RIS ¥ ExampleAdminRole IAM B &EE KMS 4.

"Sid": "Allow access for Key Administrators",
"Effect": "Allow",
"Principal": {
"Amazon": "arn:aws-cn:iam::111122223333:role/ExampleAdminRole"
.
"Action": [
"kms:Create*",
"kms:Describe*",
"kms:Enable*",
"kms:List*",
"kms:Put*",
"kms:Update*",
"kms:Revoke*",
"kms:Disable*",
"kms:Get*",
"kms:Delete*",
"kms:TagResource",
"kms:UntagResource",
"kms:ScheduleKeyDeletion",
"kms:CancelKeyDeletion"

1,

"Resource": "*"

ARG  EHNEZAEEAZTENNRAEL> TEERANNR. Ny ERAEERRFENNR,

REAFRTFEITHACHENNR, AFNRRTEAEMTE , EAERTHZARENRATEFER
EREEFHEFER, MREERLEFEFNRREARFROINR |, B ERBRERN AR
REBFERMIEFTHER,

THRES

- IAM B4 (AP, RPENASE )
o piEEHIRYRE
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RIFEMIKF AR AEFER KMS Z4

O] LA A E At Amazon Web Services IKF AR AP R AGEREKF R KMS 241, BEKF 7GR
TE7E KMS ZN AR RN - K B 1AM policy RIEBERR,

B IR P AR A M RAEB R

« IEIRIE

» CreateGrant
 DescribeKey

» GetKeyRotationStatus
» GetPublicKey

* ListGrants

* RetireGrant

* RevokeGrant

MREEEMSB —NEFFHNAFPR TN EMIRENNER , MXERBRFTEER, flin , REES
— NIk AR EFE AR F I IAM policy #9 kms:ListKeys PR , S& X Z4A KB P KMS 4R H
kms:ScheduleKeyDeletion X BR , M A~ X &R AR X LERENZ TS KK,

AXETRBKFFEH KMS Z4B 31T Amazon KMS B2EMNFAER , FSH Amazon KMS R
EHAMIKF PER KMS 248 Bk F A%, Amazon Key Management Service APl & g4
AP| #ERFER —NERSERTED.

/A Warning

FEERTERAER KMS AR, REF TR , FRES/MINEN, XEtx A/
FHREN IR T FIEN KMS BRI TR

A FEEEREMARAEN KMS 24 , AHRHEMIKS F KMS 24, BER/ W&
RTEERE KMS BAIREVE X ESEK S SRR,
BREARBERFEKSPHNERNESZESR , 55 R IAM policy By &R

ERER KMS ZHNNREFEMKSFHAFNAR , SU4FEARTTRERE K

« KMS BN ZARBARENEIKS ( HABKSFHAFNEE ) RTER KMS ZHARNNR.
BRRRBEHE KMS BHBIKS F,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_DescribeKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GetKeyRotationStatus.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_GetPublicKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListGrants.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RetireGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_RevokeGrant.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ListKeys.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_ScheduleKeyDeletion.html
https://docs.amazonaws.cn/kms/latest/APIReference/
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« SNERIKFHEY IAM policy SR ZARBNREZERGHAFNAG, XERBENDKS FIRE |
HEZKSHWAFNABRTRR,

FHARBERE AT LA B KMS Z4A. |AM policy REEFESKREEWB HR] KMS #40, £IRH0 250 REE H
IAM policy #F 2% , BAME R E,

EiRIEZIARRE |, B A LUEH Amazon Web Services BEERH AP ERUE , WA LER
CreateKey 5} PutKeyPolicy #&4E.

BXYm%E |IAM policy VRS BIE R |, B, & IAM RSB & FEH Amazon KMS

BXFEAZAEBE IAM policy I HE TEAAFEEMIK S FEA KMS BN RH , B8, &
Bl2: AP EAGHERIEH M A ER KMS 248 Amazon Web Services i F°

B LATE BRI Amazon CloudTrail BEHREEX KMS B4~ £ K Amazon KMS #8#4, E£HAM
KA ER KMS 2N REFICERERASHNIKF M KMS Z4AFME &K H,

hY

ER
- FBR1 . ERIKSPRINEARKED
SR 2 . FEHEK S H A 1AM policy
- RIPFSER KMS 2485 Amazon Web Services IR 454 5
- EHMKSPEA KMS 247

® Note
AEBHHRFIBRT AL S EHZEARERN 1AM policy RIBHEHFR X KMS Z4AK 15
8, XEBRARAFTERN T RREMISEEN Amazon Web Services fRSE X F KMS B4AEE
B PR. B>x Amazon Web Services IR EEMNRNELR | BSHRS X MEE
18

SR 1 EARMIKF RN ARG E S

KMS Z4A 1Y 2 40 R BE 2 W AT LTS R KMS B R A AT AT ERIEN ETERER R, BHAKE
WMAERE KMS ZHNIKFF. 5 IAM policy £ , ZHARBIEERR. RR2IESHHREXE
BY KMS B4, HRHBEKSNRE , KMS 2N B AR LG AEKS ( K, Ry F
A6 ) BFEA KMS B4R,
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://docs.amazonaws.cn/kms/latest/APIReference/API_PutKeyPolicy.html
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E@ASKFARFEA KMS ZANNR , FnBARBRAIN—KEIRTEELARBKS. EEAXR
B&# Principal ;t&EH , W AAIBIK/H Amazon Resource Name (ARN).

HEEBARBPEENTKSE , SABKS PR IAM B R 7 UEA 1AM policy FRAFiX LR PR Z ik
LN PV EFAFMA®, 18T BURTE M P M A & 0 SU0T 1E 240 5K EE o 18 E 89 IR IR1F

REERE KMS ZHREBRAFTHRHNXEHPESA TABKSR , BRFEATKSAREZFEANNRS
BH, BEXBRINBRATARBANXSE (“RBMAXE" ) WEE |, iH5HE (Amazon Web Services —
%2#£) H# Managing Amazon Web Services X1,

Bl BELEFLEARFKS 444455556666 ERMIKF 111122223333 R IR KMS i, X
Bt A ST R AR B SRR S O REEE AR B A 111122223333 f KMS B4 B4R
o LESREEE ARNINEIKS 444455556666 HINZFREFEANIIMNE KMS Z4AH KMS %4,

(® Note

AT RBERT BEEMIKS R E KMS ZHANREIFARE, BF K6 Sid, Principal
Action W{EERN KMS BTN RNBERE,

"Sid": "Allow an external account to use this KMS key",
"Effect": "Allow",
"Principal": {
"AWS": [
"arn:aws:iam: :444455556666:root"
]
},
"Action": [
"kms:Encrypt",
"kms :Decrypt",
"kms:ReEncrypt*",
"kms : GenerateDataKey*",
"kms :DescribeKey"
P

"Resource": "*"

FBA L EZAREPEERENABAFRTNAE  MARAABKFBZFNR. B2, XEAFNAE
TAEMERZ KMS Z4 , BRI/ FH 1AM B2 5FEHH 1AM policy M iNZE|H &4, 1AM policy
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https://docs.amazonaws.cn/general/latest/gr/rande-manage.html
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AU ERARBTFIEENMARBOoABASNBER TR HB , SMNAUAFRTERARE
FRIEER AT I R,

EEZARBHIEES O LRBAIKS FY IAM EE R JURHANR, BR , ©EMNIKS YR
EETBEMEZR, flm, REEFTEMAFREE, BLIRZEORMEEE KMS BHANIKS
AV AN |, FEL S DRIKS eI IAM policy.

EERAERPIEERENBAFRRAER , B Principal iRTPRANTKSFNAFRAGH

Amazon Resource Name (ARN),

o, LT RAIBEARBEIB DA YIKF 444455556666 HRY ExampleRole ANk
111122223333 Y KMS ZF4H, LA RBGE AIRNRINEBIK P 444455556666 1E N REF AR
inE KMS 2489 KMS %48,

(@ Note
UTROERT SEMIKS X E KMS ZAN RGIZAKEE . ERRPG Sid, Principal #
Action MEERJ KMS Z4ATaH AR A RE,

"Sid": "Allow an external account to use this KMS key",
"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::444455556666:role/ExampleRole"
I
"Action": [

"kms:Encrypt",

"kms :Decrypt",

"kms :ReEncrypt*",

"kms :GenerateDataKey*",

"kms :DescribeKey"
1,

"Resource": "*"

(® Note

BRIFEBFEAZURHEBHABER  ENFEEATNRNEMZHABRREUTEMRENES
(*) o BEXRTAGTFEDN Amazon Web Services Ik IERFHWENEMHER KMS 24 | BR
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FEB—NEEQHEEL T, Hih Amazon Web Services IkF FHAFR REEEHCHWIK,
FIEMENENER | B0 LAEE S KMS 48,

BEFERELBREZEQNBKSRTFHERR, Sl , BARFLERTFAFBERETIMBONR , &
EE KMS ZHETER KMS ZHANNR. AXEHX KMS ZHAMNRAFIR , FZ5 Amazon KMS
KR,

I KMS B4R ERAEE

Y AMER CreateKey RIFBIE KMS B4R , BAILUEAE Policy SHRISERARM , LKM
FISNERIK = AR A P A SR T KMS B4R,

HIRTE Amazon Web Services EEBE&IA 422 KMS Zint , RSB HEFAR, HEBER
PAEERANMBPEAF D PIERFHE , Amazon KMS £35FiX 5 4 1 K RAE 275 INE KMS 248
NZARER, RERPIDEAFEHASBKF RN AZBERF,

4 47 ASNEBK S BB 1D B, Amazon KMS BB SRR I NE . IRIERBMEHE
W, SNEBIKF R0 R I BTABA % KMS B4, BEIAHN 1AM policy SABIAEA1E F 255 5
AR LA IR

F—NBARKEIQNATKSRETFEMZRERER KMS ZEANNERE. E-NZRARBIEIR
AR, E KMS L4, EFMECERN , ENRERFKE S Amazon KMS EHH Amazon
REMER. XERRAFMEZRFBENEM Amazon RS ER KMS B4R, XENRE N MEH
Amazon fRSH AP BIER KMS Z4Ai%1THY

HPR 2 EHAEBIK S AR 0 1AM policy

B KMS BN AN ZARBIRENRNEIEE., B2 , EMIMERIX LR 1AM policy
REARPKEEX KMS BEWNER 28 , ABKFPNAFNACTEEAL KMS Z4H. 1AM
policy EAEBIK P HIRE,

MR FAREE @I EBIK R F AR , WA SO’ 1AM policy MBI~ HHEMAFAS AR, B2, W
REARBOBEENAFIAGE TR , U 1AM policy REEFXENREBEF2BH Mo EEAF M
A, MR IAM policy BIEMABAFRBER FEA KMS BHAMNKR , WeFErER,

BRAAKBEE PR & IAM policy FEVIRIE, 1AM policy AT AZ RIE AR IS EMFTE R ZB o1, W
£ IAM policy FI H R EHEARBEFIEENRE |, MIXLRBRTK.
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https://docs.amazonaws.cn/kms/latest/APIReference/API_CreateKey.html
https://www.amazonaws.cn/kms/features/#AWS_Service_Integration
https://www.amazonaws.cn/kms/features/#AWS_Service_Integration
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LUR 7RI IAM policy R EFEAERMKF 111122223333 K KMS Z4ARITINZRE, BE@KS
444455556666 FHAFMAGRTILNR , BEXBEHNEIMKF 444455556666 FHIAF A
2,

® Note

DT RAERT BEHMIK S HEZ KMS Z4HR A IAM policy, EfF A Sid, Resource
Action WMEEEN KMS Z4ATH AN A RE,

"Sid": "AllowUseOfKeyInAccount111122223333",
"Effect": "Allow",
"Action": [

"kms:Encrypt",

"kms :Decrypt",

"kms :ReEncrypt*",

"kms :GenerateDataKey*",

"kms :DescribeKey"

]I

"Resource": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-1234567890ab"
}

FEBARZRBHUATFAGE :

- ERAFBETE , IAM policy BAFREE Principal t&E., £ IAM policy 1 , ZFEARKM M T X
BEEY B 17

 |IAM policy F#Y Resource TEMRRZIEXATLUFERIN KMS #4541, BIEE KMS FH , BEEE
ARN 0%l Resource TEH,

o IBTTLATE Resource TEAIBEZ N KMS %4, BR , MR EZE T Resource TEHEERE
B KMS %4 , Bt 2aTEh EFHE FHNE S KMS ZHBNR,

« ERWFATEAPE KMS B4 5 Amazon KMS £/ K Amazon RS —ERH , BAEEED
ZAARBEEL IAM policy FINBR. BXREZER |, TSR A UPHIE KMS %435 Amazon Web
Services REZEEEH

BXEH IAM policy WEZEE. , S IAM K,
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https://docs.amazonaws.cn/IAM/latest/UserGuide/access_policies_managed-using.html#attach-managed-policy-console
https://www.amazonaws.cn/kms/features/#AWS_Service_Integration
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A ER KMS 2248 5 Amazon Web Services REE S FEH

B RAEKF R E AP ETREN KMS 24715 Amazon KMS SERRY AR S — £ AR,
flan | SAERKF F AP A ER SR KMS Z4 1% Amazon S3 FREBH N R MEFEE
Amazon Secrets Manager F#IZ4R,

AR ARAEANABAFIATAFNKSRFEH KMS BHANNR. A, BEZN IAM policy M
MBENSH , LE AR T#EHA Amazon Web Services IR IR, Z RS IE AT REE R A P 1 2 4A
REEE] IAM policy FEBFHAMNR, Bx Amazon Web Services REEEXNF - EE A Z4AMARIN
BRIIEK , ESRMERRSHAFEREIARAREREF R ENTHNBRERF £/,

FEHAMIKF PR KMS #4H

MRIEBENIE S —1 Amazon Web Services Ik FEH KMS %48 |, B a[EAE Amazon Web
Services EEi2&|A . Amazon FF AT E4A, Amazon CLI 1 Amazon Tools for PowerShell #1{E
KMS Z4R,

E7E shell (8 B APl ERFPARREAMKS A KMS B4, BEANUTEZRIRAN.

« WFHWEIEIE, DescribeKey M GetPublicKey , A KMS 489248 ARN 5518 ARN,

« X F CreateGrant, GetKeyRotationStatus, ListGrants ] RevokeGrant , & H KMS 240/ 24
ARN,

MRER @ AES ID HABEM , Amazon 2B E KMS BT ERNKS F,

Amazon KMS ZH| BT EEMIKF HE R KMS 4] |, BMESERERATEN. i, EHE4M
Amazon RS HIIREI & ERK KMS Z4AM SR IIEEMIK S HH KMS Z4,

£ Amazon RS S HIEEFEKS P KMS 240 |, E2400%H A KMS BN ZEHR ARN. Fr
FNERARRTFRESMR , ARERSESNERHE API RECBAATELAEMTE, BXFAER ,
FS MRS X

I3 % (X 2540 Y 1 4

BELEEANE, ERENZOIRPEAZSXEERN  SEGREEREXGRANBERTENE
Z, B2, ATZXEZRANZ2EMSEXEZANEZLEHHAETE , BNBUERNGE, 8
MER S XA 5L EE,
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® Note

£ Resource FERH BEEFMNINA IAM policy EBEAIER M NA T2 XiGRPNZXEHH
. EFHREINEXIE KMS AR XE R , BEA k ms: MultiRegion 4%,

FRAEHENI AN LEEEAXIGEBNEAER THRMNERZXEZH. MATEREANZXIEZA
EHIBFEEMIM 248 Amazon Web Services X133 1, XRNEBEZSXIGZAMEMAIZTFNER , FEANX
NEESZXFHRANTSRFNR,

WA LAE A B4R, IAM SREEFABN |, AF IAM ZEXABTENERENZXEZ. Amazon Web
Services IKF BN ZXIFFRAH R — MU ERER , EEH -4 ARN NIRPKRE, BEEREN
FHBUMEPFZABE , HBARKRFPFTIMEH IAM policy SEHE R RPUR L,

EXRSXEES , iF Amazon KMS FA IAM RFEXBKAG., XNAEN Amazon KMS & FESHH
EEMFENNR, BEXEZER , BH5H BENEF % Amazon KMS Xig#4A,

£}
« ZXERANRNEM AR
- BRSXERAEEANAS

2 X & AR R E At AR
% KB4 1 248 A 1AM policy BY , EERU T RN,

- BHARK — SIOSKEBRABR—MELH KMS ZHARR , EEECHEHAER. B UEHEE
FFAENZARENATHXSXERAETNENZH. BPARBTIRSXERANLAZEEN.
Amazon KMS F&EMX K 2 XBRH < B & H HE LS HHA K.

£ Amazon KMS ## & & P AIZRBIAZLAR , R TAHEEL , #HAE2ETEZAN LI ZHRE,
BOAERALLZARE, WEHETRESIMBRFNER, B2 , IELRESREINERAERR ,
Amazon KMS T4 RS X LK, fli , MREFREZANZHARE , NEIXRZHNZHREY
REFE,

- BINZEAKME-EH CreateKeyFReplicateKeyRERIE S XF AN , BRIFBEFRPEESZH
FrE  ANNNARABAERR, XSENATEXERANRIAZAREEE,

* 1AM policy — 5B KMS B4 — 1 |, SAELBHABEEA TN , BF A LAERA 1AM policy 1% Xt
SXEHZAMNGER. BMIABRT , IAM EEEER TFHE Amazon Web Services X A, BR , &7
LAE S48 ( B30 a ws: RequestedRegion ) R BR &3t 45 & X Z A X PR o
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EQEFRANEERL  ERALITINNATLEZANXEHN IAM policy EF
kms:CreateKey R,

« #MBI& — Amazon KMS B & RXEMN . SMEREBATXN — KMS BAMNNR, S UER
BRATNZXEHEZARBEARBZANNR, B2 , BFEFAENRLRATNZN KMS #47
HIR , BIfE B2 S X%,

- 4 ARN — B8NS XERAEBE —ME - ARN, X ZXEEEH ARNs WEFAEFHERE
Mo X, KPMZ4R ID, EXERE,

E¥ IAM policy BAMATHENZXEEH , EEAHEZH ARN T2 ZXFHH 4 ARN &
Ko ENF IAM policy BANAFAAAMEXZXEZE4 |, 7% ARN WXE &P FEHEERS (%), W
THIFT R

{
"Effect": "Allow",
"Action": [
"kms:Describe*",
"kms:List*"

1,

"Resource": {
"arn:aws:kms:*::111122223333:key/mrk-1234abcd12ab34cd56ef1234567890ab"
}
}

BRI SR A T RNATE 2 XE %48 Amazon Web Services IKF , A SAEA k ms:
MultiRegion RE§ZHH D21 Emrk - BT E4A ID K,

- REHEXAC-IESZXFHETBNERXALTIAE iam: IR, CreateServiceLinkedRole

ERSHXAZXEZHANKEREM |, BB | Amazon KMS AM fREHEX A, Amazon KMS
BHEBROIEZXFE R Amazon Web Services Ik i , SEHRCIRZRSHEX AR, (WERA
BFE , Amazon KMS FEFRRE , XEBEEMAEEFM, ) ZABEMEXEPEE M.
Amazon KMS EATRIE (HEHLUE ) REMEXAE  AIESXEFENERALTHAE iam: X
BR, CreateServicelinkedRole

BEREZXERHAEERANMAF
HERNEESKARANERAREEEIRGNBEX AT EAU TR :

* kms:CreateKey
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* kms:ReplicateKey
* kms:UpdatePrimaryRegion

e iam:CreateServicelLinkedRole

Bl =2

ENESZXEHIER , ERAFTECEEAMEXEERN IAM KB HH kms: CreateKey Hl iam:
CreateServiceLinkedRole I fR, EBXLENRNZIXA TG E L XIFMZ X4 |, RIFFBRHEIE
PR,

#Ziam:CreateServicelLinkedRolefXBR /2 iF Amazon KMS €
EBAWSServiceRoleForKeyManagementServiceMultiRegionKeys B & L E S A ZXIFHRANHLZRE
s

Blan | b IAM RECR R 4IRS XERY |, HWXERAMMEKR , RN SXEZACIRKRSHE
xA®,

JSON

{
"Version":"2012-10-17",
"Statement": {
"Action": [
"kms :CreateKey",
"iam:CreateServicelLinkedRole"

1,
"Effect":"Allow",
"Resource":"*"

EATRIEL YRS XFHEHAMNNR , FEMA k ms: MultiRegion &4%H., BREN
true ( ZXEE ) W false (LXEHEHA ) . a0, BLT IAM policy IEEAEA Deny RS
kms:MultiRegion &% L ZFEACE S XE A,

JSON

{
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"Version":"2012-10-17",
"Statement":{
"Action":"kms:CreateKey",
"Effect":"Deny",
"Resource":"*",
"Condition": {
"Bool": {
"kms :MultiRegion": true

}

g HZH
BOESXHREIAZR  ERAFTEUATNR :

« km ReplicateKey s : 240 Z AR PR
« kms : T£ BIAZ4A XigH W IAM K EE R Y CreateKey X fR

AFIXLENRITIEEE, EMNATERACNE KMS ZHAMNBTNEFEANRHAR
B, kms:ReplicateKey RERZEZNE Amazon KMS KR X 13050 545 # B4R #1 %) o

ERFI TS 2 XEZHANSEE , F6EH k ms: ReplicaRegion %4 %48, Amazon Web Services

Xif ©RPRHI kms:ReplicateKey R, BN , 2FERR., 0, ATHARRATERAESF

ZEZS  ERREEEXEHPHT.

"Effect": "Allow",
"Principal": {

"AWS": "arn:aws:iam::111122223333:role/Administrator"

iy
"Action": "kms:ReplicateKey",
"Resource": "*",

"Condition": {
"StringEquals": {
"kms:ReplicaRegion": [
"us-east-1",
"eu-west-3",
"ap-southeast-2"
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}
}

}

EREXE

BN ZERATUNBAZRAKBRAETZE , NMFUGINERAERN B AR, ZRENIETE
Xig, BEEHMEXE , ERAFTEFR N XA kms: UpdatePrimaryRegion X PR, &R LAEZEABE R
IAM policy H 1z ftix LR,

o %4 LM kms:UpdatePrimaryRegion, BLiXPRABE F 240 XA B Ko
« BIARZ4A EM kms:UpdatePrimaryRegion. bR AFTE BIA B4 XS H AR,

plan , L TEZAREEATUEBETERRACHNAFRTER KMS ZHANEXEHANR. I KMS #4
AR BREPHN ERARE A BH,

{
"Effect": "Allow",
"Resource": "*",
"Principal": {
"AWS": "arn:aws:iam::111122223333:role/Administrator"
b,
"Action": "kms:UpdatePrimaryRegion"
}

E R & Amazon Web Services Xig AT E X2 , i k ms: PrimaryRegion &4 %4, i
m, BT IAM BIERF B AT ZERAEFHT P S XE M ERXE Amazon Web Services Ik , {BREIRR
FHEXEREEXEZ—.

{
"Effect": "Allow",
"Action": "kms:UpdatePrimaryRegion",
"Resource": {
"arn:aws:kms:*:111122223333:key/*"
.

"Condition": {
"StringEquals": {
"kms:PrimaryRegion": [
"us-west-2",
"sa-east-1",
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"ap-southeast-1"

ERANEES XEHEH

HIAERT , BRIE Amazon Web Services Ik MXFHEAMEE KMS ZEANERRABERE
ANEBRZXEZRMA, BR , BULMEA k ms: MultiRegion 440N o 1F 8 X BB AR A F
ZXE . REMEMA k ms: MultiRegionKeyType FHBANAFZXFHF BB NA TR AR, &
NEHZEAEIE I CreateKey RIERFEAIMAE KMS R4AMEIIRME ( FI20 Enc rypt R ) K97 AR
BREnableKey.

LUR 7R 1AM policy BB kms:MultiRegion &4 , U ERAFEAREETMZXEFEA,

"Effect": "Deny",
"Action": "kms:*",
"Resource": "*",
"Condition": {
"Bool": "kms:MultiRegion": true
}
}

LRI IAM policy IBAIfEA kms:MultiRegionKeyType & , LA TR AITTRIFIEUEMBRERR |
BNRFZXEEIARZR,

{
"Effect": "Allow",
"Action": [
"kms:ScheduleKeyDeletion",
"kms:CancelKeyDeletion"
1,
"Resource": {
"arn:aws:kms:us-west-2:111122223333:key/*"
b
"Condition": {
"StringEquals": "kms:MultiRegionKeyType": "REPLICA"
}
}
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HEXR Amazon KMS keys i 7] R

EWREH AN Amazon KMS key WFIEXI R , AT E KMS ZHNZRHARE. MAT KMS
ZHRNE RN , URFIEEE Amazon Identity and Access Management (IAM) SKBE, &AL ITiZ
BRERBEE KMS ZANBEEACE RS EZRESAMIFITER. UTETBEHTERERLETE
WG KMS Z4A8) Amazon ZFEA ( B ) WEEIIR,

F&

- RERAKRK
2 IAM policy

- RERT

REZARE
BAF KRB KMS BRBANEES 2. H1KMS BHHELRE — P AR,

NMEZAREARANZAERARRTERAZARER , WBHAREATFEKSFH IAM EERAER
IAM policy #HIxt KMS Z4A A, ok , R ZFAREI T H i Amazon Web Services K &£
A KMS Z4AARER , MSAERKF ) IAM B R A LAERA IAM policy ZiIX LA PR, ZE#E 7 17 (]
KMS M ZIRANTESEK , HKE IAM policys.

EEFEKFHPH Amazon KMS 2 B X EE A ZRAR Amazon FEEXNZANRAKR , BFEH
Amazon Web Services B 2% & = Amazon KMS APl H1#) GetKeyPolicy &1, BE&EERAREE ,
IS KMS 24 E & kms : GetKeyPolicy IR, BHXEE KMS BN ZIARBMN LA , FS5H
the section called “&B& Z4ABE",

REZAFTHEY , HIE TN RBEDHN Principal TEPIEENFHEZREA. £EE Allow F
REEBERAS , Principal TEHH IAM AP, IAM A& F Amazon Web Services Ik P G5t
bt KMS Z4RH9 15 [R1 A BR

(® Note

BRIEBEAZHREZHABE , ENFEEATFNRNETABABRETFEFEENES
(*) o BEFEXRTAGTFED Amazon Web Services Ik SERFHWENEMHER KMS Z4 | BR
R —NKREZTHPEBRIELE ., Hitt Amazon Web Services IKF AR RELE B S HIKF
FIREHEREIPR , BT LAE AR KMS 24,
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BATR 7R 451 {62 P 2R 1A %2 4H S B R A9 SR AR B OB R S AT R R 4

Example RE&1E T 1

"Sid": "Enable IAM User Permissions",

"Effect": "Allow",

"Principal": {"AWS": "arn:aws:iam::111122223333:root"},
"Action": "kms:*",

"Resource": "*"

EXRMIBEAD 1%, arn:aws:iam::111122223333:root £#&[[E Amazon Web Services ik F
111122223333 B Amazon IKF E4F, (XFREFHRAF. ) BRIAMBERT , HEEA Amazon
Web Services BEEZH| & I HHN KMS 4] , SIAREA X LERFH KMS BHAERIBHZHRE
i, BPARBXEP RIS ERECNERED,

MR A KL XS EE AWFIH R Amazon Web Services Ik BB A , MPEAFEEZK S R EY IAM policy
AFIHR KMS 4, XEWE , BMEKFPNAFNAGRERAREXEPERNF N E4EK , AT
| KMS %48, BSHREFREIINZEIE AR Amazon Web Services Ik FEIFTA IAM policy , 2
BEENRE RTFFEL KMS 24,

Example RE§iEQ 2

"Sid": "Allow access for Key Administrators",
"Effect": "Allow",
"Principal": {"AWS": "arn:aws:iam::111122223333:role/KMSKeyAdmins"},
"Action": [

"kms 